One User Experience

Configuring BIRT iServer



Information in this document is subject to change without notice. Examples provided are fictitious. No part of
this document maﬁ be reproduced or transmitted in any form, or by any means, electronic or mechanical, for
any purpose, in whole or in part, without the express written permission of Actuate Corporation.

© 1995 - 2012 by Actuate Corporation. All rights reserved. Printed in the United States of America.

Contains information proprietary to:
Actuate Corporation, 951 Mariners Island Boulevard, San Mateo, CA 94404

www.actuate.com
www.birt—exchange.com

The software described in this manual is provided by Actuate Corporation under an Actuate License
agreement. The software may be used only in accordance with the terms of the agreement. Actuate software
products are protected by U.S. and International patents and patents pending. For a current list of patents,
please see http:/ /www.actuate.com/patents.

Actuate Corporation trademarks and registered trademarks include:

Actuate, ActuateOne, the Actuate logo, Archived Data Analytics, BIRT, BIRT 360, BIRT Data Analyzer, BIRT
Performance Analytics, Collaborative Reporting Architecture, e.Analysis, e.Report, e.Reporting,
e.Spreadsheet, Encyclopedia, Interactive Viewing, OnPerformance, Performancesoft, Performancesoft Track,
Performancesoft Views, Report Encyclopedia, Reportlet, The people behind BIRT, X2BIRT, and XML reports.

Actuate products may contain third-party products or technologies. Third-party trademarks or registered
trademarks of their respective owners, companies, or organizations include:

Mark Adler and Jean-loup Gailly (www.zlib.net): zLib. Adobe Systems Incorporated: Flash Player. Apache
Software Foundation (www.apache.org): Axis, Axis2, Batik, Batik SVG library, Commons Command Line
Interface (CLI), Commons Codec, Derby, Hive driver for Hadoop, Shindig, Struts, Tomcat, Xalan, Xerces,
Xerces2 Java Parser, and Xerces-C++ XML Parser. Castor (www.castor.org), ExoLab Project (www.exolab.org),
and Intalio, Inc. (www.intalio.org): Castor. Codejock Software: Xtreme Toolkit Pro. Eclipse Foundation, Inc.
(www.eclipse.org): Babel, Data Tools Platform (DTP) ODA, Eclipse SDK, Graphics Editor Framework (GEF),
Eclipse Modeling Framework (EMF), and Eclipse Web Tools Platform (WTP), licensed under the Eclipse
Public License (EPL). Bits Per Second, Ltd. and Graphics Server Technologies, L.P.: Graphics Server. Gargoyle
Software Inc.: HtmlUnit, licensed under Apache License Version 2.0. GNU Project: GNU Regular Expression,
licensed under the GNU Lesser General Public License (LGPLv3). HighSlide: HighCharts.
IDAutomation.com, Inc.: IDAutomation. Jason Hsueth and Kenton Varda (code.google.com): Protocole
Buffer. IDRsolutions Ltd.: JBIG2, licensed under the BSD license. ImageMagick Studio LLC.: ImageMagick.
InfoSoft Global (P) Ltd.: FusionCharts, FusionMaps, FusionWidgets, PowerCharts. Matt Inger
(sourceforge.net): Ant-Contrib, licensed under Apache License Version 2.0. Matt Ingenthron, Eric D. Lambert,
and Dustin Sallings (code.google.com): Spymemcached, licensed under the MIT OSI License. International
Components for Unicode (gICU): ICU library. jQuery: jQuery, licensed under the MIT License. Yuri Kanivets
(code.google.com): Android Wheel gadget, licensed under the Apache Public License (APL). KL Group, Inc.:
XRT Graph, licensed under XRT for Motif Binary License Agreement. LEAD Technologies, Inc.:
LEADTOOQOLS. Bruno Lowagie and Paulo Soares: iText, licensed under the Mozilla Public License (MPL).
Microsoft Corporation (Microsoft Developer Network): CompoundDocument Library. Mozilla: Mozilla XML
Parser, licensed under the Mozilla Public License (MPL). MySQL Americas, Inc.: MySQL Connector. Netscape
Communications Corporation, Inc.: Rhino, licensed under the Netscape Public License (NPL). OOPS
Consultancy: XMLTask, licensed under the Apache License, Version 2.0. Oracle Corporation: Berkeley DB,
Java Advanced Imaging, JAXB, JDK, Jstl. PostgreSQL Global Development Group: pgAdmin, PostgreSQL,
PostgreSQL JDBC driver. Progress Software Corporation: DataDirect Connect XE for JDBC Salesforce,
DataDirect JDBC, DataDirect ODBC. Rogue Wave Software, Inc.: Rogue Wave Library SourcePro Core,
tools.h++. Sam Stephenson (prototype.conio.net): prototype.js, licensed under the MIT license. Sencha Inc.:
Ext JS. ThimbleWare, Inc.: JMemcached, licensed under the Apache Public License (APL). World Wide Web
Consortium (W3C)(MIT, ERCIM, Keio): Flute, JTidy, Simple API for CSS. XFree86 Project, Inc.:
(www.xfree86.0rg): xvib. ZXing authors (code.google.com): ZXing, licensed under the Apache Public License
(APL).

All other brand or product names are trademarks or registered trademarks of their respective owners,
companies, or organizations.

Document No. 120201-2-530303 June 28, 2012



Contents

About Configuring BIRT iServer .. ... i Xi
Chapter 1
Performing basic configurationtasks ............ ... ... ... . ..... 1
Understanding Configuration Console ...................... ... ... ... ... 2
Launching Configuration Console ........... ... ... ... ... ... ... ... ... 2
Troubleshooting problems launching the Console . ................................ ... 3
Using Simple VIeW . ... 4
Displaying and updating the license ............. ... ... ... ... ... ... L 4
Stopping and starting iServer System ......... ... .. ... 7
Configuring diagnosticlogging ............. ... ... . ... i 8
Understanding diagnosticlogging ............. ... ... ... ... ...l 8
Configuring a diagnostic logging categories ................. ... ... .. ... ... ... 11
Changing the Configuration Console password ...........................oiiinan. 14
Configuring network settings ................ ... ... 14
Configuring e-mail notification settings ................... ... ... ...l 15
Configuring the URL for e-mail notification .................. ... ... ... ... ... 17
Using Advanced view ........ ... ... 17
Setting Configuration Consoleoptions ............... ... ... i 19
Changing server, template, volume, or partition options ............................. 20
Abouttheserverslist ........... ... 22
About the server templates list . .......... ... ... ... ... 23
Aboutthevolumeslist ......... ... ... ... ... 23
About the partitions list . ............. .. 23
About the printerslist ....... ... ... ... . 24
Viewing release information ........... ... ... .. i 24
Chapter 2
Configuring an Encyclopediavolume .......... ... ... ... ... .... 25
Understanding an Encyclopedia volume .............. ... ... ... ..ol 26
Configuring a partition ........... ... ... . . 27
Adding apartition . ..... ... ... 27
Viewing partitions ................ ... . 29
Working with databases, schemas, and volumes ...................................... 29
Configuring a metadata database ................. ... ... . ...l 30
Configuringaschema ........... ... ... ... 33
Configuring an Encyclopedia volume .............. ... ... ... 35
Adding an Encyclopediavolume . ............ ... ... ... 35
Editing Encyclopedia volume properties .................. ... ... ..o oo 38



Configuring an Encyclopedia volume partition ................................ ... 40

Supporting application-level partitioning ............... ... ... o 44
Specifying a hyperlink ina PDF document ......................................... 44
Configuring events ............. ... 46
Configuring advanced volume properties ................... ... ... ... 48

Printing a summary of advanced volume properties ............................... 48

Retrying failed asynchronousjobs ............... ... ... ... ... ...l 49

Configuring RSAPL ... . .. 50
Changing the status of an Encyclopediavolume ..................................... 50

Taking an Encyclopedia volume offline ..................... ... ... ... ... ... 51

Disabling an Encyclopedia volume ................. ... ... ... L 51

Enabling an Encyclopedia volume ........... ... ... ... ... ... ...l 52

Taking an Encyclopedia volume online .................... ... ... .. ... 52
Removing an Encyclopediavolume .......... ... ... ... ... 53
Renaming the default Encyclopedia volume ........................................ 54
Removing a partition .......... ... ... 55

Chapter 3

Using diagnostic, usage, and error logging ....................... 57

Configuring diagnosticlogging .............. ... ... .. .. 58
Changing the default log file location in acserverconfig.xml . .......................... 60
Configuring additional iServer diagnostic logging properties ......................... 61
About iServer Diagnostic Logging ............. ... ... ... . i 61
About Logging for Encyclopedia Database Queries .................................. 62

Configuring usage and error logging ................... .. i 64
Configuring usage logging ......... ... 65

About types of recorded events ......... ... o 67

About the usage logging extension ............ ... ... ... o oL 67
Understanding ausagelogentry ........ ... ... ... ... 68
Configuring error logging ......... ... ... ... 71
Understanding anerrorlogentry ................ ... ... 72
Configuring usage and error logging file settings .................................... 74

Chapter 4

Configuring e-mail notification .................. .. ... ... ....... 77

About e-mail notification .......... ... .. 78

Adding an SMTP server to the iServer environment .................................... 78
Using SMTP server load balancing ............... ... ... ... .. ... ... ... 81
Using multiple SMTP serversinacluster ...................... ... ... . ... .... 81

Specifying the Message Distribution service for e-mail notification ....................... 82

Setting up Microsoft Exchangee-mail ............ ... ... .. ... ... il 82
About the e-mailaccount .......... ... ... ... 83
Registering the e-mailaccount .................. ... ... .. 83

ii



Setting up sendmail e-mail notification ............ ... ... . . il 84

Configuring the notification list size and To: line ................... ... ... .. ... ... ... 85
Handling e-mail notificationerrors ........... ... ... ... ... .. i 86
Handling SMTP e-mail errors .............. .. . i 86
Handling sendmail e-mail errors ............. ... ... ... . ... L. 87
About MAPI and sendmail error handling ................. ... ... ... .ol 87
Logging e-mail notificationerrors ............... ... ... . L 87
Customizing the e-mail message .............. ... ... ... . .. i 88
Sending e-mail notificationinacluster ............ ... ... ... ...l 88
Sending e-mail notices from nodes using atemplate .................. .. ... 88
Using the e-mail message template ............. ... ... ... ... ... ... 89
Working with e-mail templateelements ...................... ... ... 90
Using variable attributes .......... ... .. ... ... o 92
Using HTML in the e-mail template ........... ... ... ... . ... ... .. ... ... 92
Chapter 5
Working with Services . ......... . 95
About BIRT iServer and PostgreSQL services ............. ... ... i 96
UsIiNg iServer services . ........... ... 96
Configuring service properties . ............... .. 98
Chapter 6
Configuring the View service ............. ... 101
Configuring Viewing service settings ............ ... ... it 102
About setting Viewing service properties in iServer Release 11 ...................... 103
Enabling the Viewing service .......... ... ... ... . i i 103
About diagnosticlogging . ....... ... 104
Configuring the message distribution weight foranode ............................ 104
Configuring the Viewing service for BIRT documents and spreadsheets ................. 105
Configuring Java process communication . ............ ... ... 105
Configuring Message Timeout .............. ... .. ... ... ... . L 106
Configuring the thread pool ......... ... ... ... ... ... ... 107
Configuring BIRT document and design caching .................................. 109
Configuring spreadsheet caching ................ ... .. ... ... ...l 116
Configuring the Viewing service for e.reports . ........... ... ... ... .. 116
Configuring process management for the Viewing service ........................ ... 117
Configuring the maximum number of View processes ............................ 118
Configuring the maximum worker threads .............................. ... ... 118
Configuring communication for ereports ............ ... .. ... ... L 120
Configuring request management properties for the Viewing service ................. 121
Managing long viewing requests .............. ... ... ... 121
Configuring the generation of DHTML output ............... ... ... ... ... . ... 123
Configuring Excel data generated by an e.report ..................... ... ... ... 126

iii



Configuring PDF conversion ................. .. ... i 128

Configuring render profiles ........ ... .. ... ... .. 135
Configuring Viewing service caching ................ ... ... . ... ... . 137
Configuring report searching for the Viewing service ............................... 144
Configuring the Viewing service for e.Analysis documents ........................ 144
Configuring e.Analysisbranding ....................... ... ... 144
Configuring general e.Analysis viewing .................... ... ... ... ... 145
Configuring e.Analysis histograms ....................... ... ... oL 147
Configuring e.Analysislabels ................. ... ... ... . .. 148
Configuring e.Analysis piecharts ............. ... ... ... ... . 150
Configuring the e.Analysis table view .............. ... ... ... ... ... .. 151
Configuring the e.Analysistoolbar ...................... ... ... ... ...l 155
Configuring the Viewing service for searching DHTML documents ................... 157
Formatting currency and numerical data in searchresults ......................... 157
Configuring search properties for the Viewing service ............................ 159
Chapter 7
Configuring the Factory service ............iinnnnnn. 163
About the Factory service ......... ... .. ... 164
About setting Factory service properties in iServer Release 11 ........................ 164
Enabling the Factory service ......... ... ... ... ... ... 165
About diagnosticlogging .......... ... ... . 165
Configuring the Factory service for generaluse ....................................... 165
Configuring the transient documentcache .............. ... ... ... ..ol 166
Setting the transient document cache location ........................ ... ... ... 166
Setting the transient document cachesize ............... ... ... ... ... oL 166
Setting the transient document time-out ............. ... ... .. . il 166
Configuring the number of entries in the transient document cache ................. 167
Configuring the Factory service for synchronousjobs ............................... 168
Configuring the maximumruntime ........... ... ... ... ... L 169
Configuring the queuesize ............. ... .. ... 169
Configuring the queue time-out ............... ... ... .. .. .. .l 169
Configuring the message distribution weightofanode ........................... 170
Configuring the Factory service for Actuate Basic documents ........................... 172
Configuring the Actuate Basic designcache .................... .. ... ... ......... 172
Configuring Actuate Query imagedisplay ................ ... . ... ... 174
Configuring the Excel output directory ............ ... ... ... .. .. ... .. 175
Configuring the render profiles directory .............. ... . ... .. .. ... ... 175
Shutting down and recycling Factories .................... .. ... ... ...l 176
Configuring the Factory service for BIRT documents and spreadsheets .................. 178
Configuring the Factory service base port and range of ports ......................... 178
Recycling Java Factories . ......... ... . ... . 180
Configuring BIRT caching .......... ... ... ... .. 181

iv



Configuring the data result setbuffer ........... ... ... ... ... ... ... 181

Configuring the BIRT designcache ........... ... ... ... . ... ... .. ... ... 183
Configuring the BIRT documentcache .................... ... ... ... ... ... 184
Configuring the maximum rowsina BIRT chart ........................ ... ... . ... 185
Chapter 8
USING rESOUICE GIrOUPS .« vt i ettt e e e e ettt e e e e 187
Introducing resource groups . .............iiiiiii 188
Configuring a reSOUICe GTOUP . ... .vvvtt ittt ittt et et 189
Allocating Factories for a resource group ................. ... i, 190
Limiting Java Factories for a resource group ................. ... ... 190
Setting start arguments forthe JRE............. ... ... . ...l 193
Adding a 1eSOUICe rOUP .. ...ttt 194
USING @TESOUICE ZIOUP ..ottt ittt ettt ettt ettt ettt 197
Selecting a resource group forajob .......... ... ... 198
Prioritizing ajob ....... ... ... 198
About Factory and View service requirements . ....................... .. ... ... 199
Managing loads with resource groups . ............ ... ... L 199
Understanding the Java View service ................ ... ... .. ... 199
StOpPINg @ reSOUICE GIOUP oot v vt ettt ettt et ettt et et e e et e e e e e 199
Deleting a reSOUICe GIOUP . ... oottt ettt ettt 200
Using resource groups programmatically ..................... ... ...l 201
Chapter 9
ClUSteINg ..o 203
About a cluster configuration . .......... ... ... 204
About distributing servicestoacluster ......... ... ... ... 205
About the configuration home directory ............ ... ... ... ... . 207
About the primary configuration files ................ .. . .. ... 208
About acpmdconfig.xml .. ... ... 208
About acserverconfig.xml ....... ... . 210
Creatingacluster ........... ... . . 211
Creating an initial cluster ......... ... ... ... .. ... i 212
Configuring heartbeat messaging ................. ... ... ... .. L 214
Configuring Message Distribution service properties ............................... 215
Adding and modifying server templates ................... .. .. oL 218
Modifying aserver template ............ ... .. ... 218
Creating a new server template .............. ... ... ... ... L 218
Addinganodetoacluster .......... ... ... .. 219
About node configuration ......... ... .. 219
About cluster configuration .......... ... ... 220
Testingacluster ....... ... . ... 220
Starting and stoppinganode ....... ... ... ... 220



About startinganode ... 221

About stopping aclusteroranode ............. ... 223
Removing anode fromacluster ................ ... ... 223
Managingacluster ............. .. . . 224

Accessing partitions ........... ... 224

Specifying the Encyclopedia location ................... . ... ... ...l 225

About cluster option requirements ........... .. ... i 225
Handling file system failure . ........ ... ... ... ... .. 226
Configuring the cluster administrator e-mailaccount .................................. 226
Managing console configurations and load balancing ................................. 227

Using the consoles directly ......... ... .. ... . ... 227

Using the consoles through a firewall ............. ... ... ... ... ... . ... ... 227

Using multiple console installations ................ ... ... ... ... ...l 228

Aboutload balancing ............. ... 228

Deploying load balancing ........... ... ... ... ... 229
Chapter 10
Configuring Integration and Caching services .................... 231
About the Integration service ........... ... . 232
Managing Integration Service reSOUICes . . ... ..ottt 232

Enabling the Integration service .............. ... ... ... ... .. 232

About diagnosticlogging .......... ... ... . 233

Setting port numbers for process communication .............. .. 233

Specifying load settings .......... ... ... ... . 234

Managing Actuate SQL query execution ................ ... .. ... 234

Specifying query settings . ......... ... ... .. 236

Specifying query optimization settings ................. .. ...l 237

Setting resource management properties ................ .. L 238

Setting query statistics logging properties .............. ... ... 239

Specifying the default Actuate Query template ......................... ... ... . ..., 240
Using information objects . ........... ... ... . 240

Settingupcaching ....... ... ... 241

About setup in Actuate Information Object Designer ............................. 241
About setup iniServer ........ ... . 241

Updating cachefiles ...... ... ... ... ... . . . 242

Licensing Actuate Caching service ............ ... .. ... .. .. 242
About Actuate Caching service .......... ... .. ... 242
Configuring the Caching service ........... ... . ... ... .. .. i 244

Enabling the Caching service ........... ... ... ... ... ... ...l 245

About diagnosticlogging .......... ... ... . 246

Configuring Process Management properties ................... ... ... i 246

Configuring Process Parameters ............... ... ... .. .. ... .. 246
Configuring Communication .............. ... .. ... . i 247

vi



Configuring Requests ............. ... . .. 247

Configuring Bulk Load ........... ... ... ... ... 248
About bulk loading files tothecache .................. ... ... ..o ool 249
Configuring Actuate Caching service and NetOSI filetype .......................... 250

Chapter 11

Configuring iServer SeCUrity . ... 253

Understanding the Report Server Security Extension ................................. 254
Working with RSSE .. ... .. 254
About iServer and RSSE application interaction .................. ... ... 255

Installing iServer using Open Security ........... ... .. ... ... . ... .. 256
Installing iServer with the LDAP Option ................ ... ... ... ... ... ... 256
Installing the RSSE web service application ................... ... ... ... ... ... 261
Using the RSSE application with a service provider ................................ 261

Installing an RSSE application on Tomcat .......... ... ... .. 261

Configuring the Encyclopedia volume torun RSSE ................. ... ... ... ... 262
Configuring Open Security ........ ... . ... . .. . 262
Specifying RSSE service startup parameters ... 264

Understanding LDAP configuration ............ ... ... ... . oL 265
Mapping Encyclopedia volume management information to LDAP objects ........... 266

Mapping Encyclopedia volume user properties ................. ... ... ... ... 266

Mapping 1oles . ... .. 267

Mapping GroUPS . ... ..ot 267

Mapping channels ........ ... . . . . 267

Mapping pass-through security information .................... ... ... ... 268
Setting ldapconfig_<volume>.xml parameters ....................... ... ... ..., 269
Understanding an LDAP directory structure ................... ... ... ... ... ... 276
Mapping LDAP objects tousers ... 277
Converting an Encyclopedia volume to use an RSSE application ..................... 278

Converting internal IDs to externalnames . ..................................... 279

Converting information from external tointernal ................................ 279
Caching external security information .............. ... ... ..o 280

Working with RSSE page-level security ...................... ... ... ... ... 280
About the RSSE page-level security example ................. ... ... 280
Creating an access control list ................. ... ... ... .. 281

Chapter 12

Archiving files . .. ... 283

Understanding online archiving ................. ... ... ... ... i 284
About the online archivedriver .............. ... ... .. . . . 284
About the online archive driverfiles ................ ... ... . . 284
Retaining file attributes during archiving ................... ... ... o oL 284
Preserving file dependencies during archiving .................. ... ... ... .. oL 285

vii



Using the online archivedriver ....... ... .. ... ... ... ... . ... 285

Specifying the online archive configurationfile .................. ... ... ... ... ... 286
Modifying the online archive configurationfile .................................... 286
Creating and specifying the startup script .................. ... ...l 289
Managing filepurging .......... ... ... ... 291
Locating the archived files .. ........ ... ... .. ... ... .o 292
Chapter 13
Printing documents . ... 293
Understanding printing .............. .. . ... 294
Printingon Windows ........... ... . 294
Printing on UNIX and Linux . ....... ... 296
Adding a printer on UNIX and Linux . ......... ... ... ..o i, 296
About the PostScript font utility ................ ... ... 297
About Xprinter environment variables ............... . 297
Installing a PostScript font .......... ... ... ... . 298
Uninstalling a PostScriptfont........... ... ... ... .. ... 298
Obtaining the PPDfile ........... . .. .. ... 298
Sending a document to the printer ........... ... .. ... 298
Managing the printing environment ........... ... ... ... L 299
Changingapathtoaprinter ........... ... ... ... ... ... ... 299
Removingaprinter ......... ... ... 300
Configuring advanced printing parameters ................. ... ... ... ... ... 301
Disabling automatic printer configuration ................ ... ... .. ..o 301
Configuring fonts .. ... 301
Understanding PostScript font conversionissues ......................... ... ... ..., 302
Mapping fonts for charts in documents ............. ... ... .. oo i 303
Locating fonts when generating BIRT documents ................................... 304
Locating fonts when generating Actuate Basic documents ........................... 305
Configuring font searching .............. ... ... .. ... . 305
Filtering font searches to find metrics .................. ... ... ...l 305
Chapter 14
Connecting to data SoUrCesS . ........... it 307
About data source connections ............... 308
Aboutdrivers ... ... ... . 308
About information object connections . .............. . 308
Using a connection configurationfile ................ ... ... ... L 308
Changing a configurationfile ................ ... ... ... . 309
Specifying the location of the connection configurationfile .......................... 310
Configuring a cluster to use a connection configurationfile ....................... ... 310
Defining environment variables ............... ... ... 311
Connecting todatasources ................. ... 312

viii



Connecting to a data source through ODBC ................. ... ... .. ....... ... 312

About the ODBC initialization file .. ............. ... ... ... .. L 313
Understanding language encoding .............. ... ... ... il 314
Setting the maximum column length ......... ... .. ... ... ... ...l 315
ConnectingtoaDB2datasource ............. ... ... ... . 315
Defining DB2 environment variables ..................... ... ... 316
Using DB2 libraries on AIX, HP-UX,and SunOS ................................ 317
Checking a connection toa DB2instance ...................... ... ... 317
About using XML Extender ......... ... ... ... ... 318
Connecting to an Informix datasource ................... ... ... oL 318
Connecting to an Oracledatasource ............... ... ... ... .. ... 318
Defining Oracle environment variables ........................................ 318
About the Oracle listener processes . .......... ... 319
Setting the maximum column length ......... ... ... ... ... ... ... L 319
Connecting to custom datasources .............. ... ... .. 320
Installing a custom open data access (ODA) driver ............ ... ... ... 320
Using custom Java-based data source connections ............................... 322
Using custom relational data sources with the Integration service ................. 322
Specifying connectiontypes ......... ... ... 322
Accessing data sources using Actuate Analytics .............. ... ... ...l 324
Generating a cube using ODBC ............. ... ... . 324
Accessing data using Microsoft Analysis Services ............... ... ... oL 325
Using a connection pool ........ ... .. 325
ODBC/JDBC connection pooling . ......... ... 326
Configuring ODBC connection pooling . .............. ... ... .. . ... 326
Configuring BIRT JDBC connection pooling ..................... ... ... 327
Setting Encyclopedia Engine connection pool reap interval ......................... 329
Chapter 15
Setting miscellaneous properties . .......... ... i .. 331
Changing locale, encoding, and time zone .................. ... ... ... ... ... 332
Modifying general volume properties .................... ... ... 333
Changing ports used by iServer ................ ... ... .. 334
Viewing and modifying general server properties ....................... .. ... 336
About application container process ............... . 338
About SOAP settings ......... ... .. 339
Changing iServer system start-up parameters ........................... ... ... 340
Configuring general system properties ..................... ... ... 342
About General ........... ... 342
Setting start-up arguments for the Encyclopediaserver JVM ........................... 344
Starting and stopping iServer ......... ... ... 345
StoppingiServer ....... ... .. .. 345
Starting iServer ............ ... 346

ix



Setting miscellaneous server configuration template properties for iServer ............... 346

Configuring the line breakingrule ........... ... ... .. ... ... ...l 346
Configuring dates .............. .. 348
Configuring the Java Object Interface .................... ... ... ... ... ... .. 349
Configuring RSAPI sockets for RPC .......... ... ... . i 349
Setting Conversion Queue and E-mail Queue Resource Management properties .......... 352
Using Printable Summary to view system properties .................................. 354
Using Printable Summary to view template properties . . ........................ ... ..., 355
Setting Filetype driver properties ............ ... ... . . . 356
INdex . ... . 359



Configuring BIRT iServer discusses how to set up BIRT iServer and an
Encyclopedia volume. The chapters in this guide are:

About Configuring BIRT iServer. This chapter provides an overview of this
guide.

Chapter 1. Performing basic configuration tasks. This chapter discusses how to
perform basic tasks such as logging in.

Chapter 2. Configuring an Encyclopedia volume. This chapter covers how to add,
remove, and back up an Encyclopedia volume.

Chapter 3. Using diagnostic, usage, and error logging. This chapter describes how
to configure and consolidate logs.

Chapter 4. Configuring e-mail notification. This chapter describes how to
configure e-mail notification about the completion of iServer jobs.

Chapter 5. Working with services. This chapter discusses iServer architecture and
services.

Chapter 6. Configuring the View service. This chapter discusses how to test and
improve performance iServer viewing.

Chapter 7. Configuring the Factory service. This chapter describes how to tune
the Factory service and control Factory processes using resource groups.

Chapter 8. Using resource groups. This chapter describes how to control Factory
services using resource groups.

Chapter 9. Clustering. This chapter describes how to create and manage a
cluster, add and delete a node, and modify server templates.

Chapter 10. Configuring Integration and Caching services. This chapter describes
how to optimize performance of information object-based reporting using
Actuate Caching Service.
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m  Chapter 11. Configuring iServer security. This chapter covers the Report Server
Security Extension.

m  Chapter 12. Archiving files. This chapter describes online archiving and job
completion notice purging.

m  Chapter 13. Printing documents. This chapter describes setting up printing from
iServer and customizing fonts.

m  Chapter 14. Connecting to data sources. This chapter describes how to connect
iServer to data sources, such as Oracle and DB2.

m  Chapter 15. Setting miscellaneous properties. This chapter describes how to set
iServer properties such as locales, ports, and process communication settings.
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Performing basic
configuration tasks

This chapter contains the following topics:
m  Understanding Configuration Console
m Using Simple view

m Using Advanced view
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Understanding Configuration Console

Configuration Console provides the administrator with a convenient graphical
user interface (GUI) for configuring iServer system. Configuration Console
provides two configuration perspectives:

m Simple view
Displays immediately after logging in to Configuration Console. In Simple
view, the administrator can configure the basic functionality required to get
iServer running quickly, such as starting or stopping iServer, updating a
license, and specifying diagnostic logging, network, and e-mail notification
settings.

s  Advanced view

Accessed from Simple view. In Advanced view, the administrator has access to
all iServer settings available in Configuration Console, such as options for
system, server, template, volume, partition, resource group, and printer
settings. The administrator can perform any task supported in Simple view in
Advanced view. Some settings, such as advanced template settings, may not
be available through the console. These settings require manually updating
XML configuration files to fine-tune iServer.

Launching Configuration Console

The administrator accesses Configuration Console using a browser.

How to launch Configuration Console

1 In Windows, launch Configuration Console from the Start menu by choosing
the following options:

Start>Programs->Actuate 11>-BIRT iServer Configuration Console

Or, in a browser, launch Configuration Console on any platform by typing the
following URL:

http://localhost:8900/acadmin/config

2 Login to Configuration Console using the password specified during
installation.

3 Accept the default Language and Time zone, or choose another language and
time zone. Figure 1-1 shows the login page for Configuration Console.

4 Choose Log In.

2 Configuring BIRT iServer


http://localhost:8900/acadmin/config

& =
(.,7' \_: - I@ http: £ /localhost: 83004 acadmin/config j |E| |Z| IEnngIe ‘P v|
File Edit ‘“iew Favoites Tools Help
ﬂ? ﬁﬁ? @Acluate iServer System Configuration Consale | | @ = E EJ 4 |_",‘ Page ~ . Tools « >
1
"/ ACTUATE : m: corp Version: 11 Service Pack 4
User name: |Administrat0r
Passward: [essssese
Language: |English (United States) j
Time zone |AmencaJ‘Los_Angeles j
=
|Done l_l_l_l_l_l_l‘] Local intranet 00 - g
Figure 1-1 Logging in to Configuration Console

Troubleshooting problems launching the Console

To launch Configuration Console, the Actuate iServer 11 service must be running.
By default, the service starts each time the machine reboots.

If the service does not start automatically, use Services in the Control Panel to
start the service on Windows. Alternatively, you can stop and restart the service
on any platform using commands on the command line.

How to start and stop the iServer service on Windows

1 Open Command Prompt from the Start menu as follows:
Start>Accessories>Command Prompt

2 In Command Prompt, type the following command to stop the service:
net stop "Actuate iServer 11"

3 To start the service, type:
net start "Actuate iServer 11"

How to start and stop the iServer service on UNIX and Linux

To start the iServer service each time the machine reboots, log in as root, and type:

./AcServer/bin/update_rclocal.sh

If you want to start the iServer service manually, perform the following tasks:

1 Navigate to the AC_SERVER_HOME/bin directory. For example, type:

cd /home/Actuate/AcServer/bin
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2 To run the script to start the iServer service, type:

./start_srvr.sh

The term AC_SERVER_HOME refers to the iServer installation directory. By
default, iServer installs in the following directories:

Windows: C:\Program Files\ Actuate11SP4\iServer

Linux and UNIX: <installation directory>/AcServer

Using Simple view

In Simple view, the administrator specifies options for the following property
categories:

m License information
Display or update a license.

m iServer System
Start or stop iServer System.

m Diagnostic logging
Configure diagnostic logging levels, directory location, file size, and number
of log files.

= Account settings
Change and confirm a new administrator password.

m  Network settings

Specify hostname or IP address, and Management Console, Information
Console, and Web Service API (IDAPI) port numbers.

m  E-mail notification settings

Specify SMTP server name, hostname or IP address, listen port, SMTP
greeting, and sender name and e-mail address.

Displaying and updating the license

In Simple view, the administrator checks license options and updates the iServer
license by choosing Show license and Update License, as shown in Figure 1-2. In
Advanced view, the administrator checks license options by choosing
System~>Properties>License, then chooses Update License to update the iServer
license.
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Show license Update license

# ACTUATE

Yersion information

Actuate iServer System version: 11 Semic\Pack 4

License information Show license Update license

Figure 1-2 Viewing and updating the license file

To display the options covered by the license, choose Show License. Figure 1-3

shows the option list for an evaluation license.

The license for this systemn is a work unit license
The CPU core limitis unlimited

Licensed for: Evaluation

Listec! helow are the Work Linits licensed:
e BIRT Online {8}

e« BIRT Factory (1)

o DIRT260(%)

e« BIRT Data Analyzer (8}

BIRT Studio (&)

& BIRT Spreadshest Online (8 )
e BIRT Spreadsheet Factary {17
s & Report Syne Factory (1)

e« e.Reportviewing (1)

o e ReportFactory (1)

Listed below are the options currently licensed:

e.Report (Actuate Basic Report) Option (Unlimited users)
BIRT SpreadSheet Option {Unlimited users)
Multi-Tenant Option (Unlimited users)

e.Analysis Option (Unlimited users)

e.Report Page Level Security Cption (Unlimited users)
Actuate Query Option (Unlimited users)

BIRT Qption {Unlimited users)

BIRT SmartSheet Security Option (Unlimited users)
BIRT Interactive Wiewer Option {Unlimited users)

BIRT Studio Option (Unlimited users)

BIRT Page Level Security Option (Unlimited users)
BIRT 360 Option (Unlimited users)

BIRT Data Analyzer Option (Unlimited users)

e Report Data Connector Option (Unlimited users)

Listed befow are the options currently not licensed:
& hulti-Tenant (MNamed User) Option

Figure 1-3 Viewing iServer license options
iServer supports the following license options:
m e.Report (Actuate Basic Report) Option

m BIRT SpreadSheet Option
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m  Multi-Tenant Option

m e.Analysis Option

m eReport Page Level Security Option
m  Actuate Query Option

m Actuate Analytics Option

= BIRT Option

m BIRT SmartSheet Security Option

m BIRT Interactive Viewer Option

= BIRT Studio Option

m BIRT Page Level Security Option

= BIRT 360 Option

= BIRT Data Analyzer Option

m e Report Data Connector Option

m  Multi-Tenant (Named User) or Work Unit Option

For more information on license options, see Installing BIRT iServer for Windows or
Installing BIRT iServer for Linux and UNIX.

How to update an iServer System license
1 In License information, choose Update license.

2 License file appears, as shown in Figure 1-4.

3 [l

Speciy & new license file below and click on OK to update license

License File: | Browse... |

%I Cancel |

Figure 1-4 Selecting a new license file

3 Choose Browse and select a new license file.

Choose OK. A message says that the license updated successfully. Close
License file.

4 Restart iServer.
1 Ina stand-alone system, choose Stop system.
2 Choose Start system.

The update takes effect when iServer restarts.
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Stopping and starting iServer System

The administrator can stop and start iServer in both Simple or Advanced views.
In Simple view, the list of user interface symbols, shown in Figure 1-5, indicate
which fields require restarting a standalone iServer or, in a cluster, the entire
iServer system. The asterisk symbol, ¥, indicates a required field that cannot be
left blank. The exclamation point, !, indicates a field that takes a default value
when left blank.

Requires restarting a single iServer
Requires a system-wide restart

*Theg/fiel4 are required and cannot be left blank
BZ Tkse fields reguire server restart to take effect

87 These fields reguire system restart to take effect

(1) These fields will take defaultvalue it left blank
Copyright: @1995-2012 Actuate Carparation

Figure 1-5 Interpreting iServer restart indicators

1=l

How to perform a system-wide restart

Simple view indicates the status of iServer system in Version information, as
shown in Figure 1-6.

1 To stop a running iServer system, choose Stop system, as shown in Figure 1-6.

In Version information, the status changes from online to offline, as shown in
Figure 1-7.

Status Stop system
‘Yersion information
Actuate iServer Systern versXin: 11 Service Pack 4
License informatian Shaow license Update license | [k
Systerm "corp” is currently online. Stop system |
Figure 1-6 Performing a system-wide shutdown

2 To restart iServer, choose Start system, as shown in Figure 1-7.

Start system

# ACTUATE m Logout  Help

Systemn . Status

System IS curtently pZiine

Start system

Figure 1-7 Performing a system-wide startup

Chapter 1, Performing basic configuration tasks

7



Configuring diagnostic logging

iServer creates a log file when an internal process starts or other event occurs,
such as an error or warning. The administrator can configure the level of
diagnostic information that iServer writes to a log file when an error, warning, or
other event occurs. The administrator can use this information to monitor system
performance and troubleshoot problems.

Understanding diagnostic logging

The administrator configures diagnostic logging by specifying settings for the
following properties:

m Level
Specifies how much information iServer writes to a log, as shown in
Figure 1-8. Select one of the following options to control the amount of
information written to the diagnostic logs:
m Severe
Writes error messages only, as shown in Listing 1-1.

= Warning
Writes warning and error messages only.

= Informational
Writes warning and error messages including warning and error code
descriptions.

= Fine
Writes warning and error messages with descriptions and limited
diagnostic information.

= Finest
Writes the most detailed warning, error, descriptive, diagnostic, and
tracing information possible, as shown in Listing 1-2.

—— Level of detall

Diagnostic logging

Level: |Warning j
Directary: m =3

Size [10000 KB
Mumber of log files: |3 |

Update logging |

Figure 1-8 Viewing the default level of detail for diagnostic logging
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Listing 1-1 contains an excerpt from a log that describes a problem caused by
an application blocking port 25, the SMTP port. Setting the diagnostic logging
level to Severe results in only minimal information about the problem.

Listing 1-1 Excerpt from a log containing only severe error messages

****0000008000*acmail .cpp*03438*09000*2012FEB26*10:18:56

AcMailDefaultTransport: cannot open socket to
exchangesvr.abcbank.com:25

Error:10053

****0000008000*acmail .cpp*03438*09000*2012FEB26*10:18:59

AcMailDefaultTransport: cannot open socket to
exchangesvr.abcbank.com: 25

Error:10053

Listing 1-2 contains an excerpt from a log that describes the same problem.
Setting the diagnostic logging level to Finest results in the maximum possible
information.

Listing 1-2 Excerpt from a log containing the finest level of information

****0000008000*acmail.cpp*03943*06000*2012FEB26*10:37:49
Message assigned to server iServer mail server
****0000008000*acmail .cpp*03438*09000*2012FEB26*10:37:49
AcMailDefaultTransport: cannot open socket to
exchangesvr.abcbank.com: 25
Error:10053
**x*%*0000008000*mailexcept.cpp*00322*08000*2012FEB26*10:37:49
AcSMTPMailImpl: :TryServer
SMTP server name: iServer mail server
Error code: 13018
Error description: SMTP: Could not connect to the SMTP Server
on the specified port.
Parameter: exchangesvr.abcbank.com:25
****0000008000*mailloadbal .cpp*00073*06000*2012FEB26*10:37:49
Moved to next server.
Current Server Index: 0
Current Backup Server Index: 0
**x*%*0000008000*mailloadbal .cpp*00386*06000*2012FEB26*10:37:49
Current Index: 0
Current Backup Index: 0
Using backup servers: false
Server "iServer mail server": quota=0, state=Retryable
****0000008000*mailloadbal.cpp*00095*06000*2012FEB26*10:37:49
Using backup servers.
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Setting diagnostic logging to higher information levels can impact system
performance and is recommended only for troubleshooting problems.

m  Directory

Specifies the log directory location. By default, iServer writes logs to the
following directory, as shown in Figure 1-8:

AC _DATA HOME/server/log

The administrator can configure iServer to write the logs to another directory
in AC_DATA_HOME or other location on the network, provided permissions
do not restrict access.

A log file name contains embedded information about the process event. For
example, the view server created the following log file, indicating the process
name, server, date, and time:

viewsrvll.exe.3736.urup.2012 MARO8 09 35 02 Pacific_Standard
Time.1l.log

m Size

Specifies the maximum log file size in kilobytes (KB). When the log file size
reaches the limit, iServer starts writing to a new log file. To retain enough
historical information to investigate a problem, particularly when using a
verbose log level, such as Finest, increase the limit.

m  Number of log files

Specifies the maximum number of log files that iServer creates since the
system last started. The administrator can use this property to manage log
space usage in an environment with limited disk space.

When a log file reaches the limit specified by Size, iServer creates another log
file, until reaching the maximum number of log files specified in Number of
log files. iServer then deletes the earliest log file and creates a new one. To
conserve disk space usage in the log file directory, specify a lower limit.

Stopping iServer 11 service breaks the log generation cycle. When iServer 11
service restarts, a new cycle begins. iServer creates the specified number of log
files, but does not overwrite any pre-existing files.

How to configure diagnostic logging
1 In Diagnostic logging, perform the following tasks:

1 In Level, accept the default level, Warning, or choose another level for all
processes that write to the log files. For example, choose Finest, as shown in
Figure 1-9.
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Finest detail level selected

Diagnostic logging

Level: Finest |
Severe
Directory Warning
Info
Size: Fine kB!
Mumher of log files 2 1
‘ Update logging I
Figure 1-9 Selecting the finest detail level of detail for a log

2 In Directory, accept the default directory, AC_DATA_HOME/server/log,
or specify a different directory for iServer to write log files. Ensure that the
user account running iServer has permission to write to this location.

3 In Size, accept the default size limit for log files, 10000KB, or specify a
different limit.

4 In Number of log files, accept the default, 3, or specify the maximum
number of log files allowed in the log directory.

5 Choose Update logging, as shown in Figure 1-10.
Update logging

Diagnostic legging

Level: [Finest |
Directony: PC_DATA_HOMER/serverl =@ ~

Size: |1DDDL| KB |
MNumhber of log files: |3 1

| Update logging |

Figure 1-10 Default diagnostic logging properties

2 If you change Directory, restart iServer.

Configuring a diagnostic logging categories

A configuration change in the default Simple view applies to all categories of
logging. In the default Simple view, Category does not appear in Diagnostic
logging.

Advanced view—Server Configuration Templates—Settings supports changing

diagnostic logging for specific types of logs. If the administrator configures one
logging type differently from the others in Advanced view, Category appears in
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Simple view, as shown in Figure 1-11.

—— Category list

Diagnostic logging
Category:

Level:

Directary:

Size:

MNumhber of log files:

General

| Update logging

Figure 1-11

Viewing a list of categories in Simple view

The Category list includes the following log types:

m General

m Factory

m Integration

m Caching

m  Viewing

Table 1-1 describes these categories, provides examples, and lists the log file

names.

Table 1-1

Diagnostic logging categories and log files

Category

Logged events

Log file

General

Logs Encyclopedia volume events:

m Validating login requests

m Creating Encyclopedia volume folders

m  Adding files

m Managing e-mail notification

Records other events that occur outside factory,
integration, caching, and viewing service processes

encycsrvrll

Factory

Logs Factory service events:
»  Running designs

m  Generating queries

m Printing documents

facsrvrll
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Table 1-1 Diagnostic logging categories and log files
Category |Logged events Log file
Integration |Logs Integration service events regarding intsrvrll
information objects that use data from multiple
data sources
Caching Logs Caching service events regarding information |cachesrvrll
object cache
Viewing Logs Caching service events: viewsrv1l

m Viewing documents in DHTML format

m Converting documents to formats, such as Excel
and PDF

m Handling requests to download files from an
Encyclopedia volume

How to configure diagnostic logging by category

1 In Diagnostic logging, in Category, choose a log category to configure. For
example, choose General.

2 In Level, Directory, Size, and Number of log files, accept the default values or
specify new values.

3 Choose Update logging.

4 If you change Directory, restart iServer.

Configuration Console writes setting changes to the acserverconfig.xml file in
AC_DATA_HOME/ config/11SP<service pack number>. Table 1-2 lists the
property names that appear in Configuration Console with the corresponding
parameter names in acserverconfig.xml, including default settings, ranges, and
when the property change takes effect.

Table 1-2 Diagnostic logging parameters
Parameter Takes
Property name name Default Range |effect
Log level LogLevel 8000 0-9000 |Immediate
Log size LogSize 10000 KB Immediate
Number of log files | NumlLogs 3 Immediate

For more information about diagnostic logging, see Chapter 3, “Using diagnostic,
usage, and error logging.”
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Changing the Configuration Console password

During installation, the installer specifies the Configuration Console password. In
Simple View, the administrator can change this password in Account settings. In
Advanced view, the administrator chooses System~>Properties to the system
password.

How to change the password for configuring iServer
1 In Account settings, type the old and new passwords.
2 In Confirm system password, type the new password again.

3 Choose Change password, as shown in Figure 1-12.

Account settings

Old system password: Iocoooloo

Mew system password Iocoooloo

Confirm system password: |uunu

Change password |

Figure 1-12 Changing the administrator password for Configuration Console

Configuring network settings

iServer communicates with Management Console, Information Console, and Web
Service APIs through network ports. In Network settings, the administrator can
change the following items:

m iServer hostname or IP address

m  Management Console and Information Console port

m  Web Service API IDAPI) port

Any change to a network setting requires restarting iServer.

If you change the port numbers assigned by the installation program, test that
these ports work with these console and web service applications. By default, the
Microsoft Vista firewall blocks port 8900. Ensure this port is unblocked.

How to change network settings

1 In Network settings, in Server hostname or IP address, type the new iServer
host name or IP address, as shown in Figure 1-13.
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Network settings

Server hostname or IP address: |urup o
Management Consale and Information Console port: |EQDD ]
Viebh service AP {IDAPI) port number: |111DD e

Update network settings |

Figure 1-13 Network settings

2 In Management Console and Information Console port, type the port number
used by the application container to listen for requests from the consoles.

3 In Web service API (IDAPI) port, type the port number used by the Actuate
Information Delivery APL

Choose Update network settings.

Restart iServer.

Configuring e-mail notification settings

iServer can notify users by e-mail that a job completed or failed. The e-mail
includes a link to the document in HTML format. iServer can attach the document
in other formats to the e-mail. A template, which the administrator can modify,
specifies the message content, as shown in Figure 1-14.

From: iServer Administrator [iServerAdmin@abc.com] Sent:  Fri 2/12/2010 1:18 PM
To:
Cc
Subject: Actuate iServer Motification
-] Message | T3 office-info.PDF {107 KB} PDF
7| attachment
Actuate iServer - Report Execution complete -
For iPortal: _
Report: http://localhost:82@8/iportal/viewer/viewframeset.jsp?name=/ ink
iServerAdmin/office-info.ROIX3B16&serverURL=http://urup:8060&volume=urup& Link to
repositoryType=enterprise — = HTML
If the URL above does not work, copy the entire link and paste it into the
address bar of your web browser, then press Enter or Return.
. 5 L7 M $Fi 3 "
Completed at: Friday, February 12, 2818 1:17:46 PM Pacific Standard Time Modifiable
Note: If the job submitter requested that you receive the report as an message
attachment to this email, but the report is not attached, then you might not
have the privileges required to view the entire report. Please contact your
system administrator. —
-

Figure 1-14 Viewing an example of an SMTP e-mail notice

The e-mail message template, acnotification.xml, is located in
AC_SERVER_HOME \etc.

Chapter 1, Performing basic configuration tasks 15



How to configure e-mail notification settings

To use a Simple Mail Transfer Protocol (SMTP) e-mail server for iServer e-mail
notification, configure the properties in Server e-mail notification settings.

1

In SMTP Server name, type an arbitrary name for the new mail server that
appears in the list of SMTP servers in Configuration Console. For example,

type:
iServer mail server

In Hostname or IP Address, type the IP address or the fully qualified domain
name of the mail server. For example, type:

exchangesvr.abcbank.com

In Listen port, accept the default port number, that iServer uses for e-mail
notification, or specify the number of a free port. In Figure 1-15, the default
listen port number is 25.

In SMTP greeting, accept the default, which is no entry. iServer sends HELO
and appends the blank suffix to the greeting during protocol exchanges with
the mail server. Alternatively, specify a suffix to the greeting. iServer sends
HELO <suffix>.

In Sender e-mail address, specify the e-mail address that appears in the From
line of the e-mail notification. iServer also sends an alert to this address when
the mail server cannot deliver an e-mail notification to a user. For example,

type:
iServerAdmin@abc.com

In Sender name, specify the name that appears in the From line of the e-mail
notification. For example, type:

iServer Administrator

Figure 1-15 shows Server e-mail notification settings.

Server e-mail notification settings

SMTP Server name |iServer mail server - e
Hostharme or IP Address |exchangesvr.abcbank.com *

Listen port |25 1

SMTF greeting | !

Sender e-mail address |iSer\rerAdmin@abc.curn @

Sender name IiSer\rerAdm\nistrator |

Update e-mail settings
1

Figure 1-15 Server e-mail notification settings
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7 Choose Update e-mail settings.
8 Restart iServer.

For more information about e-mail notification, including additional advanced
settings, see Chapter 4, “Configuring e-mail notification.”

Configuring the URL for e-mail notification

The administrator can configure iServer to send an e-mail to an Information
Console user about a completed job. When a user receives a default e-mail notice
about a completed job, the e-mail message contains a link to the completed report.

How to configure the URL for e-mail notification

1 In URL for e-mail notification, in Information Console URL prefix, specify the
machine name, port, and context root of Information Console, as shown in
Figure 1-16. This property is also configurable in Email notification on
Advanced View in Volume—Properties.

Information Console URL prefix can also be used to specify a hyperlink, such
as a drill-through hyperlink, containing the appropriate Information Console
context string in a PDF document. For more information on customizing
e-mail notifications and Information Console URL prefix, see Chapter 4,
“Configuring e-mail notification,” later in this book.

LURL for e-mail notification:

Information Console URL prefix hitp:iisales: 8800/ portal

Lpdate Information Console URL prefix

Figure 1-16 Adding a URL prefix to e-mail notices

In this example, the machine name is sales, the port is 8900, and the context
root of Information Console is iportal.

2 Choose Update Information Console URL prefix.

A report opens in Information Console when a user clicks the link. When the user
clicks a link in a completion notice, browser security settings can sometimes
prevent the display of the page. To avoid this problem, set browser security to
medium low. For example, in Internet Explorer, choose Tools>Internet
Options>Security>Trusted Sites>Medium Low.

Using Advanced view

From Simple view, choose Advanced view, as shown in Figure 1-17.

Chapter 1, Performing basic configuration tasks 17



Advanced view\

ersion information

Actuate iServer Systern version: 11 Service Pack 4

License inforration Show license | Update license | 5ke)
Systern "urup® is currently online. Stop system |

Figure 1-17 Choosing Advanced view from Simple view

To go back to Simple view, choose Simple view, as shown in Figure 1-18.

Property categories Simple view\

Log Out

System . Status

¥ Systern "corp” is currently online.

‘|€| Servers
SYSTErm Version 11 Semice Pack 4

Server
é_%' Configuration JSP gerverversion: Apache Tomcat/7.0.22
Templates

—
(_!' Volumes smpl Properties |

=
F'} Partitions (e
i ¥ Changes pending reguire systern restart to take effect

‘E'“ Resource
=] ¥ Groups

Figure 1-18 Configuring iServer in Advanced view
In addition to Simple view, Advanced view also contains the following items:
s Log Out
Logs out of Configuration Console.
= Options
Provides options for configuring the Configuration Console display.

= Help

Provides access to iServer system documentation in a browsable format. For
more information about installing, accessing, and navigating documentation
in Help, see Installing BIRT iServer for Windows or Installing BIRT iServer for
Linux and UNIX.

18 Configuring BIRT iServer



Figure 1-18 shows Advanced view with System selected. The left menu provides
access to user interfaces that allow the administrator to view and change the
settings for the following iServer system property categories:

System

System name, usage and error logging, notification, regional settings, license,
and other advanced properties.

Server

Server, application container, Process Management Daemon (PMD), SOAP,
and enabled service settings.

Server Configuration Templates

Factory, Message Distribution, Viewing, Integration, Caching services. Other
advanced options, such as NetOSI File Types, filetype driver information,
diagnostic logging, process management, and other settings.

Volumes

Metadata database, schema, and volume property settings.

Partitions
Partition name, path, status, and other settings.

Resource Groups

Name, description, status, report type, volume, work unit type, start
arguments, priority settings and template assignments for resource groups
associated with e.Report, information object, BIRT, and Spreadsheet jobs.

Printers
Name, path, spool command, and other template settings.

For more information about configuring iServer system properties, see the related
chapters later in this book. The remaining sections in this chapter describe the
options for configuring Configuration Console display settings.

Setting Configuration Console options

The administrator can change the way Configuration Console displays the
following settings:

Regional settings, such as locale and time zone.

The number and order of columns that appear in server, template, volume,
partition, or printer lists.

About, providing version information on installed iServer system software

To view or change display options, choose Options in Advanced view, as shown
in Figure 1-19.

Chapter 1, Performing basic configuration tasks 19



Options

System . Status

¥ Systern "corp” is currently online.

System version 11 Semvice Pack 4

Configuration JSP gerverversion: Apache Tomcat/7.0.22
Templates

Volumes S{Upl Froperties |

Legend

Partitions
¥ Changes pending reguire systern restart to take effect

Resource
Groups

m—  Drinters

Figure 1-19 Setting options
Choose an option to modify. Figure 1-20 shows the General option selected.

General option

Ciptions

General

Regional settings far this browseriwaorkstation
Locale: |Eng|ish (United States)

KIFEN

Time zane: |AmericaILuszngeI95

Figure 1-20 Selecting the General option

In Options—General, change the regional settings to correspond to the current
locale and time zone, if different from the settings specified during installation.

Changing server, template, volume, or partition
op tions
In Options—Servers, Server Templates, Volumes, Partitions, or Printers, change

the number and order of the columns that appear in server, template, volume,
partition, or printer lists by performing the following tasks:

m  Use the left and right arrows to move column names between Available
columns and Selected columns.

m Use the up and down arrows to change the order in which the information
appears.
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Figure 1-21 shows the list of available and selected columns in Options—
Volumes.

Ciptians
Volumes
Available columns: Selected columns:
Metadata Database Metadata Database
Schema Schema
Type Type
Volume Wolurme

Status Status
Description Description

[l
==

Figure 1-21 Modifying columns in Options—Volumes

In Selected columns, the order in which the columns appear vertically determines
the horizontal order in the displayed list. You cannot hide or change the order of
highlighted columns in Selected columns. For example, you cannot hide or
change the order for the Metadata Database, Schema, or Type columns in
Options—Volumes.

How to change the list of servers, volumes, or partitions

1 In Advanced view of Configuration Console, choose Options.
Options—General appears.

2 Choose Servers, Server Templates, Volumes, Partitions, or Printers.
The available and selected columns for the list appears.

3 Change the column display options:

» Toadd columns to the list, select the columns in Available columns. Choose
the right arrow to move the selected columns to Selected columns.

m  To remove columns from the list, select the columns in Selected columns,
and choose the left arrow.

» To change the order in which the columns appear in the list, select a
column in Selected columns, and choose the up or down arrow to
reposition the column in the list, as shown in Figure 1-21.

Choose OK.

In the left menu of Advanced view, when you choose Servers, Server
Configuration Templates, Volumes, Partitions. Resource Groups, or Printers, a
related list appears. Figure 1-22 shows an example of the Volumes list.
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In Figure 1-22, the list displays the Metadata database, Schema, Volume, Status,
and Description columns for each volume, such as corp. The changes made in
Options—Volume alter the number and order of columns that appear in this list
and similar lists accessed from the left menu of Advanced view.

Yolumes
Ev  actupon selected items
o r
=v Default ActuatePostqreSQl MetadataDatabase =7 ac corp Walume ™ S cop. ONLINE

Srac corp eystem Systern
Legend

¥ Changes pending require volume restart to take effect

Figure 1-22 Viewing the volumes list

About the servers list

Table 1-3 describes the columns available in Options—Servers that display in the
servers list.

Table 1-3 Columns available for display in the node list

Column name Description

Name Name of the server, typically the machine name.
Template Name of the template that defines the configuration

properties for the server.

Status Current status of the machine. Status can be master,
online, offline, or stopping. Status also lists the
following services configured for iServer on the
specified machine:

m M for Message Distribution service

m F for Factory service

m V for View service

m C for Caching service

m [ for Integration service
Description Description field from the iServer definition.
Operating system and Server machine’s operating system and version.
version
Actuate version iServer release number.
Current requests Current number of active requests.

A flag appears when you must restart iServer to apply updates to the
configuration.
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About the server templates list

Table 1-4 describes the columns available in Options—Server Templates that
display in the server configuration templates list.

Table 1-4

Columns available for display in the server templates list

Column name

Description

Template Name of the template that defines the configuration
properties for the server.
Server Name of the server, typically the machine name.

About the volumes list

Table 1-5 describes the columns available In Options—Volumes that display in
the Encyclopedia volume list.

Table 1-5 Columns in the Encyclopedia volumes list

Column name Description

Metadata Database Names of the metadata databases in this iServer
system.

Schema Names of the schemas. One database can contain
one or more schemas.

Type Type of schema, either Volume or System.

Volume Names of the volumes. One schema can contain one
or more volumes.

Status Current status of the volume. The status of the
volume is online or offline.

Description Description field from the volume definition.

About the partitions list

Table 1-6 describes the columns available in Options—Partitions that display in

the partitions list.

Table 1-6

Columns in the partitions list

Column name

Description

Name Name of partition.

Status Current status of the partition. The status of the
partition is active or inactive.

Volume Names of the volumes associated with the partition

if assigned.

Chapter 1, Performing basic configuration tasks

23



About the printers list

Name is the only available column in Options—Printers. Name is the name of the
printer.

Viewing release information

In Options—About, you can view version information about the iServer system
software installation, as shown in Figure 1-23.

Log Out

Ciptions

About

Actuate Management Console version: 11 Service Pack 4

) Actuate iServer System name: corp

Configuration

Templates Actuate iServer Sysiem version: 11 Service Pack 4
(E' T Licensed far: Froduction

= Current language English
eé!'} Partitions Currenttime zane: Americallos_Angeles
S
Copyright: ©1895-201 2 Actuate Corporation

E" w Resource
] ¥ Groups

% Printers

Figure 1-23 Viewing iServer System general information

ﬂl Cancel
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Configuring an
Encyclopedia volume

This chapter contains the following topics:
m Understanding an Encyclopedia volume
m Configuring a partition

m  Working with databases, schemas, and volumes
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Understanding an Encyclopedia volume

An Encyclopedia volume consists of files such as BIRT designs, documents,
spreadsheets, and information objects. iServer creates a default Encyclopedia
volume during installation. The installation process names the default
Encyclopedia volume the same as the machine name, as shown in Figure 2-1.

Systern . Properties
‘|=' Servers

Server
2!% Configuration

System name IEDI’D @

Templates System password: |-"---u

(E' Volumes Systemn passward canfirm: Iocoooloo

System Heartbheat:
Hearbeat send period: |30 sec @

= "
‘ Partitions
S

lgb gre:l?'l:;ce Heartheat failure period: |EID sec 1@

G Printers System default volume
Wolume: |corp j e

System schema

System schema: |ac_corp_system

*These fields are required and cannot be left hlank

& These fialds reguire system restart to take effect
(I These fields will take defaultvalue if left hlank

%l Cancell Apply

Figure 2-1 Viewing general system properties

The default Encyclopedia volume directory is AC_DATA_HOME/encyc. By
default, AC_DATA_HOME on a Windows system is Actuate\iServer\data. On a
Linux or UNIX system, AC_DATA_HOME is AcServer/data.

In an out-of-the-box (OOTB) installation, iServer stores Encyclopedia volume
metadata, such as information about users, roles, groups, and job schedules, in
the PostgreSQL database installed with iServer. The PostgreSQL database resides
in AC_DATA_HOME/encyc. iServer stores configuration metadata in the
database separately from data such as designs, documents, information objects,
and other iServer data objects, which are stored in the file system. Files containing
data have the .dat file-name extension in the file system, regardless of their
Actuate file type. By default, the .dat files reside in AC_DATA_HOME
/encyc/file.
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Configuring a partition

An iServer partition is a physical disk location used to store Encyclopedia volume
data files. Every Encyclopedia volume must have an iServer partition.

An Encyclopedia volume supports using multiple iServer partitions. You can
expedite input and output processing by using multiple partitions that operate
across separate physical disks. iServer transparently manages the allocation of
files among partitions. Encyclopedia volumes cannot share a partition.

The default Encyclopedia volume resides in the primary partition,
DefaultPartition. The default path of the primary partition is AC_DATA_HOME
/encyc. Figure 2-2 shows the path of the primary partition on Windows.

Partitions = DefaultPartition : Server Settings
Template Name Partition Path
urup |$AC_DATA_HOME$Iencyc Change | Testl *
Server
é_%' Configuration
Templates *These fields are required and cannot be left blank
-
(gl Volumes
@ Partitions
1!1' w Resource
£ ¥ Groups
G Printers
Figure 2-2 Default Partition path

The administrator can change the location of the primary partition, but cannot
remove it. If no other partitions exist, the primary partition stores all designs,
documents, and other data files.

Adding a partition
Add a partition before attempting to add a new Encyclopedia volume to iServer.

How to add a partition to iServer

1 Make a directory for the partition on the physical drive of the machine or
storage device that iServer can access. For example, make a directory called
encyc2 in AC_DATA_HOME.

From Advanced view of Configuration Console, choose Partitions.
In Partitions, choose Add partition.

In Partition name, specify a name. For example, name the partition, Partition2.
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In Partition Path, specify the fully qualified path to the partition directory, as
shown in Figure 2-3. Choose OK.

Partitions = Add Partition

IE

Partition name: |F‘anitiun2 &

Template Name Partition Path

urup |C:LActuate1 TiServendatatencyc? *

*These fields are required and cannot be left blank

kd
%I Cancel

Figure 2-3 Adding a partition

5 In Partitions, choose the new partition, Partition2, from the list of partitions, as
shown in Figure 2-4.

Parttions

Add Partition |

CiefaultParition Active  corp
Partition2

Figure 2-4 Choosing the new partition

6 In Server Settings, choose Test, as shown in Figure 2-5.

Partitions = Partition? : Server Settings
Template Name  Partition Path =

urup |C.LAcluate111iSer\rendatalency02 Change... | Testlx

*These fields are required and cannot be |eft blank

kd
%I Cancell Apply

Figure 2-5 Testing the new partition

If the test succeeds, the message in Figure 2-6 appears. If the test fails, check
that the directory named in the partition path exists.

& The test is successful,

Figure 2-6 Choosing OK after successful partition path test
Choose OK.
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Viewing partitions

After the administrator assigns a partition to an Encyclopedia volume, Partitions
displays one of the following status conditions and the name of the Encyclopedia
volume.

= Active
An Encyclopedia volume is using the partition.

m Phaseout
An Encyclopedia volume is moving data out of the partition.

s Unused
The partition is assigned to an Encyclopedia volume, but it is not using the
partition.

From Advanced view of Configuration Console, choose Partitions to view the
partitions that are available, as shown in Figure 2-7.

Partitions
Add Parition |
DefaultPadition Active  corp
Fartition2 Active  Wolume2
Figure 2-7 Displaying the list of partitions

Working with databases, schemas, and volumes

Beginning with Actuate 11, iServer stores information related to users, roles,
groups, files and folders, or metadata, in a third-party relational database
management system (RDBMS). By default, iServer uses the PostgreSQL RDBMS
for this purpose. In Release 11, iServer also supports the use of an Oracle, DB2,
and SQLServer database.

A database can contain one or more schemas. An Encyclopedia volume schema
can relate to one or more volumes. When installing BIRT iServer Release 11 with
either the OOTB PostgreSQL or a third-party database, the install program creates
two schemas, one for Encyclopedia metadata, and one for the system metadata.
In Advanced view of Configuration Console, on Volumes, the metadata database
appears in the first column, the schemas the database contains appear in the
second column, and the volume the Encyclopedia volume schema relates to
appears in the third column, as shown in Figure 2-8.
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Yolumes
= Actupon selected items
+ I
v Default ActuatePostoreS0L MetadataDatagase S ac corp. volume I Svpomp  ONLINE

é_%' Configuration T ac cofpn systern System
Templates Legend

¥ Changes pending require valume restart to take effect
@ Volumes

=
1 Partitions
_—

gl Resource
&

Groups

=] _
= printers

Figure 2-8 Viewing Volumes on Advanced view of Configuration Console

Configuring a metadata database

On Volumes, an administrator can create, configure, or delete a metadata
database used to contain Encyclopedia volume schema.
How to add a metadata database

1 Log in to Configuration Console and choose Advanced view. From the side
menu, choose Volumes.

2 Point to the icon next to the Metadata Database heading and choose Add new
metadata database, as shown in Figure 2-9.

Yolumes

Al Actupon selected items |

* r

=v| Add new metadata MetadataDatabase S ac com volure T Srcomn OMLINE
database

Svac comp systemn System

Legend
¥ Changes pending require valume restart to take efiect

Figure 2-9 Choosing to add a new metadata database
3 On New Metadata Database, as shown in Figure 2-10, perform the following
tasks:

1 In Metadata database name, type a name for the metadata database.
2 In Database type, select the type of database to create.

3 In Database server, type the host name of the machine containing the
database, such as localhost.
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4
5
6
7

In Database name, type a name for the database.
In Connection login, type the database user name.
In Connection password, type the database user name password.

In Database port, specify a port number, or accept the default value.

Choose OK.

Yolumes = Mew Metadata Database

Metadata Database

Metadata database name | *
Database type: |PustgreSQL =~
Datahasze servar: | *
Database name: [ =
Connection login: | -
Connection password: | +*

Database port: [543z

*These fields are required and cannot be left hlank

EI%I Cancel Apply

Figure 2-10 Adding a new metadata database

How to edit metadata database properties

1 On Volumes, point to the icon next to a database and choose Properties.

2 On Metadata Database, the settings are the same as when you add a new
metadata database, except that when editing database properties, Metadata
Database includes the option to confirm the connection password if you
change it. Choose Advanced.

On Advanced, choose MetadataDatabaseProperties.

On MetadataDatabaseProperties, as shown in Figure 2-11, you can specify the
following additional database properties:

Type of database
Database tablespace name
Database tablespace path
Super user name

Super user password
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& =(Olx]

“Wolumes = Default_ActuatePostgreSaL_MetadataDatabase : Properties = MetadataDatabaseProperties

MetadataDatabaseProperties

Type of datahase: |ActuatePustgreSQL *
Database tahlespace name: | *
Database tahlespace path: | *
Super user name | *
Super user password: | *

*These fields are required and cannot be left blank

(k| _cancel [+

Figure 2-11 Setting additional metadata database properties

On Advanced, choose Database Connection Pool Manager Settings.

On Database Connection Pool Manager Settings, as shown in Figure 2-12, you
can specify the following database connection properties:

Initial size of the connection pool

Minimum number of open connections in the connection pool
Maximum number of open connections in the connection pool
Maximum number of open connections in the internal connection pool
Maximum number of open connections in the system connection pool
Maximum number of open connections in the cluster connection pool

Maximum idle time for a connection before removing it from the
connection pool

Max connection wait time in seconds
Max query execution time in seconds (use zero value to indicate no limit)

PreparedStatement cache size per connection (use zero value to indicate no
caching)

To acquire a new JDBC connection for each database query, type a value of 0 in
Minimum number of open connections in the connection pool and in Maximum
number of open connections in the connection pool.
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Z _____ M
Volumes = Defauli_ActuatePostore3QL_MetadataDatabase : Properties = Database Connection Pool Manager Settings |~
D C ion Pool
Initial size of the connection pool 1 &2
Minimum number of open connections in the connection pool |1 1=
Maximurm number of open connections in the connection poal: |1 1] (VA s
Maximurm hurnber of open connections in the intemal connection pool: |5 [
Maximum nurnber of open connections in the system connection poal: |2 [ )
Maximum numhber of open connections in the cluster connection pool: |5 1=
Maximurm idle time for a connection befare removing it from the connection poal |300 Seconds | ]
Max connection wait time in seconds: |3|JIJ [
Max guery execution time in seconds { use zera value to indicate no limit) |ED !
PreparedStaterment cache size per connection { use zero value to indicate no caching J: |1 on 1=
B These fields require server restart to take efiect
(I These fields will take default value if left blank
%I Cancel LI

Figure 2-12 Configuring Database Connection Pool Manager Settings

Configuring a schema

Additionally, the administrator can add, configure, or remove a schema used to
contain Encyclopedia volume metadata.

How to add a schema

1 Login to Configuration Console and choose Advanced view. From the side
menu, choose Volumes.

2 On Volumes, point to the icon next to a metadata database and choose either
Add system schema, or Add volume schema. Figure 2-13 shows Add volume
schema. The procedure for adding either schema type is the same. The default
metadata database is Default ActuatePostgreSQL MetadataDatabase.

Yolumes
=~ Act upon selected items
+ I

=r Default ActuatePostoreSQL MetadataDatabase =7 ac com Yolume T Srcom OMLINE
il Svac comp systermn System

pudvolmelscherng & restart 1o take efiect

Figure 2-13 Choosing to add a schema
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3 On New Volume Schema, as shown in Figure 2-14, perform the following
tasks:

1 In Schema name, type a name for the new schema. The name must be less
than 30 characters.

In Schema owner name, type the schema owner name.
Type and confirm a password for the Schema owner.

4 In Database superuser, type the database superuser name. For the
PostgreSQL RDBMS that installs with iServer by default, the PostgreSQL
superuser name is postgres.

5 In Database superuser password, type the password that the installer
specified for the database superuser during the iServer installation.

Choose OK.

Yolurnes = Mew Volume Schema

Schema

Metadata Database: Default_ActuatePostgreSQAL_MetadataDatabase
Schema type: “olume

Schema name: | *

Datahase schema name:

Database schema password: | +
Database schema password confirm |

Flease entet the datahase superuser credentials to make changes to the database scherna far the encyclopedial volume.

Database superuser: | +*

Database superuser password I @

*These fields are required and cannot be |eft blank

OKl Cancel Apply

Figure 2-14 Adding a new schema

How to edit schema properties

1 On Volumes, point to the icon next to a schema and choose Properties, as
shown in Figure 2-15.
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Yolumes

Ev Actupon selected items

+ r

Legend

¥ Changes pending require volume restart to take efiect

Sr Default ActuatePostoreS0L MetadataDatabase S*ac com volurne ™ Sreorp OMUINE
=v[ Properties ]

Figure 2-15 Choosing to edit schema properties

2 In Schema, you can change the schema owner name and password, as shown

in Figure 2-16.

Yolumes = Schema: ac_corp

Schema

Metadata Database: Default_ActuatePostgreSQL_MetadataDatabase
Schema type: volume

Schema name: ac_corp

Database schema name: |acfcurp

Database schema password: |u...u.u..

Database schema password canfirm Iccooonooocoo

*These fields are required and cannot be left hlank

EI %I Cancel

Apply

Figure 2-16 Editing schema properties
3 To test the connection, choose Test.
Choose OK.

Configuring an Encyclopedia volume

The administrator can also add, configure, or remove a volume contained in a

schema within a metadata database.

Adding an Encyclopedia volume

Unless a partition, unassigned to an Encyclopedia volume, already exists, you

must first create a new partition to assign to the Encyclopedia volume. Next, add
the Encyclopedia volume to iServer by performing the following tasks:

How to add an Encyclopedia volume

1 Log in to Configuration Console and choose Advanced view. In Advanced

view, choose Volumes.
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2 On Volumes, point to the icon next to a schema and choose Add Volume, as
shown in Figure 2-17.

Yolumes
E~ Act upon selected items
+ r

=r Default ActuatePostureS0L MetadataDatabase =™ ac com volume I~ Svcomp OMLINE

Legend Add Yaolume

¥ Changes pending require volume restart to take effect

Figure 2-17 Choosing to add a volume

3 On New Volume—General, perform the following steps:

1 Type a name for the new volume. For example, type Volume2, as shown in
Figure 2-18.

Yolurnes = Mew Volume

General

P
Wolume name |Vc|\um92 =
Description: |
Schedule for purging notices | HH:mm B2
Schedule for purging deleted files: | HH:mm 5

Partition
Primary partition: IPartitionQ le@g Min Free Space; I wme E
Volume archive service provider
Use archive service:

%I Cancell Apply

Figure 2-18 Specifying general properties

2 In Primary partition, accept the default or select another unassigned
partition. For example, accept Partition2.

4 Choose Partitions, and start the partition for the new Encyclopedia volume by
performing the following steps:

1 In Available partitions, select a partition, then move it to Selected by
choosing the right arrow.

2 In Selected partitions, select the partition. Choose Start, as shown in
Figure 2-19.

36 Configuring BIRT iServer



Yolurnes = Mew Volume

Partitions

Assign partitions
Available partitions:
Partition2

Selected partitions:

Partition2

i+ Start € Stop

Low Free Space: |

B !

Min Free Space: |

MB !

(I These fields will take default value if left blank

%I Cance\l Anply

Figure 2-19
Choose OK.

Starting the patrtition

5 In Volumes, point to the arrow next to the new volume name, and choose Take

online, as shown in Figure 2-20.

Volumes
Ev Actupon selected items
¥ I

S Default ActuatePostgreSaL MetadataDatabase Svac corp Yoluma
=

Svac com systermn System
Legend

¥ Changes pending require volurme restan to take effect

volume2 ¥ OFFLINE

Take online

Figure 2-20 Taking a new volume online

6 In Volumes, check that the status of the new volume changes to ONLINE, as

shown in Figure 2-21.
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Yolumes
S Actupon selected items
¥ I

=~ Default ActuatePostoreS0L MetadataDatabase =7 ac com volume 7 =7 volurne2  ONLINE
[ =¥ com OMLINE

=7 ac corp system System

Legend
¥ Changes pending require volurme restart o take effect

Figure 2-21 Confirming that the volume is online

If the volume does not go online, check for insufficient free disk space for the
partition and consider configuring the free space threshold.

Editing Encyclopedia volume properties

On Volumes, an administrator can edit Encyclopedia volume properties in
Volumes—Properties—General.

How to edit Encyclopedia volume properties

1 On Volumes, point to the icon next to a volume name and choose Properties,
as shown in Figure 2-22.

Yolumes

T Actupon selected items

* r

Er Default ActuatePostoreSGL MetadataDatabase =7 ac comp valurne 7 Svyolume?  OMLINE
I = com ONLINE

Svac com svstern System [ Propeties ]

Take offline

Legend
¥ Changes pending reguire volume restart 1o take effect

Figure 2-22 Choosing Encyclopedia volume properties

2 On Properties, the available properties are the same as when you add a new
volume, with the exception that you can set Advanced properties, as shown in
Figure 2-23.
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Yolumes = corp . Properties

Properties settings

Ftintable Summary |

Advanced

G

B Archiving And Purging
B! Encyc Diagnostics

B General

B Motification

B Performance

9 Security Extension
CIRSAP

3 Asynchronous Reports

B Actuate Cluery Generation

=
%I Cancell Apply

Figure 2-23

Viewing advanced volume properties

Table 2-1 lists some of the properties that appear on Volumes—Properties—

General.

Table 2-1

New Encyclopedia volume general properties

Property

Description

Volume name

Name of the Encyclopedia volume.

Description Optional description of the Encyclopedia volume.
Schedule for purging | Time or times at which iServer deletes job completion
notices notices. The value format is a semicolon-separated list
of times, in ascending order. Use a 24-hour format. For
example:
03:15;16:15
Schedule for purging | Time or times at which iServer removes deleted files
deleted files from the system. The value format is a semicolon-

separated list of times, in ascending order. Use a 24-
hour format. For example:

03:15;16:15

Primary partition

Name of the primary partition for the Encyclopedia
volume.

Min Free Space for the
primary partition

Minimum amount of free disk space that the primary
partition requires. If the free space falls below the
specified minimum, iServer does not create the file.

Use archive service

Specify the command-line string iServer runs to start
the SOAP-based Inline Archive Driver application.

(continues)
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Table 2-1 New Encyclopedia volume general properties (continued)

Property Description

Information Console | URL prefix, for example http:/ /sales:8900/iportal, to
URL prefix add to the hypertext link in an e-mail notification sent
to Information Console users. Use also to specify a
hyperlink, such as a drill-through hyperlink,
containing the Information Console context string in a
generated PDF document.

For more information on customizing e-mail
notifications, see Chapter 4, “Configuring e-mail
notification,” later in this book. For more information
on configuring Information Console URL prefix to
specify the context root for a hyperlink in a PDF
document, see “Specifying a hyperlink in a PDF
document,” later in this chapter.

The following examples describe how to configure various general volume
properties.

Scheduling purging of job completion notices

The administrator can disable purging of job completion notices, but this action
can cause too many notices to build up. The best practice is to configure iServer to
purge job completion notices during times of light use and at least one hour
before or after autoarchiving.

Use 24-hour clock time points, separated by a semicolon. For example, the default
value: 2:15 runs a purge task at 2:15 A.M. every day. A blank disables the job and
notice purging.

Scheduling purging of deleted files

The physical file for an Encyclopedia volume file appearing in Management
Console resides in the Encyclopedia volume file folder as a .dat file. For a file a
user deletes from a volume in Management Console, iServer purges the
corresponding .dat file from the volume file folder at the time or times the
Schedule for purging deleted files property specifies. Specify multiple purge
times using 24-hour clock time points, separated by a semicolon.

Configuring an Encyclopedia volume partition

View and modify the partitions assigned to an Encyclopedia volume in
Volumes—Properties—Partitions.
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Assigning a partition to an Encyclopedia volume partition

To associate a partition with a volume, assign the partition to the volume, as
shown in Figure 2-24.

Volumes = Wolume2 © Properties

Partitions

Assign partitions
Availahle partitions: Selected paritions:
Partition2 [Primary] - Partition2  Active
PostareSQL_backup_patdition
] - p_p —’l
€ Start € Stop
Low Free Space: | MB !
hin Free Space: | MB |

() These fields will take default value if [eft blank

ﬂl Cance\l Apply

Figure 2-24 Assigning a partition to an Encyclopedia volume

How to assign a partition to an Encyclopedia volume

1

In Volumes—Properties—Partitions, use the left and right arrows to move
iServer partition names between Available partitions and Selected partitions.

Available partitions lists the partitions that are available for use by an
Encyclopedia volume. Selected partitions lists the partitions iServer uses to
store Encyclopedia volume files.

Use the up and down arrows to change the order of the partitions in Selected
partitions.

Primary indicates which of the selected partitions is the primary partition.
Active indicates which of the selected partitions are actively in use.

Select a partition in Selected partitions and choose Start or Stop to change the
status of a partition.

Choosing Start activates an inactive partition. You must activate a partition
before using it for an Encyclopedia volume. Choosing Stop changes the status
of a partition to Phasing out or Not in use. When a partition is stopped, you
cannot use it.

Select a partition in Selected partitions and specify free disk space properties.
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Configuring free space on an Encyclopedia volume partition

To prevent possible Encyclopedia volume corruption and operational problems
with the machine due to lack of free disk space, iServer shuts down the volume
when the disk space available to the partition for the volume falls below a
minimum, 128MB by default. The administrator can change the minimum by
configuring Min Free Space. Increase Min Free space if iServer, or any other
application making use of the same physical disk, consumes disk space at a rapid
rate, or if fragmentation occurs.

In Volume—Properties—General, the administrator can configure the minimum
free disk space for a partition by typing a new value in Min Free Space for the
primary partition. For example, increase the value to 256, as shown in Figure 2-25.

Minimum free space

Yolumes = corp: Properties

General

Description: |
Schedule for purging notices: |2.15 HH:rm B
Schedule far purging deleted files: |2:15 HH:mm E 5

Partition B
Primary partition: DefaultPartition Min Free Space: |128 me &

Yolume archive service provider

Use archive service

B
%I Cancel | Apply

Figure 2-25 Increasing the minimum free space for a partition
Table 2-2 lists these additional properties that appear on Volumes—Properties—
Partitions.

Table 2-2 Volume partition properties

Property Value

Low Free Space Amount of free space, in megabytes (MB), below

which iServer displays a warning message. If a user
tries to create a file in a partition with less than the
specified low amount of free disk space, file creation
succeeds, and a warning message is displayed. The
default value is 512 MB.
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Table 2-2 Volume partition properties

Property Value

Min Free Space Minimum amount, in megabytes (MB), of free space
that the Encyclopedia volume partition must
maintain. If a user tries to create a file that would
put the partition under its minimum free space
limit, iServer does not create the file. The default
value is 128 MB.

Moving an Encyclopedia volume to another partition

Volumes—Properties—General lists the primary partition for the volume.
Volumes—Properties—Partitions, shown in Figure 2-26, lists all the partitions
available to the Encyclopedia volume for storing volume files.

The volume uses the primary partition for volume administrative information
and to store volume files. To move an Encyclopedia volume to another partition,
the administrator must copy the Encyclopedia volume files to the new partition,
and then update the old partition path to the new location.

Yolumes = Yolume? © Properties

Partitions

Assign partitions
Available partitions: Selected partitions:
Fartition2 [Frimany] - Padition2  Active
PostgreSQL_backup_pattition |
|
 Start © Stop
Low Free Space: | MB !
Min Free Space: | MB !

(I These fields will take default value if left blank

%I Cance\l Anply

Figure 2-26 Moving an Encyclopedia volume
How to move an Encyclopedia volume

1 Set up one or more partitions.

2 Put the volume offline.

3 For each partition, specify the partition location on Partitions—Template
Settings.
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4 Copy the Encyclopedia volume files from the location specified by the old
partition path to the location specified by the new partition path. In a cluster,
all machines must be able to access the path specified by the partition.

5 Take the volume online.

Supporting application-level partitioning

In a cluster, you can use Encyclopedia volumes to support application-level
partitioning by configuring different applications to use different Encyclopedia
volumes. In some cases, such as when an application service provider hosts
services, a separate physical structure is part of the logical design. For example,
business needs can require the separation of billing information from sales
information. To use multiple Encyclopedia volumes without changing the logical
design of the application, an application designer can use links in the application
folder structure to redirect users to the appropriate Encyclopedia volume.

To make two Encyclopedia volumes work as a single unit, you need a single
source of user information, such as user names, passwords, and role membership.
The application designer can externalize Encyclopedia volume user information
using the Actuate Open Security feature and centralize the user information in an
external security source. For example, iServer can store the Encyclopedia volume
user information in an LDAP server. Multiple Encyclopedia volumes can use the
information from the LDAP server.

Specifying a hyperlink in a PDF document

The context string in which a job runs is not available in the background job that
generates a PDF document. To specify a hyperlink, such as a drill-through
hyperlink, containing the appropriate Information Console context string in a
PDF document, the administrator must specify the Information Console URL
prefix by performing one of the following tasks:

m In Configuration Console, update the setting for Information Console URL
prefix in Volumes>Properties

m In acserverconfig.xml, manually edit the setting for IPortalURLPrefix
How to update the setting for Information Console URL prefix

1 Open Configuration Console. Choose Advanced View.

2 In Advanced View, navigate to Volumes->Properties.

3 In Information Console URL prefix, type the context string, as shown in
Figure 2-27. For example, type:

http://urup:8900/iportal
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4 Choose OK.

Configuration Console updates the setting for the system variable,
IPortalURLPrefix, in acserverconfig.xml in AC_DATA_HOME/ config.

Yolumes = corp: Properties

General
Description |
Schedule for purging notices: |215 HH:mm 22
Schedule for purging deleted files: |215 HHmm B2
Partition
Primary partition: DefaultPartition Win Free Space: |128 e B

Volume archive service provider

Use archive service:

Metadata database and schema
Metadata database name:
Database schema name:

Default_ActuatePostgreSQL_MetadataDatahase
urup

Email notification

E-mail notification template partition:
Use Infarmation Console for e-mail notifications

Infarmation Consale LURL prefix

Hec

|nttp:irurup:e900ipartal

Figure 2-27

Specifying Information Console URL prefix

How to manually edit the setting for IPortalURLPrefix
1 In Windows Explorer, navigate to AC_DATA_HOME/ config.

2 Open acserverconfig.xml in a text editor.

3 Inacserverconfig.xml, edit the <Volume> setting, IPortalURLprefix, to contain

the appropriate Information Console context string, as shown in Listing 2-1.

For example, type:

IPortalURLPrefix="http://urup:8900/iportal™"

4  Save the file.

Listing 2-1 shows an example of
acserverconfig.xml.
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Listing 2-1 Creating a .bat file to point iServer to portserv.exejj

<Volumes>
<Volume
Name="urup"
EmailURLType="IPortal"
RSSESOAPPort="8900"
PrimaryServer="$$ServerNames$Ss"
IPortalURLPrefix="http://urup:8900/iportal"

It is not necessary to restart iServer after changing the setting for
IPortalURLPrefix. In AC_SERVER_HOME/ etc, acmetadescription.xml specifies
that any change to IPortalURLPrefix takes effect immediately, as shown in the
following code excerpt:

<Variable
Name="IPortalURLPrefix"
Type="String"
Access="Public"
Required="False"
DisplayName="IPortal URL Prefix"
TakesEffect="Immediate"/>

Configuring events

In Volumes—Properties—Events, you set values used with event schedules,
enable custom event schedules, and specify the web service that a custom event
uses. Figure 2-28 shows Volumes—Properties—Events.

Wolumes = corp: Properties

Events
Polling
Folling interval: |5 min |
Falling duration: |3I]I] min |
Lag time: [ao hin |

¥ Enable custom events

Custom event web service configuration

IP addresss: |\ocalhosl =
Soap port:; |BQDD I=ke)
Context string: |IaceventfservleLfoisServlet I=ke)

BT These fields require volume restartto take effect
() These fields will take defaultvalue if left hlank

%l Cancell Apply

Figure 2-28 Specifying event-based job configuration values
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When you deploy a BIRT design to an Encyclopedia volume, you must provide
iServer with access to Java classes that the design uses. You package these classes
as JAR files that a BIRT iServer Java factory process accesses. There are two ways
to deploy Java classes:

= Deploy the JAR files to the Encyclopedia volume

Supports creating specific implementations for each volume in iServer. This
method of deployment requires packaging the Java classes as a JAR file and
attaching the JAR file as a resource to the design file. You treat a JAR file as a
resource in the same way as a library or image. Using this method, you
publish the JAR file to iServer every time you make a change in the Java
classes.

= Deploy the JAR files to the following iServer subdirectory:
AC_SERVER_HOMEN\resources

This method uses the same implementation for all volumes in BIRT iServer.
You do not have to add the JAR file to the design Resource property.
Deploying JAR files to an iServer /resources folder has the following
disadvantages:

= You must restart iServer after deploying the JAR file.

m The JAR file is shared across all volumes. This can cause conflicts if you
need to have different implementations for different volumes.

Table 2-3 describes the properties that appear on Volumes—Properties—Events.

Table 2-3 Event-based job configuration properties
Property Value
Polling interval The frequency in minutes that iServer checks for a

system event.

Polling duration The duration in minutes that iServer checks for an
event. If the event does not occur within the allotted
time, iServer marks it as expired. A user can customize
this value when creating an event-driven schedule.
This value applies to all types of system events.

Lag time The minutes that iServer scans for completed jobs to
determine if an event occurred. For example, if you
submit an event-based schedule with the default event
lag time, iServer checks the status of jobs for the
previous 60 minutes. If the event occurred within the
previous 60 minutes, it sets the event status to satisfied.

(continues)
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Table 2-3 Event-based job configuration properties (continued)

Property Value

Enable custom events | A flag that enables iServer custom event processing for
a scheduled job. If the value is true, the service is
enabled. If you change the value to false, all the
existing instances of scheduled jobs using the custom
event fail. This configuration value also affects the
EnableEventService property value in the Actuate
IDAPI GetVolumeProperties response.

IP address The server name or IP address where the custom event
service resides. The default value is localhost.

Soap port The number of a valid, used port for the custom event
service. iServer uses an application container to host
web services applications.

Context string The context string of the request URL for sending a
message to the custom event service. Default value is
/acevent/servlet/AxisServlet.

Configuring advanced volume properties

Volumes—Properties—Advanced contains a variety of miscellaneous volume
property settings that an administrator can use to make performance-tuning
adjustments for a mix of features. Figure 2-29 shows the Advanced properties list.

Yolumes = corp: Properties

Advanced

Properties settings Printable Summanry

B Archiving And Purging
El Encyc Diagnostics

2 General

B notification

B Performance

179 Security Extension
I RSAPI

79 Asynchranous Reports

B Actuate Query Generation

=]
%I Cancell Apply

Figure 2-29 Specifying advanced Encyclopedia volume property settings

Printing a summary of advanced volume properties

In Volumes—Properties—Advanced, you can view or print a summary of
Encyclopedia volume properties and their values. First, select the category
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properties, then choose Printable Summary to print the information. You can
select one of following categories of properties:

Archiving And Purging
Encyc Diagnostics
General

Notification
Performance

Security Extension
RSAPI

Asynchronous Reports

Actuate Query Generation

Retrying failed asynchronous jobs

In Volumes—Properties—Advanced—Asynchronous Reports—Asynchronous
Job Retries, specify how to retry running a scheduled job or query, as shown in

Figure 2-30.
& =10 x|
“Wolumes = corp : Properties = Asynchronous Reports = Asynchronous Job Retries =
Asynchronous Jobh Retries
Mumber of tirmes to retry failed requests: |D !
Time after which to retry failed requests |D Seconds !

(i These flelds will take defaultvalue it left blank

ﬂl Cancel ;I

Figure 2-30

Specifying values for retrying failed asynchronous jobs

If the job retry options are set to retry a job if it fails, the job remains active if the
node the job is running on fails. For example, if the node crashes, iServer tries to
run the job again when the node restarts.

Chapter 2, Configuring an Encyclopedia volume

49



Configuring RSAPI

Actuate supports applications that call the Report Server API (RSAPI) from
Actuate Basic designs. If a single machine manages multiple Encyclopedia
volumes, only one volume has the RSAPI enabled. By default, the volume with
RSAPI enabled is the first volume added to the machine. For example, if iServer
manages an Encyclopedia volume named sales, and you add an Encyclopedia
volume named production, RSAPI applications can access only the volume
named sales. RSAPI applications cannot access the volume named production.

To enable RSAPI on a different Encyclopedia volume, set the Volume used by the
Requester and Report Server API parameter. In Volumes—Properties—
Advanced—RSAPI—Fetch Limits, you can limit the number of items that an
Actuate Report Server API (RSAPI) request returns, as shown in Figure 2-31.

& =
“Wolumes = corp : Properties = RSAPI = Fetch Limits =
Fetch Limits
Maxirnum number of elements that can be returned in one RSAP| reguest 5000 I=ke

=k These fields require volume restart to take effect
() These fields will take default value if left blank

ﬂl Cancel LI
Figure 2-31 Specifying the fetch limit for an RSAPI request return

In Volumes—Properties—Advanced—RSAPI—Fetch Limits, you set Maximum
number of elements that can be returned in one RSAPI request. This parameter
controls the maximum number of items that iServer returns in a list. Specify a
value for this parameter if you use RSAPI applications. iServer truncates the list if
a RSAPI call returns a list that contains more elements than the value of this
parameter. The default value is 5000. Actuate recommends that you use the
default value. The minimum value is 0.

Actuate recommends using incremental fetch features to retrieve large lists.
Increase the value to the size of the longest list that iServer sends if you cannot
use incremental fetch features.

When iServer encounters performance problems, such as excessive memory
usage by a RSAPI application that frequently retrieves large lists, decrease the
value of this parameter to improve performance. Decreasing the value of this
parameter can cause the RSAPI application to function incorrectly.

Changing the status of an Encyclopedia volume

The status of an encyclopedia volume can be disabled, enabled, offline, or online.
You change the status of a volume on Volumes, in Advanced view of
Configuration Console.
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Taking an Encyclopedia volume offline

To disable or remove a volume, you must first take it offline.

How to take an Encyclopedia volume offline

1 From Advanced view of Configuration Console, choose Volumes.

2 In Volumes, point to the arrow next to a volume name and choose Take offline,
as shown in Figure 2-32.

Yolumes
Ed Actupon selected items
- r
=v Defaull AcuatePosioreSQL MetadataDatabase =7 ac com volume I~ =ryalumez  ONLINE
] BS
Svac com systemn System | Takeofline |
Legend

¥ Changes pending require volume restart to take effect

Figure 2-32 Taking a volume online or taking a volume offline

3 On Volume Offline Grace Period, choose OK, as shown in Figure 2-33. You can
adjust the time a volume takes to go offline in Grace period.

& =10

Enter grace period to allow current transactions on the
volume to complete before going offline

Grace period: 5 sec

Cancel |

Figure 2-33 Choosing OK to take the volume offline

Disabling an Encyclopedia volume

The difference between an offline volume and a disabled volume is that iServer
takes an offline volume online when you start the iServer system or the iServer
service. A disabled volume does not come online when you start the iServer
system or service. The volume remains disabled.

How to disable a volume
1 In Volumes, point to the icon next to a volume name and choose Take offline.

2 DPoint to the icon next to the offline volume name and choose Disable, as
shown in Figure 2-34. Confirm that you want to disable the volume.
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Yolumes

T Actupon selected items
+ r
=r Default ActuatePostoreSGL MetadataDatabase =7 ac comp valurne ™ S7yolume? OFFLINE

S ac comp systern System :
R e

Disahle

Legend

¥ Changes pending require volume restart to take effect

Figure 2-34 Disabling a volume
The volume status changes to DISABLED.

Enabling an Encyclopedia volume

Before you can take a disabled volume online, you must enable it. To enable a
volume, point to the icon next to a disabled volume name and choose Enable, as

shown in Figure 2-35.

Yaolumes
=~ Actupon selected items
+ r

v Default ActuatePostgreSGL MetadataDatabase =7 ac corp Wolume [ S+*yolume? DISABLED
miSd Froperties

Srac corp system System Remove
Enahle

Legend
¥ Changes pending require volume restart to take effect

Figure 2-35 Enabling a volume
The volume status changes to OFFLINE.

Taking an Encyclopedia volume online

When the status of a volume is OFFLINE, you can take the volume online. To be
available to users, an Encyclopedia volume must be online. To take a volume
online, on Volumes, point to the icon next to the offline volume name and choose

Take online, as shown in Figure 2-36.

YValumes
Ev Actupon selected items
+ r
= Default ActuatePostgreSGL MetadataDatabase =™ ac comp Volume [ Srvolumez OFFLINE
Froperties
=vac corp system System

Legend ? B

¥ Changes pending require volume restart to take effect

Figure 2-36 Taking a volume online

52 Configuring BIRT iServer



Removing an Encyclopedia volume

When you remove an Encyclopedia volume from iServer, the following changes
occur:

Encyclopedia volume users no longer see the volume in the list of volumes
available to iServer or a cluster.

Encyclopedia volume users cannot log in to the Encyclopedia volume.
iServer rejects requests to access the content of the Encyclopedia volume.
The volume no longer appears in the configuration file.

iServer changes an Encyclopedia volume’s resource group volume assignment
to All volumes and disables the resource group.

Deleting an Encyclopedia volume does not delete the partitions assigned to the
volume.

How to remove an Encyclopedia volume from iServer

To completely remove an Encyclopedia volume from iServer, perform the
following tasks:

1 Before removing an Encyclopedia volume, note which partitions the volume

uses.
1 From Advanced view of Configuration Console, choose Volumes.

2 On Volumes, point to the icon next to a volume name and choose
Properties.

In Volumes—Properties, choose Partitions.

4 In Partitions, note the list of partitions that appears in Selected partitions.
From the side menu, choose Volumes.

Point to the icon next to a volume name and choose Take offline.
In Volume Offline Grace Period, choose OK.
The volume’s status changes to OFFLINE.

On Volumes, point to the icon next to a volume name and choose Remove, as
shown in Figure 2-37.

A confirmation dialog box appears.

4 To delete the Encyclopedia volume from the machine, choose OK.
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Yolumes
s Act upon selected iterms
+ I

Er Default ActuatePostreS0l MetadataDatabase =7 ac com Walurne ™ Swyolume2  OFFLINE

S ac comp systerm System
Legend

¥ Changes pending require volure restart to take effect

Figure 2-37 Removing an Encyclopedia volume

Renaming the default Encyclopedia volume

The login page of Management Console lists the default Encyclopedia volume. In
System—Properties—General, change the System default volume, as shown in

Figure 2-38.
Systern . Properties
General
Systern narme |mrp @
Systemn password: |uuuu
Systermn password confirm: |---uu.
System Heartbheat:
Heartheat send period: |30 sec!@
Heartbeat failure periad: |QD sec |8
System default volume System
walume: [corp Y default
volume
System schema
System schema: |ac_c0rp_5ystem
*These fields are required and cannot be left hlank
@ Z These fields reguire system restart to take effect
() These fields will take defaultvalue if left blank

%I Cancell Apply
Figure 2-38 Specifying the default Encyclopedia volume
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Removing a partition

Before you remove a partition, you must check the list of partitions in
Configuration Console to see which partitions are available and which are
already assigned to Encyclopedia volumes. Assign a different partition to the
Encyclopedia volume to which the partition is assigned, or back up the
Encyclopedia volume.

If the partition is a secondary partition, you delete the partition by changing its
configuration. iServer starts a background process of moving files from one
partition to another. The operation fails if the other partitions drop below their
minimum free space limits. When the process finishes, the state of the secondary
partition changes to inactive, and you can remove it.

How to remove a partition
1 From Advanced view of Configuration Console, choose Volumes.

2 On Volumes, point to the arrow next to the Encyclopedia volume that uses the
partition and choose Properties.

In Volumes—Properties, choose Partitions.

On Volumes—Properties—Partitions, in Selected partitions, select the
partition to remove. Select Stop. Choose OK.

iServer moves data from the partition to other available volume partitions. If
there is not enough room to store the data from the partition being deleted, a
failure message appears.

5 After iServer finishes phasing out the partition, repeat steps 2 and 3.

On Volumes—Properties—Partitions, in Selected partitions, select the
partition to remove. Choose the left arrow to move the partition from Selected
partitions to Available partitions.

Choose Partitions from the side menu.

In Partitions, confirm that the partition is not assigned to an Encyclopedia
volume and that it is unused. Then, point to the arrow next to the partition
name to display the drop-down list for the partition.

9 Choose Delete. To confirm the deletion, choose OK to, as shown in Figure 2-39.

@ Are pou sure pou want to delete file system "partition 2" 2

Cancel |

Figure 2-39 Deleting a partition
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Using diagnostic, usage,
and error logging

This chapter contains the following topics:
m Configuring diagnostic logging

m Configuring usage and error logging
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Configuring diagnostic logging

iServer performs various types of diagnostic logging with configurable levels of
detail. An administrator can experiment with the available levels to collect
information on iServer system to detect problems and improve performance.
Setting log files to higher levels of information collection increases disk space
usage and can decrease iServer performance.

The administrator configures diagnostic logging for iServer process by choosing
Change in Server Configuration Templates—Settings, as shown in Figure 3-1.

Server Configuration Templates = urup : Settings

Diagnostic logging settings Change... Change
Properties settings Printabile Surmmary

29 Factory Senvice

29 Mezsage Distribution Service

29 Yiewing Service

27 Integration Service

79 Caching Senice

9 MetQS] File Types (Add)

= Filetype driver information ( Add )
= iServer

ﬂl Cancel

Figure 3-1 Changing diagnostic logging settings

Server Configuration Templates—Settings allows the administrator to specify the
following diagnostic logging settings, as shown in Figure 3-2:

m Enable logging
Enable or disable diagnostic logging.

s Log level
Level of detail in the log.
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s Log directory
Location of the log.

m Logsize

Maximum size of the log before iServer starts overwriting the log.

m  Number of log files
Maximum number of logs that iServer creates.

General log ¥ Enahle

Level: I\-'\.farnmg ZI |
Directory: |$AC_DATA_HOME$IseNerIIDg

Size: |1DDDD kB!

Murmhber of log files |3 1

Factory log | Enable

Level: I\-'\.farnmg ZI |
Directory: |$AC_DATA_HOME$IseNerIIDg

Size: |1DDDD kB!

Mumhber of log files |3 1

Integration log ¥ Enahle

Leval: I\-'\.farning EI
Diractory: |$AC_DATA_HOME$IseNerIIDg )
Size: |1 aooo KB
Murmhber of log files |3 1
Caching log ¥ Enable

Level: |Warning EI
Directory: |$AC_DATA_HOME$IserverIIDg )
Size: |1 aooo KB
Mumhber of log files |3 1
Viewing log V| Enable

Level: |Warning ZI
Directory: |$AC_DATA_HOME$IserverIIDg

Size: |1 aooo KB

Mumber of log files |3 |

B2 These fields require server restart to take effect
( These fields will take defaultvalue if left blank

ok|_cancel |-|

Figure 3-2 Configuring diagnostic logging
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By default, diagnostic logging is enabled for all iServer processes. The
administrator can disable diagnostic logging for a process by deselecting Enable.

Changing the default log file location in
acserverconfig.xml

In Release 11 Service Pack 4, iServer writes log entries by default to
AC_DATA_HOMEN\server\log. The log location is no longer specified in
acserverconfig.xml.

To specify a different location or manually update a previously edited log setting,
the administrator must modify acserverconfig.xml to contain a LogDirectory
attribute that points to a non-default location by performing the following tasks:

1 Open AC_DATA_HOMEN\config\115P4\acserverconfig.xml in a text editor.

2 Insert or edit a LogDirectory attribute that specifies the path to a different log
folder.

For example, in Listing 3-1, an inserted LogDirectory attribute specifies the non-
default log location, C:\ Actuate\iServer\log, for the following properties:

m Template

m Reporting Service
m  Viewing Service

m Integration Service
m  Caching Service

Listing 3-1 acserverconfig.xml edited log file location settings

<Template
Name="urup"
PMDPort="8100"
ActuateBuild="DEV120208"
LogDirectory="C:\Actuate\iServer\log"
ActuateVersion="11 Service Pack 4 Development"
AppContainerPort="8900"
ServerSOAPPortBase="9700"
RequesterRSAPIVolume="urup">
<ReportingService
LogDirectory="C:\Actuate\iServer\log"
EnableGenerationService="true"/>
<SOAPDispatchService
EnableRequestService="true"
SOAPDispatchSOAPPort="8000"/>
<ViewingService
EnableRender="false"
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LogDirectory="C:\Actuate\iServer\log"
EnableViewingService="true"
MSAnalysisTunnelPort="9021"/>
<IntegrationService
LogDirectory="C:\Actuate\iServer\log"
EnableIntegrationService="true"/>
<CachingService
LogDirectory="C:\Actuate\iServer\log"
EnableCachingService="true"/>

</Template>

Configuring additional iServer diagnostic logging
properties

In Server Configuration Templates—Settings, the administrator can also
configure the following additional iServer property settings, as shown in
Figure 3-3:

m iServer Diagnostic Logging

m Logging for Encyclopedia Database Queries

Server Configuration Templates > urup : Settings

Diagnostic logging settings Change...
Properties settings Printable Sumrmary

23 Factary Service

79 Message Distribution Service
23 Viewing Senice
21 Integration Serice
29 Caching Service
3 MetOS File Types (Add)
=3 Filetype driver information ( Add )
= iSerer
[ Diagnostic Logging
B\ Server Diagnostic Logging
B Logaing for Encyclopedia Datahase Queries

Figure 3-3 Choosing iServer Diagnostic Logging

About iServer Diagnostic Logging

The following parameters define the levels of iServer Diagnostic Logging detail
you can specify.

How to configure additional diagnostic logging settings

1 In Server Configuration Templates, choose the name of a server template, as
shown in Figure 3-4.
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Server template name

Server OZ4nfiguration Templates
urup kazu
kozu
ury
Configuration
Templates
Figure 3-4 Choosing a server template name

2 On Server Configuration Templates—Settings, expand iServer, expand
Diagnostic Logging, then choose iServer Diagnostic Logging, as shown in
Figure 3-3.

3 On Server Diagnostic Logging, accept the default value for each setting, as
shown in Figure 3-5, or alternatively, specify a new value.

& =10 x|
Servers = urup : Properties = iServer = Diagnostic Logging = Server Diagnostic Logging =

Server Diagnostic Logging

Log directony: |$AC_DATA_HOME$Iserven‘I0g !

Loy level: | I |

Log size (KB): [10000 !

Murnber of Iogs: B I

Enahle logging: W

Minimurm Disk Threshold for Logging: |128 MBIE

B2 These fields require server restart to take effect

( These fields will take defaultvalue if left blank

QK| Cancel j

Figure 3-5 Specifying Server Diagnostic Logging property settings
Choose OK.
4 If you change Minimum Disk Threshold for Logging, restart iServer.

About Logging for Encyclopedia Database Queries

In Logging for Encyclopedia Database Queries, the administrator can specify the
level of diagnostic log detail that iServer provides when an SQL statement fails to
execute successfully. The following parameters define the levels of logging detail
you can specify:
s LogSQLQuery

iServer logs the query sent to the database.
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s LogQueryPrepareTime

iServer logs the time spent doing a prepare against the database.

m  LogQueryExecutionTime

iServer logs the time spent executing the query against the database.

How to configure logging for Encyclopedia database queries

1 In Server Configuration Templates, choose the name of a server template, as

shown in Figure 3-6.

Server template name

Server CAnfiguration Templates

urup kazu
kozu
ury
Configuration
Templates
Figure 3-6 Choosing a server template name

2 On Server Configuration Templates—Settings, expand iServer, Diagnostic

Logging, then choose Logging for Encyclopedia Database Queries, as shown

in Figure 3-7.

Server Configuration Templates = urup © Settings

Diagnostic logging settings Change...
Properties settings Printabile Surmmary

=3 Factory Senvice

23 Mezsage Distribution Service
29 Yiewing Service
23 Integration Service
71 Caching Senice
9 NetOS] File Types (Add)
3 Filetype driver information ( Add )
= izerver
I Diagnostic Logging
B! Server Diagnnstic Logging
B Logging for Encyclopedia Database Queries

Figure 3-7 Choosing Logging for Encyclopedia Database Queries

3 In Logging for Encyclopedia Database Queries, select an option from Select a
specific option and move it to Diagnostic Logging for Encyclopedia Database

Queries, using the right arrow, as shown in Figure 3-8.
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& (ol

Servers = urup : Properties = iServer = Diagnostic Logging = Logging for Encyelopedia Datahase Queries

IC

Logging for Encyclopedia Database Queries

Select a specific option: Diagnostic Logging far Encyclopedia Database Queries:
LogSaLauery
LogGuenFrepareTime
LogQueryExecutionTime

=
=

%I Cancel j

Figure 3-8 Choosing a logging level
Choose OK.

For more information about diagnostic logging properties, see “Configuring
diagnostic logging” in Chapter 1, “Performing basic configuration tasks.”

The environment variable AC_SERVER_FILE_CREATION_MASK on UNIX and
Linux, and registry key on Windows, specify the permissions for log files and
directories in /UsageErrorLogs and /iServer/log. The default value in UNIX and
Linux is owner read-write (066 UMASK), and in Windows is 0 (read-only).

Configuring usage and error logging

iServer can capture usage monitoring and error information in log files. To
understand resource usage and troubleshoot problems, use usage and error

logging.
In the Advanced view, choose System. Choose Properties, then choose Usage
Logging. Figure 3-9 shows Usage Logging.
The following Actuate usage and error logging applications that ship with iServer
record usage activity and error information in a log file:
m Usage Logging Extension

Writes the usage information to a comma-delimited (.csv) file, usage_log.csv

m  Error Logging Extension
Writes the usage information to a comma-delimited (.csv) file, error_log.csv

The usage logging and error logging applications are open framework
applications. These applications are DLLs in Windows and shared libraries in
UNIX or Linux. By default, the usage and error logging extensions reside in the
following location:

AC_SERVER HOME/bin
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iServer creates a primary log directory that contains the usage and error log
records for the default volume in the following location:

AC_SERVER _HOME/UsageErrorLogs/primary

iServer creates secondary log directories for additional volumes as required in the
following location:

AC_SERVER HOME/UsageErrorLogs/secondary $VOLUMENAME
The directories for usage and error log files are not configurable.

In an iServer cluster, the asynchronous design execution log entry is in the log of
the Encyclopedia process node. For a synchronous or transient document
generation, the log entry is in the log file of the node that runs the design. Before
you configure error logging for a cluster, ensure that each node in a cluster has the
same logging applications installed.

A developer can customize the way the DLL or shared library handles the usage
and error log information. iServer Integration Technology provides a reference
implementation for this purpose.

iServer supports consolidating log information into a database. iServer
Integration Technology provides a reference implementation for the log
consolidator application. For more information, see Using BIRT iServer Integration
Technology.

Configuring usage logging
Configure usage log settings for the following user operations:

s Document viewing
A viewing log records document-viewing events that use the View process

m  Document printing
A printing log records document-printing events

m  Document generation
A Factory log records document-generation events

m  Document deletion

A deletion log records internal deletion operations, such as deletions that
occur from archiving volume files

s Admin

An admin log records Encyclopedia volume management user operations,
such as:

m  Managing users, roles, groups, and channels

= Uploading and deleting files
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» Changing file and folder properties

m Data integration
A Data Integration log records AIS events, such as information object jobs

How to configure usage logging

To configure usage logging, perform the following tasks:

1 Log in to Configuration Console and choose Advanced view.

2 In System—Status, choose Properties.
System—Properties—General appears.

3 Choose Usage Logging.

System—Properties—Usage Logging appears, as shown in Figure 3-9.

Systern :© Properties

Usage Logging
Viewing log: I Enable
Logging level: |Standard j
Printing log I” Enable
Logging level: |Standard j
Factory log: " Enable
Logging level: |Standard j
Deletion log: I Enable
Logging level: |Standard j
Admin log: I Enable
Logging level: |Standard j
Data Integration log: " Enable
Logging level: |Standard j
Usage logging extension name: |UsrActivityLoggingExt = Fe)
B Z These fields require systemn restart to take effect
() These fields will take default value ifleft blank

OKl Cancel | Apply

Figure 3-9 Configuring usage logging

4 On Usage Logging, select the usage logging information you want to capture
from the following list of logging options:
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= Viewing

m Printing

m Factory

m  Deletion

»  Admin

m Data Integration

1 Select Enable to activate the logging option.

2 Select Standard or Detail for the logging level.

For viewing, deletion, and printing logging, standard and detail
information are the same in logging application that ships with iServer.

For Factory logging, detailed information includes design parameters.
Logging detailed Factory information, instead of standard Factory
information, decreases performance.

5 In Usage logging extension name, enter the name of the usage logging
extension.

UsrActivityLoggingExt is the name of the default usage logging extension. Do
not append DLL.

Choose OK.

About types of recorded events

For each type of event, you can set the logging level to Standard or Detail. If you
are using the default usage logging extension, UsrActivityLoggingExt, the
logging level does not affect how the file records the following types of events:

s Document viewing
m  Document printing
= Document deletion

If you set the logging level for document generation or factory events to Detail,
the usage log includes design parameters. Setting the logging level to Detail for
document generation events decreases performance.

Before you set up system usage for a cluster, you must ensure that each node in a
cluster has the same logging applications installed.
About the usage logging extension

You can use the default usage logging extension, UsrActivityLoggingExt, or you
can specify the name of your custom DLL or shared library that generates the log
files. The default location of the usage logging extension is AC_SERVER_HOME

Chapter 3, Using diagnostic, usage, and error logging 67



/bin. Type the name of the DLL or shared library without the file-name extension.
For example, on a Windows system, if the DLL is CustomUsage.dll, type:

CustomUsage

Understanding a usage log entry

Each usage log entry is a comma-separated list containing up to 40 fields of
information about an event. The following example describes a delete user event:

3272649170,5,1,3272649170,3272649170,-,-,0,Administrator, 3,
urup, urup, urup, User, testUser,-,-,-, -, -, -, -, =, -/~
2,0,0,0,0,0,0,0,0,0,0,0,0,0,0

A dash in the usage log entry means the field is not used. The usage log organizes
the entry fields into the following information groups:

m Fields 1 through 10 contain general information:

m Fields 1, 4, and 5 contain the log file time stamp, start time, and finish time.
The time is in seconds since 00:00:00, Jan. 1, 1901, GMT.

m Field 2 contains the event type. The numeric values in Table 3-1 indicate the
event types.

Table 3-1  Event types and the corresponding event values

Event type Event value
DocumentGeneration 1
DocumentPrinting 2
DocumentViewing 3
DocumentDeletion 4
Admin 5
Query 6
Search 7

m Field 3 contains the event result. The event result value is either 1 or O,
indicating success or failure.

m Fields 6 through 8 contain document output information, indicating the file
name, version, and file size. The document output group information
appears only with document events.

= Fields 9 and 10 contain execution information, indicating the user name
and the iServer subsystem where the operation executed. The numeric
values in Table 3-2 indicate the iServer subsystems.
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Table 3-2 iServer subsystems and the corresponding ID numbers

Subsystem ID number
ReportEngine 1
ViewEngine 2
EncycEngine 3
IntegrationEngine 4
Cache 5

m Fields 11 through 25 contain operational information in string format,
including the Encyclopedia volume, iServer, and cluster names. Fields 26
through 40 contain operational information in numeric format.

The values in these fields depend on the value for the event type in field 2.
Table 3-3 summarizes some of the information available for each event type at
Standard level.

Table 3-3 Examples of information that is available about the different types of
events
Event type Event value Operation data available
Document 1 String fields 11 through 21 display the
generation following information:

- ,executable name, executable
version, volume name, server name,
cluster name, resource group name,
node running request, page count,
job name, request ID

Numeric fields 26 through 29 display the
following information:
number of pages, submit time, job
type, job priority
Document 2 String fields 11 through 18 display the
printing following information:

page numbers printed, volume name,
printer name, server name,
clustername, node sent to, file
type, server request id

Numeric fields 26 through 29 display the

following information:

number of pages printed, submit
time, job type, job priority

(continues)
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Table 3-3 Examples of information that is available about the different types of
events (continued)

Event type Event value Operation data available
Document 3 String fields 11 through 18 display the
viewing following information:

output format, page numbers, volume
name, server name, cluster name

Numeric field 26 displays the number of
pages viewed.

Administrative 5 String fields 11 through 13 display the
following information:

volume name, server name, cluster
name

Numeric field 26 displays an operation ID
for an administration event. The following
list provides the event name for each
operation ID:
m 1 Create
m 2 Delete
m 3 Modify
m 4 Login
Actuate 6 String fields 11 through 14 display the
Integration following information:

service volume name, server name, cluster
name, server request id

Numeric fields 26 and 27 display the
following information:

request wait time, request
generation time
Search 7 String fields 11 through 15 display the
following information:

document format, page numbers,
volume name, server name, cluster
name

Numeric field 26 displays the number of
pages viewed.
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Configuring error logging

The error log, error_log.csv, is a comma-separated values (CSV) file.If you use the
default error logging extension, ErrorLoggingExt, you can set the logging level to
the following settings:

Information
The error log records messages that trace iServer behavior.

Warning

The error log records warnings. The errors do not necessarily affect the
operation of iServer.

Severe

The error log records errors that can result in iServer failure if you do not
correct them.

Fatal

The error log records critical errors from which iServer cannot recover and that
can result in failure.

How to configure error logging

1
2

Log in to Configuration Console and choose Advanced view.
In System—Status, choose Properties.
System—Properties—General appears.

Choose Error Logging.

System—Properties—Error Logging appears, as shown in Figure 3-10.

Systern © Properties

Error Logging

Enable error logging: r
Logging level: |Severe j 1
Error logging extension name: |ErrorLuggingE>d 18

& ' These fields require system restartto take effect
() These fields will take default value if left blank

Figure 3-10 Configuring error logging
Select Enable error logging.

Select the error logging level you want to capture from the following list of
options:

» Information
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= Warning
m Severe
= Fatal

6 In Error logging extension name, enter the name of the error logging
extension.

ErrorLoggingExt is the name of the default error logging extension.
Choose OK.

Understanding an error log entry

Each error log entry is a comma-separated list containing up to 12 fields about an
error-related event. The following example describes an error in a submit job
event:

3272648796,2,3230,SubmitJob, Administrator, "Invalid start time or
end time.",urup,urup,urup,-,-, -

A dash in the usage log entry means the field is not used. The error log organizes
the entry fields into the following information groups:

m Fields 1 through 9 contain general information:

m Field 1 contains the log file time stamp. The time is in seconds since
00:00:00, Jan. 1, 1901, GMT.

m Field 2 contains the error severity level, an integer between 1 and 4. The
numeric values in Table 3-4 indicate the level.

Table 3-4 Error severity levels and the corresponding values
Error severity level Value
Information 1
Warning 2
Severe 3
Fatal 4

m Field 3 contains the Error ID code.

» Field 4 contains the Service name, indicating the subsystem where the error
occurred such as the Factory, Encyclopedia, View, or Request service.

m Field 5 indicates the Encyclopedia volume user.
m Field 6 contains the error message.

n Field 7 contains the Encyclopedia volume name.
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m Field 8 contains the iServer cluster name.

m Field 9 contains the iServer node name.

m Depending on the error, fields 10 through 12 can contain information such
as a file name and ID number.

Table 3-5 summarizes some of the information available in fields 10
through 12 for an error log entry at Standard level.

Table 3-5 Information that is available for error log entries at the Standard level

Type of error

Operation data available

Encyclopedia volume user activity

Volume online or offline

iServer node start or stop

Service enable or disable

Archive service error

Encyclopedia volume job purging
Field 4 is Job Purge
Encyclopedia volume health

monitoring Field 4 is Encyclopedia
Health Monitor

Fields 10 through 12 can contain error parameters such
as the following items:

m  Object name

m ID number

Fields 10 and 11 contain the following data:

m Volume name

m  Operation type either online or offline
Field 10 contains the iServer name.

Fields 10 and 11 contain the following data:

m Server name

m List of services

Fields 10 through 12 contain error parameters.

Fields 10 through 12 contain error parameters.

Fields 10 through 12 contain error parameters.

Table 3-6 lists the general categories of iServer error messages.

Table 3-6 Categories of iServer error messages

Error ID range Error description

0001 - 1000 System errors such as Out of memory or Low thread count

1001 - 3000 iServer errors such as Corrupt encyclopedia or Transient storage full

Within this error category, the following sub-categories exist:
m 1001 - 2000 Actuate internal datastore
m 2001 - 3000 Actuate internal

(continues)
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Table 3-6 Categories of iServer error messages (continued)

Error ID range Error description

3001 - 6000 User errors such as Permission denied or ROX not found
Within this error category, the following sub-categories exist:
= 3001 - 4000 Encyclopedia engine
m 4001 - 5000 Report engine

5001 - 6000 View engine

6001 - 7000 SOAP engine

7001 - 8000 Process management daemon

8001 - 9000 Cluster engine

10001 - 11000 Server configuration

11001 - 12000 XML parsing

12001 - 13000 Viewing server errors

13000 - 14000 AcMail exceptions

100001 - 100600 Actuate Information service

100601 - 100699 Actuate Caching service

100700 - 150000 Shared by Actuate Information service and Actuate Caching service

6001 - 12000

Configuring usage and error logging file settings

The administrator configures usage and error logging files in System—
Properties—Advanced—Usage and Error Logging—Usage And Error Log File
Settings, shown in Figure 3-11.

2 =
Systemn = iServer Systern : Properties = Usage And Errar Logging = Jsage And Errar Log File Settings =
Usage And Error Log File Settings

Usage and error log version: |Q 18

Usage log file name: |usage_|og &

Usage log file size: |2D48 KBI&

Mumber of usage log files |2 18

Display date time as string: r a

Error log file namea: |errur_|og &

Ertor log file size: |2048 KB

Mumber of errar log files: |2 18

& = These fields require system restatt to take efiect B

(I These fields will take default value if left blank j

Figure 3-11 Specifying settings for usage and error log files

74 Configuring BIRT iServer



Table 3-7 describes the properties that appear on System—Properties—
Advanced—Usage and Error Logging—Usage And Error Log File Settings.

Table 3-7

Usage and error log file parameters

Property name

Parameter name

Description

Usage and error
log version

Usage log file
name

Usage log file size

Number of usage
log files

Display date time
as string

Error log file name

Error log file size

Number of error
log files

UsageAndError
LogVersion

UsageLogFile Name

UsageLogFileSize

NumberOfUsageLogFiles

DateTimeAsString

ErrorLogFileName

ErrorLogFileSize

NumberOfErrorLogFiles

Use this setting for backward
compatibility.

Base name for the usage log file, which
iServer sends to the usage logging
application.

The sample usage logging application
places the log file in the log subdirectory
that contains the usage log records for the
volume. The directory for a usage log file
is not configurable.

If iServer uses multiple log files, this value
is the maximum size of each log file.

Maximum number of usage log files.

The usage logging application uses this
value to create log file names, such as
usage_log.csv and usage_log_1.csv.

Format of the date and time field for
usage and error log entries. The format is
either a string in the format mm/dd/yyyy
or an unsigned long that specifies the
number of seconds since January 1, 1970.
The default value is false. The default
value uses the unsigned long format.

Base name for the error log file. The
sample error logging application places
the log file in the log subdirectory that
contains the error log records for the
volume. The directory for a error log file is
not configurable.

Maximum size of an error log file. If
iServer uses multiple log files, this is the
maximum size of each log file. The error
logging application uses this value. A
custom error logging application can use a
different value.

Maximum number of error log files.
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Configuring e-mail
notification

This chapter contains the following topics:

m About e-mail notification

m Adding an SMTP server to the iServer environment

m Specifying the Message Distribution service for e-mail notification
m  Setting up Microsoft Exchange e-mail

m Setting up sendmail e-mail notification

m Configuring the notification list size and To: line

m Handling e-mail notification errors

m Customizing the e-mail message
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About e-mail notification

The administrator can configure iServer to send e-mail notification to users and
groups about completed jobs. After configuring iServer to send e-mail
notifications, users trigger notification by setting an option in the schedule of a
job.

By default, iServer uses Simple Mail Transfer Protocol (SMTP) to send the e-mail.
iServer must connect to an SMTP server that the administrator configures using
Configuration Console. To perform e-mail notification, iServer must have the
View service enabled. On UNIX and Linux, iServer also supports sendmail.

To set up SMTP e-mail notification in the Advanced view, the administrator
enables SMTP and specifies a maximum message size.

Adding an SMTP server to the iServer environment

When using multiple SMTP mail servers, iServer can balance e-mail loads to
improve performance, as described in the following procedure.

How to add an SMTP server to the iServer environment
1 Inthe Advanced view of Configuration Console, choose System.

2 In System—Status, choose Properties, as shown in Figure 4-1.

Systemn ;. Status

System "corp” is currently online

System version: 11 Service Pack 4

JBP server version: Apache Tomcab7.0.22

Stop | Properties |

Legend

¥ Changes pending require system restart to take effect

Figure 4-1 Choosing Properties on System—Status

3 In Properties, choose Notification.
4 In Notification, perform the following tasks:

1 Enable SMTP.

2 Accept the maximum message size, 5120, or specify a different limit for the
size of the message and attachment in kilobytes.
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3 Choose Add SMTP Server, as shown in Figure 4-2.

Systern © Properties
Motification

Maximum mail message size: |5120 KBI1&

I Enable SMTP &

SMTP Servers Add SMTF Server |

B These fields require systern restart to take effect
() These fields will take default value if left blank

%I Cancell Apply

Figure 4-2 Adding an SMTP server to the iServer environment

New SMTP Server appears, as shown in Figure 4-3.

SMTP Servers = Mew SMTP Sener =
SMTP Setver narne: | *
Hosthame ar [P Address: | *
Listen port: |25 |
Sender e-mail address: | *

Sender name: | 1

SR graeting: | |

Mailing weight: J100 |

*These fields are reguired and cannot be left blank
(I These fields will take default value if left blank

ﬂl Cancel |

Figure 4-3 Setting properties of the SMTP e-mail server

In New SMTP Server, specify the properties SMTP Server Name through
SMTP greeting, as shown in Figure 4-4. For more information about
configuring SMTP properties, see “Configuring e-mail notification settings” in
Chapter 1, “Performing basic configuration tasks.”
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SMTP Servers = Mew SMTP Senver =

SMTP Server narme: |iSer\ferma\I server *
Hostname or IP Address: |exchang95vrabcbank.com *
Listen port: |25 |
Sender e-mail address: |iServerAdmin@abc.com =
Sender name: |iSer\rerAdministralor |
SR graeting: | |
Mailing weight: J100 |

*These fields are reguired and cannot be left blank
(I These fields will take default value if left blank

ﬂl Cancel |

Figure 4-4 Specifying properties of a new SMTP server

6 In Mailing weight, specify the relative weight to use to determine message
routing, then choose OK. If the value is zero, iServer uses the SMTP server
only after receiving errors from all other SMTP servers in the SMTP server list.
Otherwise, it uses load-balancing.

The display name of the new SMTP server that you specified in the first step
appears in Notification.

Choose OK.
7 Restart iServer System.

Table 4-1 lists the property names that appear in Configuration Console with the
corresponding parameter names in AC_SERVER_HOME/ etc
/acmetadescription.xml, indicating default settings, ranges, and when a property
change takes effect.

Table 4-1 SMTP e-mail notification parameters

Property name Parameter name Default Range Takes
effect

Hostname or IP SMTPHostName Immediate

address

Listen port SMTPPort 25 1-65535 Immediate

Sender display name |SenderName Immediate

Sender e-mail address | SenderAddress Immediate

SMTP greeting Greeting Immediate

SMTP mailing weight |MailingWeight 100 0 - 1000000 Immediate
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Using SMTP server load balancing

iServer uses load-balancing to send e-mail notifications through SMTP mail
servers based on the availability of processing resources. For example, the
administrator configures load balancing by setting the Mailing weight parameter
values of the first mail server to 40, the second to 30, and the third to 30. The
settings establish a relative load-balancing ratio of 4:3:3 among the three mail
servers. For every 100 messages iServer distributes, it sends 40 to the first mail
server, 30 to the next, and 30 to the last.

When a cluster node receives an error sending an e-mail notice to one mail server,
and succeeds in sending the notice to another mail server, the notice counts as
part of the load-balancing quota for the mail server that failed. The notice also
counts towards the quota of the mail server that succeeds, unless its quota for that
round is already exhausted.

Using multiple SMTP servers in a cluster

In a cluster, iServer distributes e-mail notification requests only among the nodes
that have the View service enabled. Nodes must have access to the mail servers to
send e-mail notices. The example in Figure 4-5 configures two SMTP servers.

Systermn - Properties
Maotification
Maximum mail message size: |5120 KB 1@
I Enable SMTP &1
SMTP Servers Add SMTP Server |
Actuate hkdo Edlll Delete
Testing Edlll Delete
" Thesefields require systermn restart to take effect
=
(I These fields will take default value if left blank

Figure 4-5 Viewing e-mail notification properties

To add SMTP servers to the iServer environment, the administrator modifies the
SMTP server setup.

How to modify the SMTP server setup
1 In Configuration Console, in System—Status, choose Properties.
System—DProperties appears.

2 Choose Notification.
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System—Properties—Notification appears.
3 To modify the SMTP server setup, perform the following tasks.
1 Specify a Maximum message size for messages that iServer sends.

2 Select Enable SMTP to use SMTP e-mail servers for e-mail notification, if
necessary. Deselect this option to disable the use of SMTP e-mail servers for
e-mail notification.

3 Choose Add SMTP Server to add an SMTP e-mail server to the list that
iServer uses for e-mail notification.

4 In the list of SMTP e-mail servers, choose Delete to delete an SMTP e-mail
server that iServer uses for notification.

5 Inthe list of SMTP e-mail servers, choose Edit to edit the parameters for an
SMTP e-mail server that iServer uses for notification.

4 Choose OK.

Specifying the Message Distribution service for e-mail
notification

The administrator can use the Simple view or the Advanced view to configure
iServer to send the e-mail notice to an Information Console user about a
completed job. The e-mail message can contain a URL that includes a hyperlink to
a design or document and the location of the Message Distribution service (MDS)
for connecting to an iServer where the document resides. In the following
example, the value of serverURL specifies the MDS:

http://sales:8900/iportal /newrequest
/index.aspx? requestType=scheduled &__executableName=
/forecast.rox%3Bl&serverURL=http://end2243:8000&volume=volumel

By default, iServer uses any node in the cluster that is online and has the Message
Distribution service enabled.

In the example, the serverURL parameter and value are:
serverURL=http://end2243:8000

Include the http:// prefix when you specify the serverURL.

Setting up Microsoft Exchange e-mail

iServer sends Microsoft Exchange e-mail notices from an e-mail account. You
must install Windows messaging on the iServer machine, and iServer must use a
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Microsoft Exchange profile. Use Mail in the Control Panel folder to create a
profile.

Start Actuate iServer 11 service using the iServer e-mail account. For example, the
e-mail account is ActuateMail in the PostOff domain, and the iServer user
account on the local machine is ActuServer. If you install iServer using the local
machine’s user account, ActuServer, change the Actuate iServer 11 service’s logon
account from ActuServer to Postoff\ ActuateMail.

About the e-mail account

To use Microsoft Exchange with iServer e-mail notification, you must configure
both iServer and Exchange Server if they are in different domains. You must set
up an iServer account with the following properties:

s  The account running the Actuate iServer 11 service must also be an account on
the Microsoft Exchange Server.

m  The account running the Actuate iServer 11 service and the account on the
Microsoft Exchange Server must use the same password.

For example, iServer is on a machine in the Marketing domain and is running
under the ActuServer account. The Exchange Server is on a machine in the
PostOff domain. In this scenario, the machine running the Exchange Server must
have an account named ActuServer and the password must be the same on both
machines, as shown in Figure 4-6.

Domain Domain
PostOff 7 _) Marketing
Microsoft Actuate
Exchange Server Server
Account: ActuServer Account: ActuServer
Password: Actuatell Password: Actuatell
Figure 4-6 Setting up iServer e-mail for Microsoft Exchange

Registering the e-mail account

After setting up the iServer e-mail account and the Exchange profile, register the
iServer e-mail account. You must register the e-mail account with each node, and
each node must have the View service enabled.

How to register the iServer e-mail account

1 Using the account that runs iServer, run the mailinst program, located in the
AC_SERVER_HOMEN\Dbin directory.
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Actuate iServer E-mail Registration appears, requesting a profile name and a
password, as shown in Figure 4-7.

ﬁ Actuate iServer Email Registration

Erter the name and passwoard of the uzer aceount fram which the
chuate iServer sends email natification.

Frafile: |ActuServerProfiIe j
Password: I xxxxxxxx %
ak. | Cancel | Help |
Figure 4-7 Registering the iServer e-mail account

2 Provide the profile information.
m In Profile, select a Microsoft Exchange profile name.
m In Password, type the password.
Choose OK.
Mailinst registers the e-mail account with the iServer machine.
3 Restart iServer.
After iServer restarts, it uses the e-mail profile to send e-mail notification.

After you register the account and restart iServer, it sends e-mail messages using
standard tools.

To test the e-mail configuration, send a message to a user from the iServer
account.

Setting up sendmail e-mail notification

A sendmail e-mail notification originates from the iServer user account. To send
an iServer e-mail notice from a UNIX or Linux system, ensure that the account
that runs the iServer can access the sendmail program from each node. Enable the
View service on each node. The sendmail program is in /usr/lib/sendmail.

To test the e-mail configuration, send an e-mail message to a user from the iServer
e-mail account.

How to test e-mail notification
1 Log in to the account that runs iServer.
2 Send the e-mail message using the following command:

/usr/lib/sendmail mail-address < message.txt
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where
m message.txt contains the test message.
m mail-address is the user’s account name as registered with iServer.

3 If the message arrives, the account setup is correct. If the message does not
arrive, perform one or more of the following tasks:

m  Check the e-mail address for typographical errors.

»  Log in to an account other than the account that handles iServer e-mail and
try sending e-mail to the user.

m  Compare the user’s account name that is registered with your e-mail
program to the account name registered in the Encyclopedia volume. These
two account names must match exactly.

4 If the e-mail does not arrive after you complete the tasks in step 3, and you
continue to have problems sending e-mail from the iServer account, contact
Actuate Support for assistance.

Configuring the notification list size and To: line

In System—Properties—Advanced—Notification, you can specify how iServer
notifies users and administrators of events by setting the following properties, as
shown in Figure 4-8.

m  Maximum number of recipients per e-mail message
Parameter name: MaxMailRecipients

Specifies the maximum number of e-mail addresses to which iServer can
address a single e-mail message. If the number of e-mail recipients exceeds the
value of this parameter, iServer divides the list into smaller lists and sends the
same e-mail message to each of the smaller lists.

The maximum number of e-mail recipients for an iServer e-mail message
cannot exceed the maximum number of e-mail recipients limit for the e-mail
server. If the e-mail server receives a request that contains more e-mail
recipients than the server permits, it does not send the e-mail message. The
e-mail server sends a failure notice to iServer. iServer does not attempt to
resend the message.

The maximum number of e-mail recipients is a system attribute. The default
value is 10,000 e-mail addresses. The minimum value is 100. The maximum
value is 100,000.

m  Use dummy line in place of empty To: line
Parameter name: UseDummyToLine
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Indicates whether to use the value of Dummy To: line in an e-mail notice that
iServer sends if both the To: and Cc: values are empty. Applicable to SMTP
and sendmail configurations.

s Dummy To: line
Parameter name: DummyToLine

Text to use in the To: line of an e-mail notice from iServer if Use dummy line in
place of empty To: line is selected and both the To: and Cc: values in the e-mail
notice from iServer are empty.

Systemn = iServer System : Properties = Matification S

E-mail Transmission Limits

Maximum number of recipients per e-mail message: 10000 1= R

Empty To: Line In E-mail Message

Use dummy line in place of empty Ta: line: vV &

Durnrny To: line: |(names withheld) 18

& O These fields require system restart to take effect
(I These fields will take default value if left blank

%I Cancel LI
Figure 4-8 Specifying advanced notification property values

Handling e-mail notification errors

If an error occurs when iServer sends an e-mail message, iServer writes a message
to the diagnostic log. Under most conditions, iServer also writes a message to the
error log. Except under certain conditions, iServer tries to resend the e-mail.

Handling SMTP e-mail errors

When configured to use SMTD, iServer categorizes errors that occur when
sending e-mail messages as either retryable or non-retryable. iServer supports
resending e-mail messages when a retryable e-mail error occurs.

If a cluster node receives an error when sending an e-mail message to an SMTP
server, it sends the e-mail message using the next configured SMTP server. If the
node that sends the e-mail message receives non-retryable errors when sending
the e-mail message to all SMTP servers, it writes a message to the error log.

If the node that sends the e-mail message receives an error from all the SMTP
servers, and at least one of the errors is a retryable error, the node waits for the
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retry interval of one second and tries to send the message to the SMTP server that
returns a retryable error. If the SMTP server returns an error again, the node
writes a message to the error log.

If iServer receives one of the following types of errors, it attempts to resend the
e-mail message:

s Cannot connect to SMTP server

m  Network connection fails

m  Wait for response times out while sending message

For each error iServer receives, it writes a message to the diagnostic log.

If iServer receives one of the following types of errors, it does not attempt to
resend the e-mail message:

m  Unrecognized recipient
m  Message too large

m  Message contains too many recipients

Handling sendmail e-mail errors

Using sendmail, iServer makes one attempt to send an e-mail message. If iServer
receives an error, it writes a message to the diagnostic log.

About MAPI and sendmail error handling

When iServer uses Microsoft Exchange MAPI on a Windows system and UNIX
sendmail on a UNIX system, iServer distributes e-mail notice requests among the
nodes that have the View service enabled. A node uses its iServer e-mail account.
If the cluster node receives an error, the node writes a message to the diagnostic
log.

Logging e-mail notification errors
By default, iServer logs e-mail notification error messages.

m If an error occurs while an Encyclopedia volume is sending an e-mail notice
request to a cluster node, the volume writes an error message to its diagnostic
log.

m If a cluster node receiving a request to send an e-mail notice encounters an
error, the node writes an error message to its diagnostic log. For example,
when the combined size of the message text and the attachment exceeds the
maximum message size, iServer does not send the e-mail. The diagnostic log
in AC_DATA_HOME/server/log describes failed e-mail notification
attempts.
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iServer localizes all errors that it writes to the log to the default locale for the
machine.

Customizing the e-mail message

The administrator can customize the e-mail message that iServer sends to notify

users about successful and failed jobs. For each Encyclopedia volume, the default
location for the e-mail message template is AC_SERVER_HOME/ etc. In a cluster,
unless otherwise configured, each View process uses the notification template in

the local etc directory when processing e-mail notification.

Sending e-mail notification in a cluster

iServer distributes e-mail notification requests among nodes in a cluster that have
the View service enabled. In System—Properties—Advanced—Cluster
Operation—Administrative, specify administrative e-mail account information
for a cluster node administrator, as shown in Figure 4-9.

©= i [w] 3
Svystern = iServer Syslem : Properties = Cluster Operation = Administrative =1
Administrative
Account to receive administrative e-mail: (= )

B2 These fields require systemn restart to take effect

%I Cancel LI
Figure 4-9 Specifying e-mail account information for cluster node administrator

You can configure iServer to send e-mail notices from multiple nodes using a
single template.

Sending e-mail notices from nodes using a template

iServer uses an e-mail notification template to create the job completion
notification e-mail. In a cluster, unless otherwise configured, each View process
uses the notification template in the local AC_SERVER_HOME/ etc directory.

If iServer sends e-mail notices from multiple nodes, the nodes use a single
template in a partition that all nodes can access. The administrator creates the
partition, copies acnotification.xml to the directory the partition specifies, then
specifies the partition on Volumes—Properties—General in E-mail notification
template partition, as shown in Figure 4-10.
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Yolumes = corp: Properties
General
Description |
Schedule far purging notices |2'15 HH:mim 517
Schedule for purging deleted files: |2:15 HH:mm B
Partition
Primary partition: DefaultPartition Min Free Space; |128 mp B
Volume archive service provider
Use archive semice:
and
Metadata database name Default_ActuatePostgreS0L_MetadataDatabase
Database schema name: ac_corp
Email notification
E-mail notification template partition: | e~
Use Information Console for e-mail notifications
Infarmation Consale URL prefix |
= These fields require volume restart to take effect
=]
(1 These fields will take default value if left blank
OKl Cancel | Apply

Figure 4-10 Specifying a partition for e-mail notification template file

Specify
partition

If iServer cannot find acnotification.xml, or the template file contains invalid

formatting, iServer cannot send e-mail notices.

Using the e-mail message template

The e-mail message template, acnotification.xml, is an XML file that uses UTF-8
encoding. iServer constructs the e-mail about job completion notices based on the
template. To customize the e-mail that iServer sends, modify the following

default template:

<?xml version="1.0" encoding="UTF-8"?>
<notificationTemplate version="1.0">
<successMessage>
<subject>Actuate iServer Notification</subjects>
<body>
<
-- Body Text Begin -->

Actuate iServer - Report <insert variable="jobType"/>
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complete
For Information Console:
Report: <insert variable="reportLink"/>
If the URL above does not work, copy the entire link and paste it
into the address bar of your web browser, then press Enter or
Return.
Completed at: <insert variable="jobCompletion"s</inserts>
Note: If the job submitter requested that you receive the report
as an attachment to this email, but the report is not attached,
then you probably do not have the privileges required to view
the entire report. Please contact your system administrator.
<
-- Body Text End -->
</body>
</successMessage>
<failureMessage>
<subject>Actuate iServer Notification</subjects>
<body>
<
-- Body Text Begin -->
Actuate iServer - Report <insert
variable="jobType"/>
failed.
For Information Console:
Report: <insert variable="reportLink"/>
If the URL above does not work, copy the entire link and paste it
into the address bar of your web browser, then press Enter or
Return.
Completed at: <insert variable="jobCompletion"s></inserts>
Warning/Error:
<insert variable="jobDetailedStatus"/>
<
-- Body Text End -->
</body>
</failureMessage>
</notificationTemplate>

Working with e-mail template elements

The following list describes the e-mail template elements and text encoding
information:

= body

Element that specifies the content of the e-mail body. The format of the body of
the e-mail body can be in any format supported by the e-mail client. The body
content can include insert elements.

Use CDATA sections to embed e-mail body content that is exempt from XML
parsing rules. For example, if you specify the e-mail body content in HTML or
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any other markup language, the insert elements must be outside of CDATA
sections.

failureMessage
Parent element of the subject and body for an e-mail notice for a failed job.

insert element

Optional element that inserts job and document information in subject and
body message content. The value of the variable attribute specifies the
information iServer inserts.

The element must appear outside any CDATA section used within the content
of body or subject elements.

notificationTemplate
Required root element of the e-mail notification template.

subject

Element that specifies the content of the subject line. The subject content is
plain text. The tag value or content can include insert elements to display
values related to the job or document.

Use CDATA sections to embed e-mail body content that is exempt from XML
parsing rules. The insert elements must be outside of CDATA sections.

successMessage

Parent element of the subject and body elements for an e-mail notice for a
successful job.

The following list describes the e-mail template attributes:

m email-content-type

Optional body element attribute that specifies the content type of the body
content.

Use this attribute when constructing the e-mail message, because the e-mail
protocol requires that you specify the content type.

The value for this attribute is either text/plain and text/html.

variable

Required insert element attribute. Specifies the information to insert in the
e-mail subject or body.

version

Required notification template attribute. Specifies the version number of the
notification template file.

Chapter 4, Configuring e-mail notification 91



Using variable attributes

Table 4-2 describes the valid values of variables for insertion in e-mail notices.

Table 4-2 Variable values for e-mail notices

Variable Value

jobName Job name.

jobSubmitter Job submitter’s user name.

jobStatus Status of job: Completed or Failed.

jobDetailedStatus Detailed status of the job from the job
status page.

jobType Type of job: Execution or Printing.

jobHeadline The job’s headline.

jobCompletion Date and time of job completion.

reportDocumentName Document name. Available for a

successful job.

reportDocumentVersionName

Document version name. Available for a
successful job.

reportDocumentVersionNumber

Document version number. Available for a
successful job.

reportLink

Hyperlink to the document in the
Encyclopedia volume for a successful job.
For a failed job, the link accesses the job
status page.

The following example uses the insert element’s reportLink variable to display
the URL to the document in the e-mail notice that iServer sends:

Report: <insert variable="reportLink" />

Using HTML in the e-mail template

To use HTML in the successMessage or failureMessage elements, set the
message’s body email-content-type attribute to text/html.

<body email-content-type="text/html”>

Enclose the HTML in CDATA sections to exclude the HTML from XML parsing
rules. The insert elements must be outside CDATA sections. The following
example shows a successMessage element with HTML formatting;:

<?xml version="1.0" encoding="UTF-8" ?>
<notificationTemplate version="1.0">

<successMessage>
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<subjects>

Report Delivery Notification:
<insert variable="jobHeadline"/>

</subject>

<body email-content-type="text/html">

< [!CDATA [
<html>
<body>
<h2>
11>

<insert variable="jobHeadline"/>

< [!CDATA[
</h2>
11>

Version <insert variable=
"reportDocumentVersionNumber" />
of report <insert variable="reportDocumentName"/>
is now available online.

< [!CDATA[
<a href="

11>

<insert variable="reportLink"/>

<[ CDATA[

">Go to Report</a>

<p>

<table border="2pt;">
<tr><td>Report Submitter: </td><td>

11>

<insert variable="jobSubmitter"/>

< [!CDATA[

</td></tr>

<tr><td>Report Generation Date: </td>

<td>
11>

<insert variable="jobCompletion"/>

< [!CDATA[
</td>
</tr>
</tables>
<br><br>

</body>

</html>

11>

</body>
</successMessage>

Chapter 4, Configuring e-mail notification

93



94 Configuring BIRT iServer



Working with services

This chapter contains the following topics:
m  About BIRT iServer and PostgreSQL services
m Using iServer services

m Configuring service properties
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About BIRT iServer and PostgreSQL services

The BIRT iServer and the PostgreSQL services must run before other iServer
services and processes can start. During iServer installation, accepting the default
settings starts the BIRT iServer service automatically when the computer reboots.
Accepting the default settings installs the PostgreSQL database. The iServer
service appears in the Windows Control Panel, as shown in Figure 5-1.

BIRT iServer service

O] x

File Acton View Help

<:=-b|||§a||§|>ru s

% Services [Local D escription Status
* T A & Started Automatic —
%Aclua for BIRT... Postgn 1 Started Automatic
%Alerler Motifies selected users and computers of... Dizabled Local Service
%Applicat\on Layer Gateway Service Provides support for 3rd party protocol pl.. Started tdanual Local Service
%Applicat\on tanagement Provides software installation services su... tdanual Local System LI
Extended A Standard

Figure 5-1 Viewing the iServer 11 service

The PostgreSQL for BIRT iServer service also appears in the Windows Control
Panel, as shown in Figure 5-2.

PostgreSQL for BIRT iServer service

File Action “iew Help

@-P|||E|I§| Fom ol ar
% Services (Locall

Mame  / Description Status

tuate 11 PostgreSOL for BIRT... L for Actuate BIRT iServer 11 Started Automatic Mdministrator o

%Alerter Motifies selected users and computers of... Disabled Local Service

%Applicahon Layer Gateway Service Provides support for 3rd party pratacol pl..  Started Manual Lacal Service

%Applicahon tanagement Provides software installation services su... M anual Lacal Systern

%ASP.NET State Service Provides support for out-of-process sessi... I arual Metwork Service LI
Extended 4 Standard

| |
Figure 5-2 Viewing the PostgreSQL for BIRT iServer service

Using iServer services

Understanding iServer services and processes is important for taking advantage
of the many configuration possibilities. The administrator can configure iServer
as a stand-alone server or as a node in a cluster of iServers. Figure 5-3 shows a
stand-alone configuration that runs iServer services on a single machine. Services
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publish access methods to the iServer processes through the simple object access
protocol (SOAP) interface.

HManagement Console |

Information Console ‘

iServer
i View Sq
iServer <2
: SOAR Message service
service Distribution
service
Factory 3Sq
\— service <
start/stop
Integration, N
caching <
services
PostgreSQL
service
PostgreSQL server File server
— : File 110 X —

%_7
@etadatﬂ

Figure 5-3

————
Eesignsj

iServer architecture

View
process

Factory
process

Integration,
caching
processes

Applications access processes using the Actuate Information Delivery API
(IDAPI). IDAPI applications can communicate with cluster nodes and with
iServer in a stand-alone configuration. A custom application that uses IDAPI to
administer an iServer node sends messages to the cluster through the Message

Distribution service.

The following list describes services running inside iServer:

m  Message Distribution

Participates in load balancing by dispatching generation and print requests to
other cluster nodes. In a stand-alone iServer or a cluster, the Message
Distribution service dispatches SOAP requests that come to iServer from
clients, users, and applications.

m View

Facilitates viewing documents in DHTML format, converting output to

formats such as Excel and PDF, and handling requests to download files from
an Encyclopedia volume. The Java view process, which handles BIRT designs
and spreadsheets, runs inside the View process.
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m Factory
Executes requests to generate queries and documents and to print output on
an iServer printer. The Java factory process, which handles BIRT designs and
spreadsheets, runs inside the Factory process.

m Integration and Caching
Coordinates the running of an information object (IOB) file that uses data from
multiple data sources. Controls the Actuate Caching process that manages the
information object cache and enables caching data from an information object
IOB.

To control how iServer uses Factory processes, the administrator creates and
manages resource groups using Configuration Console. Resource groups allocate
Factory processes to handle prioritized requests for documents.

Configuring service properties

The administrator configures services in the Advanced view of Configuration
Console.

How to access service properties

Access service properties settings by performing the following tasks:

1 Login to Configuration Console and choose Advanced view. From the side
menu, choose Server Configuration Templates.

2 On Server Configuration Templates, choose a template name, as shown in
Figure 5-4.

Template name

Server CAnfiguration Templates
urup kozu
urup
Server
&) Configuration
Templates
—
(gi Volumes
[T}
é} Partitions
—
E" w Resource
) ¥ Groups
% Printers
Figure 5-4 Choosing a template name

98 Configuring BIRT iServer



3 On Server Configuration Templates—Settings, service property folders
appear, as shown in Figure 5-5.

Server Configuration Templates = urup @ Settings

Diagnastic logging settings Change...
Properties settings Frintable Summany

23 Factary Service

23 Message Distribution Service

23 Wiewing Service

27 Integration Service

23 Caching Serice

1 NetOS| File Types (Add)

3 Filetype driver information [ Add )
0 iServer

Figure 5-5 Accessing service property folders
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Configuring the
View service

This chapter contains the following topics:
m Configuring Viewing service settings
m Configuring the Viewing service for BIRT documents and spreadsheets

m Configuring the Viewing service for e.reports

Chapter 6, Configuring the View service 101



Configuring Viewing service settings

The Viewing service provides the basic framework to render and display a
document. Viewing starts when a user runs a design to create a document or
selects an existing document in either Information Console or Management
Console. The Viewing service controls viewing a page or the table of contents,
and searching a document.

A user navigates to Server Configuration Templates—Settings by choosing Server
Configuration Templates from the side menu in the Advanced view of
Configuration Console. Then, on Server Configuration Templates, the user
chooses a template name, as shown in Figure 6-1.

Server Configuration Templates
Systemn

urup urup
' Servers

Senver
Configuration
Templates

Template name

=]
(gl Volumes

EH
‘ Partitiohs
—

gl Resource
&

Groups

G Printers

Figure 6-1 Choosing the template name

In Server Configuration Templates—Settings, Viewing service properties that the
administrator configures include properties for Actuate Basic, and BIRT designs
and documents, as shown in Figure 6-2.

Server Caonfiguration Templates > urup @ Settings

Diagnostic logaing settings Change... |
Properties settings Printable Summary |

9 Factary Semice

79 Message Distribution Senice
= Wiewing Senice

B! Enable service Expanded Viewing
B Diagnostic Logging service properties
™1 e Reports

CIBIRT

B Message Distribution YWeight
£ Integration Service

3 Caching Semice

9 NetDS! File Types (Add)

= Filetype driver information [ Add )
£ iServer

Figure 6-2 Viewing service properties in Settings
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About setting Viewing service properties in iServer
Release 11

The properties that appeared in Servers—Properties—Viewing service in
previous iServer releases appear in Server Configuration Templates—Settings

in

Release 11. In Release 11, set Viewing Service properties in Server Configuration

Templates—Settings as follows:

= To set viewing weight, choose Viewing Service—Message Distribution Weight.

m To set load configuration properties, choose Viewing Service—e.Reports—
Process Management—Processes.

m To set Excel spreadsheet generation properties, choose Viewing Service—
e.Reports—Report Rendering—Excel Generation.

m To set properties for images in PDF documents, choose Viewing Service—

e.Reports—Report Rendering—PDF Generation—Image and Chart Display.

m To set e.Report executable cache settings, choose Viewing Service—
e.Reports—Report Content Caches—Report Executable Cache.

m To set e.Report document cache settings, choose Viewing Service—e.Reports—

Report Content Caches—Report Document Cache.

Enabling the Viewing service

The administrator can enable or disable the Viewing service from Server
Configuration Templates—Settings, or by setting the EnableViewingService
parameter in AC_DATA_HOME/ config/11SP<service pack number>/
acserverconfig.xml to true or false.

How to enable the Factory service

1 Expand Viewing Service and choose Enable service, as shown in Figure 6-2.

2 For Enable viewing service, accept the default value, which is selected, as
shown in Figure 6-3.

g‘ _ O] %
Semers = urup ;. Froperties = Yiewing Service = Enable service =1
Enable service
Enahle viewing service: I~
%I Cancel | -|
Figure 6-3 Enabling or disabling the Viewing service
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About diagnostic logging

The administrator can configure diagnostic logging by expanding Viewing
Service, and choosing Diagnostic Logging. For more information, see Chapter 3,
“Using diagnostic, usage, and error logging.”

Configuring the message distribution weight for a
node

To improve performance in an iServer cluster, the administrator can configure the
viewing weight for each node to control how iServer distributes the load across
the cluster. By default, the cluster master attempts to balance the load by routing
requests to the Viewing service of the node that is the least busy.

Setting the viewing weight of a node to a higher number than other nodes routes
more requests to that node. Setting the viewing weight to a lower number tends
to conserve node resources.

How to configure the message distribution weight for a node

1 In Server Configuration Templates—Settings, expand Viewing Service and
choose Message Distribution Weight.

2 In Weight of this server for load balancing viewing requests, accept the
default, 100, as shown in Figure 6-4. Alternatively, specify a different value.

o =10/ x|
Server Configuration Templates = urup : Properties = Yiewing Service = Message Distribution Weight |~
Message Distribution Weight
Weight of this server for load balancing viewing requests: 100 !

(I These fields will take default value if left blank

ﬂl Cancel ;I
Figure 6-4 Specifying load balancing viewing requests weight
3 Choose OK.

The following snippet from the default acmetadescription.xml includes the
acmetadescription.xml parameter name, the corresponding display name of the
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Configuration Console property, when a property change takes effect, and the
default value:

Name="Weight of this server for load balancing viewing requests"
DisplayName="Viewing weight"

TakesEffect="Immediate"

DefaultValue="100"

Configuring the Viewing service for BIRT documents
and spreadsheets

The iServer architecture incorporates the Java View service running within the
Viewing service. The Java View service handles user requests to view BIRT
documents and spreadsheets. Figure 6-5 shows the list of Java View service
configuration categories. This section describes how to configure properties in
these categories, except BIRT JDBC Connection Pool, which is discussed later in
this book.

Server Configuration Templates = urup © Settings

Diagnostic logging settings Change...
Properties settings Printable Summary
= BIRT 2l

[ Process Management
= Communication
B Sockets
[ Requests
B Message Timeout

B\ Reguest Execution Thread Poaol
B BIRT JDBC Connection Paol

= BIRT Content Caches
En MWemary Archive File Cache
= Data Set
B Image Cache

B Design Cachs
B Document Cache

Figure 6-5 Viewing BIRT properties for the Viewing service

View service configuration
for BIRT documents and
spreadsheets

Configuring Java process communication

The Viewing service engages in Java process communication when a user views a
BIRT document or spreadsheet. In an environment that restricts port usage, the
administrator can specify and change the base port for the Viewing service and
maximum range of other ports used for SOAP communication.
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How to configure Java process communication

1 Expand Viewing Service, BIRT, Process Management, and Communication,
then choose Sockets, as shown in Figure 6-5.

2 In Base port number for processes, accept the default base port, 21000, as
shown in Figure 6-6. Alternatively, change the base port to a value in the range
1025 through 65535.

£ =10) x|

Seners = urup ;. Froperties = Viewing Service = BIRT = Process Management = Communication = Sockets -

Sockets

Base port number for processes: |21DDD 1

Part range (fram count) for processes: |SDD (15

B2 These fields require server restart to take effect
( These fields will take defaultvalue if left blank

(ok|_cancel [+

Figure 6-6 Specifying Java View service settings

3 In Port range (from count) for processes, accept the default value, 500, or
change the value to a number in the range 0 through 64510.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when property changes take effect, default
values, and ranges:

Name="SocketBaseForJavaProcesgses"
DisplayName="Base port number for processes"
TakesEffect="ServerRestart"
Defaultvalue="21000"

Range="1025 65535"

Name="SocketCountForJavaProcesses"
DisplayName="Port range (from count) for processes"
TakesEffect="ServerRestart"

DefaultValue="500"

Range="0 64510"

Configuring Message Timeout

The administrator can set a message time-out period. If the Viewing service does
not respond in time to an on-demand request for a BIRT document or
spreadsheet, iServer rejects the request. Base the message time-out period on the
expected response time of iServer for on-demand generation and loading of the
temporary document.
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Timeout for generation of gadgets in BIRT 360 specifies the number of seconds
that iServer has to generate a gadget. If this time limit is reached, iServer cancels
the gadget generation task.

How to configure Message Timeout

1 InTimeout for generation of gadgets in BIRT 360, accept the default value, 300,
or change the value to a different number. iServer uses the default, 300, when
you set the message time-out to blank, as shown in Figure 6-7. Choose OK.

& =10l x|

Servers = Urup  Propenias = Viewing Service = BIRT = Process Managerment = Reguests = Message Timeout | ]

Message Timeout

Timeaout for on demand and viewing messages: |3E|E| Seconds | [F] 5

Timeaout for generation of gadgets in BIRT 360 |3E|E| Seconds | [F] 5

B2 These fields require server restart to take effect
1) These fields will take defaultvalue if left blank

%I Cancel ;I

Figure 6-7 Setting time-out periods
2 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when property changes take effect, default
values, and ranges:

Name="OnDemandServerViewMessageTimeout"
DisplayName="Timeout for on demand and viewing messages"
TakesEffect="ServerRestart"

DefaultValue="300"

UnitOrFormat="Seconds"

Name="GadgetGenerationTimeOut"

DisplayName="Timeout for generation of gadgets in BIRT 360"
UnitOrFormat="Seconds"

TakesEffect="ServerRestart"

DefaultValue="300"

Configuring the thread pool

The administrator can limit the number of threads and size of the queue each on
demand server uses for performing the following tasks:

m  Generating temporary BIRT documents and spreadsheets

m Processing requests to view temporary and persistent BIRT documents and
spreadsheets
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To limit the number of threads, the administrator sets Maximum number of
threads in each on demand server. The thread batch size is 5. iServer opens five
new threads as needed until the total number reaches the limit. For example,
setting the limit to 16 causes iServer to open the new threads in batches, 5, 5, 5
and 1. Increasing the value of this property increases CPU and memory
consumption.

To set the size of the queue, the administrator sets Task queue size in each on
demand server.

How to configure the thread pool

1 Expand Viewing Service, BIRT, Process Management, and Requests, as shown
in Figure 6-5, then choose Request Execution Thread Pool.

& _[Ofx

Servers = urup : Properties = Viewing Service = BIRT = Process Management » Requests = Request Execution Thread Fool | =]

Request Execution Thread Pool

Task queue size in each on demand server: 1000 16

) These fields require server restar to take effect
() These fields will take default value if left blank

ok| _cancel ||

Figure 6-8 Configuring the thread pool

2 In Task queue size in each on demand server, accept the default, 1000, or type
another value.

Choose OK.
3 Restart iServer.

The following snippet from the default acmetadescription.xml includes the
acmetadescription.xml parameter name, the corresponding display name of the
Configuration Console property, when property changes take effect, and default
value:

Name="OnDemandServerQueueSize"

DisplayName="Task queue size in each on demand server"
TakesEffect="ServerRestart"

DefaultValue="1000"
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Configuring BIRT document and design caching

iServer caches documents and designs to respond quickly to viewing requests.
The Viewing service maintains the following types of caches for BIRT documents
and designs:

m In-memory archive
= Result set buffer

m Image cache

m Design cache

= Document cache

s Page count cache

The Encyclopedia volume stores persistent documents and designs until removed
by the user. Temporary documents are not stored in the Encyclopedia volume.
The administrator can configure caching to improve viewing performance for a
particular environment.

Configuring the BIRT document in-memory archive

The administrator can configure caching to improve performance of viewing
small, temporary and persistent BIRT documents. iServer caches BIRT documents
of a size equal to or smaller than the value appearing in Maximum memory size
of each BIRT report archive. When a user requests a document of a size larger
than this value, iServer temporarily stores the document on the hard drive.

The Total memory size used to cache BIRT document and datamart files value
determines how much memory iServer can use to cache documents. Increasing
this value caches more BIRT documents in memory, consuming more memory.
Decreasing this value temporarily stores more BIRT documents on the hard drive.

To optimize performance, the administrator tries to prevent storing most
documents on the hard drive by making configuration decisions based on the size
of the average document and the size of the cache.

The administrator can also set the time-out period for temporary and persistent
document caches. When the time elapses, iServer clears the cache.

How to configure the BIRT document in-memory archive

1 Expand Viewing Service, BIRT, and BIRT Content Caches, as shown in
Figure 6-5, and choose In Memory Archive File Cache.

2 In Total memory size used to cache BIRT document and datamart files, accept
the default value, 153600 KB, or type another value, as shown in Figure 6-9. To
disable memory-based caching, type a negative value or 0.
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- BETE

Servers = urup ; Properties = Viewing Service = BIRT = BIRT Content Caches = In Memory Archive File Cache

D

In Memory Archive File Cache

Total memory size used to cache BIRT document and datarmart files |1ESEDD Kilobytes | (] {5
Maximum memory limit for each BIRT document file: |1 024 Kilobytes | & %
Maxirum mernary limit far each BIRT datarmart file |BDIQU Kilobytes | & 52
Cache expiration timeout for transient BIRT documents and datamarts in the archive file cache file |1 200 Seconds | (F]

Expiration tirmeout for persistent BIRT documents and datamarts in the archive file cache: |?QDD Seconds |7 2

E) 2= These fields require server restart to take effect
(I These fields will take default value if left blank

ok|_cancel [+

Figure 6-9 Configuring the BIRT document in-memory archive

3 In Maximum memory limit for each BIRT document file, accept the default
value, 1024 KB. Alternatively, type a value that represents the size of average
document you want iServer to cache. To disable memory-based caching, type
a negative value or zero.

4 In Maximum memory limit for each BIRT datamart file, accept the default
value, 30720 KB. Alternatively, type a value that represents the size of average
datamart you want iServer to cache. To disable memory-based caching, type a
negative value or zero

5 In Cache expiration timeout for transient BIRT documents and datamarts in
the archive file cache file, accept the default, 1200 seconds, or type another
value.

6 In Expiration timeout for persistent BIRT documents and datamarts in the
archive file cache, accept the default, 7200, or type another value.

Choose OK.
7 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when property changes take effect, and default
values:

Name="TotalArchiveMemory"

DisplayName="Total memory size used to cache BIRT document and
datamart files"

TakesEffect="ServerRestart"
UnitOrFormat="Kilobytes"
DefaultValue="153600"

Name="MaxMemoryPerArchive"
DisplayName="Maximum memory limit for each BIRT document file"
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UnitOrFormat="Kilobytes"
TakesEffect="ServerRestart"
DefaultValue="1024"

Name="MaxMemoryPerDatamartArchive"

DisplayName="Maximum memory limit for each BIRT datamart file"
UnitOrFormat="Kilobytes"

TakesEffect="ServerRestart"

DefaultvValue="30720"

Name="TransientArchiveFileCacheTimeout"

DisplayName="Cache expiration timeout for transient BIRT documents
and datamarts in the archive file cache file"

TakesEffect="ServerRestart"

UnitOrFormat="Seconds"

DefaultValue="1200"

Name="PersistentArchiveFileCacheTimeout"

DisplayName="Expiration timeout for persistent BIRT documents and
datamarts in the archive file cache"

TakesEffect="ServerRestart"

UnitOrFormat="Seconds"

DefaultValue="7200"

Configuring the BIRT result set buffer

The Java View service handles on-demand document generation requests and
multiple concurrent requests, one at a time. Configuring the size of the buffer that
stores the result sets for a data set in a BIRT document can improve the response
to on-demand requests to generate BIRT documents. An administrator typically
changes the size of this buffer from the default to another value under the
following conditions:

m The data sets of most BIRT designs are larger than the default buffer size.

m  The JVM start arguments include specification of a sufficient heap size to
handle the new value.

Increasing the size of the result set buffer for a BIRT data object query increases
the memory used to store the final result set, and decreases the disk space used. If
the result set is larger than this value, iServer writes the data to disk.

How to configure the BIRT result set buffer

1 Expand Viewing Service, BIRT, and BIRT Content Caches, as shown in
Figure 6-5, and choose Data Set.

2 In Maximum buffer size for BIRT Data Object query result set in BIRT 360,
accept the default, 8 MB, as shown in Figure 6-10. Alternatively, type a
different value.
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ﬁ' =10 x

Setvars = urup | Properies = Viewing Sarice = BIRT = BIRT Content Caches = Data Set

Data Set

Maximum buffer size for BIRT Data Object query result set in BIRT 360: g MB 1

112 These fields require server restart to take effect
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Figure 6-10 Configuring the buffer size for query result set
Choose OK.

3 Restart iServer.

The following snippet from the default acmetadescription.xml includes the
acmetadescription.xml parameter name, the corresponding display name of the
Configuration Console property, when a property change takes effect, the default
value, and range:

Name="MaxBIRTDataResultsetBufferSize"

DisplayName="Maximum buffer size for BIRT Data Object query result
set in BIRT 360"

UnitOrFormat="MB"

TakesEffect="ServerRestart"

Defaultvalue="8"

Range="1 256"

Configuring the BIRT image cache

The administrator can configure the cache of images in persistent BIRT
documents by setting Cache timeout for images and charts from BIRT designs,
documents and datamarts. Increasing this value increases the size of the memory
buffers for caching images. Graphic-intensive documents load faster, but iServer
uses more memory.

How to configure the BIRT image cache

1 Expand Viewing Service, BIRT, and BIRT Content Caches, as shown in
Figure 6-5, and choose Image Cache.

2 In Cache timeout for images and charts from BIRT designs, documents and
datamarts, accept the default, 86400 seconds, which is one day, as shown in
Figure 6-11. Alternatively, type another value greater than 0. A value of 0 or
less causes iServer to use a hard-coded value of 5.
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Figure 6-11 Configuring the BIRT report image cache
Choose OK.

3 Restart iServer.

The following snippet from the default acmetadescription.xml includes the
acmetadescription.xml parameter name, the corresponding display name of the
Configuration Console property, when a property change takes effect, and the
default value:

Name="BIRTImageCacheTimeout"

DisplayName="Cache timeout for images and charts from BIRT
designs, documents and datamarts"

TakesEffect="ServerRestart"

UnitOrFormat="Seconds"

DefaultValue="86400"

Configuring the BIRT design cache

By default, iServer caches a BIRT design, including access privileges. Caching
benefits users who access the design concurrently. Users who request access to
the same design share the cached design if they have the required privileges.
Performance can improve because iServer does not have to repeatedly load the
design. Generally, the fewer number of designs iServer needs to load, the better
the response time.

By configuring Cache time-out for BIRT designs, the administrator can control
how long the design remains in cache. A cached design persists in memory until
time-out occurs. Use this time-out setting to control memory usage.

By configuring Maximum number of BIRT designs, the administrator controls the
number of designs in cache. When the cache reaches this limit, design caching
stops. Use this setting to improve load performance.

How to configure the BIRT design cache

1 Expand Viewing Service, BIRT, and BIRT Content Caches, as shown in
Figure 6-5, and choose Design Cache.
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2 In Cache timeout for BIRT designs, accept the default, 1800 seconds or
30 minutes, as shown in Figure 6-12. Alternatively, type another value.
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Figure 6-12 Configuring the BIRT design cache

3 In Maximum number of BIRT designs to cache, accept the default, 50, or type
another value that limits the number of designs in the cache.

4 For Enable Persistent Report Design Cache, accept the default value of
selected. Alternatively, disable the cache by deselecting this option.

Choose OK.
5 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when property changes take effect, and default
values:

Name="BIRTReportDesignCacheTimeout"
DisplayName="Cache timeout for BIRT designs"
TakesEffect="ServerRestart"
UnitOrFormat="Seconds"

DefaultvValue="1800"

Name="BIRTReportDesignCacheTotalNumberOfEntries"
DisplayName="Maximum number of BIRT designs to cache"
TakesEffect="ServerRestart"

DefaultValue="50"

Name="EnablePersistentDesignCache"
DisplayName="Enable Persistent Report Design Cache"
TakesEffect="ServerRestart"

DefaultValue="true"
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Configuring the BIRT document cache

By default, iServer caches a BIRT document, including access privileges. Caching
benefits users who access the document concurrently. Users who request access to
the same document share the cached document if they have the required
privileges. Performance can improve because iServer does not have to repeatedly
load the document. Generally, the fewer number of documents iServer needs to
load, the better the response time. iServer caches BIRT documents in the BIRT
document in-memory archive cache. To access the cache, iServer creates a handle.
If you enable the BIRT document cache, iServer caches this handle in the BIRT
document cache. If you do not enable the BIRT document cache, iServer creates a
new handle every time a user chooses to view a document. Enabling the BIRT
document cache results in a faster response time but uses more memory, because
iServer maintains the BIRT document cache in memory.

How to configure the BIRT document cache

1 Expand Viewing Service, BIRT, and BIRT Content Caches, as shown in
Figure 6-5, and choose Document Cache.

2 For Enable caching of BIRT document and datamart handles, accept the
default value, selected, as shown in Figure 6-13. Alternatively, deselect the
option.
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Figure 6-13 Enabling or disabling the BIRT document cache

3 For Enable caching of page counts for BIRT documents, accept the default
value, selected, as shown in Figure 6-13. Alternatively, deselect the option.

Choose OK.
4 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when a property change takes effect, and the
default values:

Name="BIRTReportDocumentCacheEnabled"
DisplayName="Enable caching of BIRT document and datamart handles"
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TakesEffect="ServerRestart"
DefaultValue="True"

Name="BIRTReportPageCountCacheEnabled"

DisplayName="Enable caching of page counts for BIRT documents"
TakesEffect="ServerRestart"

DefaultValue="True"

Configuring spreadsheet caching

A view cache replacement policy puts spreadsheet data into the cache. The
administrator can configure spreadsheet caching to improve viewing
performance by modifying the essconfig.xml file in AC_SERVER_HOME
\reportengines\engines\ess\essconfig.xml. This file contains the following
parameters:

m ViewCacheSize

The size of the view file cache in megabytes. Too high a value causes fewer
documents to be swapped when the cache is full, improving performance but
consuming more of the server machine’s disk space. The default value is 5000.

m Headless

True includes the Java graphics environment instead of using the native
graphics environment. The default value is False.

Configuring the Viewing service for e.reports

The administrator can configure the Viewing service for e.reports by setting
properties shown in Figure 6-14. You can configure the Viewing service for
special user requirements, such as the requirement for high quality images in PDF
output. The administrator can also tune iServer to improve performance, for
example, by running additional View processes during peak times of usage. The
following topics describe how to configure the Viewing service for e.reports:

m Configuring the maximum number of View processes
m Configuring the maximum worker threads

m Managing long viewing requests

s Configuring the generation of DHTML output

m Configuring Excel data generated by an e.report

m Configuring PDF conversion

m Configuring render profiles

m Configuring Viewing service caching

116 Configuring BIRT iServer



Diagnostic logging settings

Server Configuration Templates = urup @ Settings

Change |

Properties settings

Printable Summary |

[ Wigwing Senice
B Enable senice

El Diagnostic Logging
I e.Reports

=

[ Process Managerment
B Processes
= Comrmunication

B Sockets
El Reguests

I Report Contert Caches
El Eeport Content File Cache
B Report Docurment Cache
B\ Report Executable Cache
El Wiewing Session Cache

[ Report Rendering
[ DHTML Generation

B Cascading Styleshests
B Generator Infarmation

B Javascript

B\ Excel Generation
[ PDF Generation

B! Image and Chart Display
B Fonts

2 Browser PDF Printing
B Generator Infarmation
B Render Profilas

= Report Searching
= Search Analysis using e.Analysis
B Branding
B General
B Histogram
B Labels
B Pie Chant
2 Table Yiew
B Toolbar

2 Search Analysis using Excel
B Search Timeout

El

Figure 6-14

Process Management

Communication

Report Content Caches

Report Rendering
DHTML Generation

Excel Generation
PDF Generation

Report Searching
Search Analysis using e.Analysis

Viewing service properties for e.reports

Configuring process management for the Viewing

service

In Server Configuration Templates—Settings—Viewing Service—e.Reports—

Process Management—Processes, as shown in Figure 6-14, the administrator can

set properties for:
m Load management

m Performance
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Configuring the maximum number of View processes

By default, the iServer configuration starts one View process. On a single CPU
machine, accept the default value of 1 for maximum number of View processes.

On a multiple-CPU machine, set one View process to run for every two CPUs.
Monitor CPU usage on the machine using standard operating system
administration tools. Configure more View processes to provide additional
throughput on iServer during peak processing, as required.

To eliminate the startup time of the View process when iServer receives a viewing
request, the administrator can configure iServer to run View processes before
receiving any viewing requests. In View process load configuration, change
Minimum number of View processes from the default, 0, to another number.

By restricting View process queue size, the administrator can conserve the
resources of a node. In Viewing service—e.Reports—Process Management—
Requests, change Maximum queue size per process for requests to define the size
of the View process queue. If the number of requests for the Viewing service
exceeds the queue size, iServer rejects some requests.

Configuring the maximum worker threads

When a user logs in to the Encyclopedia volume and submits a request to view a
document, the request creates a new thread in the Viewing service. The thread
responds to the request. The administrator can manage Viewing service traffic by
raising the maximum number of worker threads.

Maximum number of worker threads per process limits the number of threads
that can concurrently handle viewing requests at maximum speed. This value is
not a hard limit. The Viewing service continues to handle new viewing requests
after reaching the upper limit, but does so at a slower pace, and can reject some
requests. To configure a Viewing service to handle a large number of requests and
prevent or reduce the rejection of requests, raise the value of maximum number
of worker threads per process. Actuate recommends using the default value, 4.

How to configure processes

Changing the maximum number of View processes affects the viewing of Actuate
Basic documents only.

1 Expand Viewing Service, e.Reports, Process Management, as shown in
Figure 6-14, then choose Processes.

2 In Processes, change Max number of processes from the default, 1, to 2 for a
4-CPU machine, as shown in Figure 6-15.
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Figure 6-15 Changing the maximum View processes

3 In Minimum number of processes, to prevent delays at start-up time, accept
the default, 0, which configures iServer to start a View process only after
receiving a viewing request. To improve run-time availability, type a number
greater than 0, which configures iServer to start View processes as the volume

comes online.

4 For Maximum number of worker threads per process, follow the
recommendation of Actuate and accept the default value, 4.

Choose OK.

5 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when property changes take effect, default

values, and ranges:

Name="MaxProcesses"
DisplayName="Maximum number
TakesEffect="Immediate"
Defaultvalue="1"

Range="0 128"

Name="MinProcesses"
DisplayName="Minimum number
TakesEffect="Immediate"
Defaultvalue="0"

Range="0 128"

Name="MaxThreadsPerProcess"
DisplayName="Maximum number
TakesEffect="ServerRestart"
DefaultvValue="4"

of processes"

of processes"

of worker threads per process"
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Configuring communication for e.reports

When working with Actuate Basic documents in an environment that restricts
port usage, the administrator can specify and change the base port for the
Viewing service and maximum range of other ports used for SOAP
communication.

How to configure communication for e.reports

1 Expand Viewing Service, e.Reports, Process Management, and
Communication, as shown in Figure 6-14, then choose Sockets.

2 In Base port number for processes, accept the default base port, 18500, as
shown in Figure 6-16. Alternatively, change the base port to a value in the
range 1025 through 65535.
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Figure 6-16 Specifying port settings for e.report communication

3 In Port range (from base) for processes, accept the default value, 200, or
change the value to a number in the range 0 through 64510.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when property changes take effect, default
values, and ranges:

Name="SocketBaseForProcesses"
DisplayName="Base port number for processes"
TakesEffect="ServerRestart"
DefaultvValue="18500"

Range="1025 65535"

Name="SocketCountForProcesses"

DisplayName="Port range (from base) for processes"
TakesEffect="ServerRestart"

DefaultValue="200"

Range="0 64510"
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Configuring request management properties for the
Viewing service
By choosing Server Configuration Templates—Settings—Viewing service—

Process Management, as shown in Figure 6-14, the administrator can set
properties for managing requests for large documents.

Managing long viewing requests

A request from a user to view a large document can block other users from
viewing smaller documents. To prevent long viewing requests from blocking
short requests, the administrator can configure iServer to handle these requests
differently using the following settings:

Maximum queue size per process for requests

Defines the size of the View process queue. If the number of requests for
Viewing service exceeds the queue size, iServer rejects some requests

Maximum number of worker threads per process for processing long requests

Requests for many long documents can occupy all the available threads. An
incoming request to view other documents must wait.

Maximum number of long requests per process

This setting limits the number of long requests that iServer can actively
process and keep in a View process queue. This value must meet the following
criteria:

m  Equal to or greater than maximum number of worker threads per process
for processing long requests

= Equal to or less than maximum queue size per process for requests

Minimum number of pages to qualify as a long request

This setting specifies the minimum number of pages that iServer uses to
determine a long viewing request.

Minimum report size to qualify as a long request

This setting specifies the minimum document size, in megabytes, that iServer
uses to determine a long viewing request.

iServer considers a viewing request long if the following conditions apply:

The requested document meets or exceeds minimum report size to qualify as a
long request.

The requested number of pages exceeds minimum number of pages to qualify
as a long request.

Maximum number of worker threads per process for processing long requests
is greater than zero.
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How to manage long viewing requests

1 Expand Viewing Service, e.Reports, Process Management, as shown in
Figure 6-14, and choose Requests.

2 In Maximum queue size per process for requests, accept the default value, 128,
or alternatively, specify a different value, as shown in Figure 6-17.

3 Set Maximum number of worker threads per process for processing long
requests to 0 to handle all viewing requests the same way. Set the option to
1 or greater to specify the maximum number of threads for handling long
viewing requests. iServer rejects a new long request if it is already handling
the maximum number of long requests. iServer gives preference to requests to
view shorter documents.
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Figure 6-17 Configuring request management properties

4 In Maximum number of long requests per process, accept the default value,
100, unless you expect iServer to receive more than 100 long requests
concurrently. If more than 100 long requests ask for service concurrently, to
prevent rejection of any requests, type a value equal to, or greater than, the
expected number of concurrent service requests.

5 In Minimum number of pages to qualify as a long request, accept the default,
100, or type another value.

6 In Minimum report size to qualify as a long request, accept the default, 10MB,
or type another value.

Choose OK.
7 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
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Configuration Console properties, when property changes take effect, and default
values:

Name="MaxActiveLongRegPerProcess"

DisplayName="Maximum number of worker threads per process for
processing long requests"

TakesEffect="ServerRestart"

DefaultvValue="0"

Name="MaxConcurrentRequests"

DisplayName="Maximum queue size per process for requests"
TakesEffect="Immediate"

DefaultvValue="128"

Name="MaxActiveLongRegPerProcess"

DisplayName="Maximum number of long requests per process"
TakesEffect="ServerRestart"

DefaultValue="100"

Name="MinPagesForLongRequest"

DisplayName="Minimum number of pages to qualify as a long request"
TakesEffect="ServerRestart"

DefaultValue="100"

Name="MinReportSizeForLongRequest"

DisplayName="Minimum report size to qualify as a long request"
TakesEffect="ServerRestart"

UnitOrFormat="MB"

DefaultValue="10"

Configuring the generation of DHTML output

The administrator can set properties for DHTML generation by choosing Server
Configuration Templates—Settings—Viewing service—DHTML Generation, as
shown in Figure 6-14.

The DHTML output of an e.report document can link to a cascading style sheet
and an external JavaScript file. The output can also contain metadata. The
following topics describe how to configure the location of these files and
configure the metadata:

m Configuring the location of cascading style sheets
m Changing metadata in an e.report DHTML document
m Changing the location of JavaScript files
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Configuring the location of cascading style sheets

The administrator can change the location of cascading style sheets (CSS) linked
to e.report DHTML documents and viewed in Information Console and
Management Console.

How to change the CSS file location

1 Expand Viewing Service, e.Reports, expand Viewing Service, e.Reports,
Report Rendering, and DHTML Generation, as shown in Figure 6-14, then
choose Cascading Stylesheets.

2 In CSS file location relative to iPortal and Management Console, accept the
default, as shown in Figure 6-18. For example, by default, the CSS files for
viewing a document in Management Console reside in the following
directory:

AC_SERVER_HOME/servletcontainer/mgmtconsole/css
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Figure 6-18 Setting the CSS file location
Choose OK.

3 Restart iServer.

The following snippet from the default acmetadescription.xml includes the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when a property change takes effect, and the
default values:

Name="CSSFileLocationJSPRC"
DisplayName="CSS file location relative to iPortal and Management

Console"
TakesEffect="ServerRestart"
DefaultValue="../css/"

Changing metadata in an e.report DHTML document

The administrator can set the name of the application that generates an e.report
DHTML document in the metadata.
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How to change the metadata of an e.report DHTML document

1 Expand Viewing Service, e.Reports, Report Rendering, and DHTML
Generation, as shown in Figure 6-14, then choose Generator Information.

2 In DHTML content generator information, accept the default application
name, Actuate, as shown in Figure 6-19, or type a new application name. To
remove metadata from DHTML output, remove the value, leaving DHTML
content generator information blank.
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Figure 6-19 Setting the DHTML content generator information
Choose OK.

3 Restart iServer.

The following snippet from the default acmetadescription.xml includes the
acmetadescription.xml parameter name, the corresponding display name of the
Configuration Console property, when a property change takes effect, and the
default value:

Name="DHTMLGeneratorInfo"

DisplayName="DHTML content generator information"
TakesEffect="ServerRestart"
DefaultValue="Actuate"

Changing the location of JavaScript files

The administrator can change the location of JavaScript files used by Actuate
Basic DHTML documents and viewed in Information Console and Management
Console. The administrator can also change the location of JavaScript files used
by an RSAPI application.

How to change the JavaScript file location

1 Expand Viewing Service, e.Reports, Report Rendering, and DHTML
Generation, as shown in Figure 6-14, then choose Javascript.

2 InJavascript file location required for viewing through iPortal / Active Portal
/Management Console, accept the default, as shown in Figure 6-20. For
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example, by default, the JavaScript files reside in the following directory for
viewing a document in Management Console:

AC_SERVER_HOME/servletcontainer/mgmtconsole/js

& _[Ofx
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Javascript
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Figure 6-20 Setting the JavaScript file location

3 InJavaScript file location required for RSAPI, accept the default, /actuate
/default/standard/. Alternatively, specify a different value.

Choose OK.
4 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when property changes take effect, and default
values:

Name="JSFileLocationJSPRC"

DisplayName="JavaScript file location required for viewing through
iPortal/Active Portal/Managememt Console"

TakesEffect="ServerRestart"

DefaultValue="../js/"

Name="JSFileLocationRC"

DisplayName="JavaScript file location required for RSAPI"
TakesEffect="ServerRestart"
DefaultValue="/actuate/default/standard/"

Configuring Excel data generated by an e.report

The administrator can set properties for converting an e.report document to an
Excel document by choosing Server Configuration Templates—Settings—
Viewing Service—e. Reports—Report Rendering—Excel Generation, as shown in
Figure 6-14.

The administrator can improve Viewing service performance by preventing
iServer from converting an entire e.report document to Excel data when the
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document is too large. The administrator can also solve layout problems that can
occur in the Excel data.

Limiting the number of Excel pages to generate

The administrator can limit the number of Excel pages to generate from an
e.report design or document by setting Max Excel pages. When converting the
output, iServer checks this variable to determine the maximum number of pages
to convert. If the output contains more pages than the maximum number, iServer
does not convert the excess pages.

The typical range of values for this property is 20 through 2000. Too high a value
slows the conversion process. A 0 value results in an empty Excel file. For
example, to download a 200-page document, set Max Excel pages to 200 to
download the entire document. Typically, the administrator changes the default
value when converting more than 50 pages of a document to Excel format.

Solving layout problems in Excel data

To convert an e.report document to Excel, iServer traverses the document to
determine the size of the Excel grid and the location of controls. A complete
traversal of the document typically degrades iServer performance. By default,
iServer traverses only the first 10 pages of a document, then converts the
document based on the 10 pages of grid information. In most cases, iServer
performs an acceptable conversion based on the incomplete information.
Occasionally, there are layout problems or missing controls in Excel data beyond
page 10. To solve these problems, select Visit all report pages to identify Excel
grid information.

How to limit the number of Excel pages to generate, and choose whether to set
iServer to traverse the entire document for Excel grid information

1 Expand Viewing Service, e.Reports, and Report Rendering, as shown in
Figure 6-14, then choose Excel Generation.

2 In Maximum number of report pages that will be rendered as Excel, to limit
the conversion of e.report documents to 50 or fewer Excel pages, accept the
default, 50, as shown in Figure 6-21. To impose a different limit, type another
value greater than 0.
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Figure 6-21 Configuring Excel generation properties
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3 For Visit all report pages to identify Excel grid information, accept the default
value of blank. Alternatively, select this option.

Choose OK.
4 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when a property change takes effect, and the
default values:

Name="MaxPagesConvertibleToExcel"

DisplayName="Maximum number of report pages that will be rendered
as Excel"

TakesEffect="ServerRestart"

DefaultValue="50"

Name="VisitAllPagesForExcelGridInfo"

DisplayName="Visit all report pages to identify Excel grid
information"

TakesEffect="ServerRestart"

DefaultvValue="False"

Configuring PDF conversion

The administrator can manage the conversion of Actuate Basic designs to PDF
format to change how iServer generates the PDF. Configuring PDF generation can
improve Viewing service quality and performance. Rendering charts in Actuate
Basic designs also affects viewing, particularly when viewing output in PDF
format. The following topics describe how to configure PDF generation and chart
rendering:

m  Setting the quality of JPG images in PDF output
m  Configuring the format of charts

s Configuring font encoding

m  Selecting the prompt for a paper tray

m Configuring PDF generator information

Configuring the format of charts

For PDF output, the administrator can configure the file format of an Actuate
Basic chart to PNG or Rgbzip. The default format is PNG. Rgbzip is a bitmap
format of higher quality than PNG images. Selecting Rgbzip increases the file size
of the PDF.
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Setting the quality of JPG images in PDF output

The Viewing service embeds static images in the PDF output of an Actuate Basic
design to JPG or bitmap format. The default is bitmap. The administrator can set
the file format to JPG. Converting an image to JPG format can take up to
15 seconds. The administrator can also increase or decrease the resolution of JPG
images in the PDF file. Increasing the quality of images increases resource

requirements and generates a larger file.

How to set the properties controlling the quality of PDF output

1 Expand Viewing service, e.Reports, Report Rendering, and PDF Generation,

as shown in Figure 6-14, then choose Image and Chart Display.

2 InImage quality, accept the default value, 100 percent, or type a new value, as

shown in Figure 6-22.
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Servers = urup : Properties = VYiewing Service = e.Reports » Report Rendering = PDF Generation = Image and Chart Display

ﬂl Cancel

-

Figure 6-22 Selecting JPG format for static images in PDFs

3 InImage format for charts, accept the default, PNG. Alternatively, select

RgbZip.

4 Select Use JPEG format for images. Alternatively, deselect the option.

Choose OK.

5 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when property changes take effect, default

values, and range:

Name="PDFQuality"

DisplayName="Image quality"
TakesEffect="ServerRestart"
DefaultValue="100"
Name="PDFChartFormat"
DisplayName="Image format for charts"
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TakesEffect="Immediate"
DefaultValue="PNG"
Range="PNG RgbZip"

Name="PDFUseJPEGForImage"
DisplayName="Use JPEG format for images"
TakesEffect="ServerRestart"
DefaultValue="False"

Configuring font encoding

By selecting Use font encoding, the administrator can configure iServer to use a
gjk.conf file to determine the character encoding in the output of an Actuate Basic
design. The cjk.conf file is located in AC_SERVER_HOME/ etc. If the cjk.conf file
does not list the font used in the design, iServer scans the design for a text string
to determine encoding. By default, Use font encoding is not selected and iServer
determines the encoding by scanning a design for such text strings.

An Actuate Basic design embeds font information for every font that the designer
uses in controls unless the designer chooses not to embed the font. The designer
can specify the use of TrueType fonts in an external file. The administrator must
set the full path name to the directory containing the TrueType fonts. If iServer
cannot find the font information in the specified directory, PDF generation fails.

iServer supports substituting an OpenType font for a TrueType font. To reduce
PDF file size, iServer embeds only a subset of the font when generating PDF
output.

How to configure font encoding in the PDF output

1 Expand Viewing Service, e.Reports, Report Rendering, and PDF Generation,
as shown in Figure 6-14, then choose Fonts.

2 For Use font encoding, as shown in Figure 6-23, accept the default, deselected.
Alternatively, select this option.

& =10/ x|
Servers = urup : Properties = Viewing Service = e . Reports » Report Rendering = PDF Generation = Fonts =
Fonts
Use font encoding: r ac
TrueType font directory; |C.1FONTS | B )

B2 These fields require server restart to take effect

(ok|_cancel [+
Figure 6-23 Specifying font information for PDF generation
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3 In TrueType font directory, type the full path to the font directory. For
example, type C:\FONTS, as shown in Figure 6-23.

Choose OK.
4 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when property changes take effect, and a
default value:

Name="PDFUseFontEncoding"
DisplayName="Use font encoding"
TakesEffect="ServerRestart"
DefaultValue="False"

Name="PDFFontDirectory"
DisplayName="TrueType font directory"
TakesEffect="ServerRestart"

Selecting the prompt for a paper tray

The PDF format supports printer tray selection. By default, the print dialog
option is preset to select a paper tray that matches the page size of the Actuate
Basic document. The administrator can configure the Viewing service to deselect
this option. Deselecting the option prints the PDF using the default printer tray.

How to configure the prompt for a paper tray

1 Expand Viewing service, expand PDF Generation, as shown in Figure 6-14,
then choose Browser PDF Printing.

2 Deselect Preset print dialog option to pick paper tray by page size, as shown in
Figure 6-24. Alternatively, accept the default, selected.

Deselect the option

Browser PDF Printing

Freset print dialog option to pick paper tray by page size | e R

E1Z These fields require server restart to take effect

%I Cancel j
Figure 6-24 Configuring the Viewing service to select the default printer tray
Choose OK.

3 Restart iServer.
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The following snippet from the default acmetadescription.xml includes the
acmetadescription.xml parameter name, the corresponding display name of the
Configuration Console property, when a property change takes effect, and the
default value:

Name="PDFPickPrinterTrayByPageSize"

DisplayName="Preset print dialog option to pick paper tray by page
size"

TakesEffect="ServerRestart"

DefaultValue="True"/>

Configuring PDF generator information

The administrator can configure the metadata in PDF output to contain the name
of the author and the application that produced the PDF.

How to configure PDF generator information

1 Expand Viewing Service, e.Reports, Report Rendering, and PDF Generation,
as shown in Figure 6-14, then choose Generator Information.

2 In Creator of the original document (the report), type the name of the author,
as shown in Figure 6-25.

Author’s name

£ =10l

Seners = urup ;. Froperties = Yiewing Service = e Reports = Report Rendering = BAF Generation = Generator Information [

Generator Information

Creator of the original document (the reporty |Actuate 1=

Application that produced the PDF: |Actuale WML to PDF Converter 1.0 1= 5

B2 These fields require server restart to take effect
(l These fields will take defaultvalue if left blank

%I Cancel LI

Figure 6-25 Configuring PDF generator information

3 In Application that produced the PDEF, accept the default, Actuate XML to PDF
Converter, or type the name of another application.

Choose OK.
4 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
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Configuration Console properties, when property changes take effect, and the
default values:

Name="PDFCreator"

DisplayName="Creator of the original document (the report)™"
TakesEffect="ServerRestart"

DefaultValue="Actuate"

Name="PDFProducer"

DisplayName="Application that produced the PDF"
TakesEffect="ServerRestart"
DefaultValue="Actuate XML to PDF Converter 1.0"

Configuring chart rendering

If you set Server Configuration Templates—Settings—Viewing service—PDF
Generation—Image quality to 300, set the chart server maximum heap size to
1024 megabytes (MB), as described in this section.

The chart server renders an Actuate Basic chart for output. Although the chart
server is not part of the Viewing service architecture, configuration of rendering
in the chart engine affects viewing.

The chart server uses a Java Virtual Machine (JVM) to render a chart. The
administrator can set up a parameter string that iServer uses to start the JVM. The
string can include standard start options for Java Runtime Environment (JRE),
such as the amount of heap to use and the option to include the Java graphics
environment, as shown in the following example:

-Xmx128M -Xms64M -Djava.awt.headless=true

The option -Xmx128M in the string sets the maximum heap size to the default,
128MB. The option -Xms64M sets the minimum heap size to the default, 64MB.
The option -Djava.awt.headless=true specifies including the Java graphics
environment.

The administrator changes the maximum and minimum heap sizes to improve
chart generation performance. Generating PDF output or printing many large
charts generally justifies increasing the maximum heap size. Configured using
the optimum heap size, the chart server generates charts quickly and does not
compete with iServer for memory.

The chart server initializes using the minimum heap size. For example, chart
generation for the first several charts likely slows when the minimum heap size is
decreased from 64 MB to 16 MB.

How to configure chart rendering

1 In Server Configuration Templates—Settings, expand iServer, then choose
Chart Server for e.Reports, as shown in Figure 6-26.
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2 Line Breaking Rules for e Reports
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2 Java Object Interface for e Reparts

B Encyclopedia Engine

1 | |

Chart Server for e.Reports

Figure 6-26 Choosing Chart Server for e.Reports

2 In Chart JVM parameter string, accept the default, blank, as shown in
Figure 6-27. The chart server uses default start options. Alternatively, type
standard start options for the Java Runtime Environment (JRE).

— Blank JVM parameter string

Y

Servers = urup : Propedies = iServer = Chart Server for e Repits

Chart Server for e.Reports

Chart J¥M parameter string: |

Chart server IP address: |127.D.D.1
Chart server max heap size: |128
Chart server min heap size: |64
Chart server port number: |11102

=10 x|

-

.
et

B
MB 1
MB 1

Eke

E1Z These fields require server restart to take effect
() These fields will take default value if [eft blank

%I Cancel j

Figure 6-27 Specifying chart server properties

3 In Chart server IP address, accept the default Chart server IP address.

Changing this value is not recommended.
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4 In Change server max heap size, accept the default, 128, or type a new value
for the maximum heap size. For example, type 256, as shown in Figure 6-27.

5 In Change server min heap size, accept the default 64, or type a new value for
the minimum heap size.

6 InChart server port number, accept the default, 11102. Alternatively, if another
application uses the port, type a different port number. Do not type commonly
used port numbers, such as 80 or 8080.

Choose OK.
7 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when property changes take effect, and default
values:

Name="ChartJVMParameterString"
DisplayName="Chart JVM parameter string"
TakesEffect="ServerRestart"
Defaultvalue=""

Name="ChartServerIPAddress"
DisplayName="Chart server IP address"
TakesEffect="ServerRestart"
Defaultvalue="127.0.0.1"

Name="ChartServerMaxHeapSize"
DisplayName="Chart server max heap size"
UnitOrFormat="MB"
TakesEffect="ServerRestart"
DefaultValue="128"

Name="ChartServerMinHeapSize"
DisplayName="Chart server min heap size"
UnitOrFormat="MB"
TakesEffect="ServerRestart"
DefaultValue="64"

Name="ChartServerPort"
DisplayName="Chart server port number"
TakesEffect="ServerRestart"
Defaultvalue="11102"

Configuring render profiles

The administrator configures iServer to use a render profile when converting a
certain type of Actuate Basic design output to an output format. In e.Report
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Designer Professional, the user must set the Actuate Basic design to use the PDF
Writer, compile, and upload the design to iServer.

The administrator configures rendering primarily for exporting documents to
PDF. PDF rendering capabilities include setting metadata, such as the title,
author, and keywords. The PDF output can include a table of contents based on
the standard Actuate Basic table of contents. The administrator can also configure
rendering to manage performance by enabling or disabling multithreading
during rendering, to control the resolution of displayed charts, and to produce
display and print output at different resolutions.

Using a render profile typically produces a smaller PDF and conserves significant
processing power, but uses more memory. When not using rendering, iServer
supports more character sets and fonts. By default, rendering supports Windows
ANSI (code page 1252).

iServer runs the job that generates output using a profile in AcRenderProfiles.xml
in the following default directory:

AC_SERVER HOME/etc

The administrator can configure the Factory service to relocate the directory.
AcRenderProfiles.xml can contain multiple profiles. iServer finds the correct
profile to use for rendering based on the PDF Writer settings in the design.

How to configure rendering

1 Expand Viewing Service, e.Reports, Report Rendering, and PDF Generation,
as shown in Figure 6-14, then choose Render Profiles.

2 Select Enable rendering using profiles to use Render Profiles in Actuate Basic
designs, as shown in Figure 6-28. Alternatively, accept the default value,
deselected, to convert Actuate Basic design output to PDFs that use PostScript
fonts, character encoding other than Windows ANSI, GIF images, TIFF
images, or right-to-left languages.

3 In Render Profiles, accept the path to AcRenderProfiles.xml, or type a new

path.
o =10/ x|
Servers = urup : Properies = Viewing Service = e Reports » Report Rendering = PDF Generation = Render Profiles =
Render Profiles
Enahle rendering using profiles: =@
URL for render profiles: I$AC_SERVER_HOMESBJ‘EIEIAEREndl S/

*These fields are required and cannot be left blank

E1Z These fields require server restart to take effect

ﬂl Cancel ;I

Figure 6-28 Configuring render profiles URL
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Choose OK.
4 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when property changes takes effect, and a
default value:

Name="EnableRender"

DisplayName="Enable rendering using profiles"
TakesEffect="ServerRestart"
DefaultValue="False"

Name="RenderProfilesURL"
DisplayName="URL for render profiles"
TakesEffect="ServerRestart"

Configuring Viewing service caching

The Viewing service maintains several types of caches, including a file cache, a
session cache, and caches of Actuate Basic compiled designs and documents. The
following sections discuss why and how to configure the caches:

m  Configuring the file cache of static objects
m Configuring the view session cache
m Configuring the Actuate Basic compiled design cache

m Configuring the extended viewing cache of documents

Configuring the file cache of static objects

iServer caches static objects, such as image files and applets, to respond quickly to
user requests for DHTML documents. The viewing time includes the time to
render, download, and display the document in a web browser. To configure the
file cache, the administrator sets the time-out, maximum file cache entries, and
maximum file cache size.

m Setting the file cache time-out
The administrator can configure how much time elapses before the file cache
times out. When the time expires, the Viewing service purges an object from
its file cache. To improve Viewing service performance, find a time-out setting
appropriate for the documents and user viewing habits. Setting the time-out
too low purges cache objects too frequently and degrades performance.
Setting the time-out too high displays outdated images in a document.
Commonly used time-out periods range from 1 hour through 3 days, which is
3600 seconds through 259200 seconds. The default is 86400 seconds, 1 day.
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m  Setting the maximum file cache entries

The administrator can configure the maximum file cache size for each View
process. A cluster node can run several View processes simultaneously. The
maximum cache size for all View processes on the node must be less than the
amount of free disk space available on the machine. If the maximum file cache
size is too small, the cache empties too often, degrading viewing performance.
If the maximum file cache size is too large, the cache uses too much temporary
disk space.

m Setting the maximum file cache size

The administrator can configure the maximum number of static objects, such
as an image, video clip, or applet in the cache. Each cache entry maps to a
static object in a document. Actuate recommends setting the maximum
number of file cache entries between 500 and 10000.

Set the maximum file cache size equal to or higher than the maximum file
cache entries; otherwise, when the size of the cache exceeds the limit, the
Viewing service ignores the higher maximum number of entries setting and
replaces cached objects with new ones.

Because the Viewing service cache is disk-based, increasing the time-out period,
maximum file cache entries, and cache size generally increases disk space usage.

How to configure the file cache

1 Expand Viewing Service, e.Reports, and Report Content Caches, as shown in
Figure 6-14, then choose Report Content File Cache.

2 In Cache timeout for search results, table of contents and image files, accept
the default time-out value, 86400 seconds, as shown in Figure 6-29.
Alternatively, type a new time-out value in seconds.

e =10)x]
Servers = urup : Properies = VYiewing Service = e Reports » Report Content Caches = Report Content File Cache o

Repaort Content File Cache

Cache timeout for search results, table of contents and image files: |86400 Seconds 1] o
Maximum number of files in the cache (per process): |SDDD 1B
Maximum size of the file cache (per process): |50 MBS

E13Z These fields require server restart to take effect
(I These fields will take default value if left blank

%l Cancel LI

Figure 6-29 Configuring file caching

3 In Maximum number of files in the cache (per process), accept the default, or
type a new number of entries. Consider increasing the maximum file cache
entries if you increase the time-out.
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4 In Maximum size of the file cache (per process), accept the default, or type a
new value in megabytes. The memory must accommodate the entries in the
cache.

Choose OK.
5 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when property changes take effect, default
values, and a range:

Name="FileCacheTimeout"

DisplayName="Cache timeout for search results, table of contents
and image files"

TakesEffect="ServerRestart"

UnitOrFormat="Seconds"

DefaultvValue="86400"

Name="MaxFileCacheEntriesPerProcess"

DisplayName="Maximum number of files in the cache (per process)"
TakesEffect="ServerRestart"

DefaultValue="3000"

Range="5 20000"

Name="MaxFileCacheSizePerProcess"

DisplayName="Maximum size of the file cache (per process)"
TakesEffect="ServerRestart"

UnitOrFormat="MB"

DefaultvValue="50"

Configuring the extended viewing cache of documents

Extending the viewing cache improves the performance of viewing large Actuate
Basic documents, especially those using page-level security. Extending the
memory-based viewing cache reduces virtual memory in the machine.

The administrator can enable and disable caching for all documents or only
page-level-secure documents. By default, the data in the extended viewing cache
times out after 1200 seconds, 20 minutes. The cache holds up to 15 entries. The
administrator can change the time-out and entry capacity.

How to configure the ROI cache

1 Expand Viewing Service, e.Reports, and Report Content Caches, as shown in
Figure 6-14, then choose Report Document Cache.

2 In Enable caching of report documents, accept the default, No Cache, as
shown in Figure 6-30. This action disables the extended viewing cache.
Alternatively, select Cache all requests. This action caches all documents. To
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cache only documents using page-level security, select Cache only page-level
security requests by choosing PLSOnly.

£ =10l

Seners = urup ;. Properties = Viewing Service = e Reports = Report Content Caches = Repord Document Cache =

Report Document Cache

Enable caching of report documents: |NuCache j 15

Cache timeout for report documents: |12DD Seconds |[F] 3

Maximum number of report documents in the cache {per process): |1 a Entries 1[5 1%

Bk These fields require server restart to take effect
() These fields will take default value if left blank

(oK| _cancel [+

Figure 6-30 Configuring the ROI cache properties

3 In Cache timeout for report documents, accept the default value, 1200 seconds,
or change the time-out to another value.

4 In Maximum number of report documents in the cache (per process), accept
the default, 15, or change the cache size to another value.

Choose OK.
5 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when property changes take effect, default
values, and a range:

Name="ExtendedViewingCache"

DisplayName="Enable caching of report documents"
TakesEffect="ServerRestart"
DefaultValue="NoCache"

Range="NoCache CacheAll PLSOnly"

Name="ExtendedViewingCacheTimeout"
DisplayName="Cache timeout for report documents"
TakesEffect="ServerRestart"
UnitOrFormat="Seconds"

DefaultValue="1200"

Name="MaxExtendedViewingCacheSizePerProcess"

DisplayName="Maximum number of report documents in the cache (per
process) "

UnitOrFormat="Entries"

TakesEffect="ServerRestart"

DefaultValue="15"
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Configuring the Actuate Basic compiled design cache

The administrator can configure the number of compiled designs to cache and set
the time before the cache times out. When the cache times out, iServer clears the
cache. In most cases, using the default values is recommended.

How to configure the Actuate Basic compiled design cache

1

Expand Viewing Service, e.Reports, and Report Content Caches, as shown in
Figure 6-14, then choose Report Executable Cache.

In Maximum number of report executables in the cache (per process), accept
the default, 128, as shown in Figure 6-31. Alternatively, specify a new value.

& =10 x|

Servers = urup : Properties = Yiewing Service = e.Reports = Report Content Caches = Repaort Executable Cache =

Report Executable Cache

Maximum number of report executables in the cache (per process): |12E Entries |

Cache timeout for report executables: |SEDD Seconds !

(I These fields will take defaultvalue it left blank

ﬂl Cancel j

Figure 6-31 Configuring ROX cache properties

In Cache timeout for report executables, type the time, in seconds, before the
cache times out and iServer clears the cache, or accept the default,
3600 seconds.

Choose OK.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when property changes take effect, and default
values:

Name="MaxROXCacheSizePerProcess"
DisplayName="Maximum number of report executables in the cache

(per process)"

UnitOrFormat="Entries"
TakesEffect="Immediate"
DefaultValue="128"

Name="MaxROXCacheSizeTimeout"

DisplayName="Cache timeout for report executables"
TakesEffect="Immediate"

UnitOrFormat="Seconds"

DefaultValue="3600"
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Configuring the view session cache

The Viewing service stores information about a document, session, and user in
the view session cache. Caching this information benefits users who view the
same Actuate Basic document concurrently. The Viewing service loads the
document only once when the first user submits a request to view the document.
Other users, who subsequently request the document, view it from the cache.
Generally, the fewer number of documents iServer needs to load, the better the
response time. The Viewing service periodically checks permissions of users to
view the documents. If the user no longer has permission to view the document,
the Viewing service invalidates the cache.

To configure the view session cache, the administrator sets an access control list
(ACL) cache time-out, the session cache size, and the session cache time-out.

m  Setting the ACL cache time-out

The value of ACL cache time-out determines how often the Viewing service
checks the access permissions of a document that a user is viewing. A small
ACL cache time-out value causes the View process to check and purge the
session cache frequently. Frequent checks and purges can degrade viewing
performance.

m Setting the session cache size

The value of maximum number of cached sessions (per process) limits the
number of view sessions in the view session cache. The fewer sessions in the
cache, the less memory required. The number of view sessions is the number
of users multiplied by the number of different Actuate Basic documents being
viewed. When users multiplied by documents exceeds the default value, 4096,
consider increasing the maximum cached sessions to improve viewing
performance.

m Setting the session cache time-out
The value of session cache time-out determines how often the Viewing service
waits before invalidating the contents of a user’s view session cache. After the
session cache times out, the Viewing service purges the cache when a user
accesses the cache data or when the Viewing service adds a new session to the
cache. A small value can cause the View process to purge the cache frequently.
Frequent purging can degrade viewing performance.

How to configure the session cache

1 Expand Viewing Service, e.Reports, and Report Content Caches, as shown in
Figure 6-14, then choose Viewing Session Cache.

2 In Cache timeout for user ACL, accept the default time-out value,
3600 seconds, as shown in Figure 6-32. Alternatively, type a new time-out
value in seconds.
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Servers = urup : Properies = Yiewing Service = e Reports = Report Content Caches = Viewing Session Cache

Viewing Session Cache

Cache timeout for user ACL: |3600 Seconds | [ 12
Maximum number of cached sessions {per process) |4DQB Entries 1] 1
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Figure 6-32 Specifying session cache properties

3 In Maximum number of cached sessions (per process), accept the default, or
type a new number of sessions. Consider increasing Cache timeout for user
ACL if you increase Maximum number of cached sessions (per process).

4 In Cache timeout for viewing sessions, accept the default, or type a new value
in seconds. Consider increasing the time-out if you increase Maximum
number of cached sessions (per process).

Choose OK.
5 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the

Configuration Console properties, when property changes take effect, and default
values:

Name="ACLTimeout"

DisplayName="Cache timeout for user ACL"
TakesEffect="ServerRestart"
UnitOrFormat="Seconds"
DefaultValue="3600"

Name="SessionCacheSizePerProcess"

DisplayName="Maximum number of cached sessions (per process)"
UnitOrFormat="Entries"

TakesEffect="ServerRestart"

DefaultValue="4096"

Name="SessionCacheTimeout"

DisplayName="Cache timeout for viewing sessions"
TakesEffect="ServerRestart"
UnitOrFormat="Seconds"

DefaultValue="3600"
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Configuring report searching for the Viewing service

By choosing Server Configuration Templates—Settings—Viewing Service—
e.Reports—Report Searching, as shown in Figure 6-14, the administrator can set
properties for searching documents.

Configuring the Viewing service for e.Analysis documents

The administrator can configure the Viewing service to customize e.Analysis
document viewing by choosing Server Configuration Templates—Settings—
Viewing Service—e.Reports—Report Searching—Search Analysis using
e.Analysis, as shown in Figure 6-14. A user must search DHTML documents to
generate an e.Analysis document. The administrator can configure the Viewing
service for searching DHTML documents.

Configuring e.Analysis branding

The administrator can specify the main title of the e.Analysis view, and the
browser title bar that displays query output. Using the default value of blank for
Main Title entitles the window by concatenating the names of the categories, or
dimensions, of the columns and rows.

Microsoft Access requires the following default watermark to build a cube:

daedclejcpafef

How to configure e.Analysis branding

1 Expand Viewing Service, e.Reports, Report Searching, and Search Analysis
using e.Analysis, as shown in Figure 6-14, then choose Branding.

2 In Main title, accept the default, blank, as shown in Figure 6-33. This action
entitles the document using names of the column and row categories.
Alternatively, type a title up to four lines long, using backslash n, \n, to start a

new line.
e =10 x|
Seners = urup ;. Froperties = Viewing Service = e Reports = Report Searching = Search Analysis using e.Analysis = Branding | =]
Branding
Main title | @
Watermark: |daedc|eicpafef 15
Windaow title: |Actuate e.Analysis 15

E1Z These fields require server restart to take effect
() These fields will take default value if left blank

(ok|_cancel [+

Figure 6-33 Configuring e.Analysis branding

144 Configuring BIRT iServer



In Watermark, accept the default value.

In Window title, accept the default, Actuate e.Analysis, or type another name
for the title bar.

Choose OK.
5 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when property changes take effect, and default
values:

Name="eAnalysisMainTitle"
DisplayName="Main title"
TakesEffect="ServerRestart"

Name="eAnalysisWatermark"
DisplayName="Watermark"
TakesEffect="ServerRestart"
DefaultValue="daedclejcpafef"

Name="eAnalysisWindowTitle"
DisplayName="Window title"
TakesEffect="ServerRestart"
DefaultValue="Actuate e.Analysis"

Configuring general e.Analysis viewing

The administrator can limit the size of the cube that e. Analysis accepts. e.Analysis
rejects a user request for a larger cube.

The administrator also configures the number of decimal points in the data stored
in Microsoft Access. The setting does not affect the formatting of the data in the
document. Actuate recommends setting the number of decimal points to one
greater than the largest number of decimal places in the data.

The administrator configures the application code base path for viewing either
XMLAPI or RSAPI applications using Information Console or Management
Console. XMLAPI applications require the following path:

../eanalysis

RSAPI applications require the following path:
/actuate/default/eanalysis

How to configure general e.Analysis viewing

1 Expand Viewing Service, e.Reports, Report Searching, and Search Analysis
using e.Analysis, as shown in Figure 6-14, then choose General.
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2 InData Cube Size, accept the default, 6, as shown in Figure 6-34. Alternatively,
type another value.

£ I [] 55

Seners = urup ;. Froperties = Viewing Service = e Reports = Report Searching = Search Analysis using e Analysizs = General | =]

General

Data cube size: |6 MBI
Diecimal paints: B B
Codebase path used by iPortaliActive PottaliManagement Console: |..Ieana|ysis 1E

E1Z These fields require server restart to take effect
() These fields will take default value if [eft blank

ok _cancel |+

Figure 6-34 Configuring general e.Analysis viewing
In Decimal points, accept the default, 3, or type another value.

In Codebase path used by iPortal/ Active Portal /Management Console, accept
the following default path for XMLAPI code:

../eanalysis
Alternatively, type the following path for RSAPI code:
/actuate/default/eanalysis.
Choose OK.
5 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when property changes take effect, and default
values:

Name="EnableViewingService"
DisplayName="Enable viewing service"
TakesEffect="Fixed"
DefaultValue="False"

Name="eAnalysisCubeSizeLimit"
DisplayName="Data cube size"
TakesEffect="ServerRestart"
UnitOrFormat="MB"
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DefaultvValue="6"
Name="eAnalysisDecimalPoint"
DisplayName="Decimal points"
TakesEffect="ServerRestart"
DefaultValue="3"

Name="eAnalysisPathJSPRC"

DisplayName="Codebase path used by iPortal/Active Portal/
Management Console™"

TakesEffect="ServerRestart"

DefaultValue="../eanalysis"

Configuring e.Analysis histograms

The administrator can configure the output of histograms, commonly called bar
charts, for viewing in two or three dimensions. The administrator can also
display data as a percentage, or not, and hide data in the histogram output.

How to configure e.Analysis histograms

1 Expand Viewing Service, e.Reports, Report Searching, and Search Analysis
using e.Analysis, as shown in Figure 6-14, then choose Histogram.

2 In Show 3D Histograms, accept the default, which is selected, as shown in
Figure 6-35. This setting shows output in three dimensions. Alternatively,
deselect the option. This setting displays the output in two dimensions.

£ I [] 55
Semers = urup ;. Froperties = Yiewing Service = e Reports = Report Searching = Search Analysis using e.Analysis = Histogram =]
Histogram
Show 30 histograms: M O
Show histogram data values as percent I
Show histogram data values as numeric: V@

E1Z These fields require server restart to take effect

Eﬂ cancel ||

Figure 6-35 Configuring e.Analysis histograms
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3 In Show histogram data values as percent, accept the default, which is not
selected. Alternatively, to show values as percentages, select the option.

4 In Show histogram data values as numeric, accept the default, which is
selected, and deselect Show histogram data values as percent, if necessary.

Selecting both Show histogram data as numeric and Show histogram data as
percentage displays data as percentage.

To hide data, deselect Show histogram data values as percent and Show
histogram data values as numeric.

Choose OK.
5 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when property changes take effect, and default
values:

Name="eAnalysisShowHistogramIn3D"
DisplayName="Show 3D histograms"
TakesEffect="ServerRestart"
DefaultValue="True"

Name="eAnalysisShowHistogramPercent"
DisplayName="Show histogram data values as percent"
TakesEffect="ServerRestart"

DefaultValue="False"

Name="eAnalysisShowHistogramValues"
DisplayName="Show histogram data values as numeric"
TakesEffect="ServerRestart"

DefaultValue="True"

Configuring e.Analysis labels

The administrator can configure the Viewing service to affect the output of
e.Analysis. The output can contain a label, or not, on the category axis of a line
graph. The administrator can also configure the output of a line graph to show
data values or not. The data values can appear as percentages or not. By default,
the line graph does not show data values.

How to configure e.Analysis labels

1 Expand Viewing Service, e.Reports, Report Searching, and Search Analysis
using e.Analysis, as shown in Figure 6-14, then choose Labels.

2 In Show line graph subcategory labels, accept the default, not selected, as
shown in Figure 6-36. Alternatively, select the option to label the category axis.
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Figure 6-36 Configuring e.Analysis labels

3 In Show line graph data values as percent, accept the default, not selected, or

select the option to show data values as percentages.

4 In Show line graph data values as numeric, accept the default, not selected, or

select the option to show data values as numeric values.

If Show line graph data values as percent and Show line graph data values as
numeric are not selected, the output of the line graph does not include data

values.
Choose OK.
5 Restart iServer.

The following snippets from the default acmetadescription.xml include the

acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when property changes take effect, and default

values:

Name="eAnalysisShowLineLabels"

DisplayName="Show line graph subcategory labels"
TakesEffect="ServerRestart"
DefaultValue="False"/>

Name="eAnalysisShowLinePercent"

DisplayName="Show line graph data values as percent"
TakesEffect="ServerRestart"

DefaultValue="False"/>

Name="eAnalysisShowLineValues"

DisplayName="Show line graph data values as numeric"
TakesEffect="ServerRestart"

DefaultValue="False"
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Configuring e.Analysis pie charts

The administrator can control the number of slices in pie chart output by
grouping excess small slices. The administrator configures a minimum
percentage of the total pie chart as a threshold below which slices do not appear
independently in the output. e.Analysis combines slices falling below the
threshold and displays the group as the Other slice. If all slices are less than the
threshold, all slices are displayed.

The administrator can also configure the output of pie charts in two or three
dimensions, display or hide category labels, display data as a percentage, or not,
and hide data in the chart output.

How to configure e.Analysis pie charts

1 Expand Viewing Service, e.Reports, Report Searching, and Search Analysis
using e.Analysis, as shown in Figure 6-14, then choose Pie Chart.

2 In Combine pie chart subcategories that are less than, accept the default, 3, or
type another value from 1 through 99, as shown in Figure 6-37.

2 I8 [=] b3
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Pie Chart
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Show 30 pie chart graphs: F @

Show pie chart sub categary label F @

Show pie chart data values as percent F @

Show pie chart data values as numeric: r @

B2 These fields require server restart to take effect

() These fields will take default value if left blank
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Figure 6-37 Configuring e.Analysis pie charts

3 In Show 3D pie chart graphs, accept the default, selected, to display the pie
chart in three dimensions. Alternatively, deselect the option to display the pie
chart in two dimensions.

4 In Show pie chart sub category label, accept the default, selected, to display
category labels in pie charts. Alternatively, deselect the option to prevent the
display of labels in pie charts.

5 In Show pie chart data values as percent, accept the default, selected, or
deselect the option.

6 In Show pie chart data values as numeric, accept the default, not selected, or
select the option.

If neither Show pie chart data as percent nor Show pie chart data as numeric is
selected, the output of the pie chart does not include data values.
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Choose OK.
7 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when property changes take effect, default
values, and a range:

Name="eAnalysisPieChartCombineMinimum"

DisplayName="Combine pie chart subcategories that are less than"
TakesEffect="ServerRestart"

UnitOrFormat="% of total"

DefaultValue="3"

Range="0 99"

Name="eAnalysisShowPieChartIn3D"
DisplayName="Show 3D pie chart graphs"
TakesEffect="ServerRestart"
DefaultValue="True"

Name="eAnalysisShowPieChartLabels"
DisplayName="Show pie chart sub category label"
TakesEffect="ServerRestart"

DefaultValue="True"

Name="eAnalysisShowPieChartPercent"
DisplayName="Show pie chart data values as percent"
TakesEffect="ServerRestart"

DefaultValue="True"

Name="eAnalysisShowPieChartValues"
DisplayName="Show pie chart data values as numeric"
TakesEffect="ServerRestart"

DefaultValue="False"

Configuring the e.Analysis table view

The administrator can configure the following options to change e.Analysis table
output:

m  Auto-resize vertical axis

Expands rows to fill the height of the data display area. If Auto-resize vertical
axis is selected, e.Analysis resizes the rows automatically to accommodate the
largest row label. If not selected, e.Analysis truncates long row label text using
an ellipsis (...).

m Disable measures total
Disables the totals, root nodes measures, of categories, which are dimensions.
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m Horizontal axis color

Using the red, green, and blue (RGB) values in the range 0 through 255, sets
the color for the columns headers.

m  Show hierarchy of column sub categories
Not implemented.

m  Show column totals
Displays shaded rows of column totals.

m Show leading column totals

Displays leading shaded column totals. If Show leading column totals is not
selected, trailing shaded column totals display. Show column totals must be
selected.

m  Show hierarchy of row sub categories
Not implemented.

= Show row totals
Displays the shaded rows of totals.

m Show leading column totals

Displays shaded totals above the child categories. If not selected, displays
trailing row totals.

m  Show drill controls
Displays the expand and collapse buttons on labels.

m  Show columns with no data

m Show rows with no data

m Show grid lines
Displays grid lines in tables, histograms and line graphs.

m  Show columns with all zeros
Displays columns with zero data.

m  Show rows with all zeros
Displays rows with zero data.

m Sort dimension
Sorts dimensions in ascending, descending, or false order.

m Vertical axis color

Using the red, green, and blue (RGB) values in the range 0 through 255, sets
the color for the row headers.
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How to configure the e.Analysis table view

1 Expand Viewing Service, e.Reports, Report Searching, and Search Analysis
using e.Analysis, as shown in Figure 6-14, then choose Table View.

2 In Table View, select the option to enable the feature, as shown in Figure 6-38.
Deselect the option to disable the feature.
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Figure 6-38 Configuring the e.Analysis table view
Choose OK.
3 Restart iServer.

The following snippets from the default acmetadescription.xml include the
acmetadescription.xml parameter names, the corresponding display names of the
Configuration Console properties, when property changes take effect, and default
values:

Name="eAnalysisAutoResizeVerticalAxis"
DisplayName="Auto-resize vertical axis"
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TakesEffect="ServerRestart"
DefaultValue="True"/>

Name="eAnalysisDisableMeasuresTotal"
DisplayName="Disable measures total"
TakesEffect="ServerRestart"
DefaultValue="False"/>

Name="eAnalysisHorizontalAxisColor"
DisplayName="Horizontal axis color"
TakesEffect="ServerRestart"
DefaultValue="158, 158, 207"/>

Name="eAnalysisShowColumnLevels"

DisplayName="Show hierarchy of column sub categories"
TakesEffect="ServerRestart"

DefaultValue="True"/>

Name="eAnalysisShowColumnTotals"
DisplayName="Show column totals"
TakesEffect="ServerRestart"
DefaultValue="False"/>

DisplayName="Show leading column totals"
TakesEffect="ServerRestart"
DefaultValue="True"/>

Name="eAnalysisShowRowLevels"

DisplayName="Show hierarchy of row sub categories"
TakesEffect="ServerRestart"

DefaultValue="True"/>

Name="eAnalysisShowRowTotals"
DisplayName="Show row totals"
TakesEffect="ServerRestart"
DefaultValue="False"/>

Name="eAnalysisShowRowTotalLeading"
DisplayName="Show leading column totals"
TakesEffect="ServerRestart"
DefaultValue="True"/>

Name="eAnalysisShowDrillControls"
DisplayName="Show drill controls"
TakesEffect="ServerRestart"
DefaultValue="True"/>
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Name="eAnalysisShowEmptyColumns"
DisplayName="Show columns with no data"
TakesEffect="ServerRestart"
DefaultValue="True"/>

Name="eAnalysisShowEmptyRows"
DisplayName="Show rows with no data"
TakesEffect="ServerRestart"
DefaultValue="True"/>

Name="eAnalysisShowGridLines"
DisplayName="Show grid lines"
TakesEffect="ServerRestart"
DefaultValue="True"/>

Name="eAnalysisShowZeroColumns"
DisplayName="Show columns with all zeros"
TakesEffect="ServerRestart"
DefaultvValue="True"/>

Name="eAnalysisShowZeroRows"
DisplayName="Show rows with all zeros"
TakesEffect="ServerRestart"
DefaultValue="True"/>

Name="eAnalysisSortDimension"
DisplayName="Sort dimension"
TakesEffect="ServerRestart"
Range="ascending descending false"
DefaultValue="ascending"/>

Name="eAnalysisVerticalAxisColor"
DisplayName="Vertical axis color"
TakesEffect="ServerRestart"
Defaultvalue="158, 207, 178"/>

Configuring the e.Analysis toolbar

The administrator can configure the e.Analysis toolbar by showing or hiding
items.

How to configure the e.Analysis toolbar

1 Expand Viewing Service, e.Reports, Report Searching, and Search Analysis
using e.Analysis, as shown in Figure 6-14, then choose Toolbar.

2 In Toolbar, select the items to appear in the toolbar. Alternatively, accept the
default, all items deselected, as shown in Figure 6-39.
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Figure 6-39 Configuring the e.Analysis toolbar
Choose OK.
3 Restart iServer.

Table 6-1 lists the property names that appear in Configuration Console with the
corresponding parameter names in acmetadescription.xml, indicating default
settings and when a property change takes effect.

Table 6-1 e.Analysis toolbar parameters
Takes
Property name Parameter name Default |effect
Hide "Calculate" item |eAnalysisHideCalculate False Server
Restart
Hide "Help" button eAnalysisHideHelp False Server
Restart
Hide "Home" button | eAnalysisHideHome False Server
Restart
Hide "Horizontal Bar |eAnalysisHideHorizontalBarChart |False Server
Chart" button Restart
Hide "Horizontal Fit | eAnalysisHideHorizontalFitTo False Server
to Page" button Page Restart
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Table 6-1 e.Analysis toolbar parameters

Takes
Property name Parameter name Default |effect
Hide "Line Graph" eAnalysisHideLineGraph False Server
button Restart
Hide "Pie Chart" eAnalysisHidePieChart False Server
button Restart
Hide "Preferences" eAnalysisHidePreferences False Server
button Restart
Hide "Print" button eAnalysisHidePrint False Server

Restart
Hide "Save" button eAnalysisHideSave False Server

Restart
Hide "Save as eAnalysisHideSave AsMSExcel False Server
Microsoft Excel” Restart
button
Hide "Save As eAnalysisHideSave AsMSWord False Server
Microsoft Word" Restart
button
Hide "Table View" eAnalysisHideTableView False Server
button Restart
Hide "Vertical Bar eAnalysisHideVerticalBarChart False Server
Chart" button Restart
Hide "Vertical Fit to eAnalysisHideVerticalFitToPage False Server
Page" button Restart
Hide "Work Offline" eAnalysisHideWorkOffline False Server
button Restart

Configuring the Viewing service for searching DHTML

documents

Users analyze the results of a search of Actuate Basic documents in DHTML
format using e.Analysis. Users can search only documents that the designer
configures for searching by setting the Searchable property to SearchWithIndex or
SearchNolndex. The administrator can configure the Viewing service to manage
the formatting, the font of search results, and the search time-out.

Formatting currency and numerical data in search results

The administrator can preserve the currency and numerical data formatting in
search results by setting the following option:
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Preserve search result format for Currency and Double controls

IEEE 754 defines the double data type, double.

Selecting the option ensures consistency in formatting of the search result data
and the Actuate Basic document. Deselecting the option does not preserve

formatting.

How to preserve currency and numerical data formatting in search results
1 In Server Configuration Templates—Settings, expand iServer and choose

Control Formats in Search Results for e.Reports, as shown in Figure 6-40.

Server Configuration Templates = urup © Settings

Change...
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= e.Reports
73 Pracess Managemant
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=3 Report Rendering

Diagnastic logging settings

Properties settings

Report Searching

[ Report Searching
[ Search Analysis using e.Analysis
B Branding
Bl General
E] Histogram
2! Lahels
B Pie Chant
B Table View
2 Toolbar

CIBIRT
B Message Distribution ‘Waight
27 Integration Service
23 Caching Serice
1 NetOS| File Types (Add)
3 Filetype driver information ( Add )
= iSarver
173 Diagnostic Lagging
3 Process Management
B Conversion Queus and Email Queue Resource Mal
B Chant Server for e Reparts
B! Datahase Connection Configuration File
B Control Formats in Search Results for e.FReports
=) Line Breaking Rules for e Reports
B Dates
B Java Object Interface for e.Reports
B Encyclopedia Engine
4 | |

B! Search Analysis using Excel
B Search Timeout

—— Search properties for the
Viewing service

—— Control Formats in Search
Results for e.Reports

Figure 6-40
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2 In Control Formats in Search Results for e.Reports, accept the default to
preserve the formatting of currency and doubles, as shown in Figure 6-41.
Alternatively, deselect the option to display unformatted data.

£ =10 x|

Servers = urup . Froperties = iServer = Control Formats in Search Results for e Reports =

Control Formats in Search Results for e.Reports

Preserve search result format for Currency and Douhble controls: F @

E1Z These fields require server restartto take effect

ﬂl Cancel LI
Figure 6-41 Configuring formatting of search results
Choose OK.

3 Restart iServer.

The following snippet from the default acmetadescription.xml includes the
acmetadescription.xml parameter name, the corresponding display name of the
Configuration Console property, when a property change takes effect, and the
default value:

Name="PreserveSearchResultFormat"

DisplayName="Preserve search result format for Currency and Double
controls"

TakesEffect="ServerRestart"

DefaultValue="True"

Configuring search properties for the Viewing service

The administrator can access search properties for the Viewing service by
expanding Viewing Service, e.Reports, and Report Searching, and choosing the
search properties for the Viewing service, as shown in Figure 6-40.

Setting the font for displaying search results

The administrator can specify the font used when saving search results as a
Microsoft Excel file by setting the following property:

Font used for search results exported to Excel
A user’s system must have the font installed.

How to configure the font for displaying search results

1 Expand Viewing Service, e.Reports, and Report Searching, as shown in
Figure 6-40, and choose Search Analysis using Excel.
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2 InFont used for search results exported to Excel, type a valid font name for an
installed font. For example, type Courier New, as shown in Figure 6-42.
Alternatively, accept the default, blank. Arial is the default font.

£ =10l

Seners = urup ;. Froperties = Viewing Service = e.Reports = Report Searching = Search Analysis using Excel =]

Search Analysis using Excel

Font used for search results exported to Excel: Courier Mew o

B2 These fields require server restart to take effect
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Figure 6-42 Specifying the display setting for search results
Choose OK.

3 Restart iServer.

The following snippet from the default acmetadescription.xml includes the
acmetadescription.xml parameter name, the corresponding display name of the
Configuration Console property, when a property change takes effect, and the
default value:

Name="FontUsedForSearchResultToExcel"

DisplayName="Font used for search results exported to Excel"
TakesEffect="ServerRestart"

Defaultvalue=""

Managing the search time-out

The viewing process, by default, allows a search operation 180 seconds to
complete a search of an Actuate Basic document. The administrator can configure
the search time-out to change how long iServer spends searching. If searching
times out too quickly, increase the search time-out. To search the entire
Encyclopedia volume, set the search time-out to zero. When a search times out
before finding a match, iServer issues a warning.

How to configure the search time-out

1 Expand Viewing Service, e.Reports, and Report Searching, as shown in
Figure 6-40, and choose Search Timeout.

2 In Timeout for search query, accept the default, 180 seconds, as shown in
Figure 6-43. Alternatively, type another value.
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Figure 6-43 Specifying the search time-out
Choose OK.
3 Restart iServer.

The following snippet from the default acmetadescription.xml includes the
acmetadescription.xml parameter name, the corresponding display name of the
Configuration Console property, when a property change takes effect, and the
default value:

Name="SearchTimeout"
DisplayName="Timeout for search query"
TakesEffect="ServerRestart"
UnitOrFormat="'Seconds'
DefaultValue="180"
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Configuring the
Factory service

This chapter contains the following topics:

m About the Factory service

m Configuring the Factory service for general use

m Configuring the Factory service for Actuate Basic documents

m Configuring the Factory service for BIRT documents and spreadsheets
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About the Factory service

The Factory service provides the basic engine for running a design, and printing a
document on the server-side. An asynchronous Factory generates scheduled
documents or queries. A synchronous Factory generates temporary documents.
To generate temporary documents, iServer must enable both the Factory and
View services.

In Server Configuration Templates—Settings, Factory service properties that the
administrator configures include properties for Actuate Basic, BIRT, and
spreadsheet designs and documents, as shown in Figure 7-1.

Server Configuration Templates = urup @ Settings

Diagnostic logging settings Change...

Properties settings Printahle Summarny

[ Factory Senice Expanded Factory Service
B Enable Service properties

! Diagnostic Logging
=3 On Demand Report Execution Managemant

™ e.Reparts
TIBIRT
B Message Distribution YWeight

Figure 7-1 Configuring the Factory service in Settings

About setting Factory service properties in iServer
Release 11

The properties that appeared in Servers—Properties—Factory Service in previous
iServer releases appear in Server Configuration Templates—Settings in

Release 11. In Release 11, set Factory service properties in Server Configuration
Templates—Settings as follows:

m To set transient report storage properties, choose Factory Service—On
Demand Report Execution Management—Transient Report Management.

m To set synchronous report execution properties, choose Factory Service—On
Demand Report Execution Management—On Demand Execution Queue.

m To set cluster load balancing properties, choose Factory Service—Message
Distribution Weight.

m To set e.Reports cache settings, choose Factory Service—e.Reports—Report
Generation Caches—Report Executable Cache.

m  To set Maximum number of factories for a resource group, choose Resource
Groups, then choose <resource group>—Properties—Template Assignments.
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Enabling the Factory service

The administrator can enable or disable the Factory service from Server
Configuration Templates—Settings, or by setting the EnableGenerationService
parameter in AC_DATA_HOME/ config/11SP<service pack number>/
acserverconfig.xml to true or false.

How to enable the Factory service
1 Expand Factory Service and choose Enable Service, as shown in Figure 7-1.

2 For Enable factory service, accept the default value, which is selected, as
shown in Figure 7-2.

& JS]=] ES

Servers = urup : Properties = Factory Service = Enable Service

Enable Service

Enahle factory service: e

ﬂl Cancel j
Figure 7-2 Enabling or disabling the Factory service

About diagnostic logging

The administrator can configure diagnostic logging by expanding Factory
Service, and choosing Diagnostic Logging. For more information, see Chapter 3,
“Using diagnostic, usage, and error logging.”

Configuring the Factory service for general use

The following sections describe Factory service configuration tasks for general
use:

m  Configuring the transient document cache
m Configuring the number of entries in the transient document cache
m Configuring the Factory service for synchronous jobs

Figure 7-3 shows the selections the administrator makes in Server Configuration
Templates—Settings to configure properties for general use.
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Figure 7-3 Configuring synchronous and transient report properties

Configuring the transient document cache

When a user requests the Factory service to generate a temporary document,
iServer stores the document in an external, disk-based cache. By default, after

30 minutes, iServer deletes the file. The administrator can set the size of the cache
for temporary documents, location of the cache, and cache time-out.

Setting the transient document cache location
By default, the Factory uses the following directory location for the cache:
AC DATA HOME/server/tmp

The administrator can specify a different path, locally or on the network. iServer
must have access to the location. Actuate recommends keeping /tmp on a local
disk drive. Accessing the /tmp directory over the network can impede iServer
performance.

Setting the transient document cache size

The transient document cache is disk-based. By setting the cache size and
time-out, the administrator controls how much disk space the Factory uses to
cache temporary documents. When the cache reaches the limit, iServer sends a
message to users indicating a storage problem. Increase the size of the cache if
users receive this message. Decrease the size of the cache to conserve disk space.
Setting the cache size to 0 permits only one document at a time in the cache.

Setting the transient document time-out

The administrator can control how long documents remain in the cache and on
the disk by setting the transient document time-out. The document remains in the
cache until the time expires, then iServer clears the cache.

When configuring the time-out, consider the time required for document
generation and viewing by users. For example, to generate and view one-page
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documents, try a time-out value of 10 minutes. To estimate the document
generation time, add the values of MaxSyncJobRuntime and SyncJobQueueWait.

Configuring the number of entries in the transient document
cache

The administrator can limit how many temporary documents the Factory caches
when users generate documents. Maximum memory cache entries for transient
reports is the upper limit on how many temporary documents the cache stores.
When the cache reaches the limit, iServer sends a message to the user indicating a
storage problem.

If users generate too many temporary documents too quickly, a message about
failure to register the document appears. To correct the problem, increase the
value of Maximum memory cache entries for transient reports. Specify a value
larger than the typical maximum number of documents generated within the
transient document time-out period. Increasing the time-out and Maximum
memory cache entries for transient reports can increase iServer memory usage.
When changing value of Maximum memory cache entries for transient reports,
consider adjusting the Disk cache size for transient reports property.

How to configure the transient document cache

1 InServer Configuration Templates—Settings, expand Factory Service. Expand
On Demand Report Execution Management, and choose Transient Report
Management, as shown in Figure 7-3.

2 In Location of disk cache for transient reports, accept the default, or type
another path, as shown in Figure 7-4.

& =10 x|
Servers = urup : Properties = Factory Service = On Demand Report Execution Management = Transient Report Management |
Transient Report Management
Lacation of disk cache for transient reports |$AC_DATA_HOME$IserverItmp 1=
Disk cache size fortransient reports: |1DD MB !
Disk cache timeout for fransient reports: |30 Minutes | ) 55
Maximum memary cache entries for fransient reports |1DDDD !

E1Z These fields require server restart to take effect
() These fields will take default value if [eft blank

%I Cancel j

Figure 7-4 Changing the transient document cache size
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3 In Disk cache size for transient reports, accept the default, 100 MB.
Alternatively, type another value in megabytes.

4 In Disk cache timeout for transient reports, accept the default, 30 minutes.
Alternatively, increase the value to give users more time to complete their
work. Decrease the value to free disk space sooner.

5 In Maximum memory cache entries for transient reports, accept the default,
10000, as shown in Figure 7-4. Alternatively, type a value greater than 0 to
change the number of entries permitted in the transient document cache.
Setting the value to 0 prevents the generation of transient documents.

Choose OK.
6 Restart iServer if you change the cache location or time-out values.

Table 7-1 lists the property names that appear in Configuration Console with the
corresponding parameter names in acmetadescription.xml, which indicate
default settings, ranges, and when a property change takes effect.

Table 7-1 Transient document storage parameters
Takes

Property name Parameter name Default |Range |effect
Disk cache size for |TransientReportCacheSize |100 MB |0 - Immediate
transient reports 99999

Location of disk TransientReportCache Server
cache for transient |Location Restart
reports

Disk cache timeout | TransientReportTimeOut |30 1- Server

for transient Minutes |1440 |Restart
reports

Maximum TransientStoreMaxCache | 10000 Immediate
memory cache Entries

entries for

transient reports

Configuring the Factory service for synchronous jobs

A user best practice is to use a schedule to generate large documents, but not
necessarily short ones. The administrator can configure synchronous job settings
to prevent problems that can occur when users generate large documents
unscheduled. The Factory generates unscheduled documents synchronously. A
synchronous job is the Factory process that generates a temporary document.
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Configuring the maximum run time

Max synchronous job runtime limits the time a Factory can take to generate a
document. Such a limit can prevent the generation of a huge unscheduled
document from dominating Factory resources and degrading the response time
of iServer. If an organization has mostly short documents, decreasing the value of
the maximum execution time for on-demand execution requests can improve
performance. If an organization has a high ratio of system resources to users,
increasing the value of the maximum execution time for on-demand execution
requests permits users to generate large, unscheduled documents.

Setting the value of Maximum execution time for on demand execution requests
too high can delay generation of small, unscheduled documents, which can cause
requests to back up in the queue and time out, and users to experience delays.
Setting the value to 0 prevents the generation of any unscheduled documents.

Configuring the queue size

Each synchronous resource group has a job queue. When Factories are busy, a
request for a Factory service to generate a document waits in the queue. The
administrator sets the number of requests that the queue can hold using Job
queue size for synchronous reports.

If a user receives a message that the synchronous job queue is full, consider
increasing the queue size or resources, such as CPU power. Setting the size of the
queue too large can cause the accumulation of too many requests in the queue. A
request can time out in the queue.

Configuring the queue time-out

Job queue time-out for transient reports is the period of time, in seconds, that a
request for an unscheduled document remains in the queue. Requests wait in the
queue for 600 seconds, or 10 minutes, by default, then the request times out and
fails. The user who requested the document receives a message that the job
expired in the queue. The administrator can change the queue time-out by setting
Job queue time-out for transient reports.

How to configure the Factory service for synchronous jobs

1 InServer Configuration Templates—Settings, expand Factory Service. Expand
On Demand Report Execution Management, and choose On Demand
Execution Queue, as shown in Figure 7-3.

2 In Maximum execution time for on demand execution requests, accept the
default, 300 seconds, or 5 minutes, as shown in Figure 7-5. Alternatively, type
the maximum number of seconds a Factory can spend per document.
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& (ol

Servers = urup : Properies = Factory Service = On Demand Report Execution Management = On Demand Execution Queue |

On Demand Execution Queue

Maximum execution time for on demand execution requests: |BDD Seconds |

Joh gqueue size for synchronous reports |1DD !

Joh gqueue timeout for transient reports: |SDD Seconds |

(I These fields will take default value if left blank

%I Cancel j

Figure 7-5 Configuring Max synchronous job runtime

3 InJob queue size for synchronous reports, accept the default, 100.
Alternatively, type a value greater than 0 to increase or decrease the queue
size. A value of 0 causes requests for documents to fail when a Factory is not
available to generate the document.

4 InJob queue timeout for transient reports, accept the default, 600.
Alternatively, type a value greater than 0 to increase or decrease the wait time.
A value of 0 rejects requests to run a document unless a Factory is available
immediately.

Table 7-2 lists the property names that appear in Configuration Console with the
corresponding parameter names in acmetadescription.xml, indicating default
settings, ranges, and when a property change takes effect.

Table 7-2 Synchronous document execution parameters

Takes
Property name Parameter name Default |Range |effect
Maximum execution | MaxSyncJobRuntime {300 0- Immediate
time for on demand Seconds | 86400
execution requests
Job queue size for SyncJobQueueSize 100 0- Immediate
synchronous reports 99999
Job queue timeout for |SyncJobQueueWait 600 0- Immediate
transient reports Seconds |999

Configuring the message distribution weight of a node

By setting the Message Distribution Weight property, the administrator can assign
priority to nodes for synchronous Factory service. By default, the number of
Factories, compared to other nodes in the cluster, determines the weight of a
node. The number of Factories in a node usually reflects the number of
processors. The administrator can change the default weight of a node to take
other factors, such as CPU speed, into consideration. The administrator can also
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change the weights of nodes if the synchronous Factories of a node are too idle or
too busy.

The message distribution weight of a node is relative to the message distribution
weights of other nodes. A node having a lower weight than other nodes receives
fewer requests for unscheduled documents than the others. The message
distribution weight of a node applies to all synchronous resource groups defined
for the node.

How to set the Message Distribution Weight property

1

2

In Server Configuration Templates—Settings, expand Factory Service, then
choose Message Distribution Weight, as shown in Figure 7-3.

In Weight of this server for load balancing on demand execution requests, as
shown in Figure 7-6, accept the default, 100. Alternatively, type a value
relative to the weights of other nodes in the cluster. Type a multiple of 100 to
increase the weight of a node. Type a value below 100 to decrease the weight
of a node.

£ =10l

Semers = urup ;. Froperties = Factory Service = Message Distribution Weight =]

Message Distribution Weight

Weight of this server for load balancing on demand execution requests: 100 !

(I These fields will take defaultvalue it left blank

%I Cancel j
Figure 7-6 Setting the Message Distribution Weight property
Choose OK.

Table 7-3 lists the property name that appears in Configuration Console with
the corresponding parameter name in acmetadescription.xml, indicating the
default setting and when a property change takes effect.

Table 7-3 Message distribution weight parameter

Takes

Property name Parameter name Default |effect

Weight of this server |SynchReportingWeight 100 Immediate
for load balancing on
demand execution
requests
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Configuring the Factory service for Actuate Basic
documents

The administrator can configure the Factory service to cache Actuate Basic
designs and to change the locations of Excel output and the Render profiles file.
These topics are discussed in the following sections:

m  Configuring the Actuate Basic design cache
m Configuring the Excel output directory

m Configuring the render profiles directory

m Shutting down and recycling Factories

Figure 7-7 shows the selections the administrator makes in Server Configuration
Templates—Settings to configure properties for Actuate Basic documents.

Server Configuration Templates > urup © Settings

Diagnostic logging settings Change...
Properties settings Printable Summany

s

[ Factory Service —
B Enable Senice
El Diagnostic Logging
29 On Demand Report Execution Managerment

[ &.Reports

[ Process Management

B! Processes Processes
[ Report Generation Caches
B Report Executable Cache Report Executable Cache

B\ Data Access using ODBC
[ Actuate Quary

B Actuate Query Image Display Actuate Query Image Display
B Excel AP Excel API
B Render Profiles Render Profiles
Figure 7-7 Configuring properties for Actuate Basic documents

Configuring the Actuate Basic design cache

Caching Actuate Basic compiled designs can improve the performance of the
Factory service by making files available for sharing from the cache instead of
reloading files for each request. The administrator can disable the Actuate Basic
design cache to conserve memory, but this action can degrade performance.
Actuate recommends configuring Maximum number of report executables that
can be cached per factory process instead of disabling the cache.

To improve performance, the administrator can configure Maximum number of
report executables that can be cached per factory process. Decreasing the value of
this property reduces the number of files in the cache and conserves memory.
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Typically, an organization that generates documents from very large Actuate
Basic designs decreases the value of Maximum number of report executables that
can be cached per factory process. Typically, an organization that shares many
different Actuate Basic designs concurrently among users increases the value of
this property.

How to configure the Actuate Basic design cache

1 InServer Configuration Templates—Settings, expand Factory Service. Expand
e.Reports. Expand Report Generation Caches, and choose Report Executable
Cache, as shown in Figure 7-7.

2 For Disable caching of report executables, accept the default value, deselected,
as shown in Figure 7-8. Alternatively, to disable caching, select the option.

& M [=Es
Serers = urup © Properties = Factory Service = e Reports = Report Generation Caches = Report Executable Cache 1=
Report Executable Cache
Disable caching of report executables: r e
Maximum number of report executables that can be cached perfactory process: |1 28 Entries | -] 1

B2 These fields require server restart to take effect
() These fields will take default value if left blank

%l cancel [~

Figure 7-8 Configuring the report executable cache

3 In Maximum number of report executables that can be cached per factory
process, accept the default, 128, or type a different value. Typically, values
range from a few to 200, depending on the size and number of concurrent
requests for documents.

Choose OK.
4 Restart iServer.

Table 7-4 lists the property names that appear in Configuration Console with the
corresponding parameter names in acmetadescription.xml, indicating default
settings and when a property change takes effect.

Table 7-4 ROX cache parameters
Takes
Property name Parameter name Default |effect
Disable caching of ROX | DisableProgramManager False Server
CacheDisable caching of ROX Restart
(continues)
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Table 7-4 ROX cache parameters (continued)

Takes
Property name Parameter name Default |effect
Maximum number of | MaxROXCacheSizePerFactory |128 Server
report executables that Entries |Restart
can be cached per
factory process

Configuring Actuate Query image display

The administrator can specify the following properties for generating Actuate
Query output that includes an image:

m  Height for the left-corner image

m  Width for the left-corner image

m Path to the left-corner image

m Height for the right-corner image

s Width for the right-corner image

m Path to the right-corner image

How to configure the Actuate Query image display

1 In Server Configuration Templates—Settings, expand Factory Service,
e.Reports, and Actuate Query, then choose Actuate Query Image Display, as
shown in Figure 7-7.

2 For the properties shown in Figure 7-9, accept the default values, or
alternatively, specify new values.

“© i [=] 3
Servers = urup : Properties = Factory Service = e Repoarts = Actuate Query = Actuate Query Image Display -

Top left corner image in Actuate Query Output

Height for the image: |D inches !

WWidth for the image: |D inches |

Path to the image |

Top right corner image in Actuate Query Output

Height far the image: |D inches |

Width for the image: |D inches |

Path ta the image |

(I These fields will take default value if left blank

%I Cancel Ll
Figure 7-9 Specifying properties for an image in Actuate Query output
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Configuring the Excel output directory

By default, the Factory saves the Excel output of an Actuate Basic document in a
directory specified by the environment variable or registry entry
AC_VIEWSERVER_EXCELOUTPUTDIR. The administrator can configure the
Factory to save the Excel output of an Actuate Basic document to a different
directory in AC_SERVER_HOME. The account that runs iServer must have write
access to the directory. iServer adds $ServerDir as a prefix to the new directory
name.

How to configure the Excel output directory

1 InServer Configuration Templates—Settings, expand Factory Service. Choose
e.Reports. Choose Excel API, as shown in Figure 7-7.

2 In Excel API, shown in Figure 7-10, type a new path. Do not use a file

separator.
£ I [] 55
Seners = urup ;. Froperties = Factory Service = e Reports = Excel AF| =1
Excel API
Output directory for generated Excel files using e.Report Excel APl | Bl

B2 These fields require server restart to take effect

%I Cancel LI

Figure 7-10 Specifying an Excel output directory
Choose OK.
3 Restart iServer.

Table 7-5 lists the property name that appears in Configuration Console with the
corresponding parameter name in acmetadescription.xml, indicating when a
property change takes effect.

Table 7-5 Excel generation parameter
Takes
Property name Parameter name effect
Output directory for generated OutputDirForRuntimeExcel |Server
Excel files using e.Report Excel API Restart

Configuring the render profiles directory

The administrator configures rendering primarily for exporting documents to
PDEF. The administrator configures the Factory service to change the location of
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the render profile. iServer runs the job that generates output using a profile in
AcRenderProfiles.xml in the following default directory:

AC_SERVER HOME/etc

The administrator can configure the Factory service to relocate the directory.

How to configure the render profiles directory

1 InServer Configuration Templates—Settings, expand Factory Service, expand
e.Reports, and choose Render Profiles, as shown in Figure 7-7.

2 In Render Profiles URL, type a new path, as shown in Figure 7-11.

ﬁ' =10} %
Servers = urup : Properties = Factory Service = e Reports = Render Profiles 1=
Render Profiles
Render Profiles URL: |$AC_SERVER_HOME$IethAcRendn @

*These fields are required and cannot be left blank

E1Z These fields require server restart to take effect

%I Cancel LI

Figure 7-11 Specifying a render profiles URL
Choose OK.
3 Restart iServer.

Table 7-6 lists the property names that appear in Configuration Console with the
corresponding parameter names in acmetadescription.xml, indicating when a
property change takes effect.

Table 7-6 Render profiles parameter
Takes
Property name Parameter name effect
Render Profiles URL RenderProfilesURL Server
Restart

Shutting down and recycling Factories

By default, inactive Factories do not shut down. A Factory runs until iServer
stops. The administrator can configure Factories to shut down after a period of
inactivity. Shutting down Factories frees system resources and can improve
performance. Shutting down Factories too quickly, however, can cause a high
turnover of Factories that degrades performance. For example, changing:

Time after which idle factory processes are shut down
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from the default, 0, to 1 second, shuts down Factories too quickly. The Factories
shut down after handling a request if another request does not arrive within
1 second.

The administrator can also recycle Factory processes by limiting the total number
of requests that the Factories can handle. After a Factory handles a certain
number of requests, iServer shuts down the Factory. Shutting down an existing
Factory frees resources, and iServer creates a new Factory when a user requests
Factory service. Setting Number of request executions after which the Factory
process is recycled to 0 disables recycling. Enable recycling to free system
resources, such as memory and handles, which Factories tend to accumulate and
hold over time.

How to shut down and recycle Factories

1 InServer Configuration Templates—Settings, expand Factory Service. Expand
e.Reports. Expand Process Management, and choose Processes, as shown in
Figure 7-7.

2 In Time after which idle factory processes are shut down, accept the default, 0
seconds, as shown in Figure 7-12. Inactive Factories do not shut down.
Alternatively, type a number of seconds of inactivity after which to shut down
factories.

o =10/ x|
Servers = Urup : Properties = Factory Service » e Repoarts = Process Management = Processes =
Processes
Time after which idle factory processes are shut down: |D Seconds |
Murnher of request executions afterwhich the factory process is recycled: |D (=

E1 2 These fields require server restart to take effect
(I These fields will take default value if left blank

%I Cancel j

Figure 7-12 Configuring Factory shut-down and recycling

3 In Number of request executions after which the Factory process is recycled,
accept the default 0, which disables recycling. Alternatively, type a value
greater than 0 to enable recycling.

Choose OK.

4 If you changed Number of request executions after which the factory process
is recycled, restart iServer.
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Table 7-7 lists the property names that appear in Configuration Console with the
corresponding parameter names in acmetadescription.xml, indicating default
settings and when a property change takes effect.

Table 7-7 Factory service parameters

Takes
Property name Parameter name Default |effect
Time after which idle factory | FactoryldleTimeout 0 Immediate
processes are shut down Seconds
Number of request executions |ProcessRecycleCount |0 Server
after which the factory process Restart
is recycled

Configuring the Factory service for BIRT documents
and spreadsheets

When generating BIRT and spreadsheet documents, the administrator can
configure the Factory service for managing resources and optimizing
performance. The following sections discuss this topic:

s Configuring the Factory service base port and range of ports

Recycling Java Factories
m Configuring BIRT caching
m Configuring the maximum rows in a BIRT chart

Figure 7-13 shows the selections the administrator makes in Server Configuration
Templates—Settings to configure properties for BIRT documents and
spreadsheets.

Configuring the Factory service base port and range
of ports

The Factory service engages in Java process communication when a user
generates a BIRT document or spreadsheet. In an environment that restricts port

usage, the administrator can specify and change the base port for the Factory
service and the maximum range of other ports used for SOAP communication.

How to configure the Factory service base port and range of ports

1 In Server Configuration Templates—Settings, expand Factory Service, then
expand BIRT. Expand Process Management. Expand Communication, and
choose Sockets, as shown in Figure 7-13.
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Server Configuration Templates > Settings

Diagnostic logging settings Change...
Properties settings Printabile Surmmary

-

= Factory Service =
2 Enable Senice
B Diagnostic Logging
73 0n Demand Repart Execution Management
3 e.Reports
= BIRT
[ Process Management
B Processes Processes
= Communication
B Sockets Sockets
73 Requests
[ BIRT Generation Caches
B! In Memary Archive File Cache
B Data Set —‘
2 Design Cache J
B! Docurnent Cache
B Chart BIRT Chart

Figure 7-13 Configuring properties for BIRT documents and spreadsheets

BIRT Generation Caches

2 In Base port number for BIRT factory processes, accept the default, 21500, as
shown in Figure 7-14. Alternatively, type another port number.

I
Servers = urup : Properties = Factory Service = BIRT = Process Management = Communication = Sockets
Sockets
Base port number for BIRT factory processes: |21 500 1
Portrange {fram base port) BIRT factary processes: |SDD 15

E1Z These fields require server restart to take effect
(I These fields will take default value if left blank

%I Cancel ;I

=10 x|

-

Figure 7-14 Specifying a base port for the Factory

3 In Port range (from base port) BIRT factory processes, accept the default 500,

or type another maximum port number.
Choose OK.

4 Restart iServer.

Table 7-8 lists the property names that appear in Configuration Console with the

corresponding parameter names in acmetadescription.xml, indicating default

settings, ranges, and when a property change takes effect.
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Table 7-8 Java process communication parameters

Takes
Property name Parameter name Default |Range |effect
Base port number for SocketBaseForJava 21500 1025 - |Server
BIRT factory processes | Processes 65535 | Restart
Port range (from base | SocketCountForJava 500 0- Server
port) BIRT factory Processes 64510 |Restart
processes

Recycling Java Factories

By setting Number of Requests Before Recycling Processes to a value greater than
0, the administrator can limit the number of requests for spreadsheet and BIRT
documents that a Factory can handle. After the Factory reaches the limit for
handling requests, the Factory shuts down, freeing resources. A new Factory
emerges. Setting the value of Number of Requests Before Recycling Processes low
restarts Factories more frequently than setting the value high. Actuate generally
recommends the default value, 0, which disables recycling. In the event of a
resource shortage that can occur over time, for example, due to connectivity
problems, enable recycling.

How to enable or disable Java Factory recycling

1 In Server Configuration Templates—Settings, expand Factory Service, then
expand BIRT. Expand Process Management, then choose Processes, as shown
in Figure 7-13.

2 In Number of requests before recycling Java Factory processes, accept the
default, 0, as shown in Figure 7-15. This action disables recycling.
Alternatively, to enable recycling, type a non-zero value as high as the
maximum number of requests a Java Factory handles concurrently.

& =10

Serers = urp Properies = Factory Service = BIRT = Process Management = Processes

Processes

Mumber of requests hefore recycling Java Factory processes: 1] 1=

B2 These fields require server restart to take effect
( These fields will take defaultvalue if left blank

%l Cancel LI

Figure 7-15 Enabling Java Factory recycling
Choose OK.

3 Restart iServer.
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Table 7-9 lists the property name that appears in Configuration Console with the
corresponding parameter names in acmetadescription.xml, indicating the default
setting and when a property change takes effect.

Table 7-9 Java process management parameter

Takes
Property name Parameter name Default |effect
Number of requests before JavaProcessRecycleCount |0 Server
recycling Java Factory Restart
processes

Configuring BIRT caching

The administrator can configure the Factory service to change the BIRT data
result set buffer, and the design and document caches by choosing Server
Configuration Templates—Settings—Factory Service—]ava Factory Service—
Caching, as shown in Figure 7-13. These topics are discussed in the following
sections:

m Configuring the data result set buffer
m Configuring the BIRT design cache
m  Configuring the BIRT document cache

Configuring the data result set buffer

A memory-based buffer stores the data result set for a BIRT data object generation
query. The Factory sorts, groups, and aggregates data in the buffer. By default this
buffer is 128 MB. If the buffer is too small, iServer writes the data result sets to
disk. Change this property to tune BIRT document generation performance on
iServer under the following conditions:

m The data set of most documents is larger than the default size.
m You have configured sufficient JVM heap size to handle the size of the buffer.

Consider the number of concurrent requests for BIRT documents that the Java
Factory can handle when configuring the buffer size. The Factory handles
scheduled, asynchronous BIRT document generation requests one at a time.

How to configure the data result set buffer

1 In Server Configuration Templates—Settings, expand Factory Service, BIRT,
and BIRT Generation Caches, as shown in Figure 7-13, then choose Data Set.

2 In Maximum result set buffer size for BIRT data object generation query,
accept the default buffer size, 128 MB, as shown in Figure 7-16. Alternatively,
type a larger buffer size to accommodate larger data result sets.

Chapter 7, Configuring the Factory service 181



& =10 x|
Servers = urup : Properties = Factory Service = BIRT = BIRT Generation Caches = Data Set

Data Set

Maximum result set buffer size for BIRT data ohject generation query: |1 28

Bk These fields require server restart to fake effect
() These fields will take default value if left blank

QK| Cancel |«

Figure 7-16 Configuring the BIRT report data set buffer
Choose OK.

3 In Server Configuration Templates—Settings, expand Factory Service, BIRT,
and BIRT Generation Caches, as shown in Figure 7-13, then choose In Memory
Archive File Cache.

4 In Maximum memory limit for each BIRT document file, accept the default,
8192 KB, or specify more space for larger documents, as shown in Figure 7-17.

C (o]

Serers = urup | Propeties = Factory Service = BIRT = BIRT Generation Caches = In Memaory Archive File Cache

In Memory Archive File Cache

Maxirmum rmemaory limit for each BIRT document file: g18z2 Kilobyvtes | £

B2 These fields require server restart to take effect
() These fields will take default value if left blank

ok| _cancel [+
Figure 7-17 Setting maximum memory limit for a BIRT document
Choose OK.

5 Restart iServer.

Table 7-10 lists the property name that appears in Configuration Console with the
corresponding parameter names in acmetadescription.xml, indicating the default
setting, range, and when a property change takes effect.

Table 7-10 BIRT data set buffer parameter

Takes
Property name Parameter name Default |Range |effect
Maximum result set MaxBIRTDataResult 10MB |1-256 |Server
buffer size for BIRT setBufferSize Restart
data object generation
query
Maximum memory MaxMemoryPer 8192 KB Server
limit for each BIRT Archive Restart
document file
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Configuring the BIRT design cache

The administrator can configure how long the Factory keeps BIRT designs in the
cache by setting a time-out value. When the time expires, the Factory clears the
design from the cache. While a design remains in the cache, users who request the
design share the cached file. iServer checks permissions of users to access the
design. A cached design has a lifetime equal to the time-out value. Increasing the
time-out value keeps designs in cache longer. The higher the time-out value, the
more likely users are to access a stale design. The lower the time-out value, the
sooner the Factory clears the cache.

The administrator can also configure the capacity of the cache by setting the
maximum number of entries allowed in the cache. When the cache reaches
capacity, the Factory stops caching designs.

How to configure the BIRT design cache

1 In Server Configuration Templates—Settings, expand Factory Service, BIRT,
and BIRT Generation Caches, as shown in Figure 7-13, then choose Design
Cache.

2 In Cache timeout for BIRT designs, accept the default, 1800 seconds, or
30 minutes, as shown in Figure 7-18. Alternatively, type a new value in
seconds.

o 1ol

Servers = urup : Properies = Factory Service = BIRT = BIRT Generation Caches = Design Cache =

Design Cache

Cache timeout for BIRT desighs: |1SDD Seconds | ] 1
Maximurm number of BIRT designs to cache |50 1B
Enahle Persistent Report Design Cache: | A e e

Bk These fields require server restart to fake effect
() These fields will take default value if left blank

ﬂl Cancel LI
Figure 7-18 Configuring the time-out for the BIRT design cache

3 In Maximum number of BIRT designs to cache, accept the default, 50, or type a
new value.

4 For Enable Persistent Report Design Cache, accept the default value of
selected. Alternatively, disable the cache by deselecting this option.

Choose OK.

5 Restart iServer.
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Table 7-11 lists the property names that appear in Configuration Console with the
corresponding parameter names in acmetadescription.xml, indicating default
settings and when a property change takes effect.

Table 7-11 BIRT report design cache parameters

Takes
Property name Parameter name Default |effect
Cache timeout for BIRT | BIRTReportDesignCache 1800 Server
designs Timeout Seconds |Restart
Maximum number of | BIRTReportDesignCache 50 Server
BIRT designs to cache | TotalNumberOfEntries Restart
Enable Persistent EnablePersistentDesignCache | True Server
Report Design Cache Restart

Configuring the BIRT document cache

By default, iServer caches a BIRT document, including access privileges. Caching
benefits users who access the document concurrently. Users who request access to
the same document share the cached document if they have the required
privileges. Performance can improve because iServer does not have to repeatedly
load the document. Generally, the fewer number of documents iServer needs to
load, the better the response time. iServer caches BIRT documents in the BIRT
document in-memory archive cache. To access the cache, iServer creates a handle.
If you enable the BIRT document cache, iServer caches this handle in the BIRT
document cache. If you do not enable the BIRT document cache, iServer creates a
new handle every time a user chooses to view a document. Enabling the BIRT
document cache results in a faster response time but uses more memory, because
iServer maintains the BIRT document cache in memory.

How to disable caching BIRT documents

1 In Server Configuration Templates—Settings, expand Factory Service, BIRT,
and BIRT Generation Caches, as shown in Figure 7-13, then choose Document
Cache.

2 In Document Cache, accept the default. By default, Enable caching of BIRT
document and datamart handles is selected, as shown in Figure 7-19.
Alternatively, deselect the option to disable the cache.

o JS[=] E

Servers = urup : Properties = Factory Service = BIRT = BIRT Generation Caches = Document Cache

Document Cache
Enahle caching of BIRT document and datamart handles: V@

B2 These fields require server restart to take effect

ﬂl Cancel |+

Figure 7-19 Enabling the BIRT document cache
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Choose OK.
3 Restart iServer.

Table 7-12 lists the property name that appears in Configuration Console with the
corresponding parameter names in acmetadescription.xml, indicating the default
setting and when a property change takes effect.

Table 7-12 BIRT report document cache parameter

Takes
Property name Parameter name Default |effect

Enable caching of BIRTReportDocumentCacheEnabled | True Server
BIRT document and Restart
datamart handles

Configuring the maximum rows in a BIRT chart

By default, BIRT charts display all data when rendered. The administrator can
limit the number of rows displayed to prevent the rendering of huge charts from
causing performance problems. Actuate recommends using the default setting, 0,
for Maximum number of rows for a BIRT chart that displays all data when
rendered.

How to limit the rows in a BIRT chart

1 In Server Configuration Templates—Settings, expand Factory Service and
BIRT, then choose Chart, as shown in Figure 7-13.

2 In Maximum number of rows for generating a chart, accept the default, 0, as
shown in Figure 7-20. Alternatively, type a positive integer that represents the
maximum number of rows.

£l =10) x|

Serers = urp Properties = Factory Service = BIRT = Chart o

Chart

Maxirmum number of rows used for generating a chart: |D TE

hax size of values for variables passed to a Flash Chart: IU [N

E1Z These fields require server restart to take effect
() These fields will take default value if [eft blank

ﬂl Cancel ;I
Figure 7-20 Configuring the maximum number of rows in a BIRT chart

3 In Max size of values for variables passed to a Flash Chart, accept the default,
0. Alternatively, type a non-zero value to limit the size of variables used in a
Flash chart that appears in a BIRT document.
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Choose OK.
4 Restart iServer.

Table 7-13 lists the property name that appears in Configuration Console with the
corresponding parameter names in acmetadescription.xml, indicating the default
setting and when a property change takes effect.

Table 7-13 Chart parameter
Takes
Property name Parameter name Default |effect
Maximum number of rows for | BIRTChartMaxRows 0 Server
generating a chart Restart
Max size of values for variables | BIRTChartMaxVariable 0 Server
passed to a Flash Chart Size Restart
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Using resource groups

This chapter contains the following topics:
m Introducing resource groups

m Configuring a resource group

m Adding a resource group

m Using a resource group

m Stopping a resource group

m Deleting a resource group

m Using resource groups programmatically
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Introducing resource groups

A resource group controls the Factory processes that iServer uses to run a design
and distribute a document. A resource group allocates a set of Factory processes

in a stand-alone iServer or in a cluster for executing jobs assigned to the resource
group. You choose synchronous or asynchronous resource groups, depending on
whether you schedule the design to run.

A design that runs unscheduled runs synchronously, as soon as possible in the
foreground. iServer does not store the generated document in the Encyclopedia
volume. You can view, navigate, and search the document. You must enable both
the Factory and View services to run designs unscheduled.

A scheduled job runs asynchronously in the background. iServer stores job
schedules and information about completed jobs in the Encyclopedia volume.

Table 8-1 maps the types of resource groups to user operations in Management

Console.
Table 8-1 Types of resource groups mapped to user operations

Default Resource

resource group |group type User operations

Default Sync Sync Run an Actuate Basic design unscheduled.
Default Async | Async Schedule an Actuate Basic design or Actuate

Query to run right now, later, on a recurring
basis, or when triggered by an event. Print
an Actuate Basic document.

Info Object Web | Sync Access Actuate information object data

Services through a web service.

Default BIRT View Run a BIRT dashboard (.dashboard) or

360 gadget (.gadget) design unscheduled and
view the generated document.

Default BIRT View Run a BIRT Cube View (.cubeview) or Data

Data Analyzer Object Store (.data) design unscheduled and
view the generated document.

Default BIRT Async Schedule a BIRT Spreadsheet design (.sox)

eSS Factory or template (.vtf, .vtx) to run right now,

later, on a recurring basis, or when triggered
by an event. Print a spreadsheet document.

Default BIRT View Run a BIRT Spreadsheet design (.sox) or
eSS Online template (.vtf, .vtx) design unscheduled and
view the generated document.
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Table 8-1 Types of resource groups mapped to user operations

Default Resource

resource group |group type User operations

Default BIRT Async Schedule a Java design (.rptdesign) to run

Factory right now, later, on a recurring basis, or
when triggered by an event. Print a Java
document.

Default BIRT View Run a BIRT design unscheduled and view

Online the generated document.

Default BIRT View Used when creating, modifying, and

Studio viewing documents using BIRT Studio.

You typically use resource groups for the following purposes:

To control the load balancing of servers in a cluster
To prioritize asynchronous jobs
To specify which node in a cluster runs designs of a particular type

To improve performance of a BIRT application, for example, by passing an
argument to the application to decrease the heap size

To quickly run a synchronous design using the Default Sync or Default BIRT
Online resource group

When users run a design unscheduled in an Encyclopedia volume that uses
multiple resource groups, iServer selects a resource group based on load
balancing and on the file type of the design. If iServer cannot find a resource
group with an available Factory, the job fails. Using the Default Sync or
Default BIRT Online resource group can ensure the availability of a Factory for
running a design unscheduled.

Configuring a resource group

You can access resource group properties from the Advanced view by choosing
Resource Groups, as shown in Figure 8-1.

By configuring resource group properties, you can control the following
operations:

Prevent iServer from running jobs sent to a resource group.
Determine which Encyclopedia volumes use the Factories of a resource group.
Set the maximum number of Factory processes that an iServer can run.

Specify the file types that Factories allocated to a resource group can run.
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m Prioritize jobs for an asynchronous resource group.

m Specify start arguments for Java Runtime Environment (JRE) for running Java
designs.

Systerm

‘|I' Servers

Server
é_%' Configuration

Templates

—
ww| Volumes
=

=
(@55 Partitions
_—

Resource Navigate to Resource Groups—Properties
Groups

G Printers

Figure 8-1 Navigating to resource group properties

Allocating Factories for a resource group

Valid values for the Max factory property range from 1 to twice the number of
processors on your machine. When setting this property, consider the Factories
allocated for other resource groups. Also, consider using FactoryldleTimeout to
make unused Factories available. Increasing the number of Factories impacts
performance. Setting the value to 0 disables the resource group for the server. By
default, iServer allocates one Factory process to each default resource group
during installation.

Limiting Java Factories for a resource group

A Factory process assigned to a resource group stays idle until iServer routes a job
to the resource group. If there are no idle Factory processes for the resource
group, a new Factory process starts when a job arrives. Using the Min factories
property, you can optimize performance by preventing iServer from starting
excessive Java Factories to run BIRT designs and spreadsheets.

How to change properties of aresource group

1 From the Advanced view of Configuration Console, choose Resource Groups.
Figure 8-2 shows the default resource groups that iServer creates at
installation.

£ 2 Point to the arrow next to the resource group name, for example Default
Async, and choose Properties, as shown in Figure 8-3.

Properties—General appears, as shown in Figure 8-4.
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Default resource groups

Resource Groups

Add Resource Group

Default Sync Enabled Default resource group for synchronous jobs Sync
Default Asyrc Enabled Default resource group far asynchronous jobs Asyne
Info OhjectWeb Services  Enabled Defaultresource group for¥Web Services access to Information Object data Sync
Diefault BIRT 360 Enabled Default resource group for BIRT 360 Dashhoard. Wiewr
Cefault BIRET Data Anakzer Enabled Default resource group for BIRT Data Analyzer Wie
Default BIET eS8 Factory  Enabled Defaultresource group for e Spreadsheet Factory jobs Asyne
Default BIRT e58 Online  Enabled Default resource group for e Spreadshest Wi
Default BIRT Factary Enabled Default resource group for BIRT Factory jobs Asyne
Default BIRT Online Enabled Default resource group for BIRT reports Wiew
Default BIRT Studia Enabled Default resaurce group for BIRT Studio. Wiew
Figure 8-2 System Resource Groups lists resource groups

Resource Groups

Add Resource Group |

Default Sync Enabled Default resource group for synchronous jobs Sync
Default Async Enabled Default resource group far asynchranous jobs Asyne
Enabled Default resource group for Web Services access to Information Object data Sync

Enabled Default resource group for BIRT 360 Dashhoard. Wiewr
Cefault BIRET Data Anakzer Enabled Default resource group for BIRT Data Analyzer Wie
Default BIET eS8 Factory  Enabled Defaultresource group for e Spreadsheet Factory jobs Asyne
Default BIRT e58 Online  Enabled Default resource group for e Spreadshest Wi
Default BIRT Factary Enabled Default resource group for BIRT Factory jobs Asyne
Default BIRT Online Enabled Default resource group for BIRT reports Wiew
Default BIRT Studia Enabled Default resaurce group for BIRT Studio. Wiew

Figure 8-3 Changing resource group properties

Eesource Groups = Default Async © Properties

General

Marme: Default Async

Disabled: r

Description: Default resource group for asynchronous jobs

Type: ASYNC

Repart Type: e Report

Wolurme: =All=

Priatity win [0 e Appears only when
report type is
Async

(1) These fields will take default value if left hlank

%I Cancel | Applyl
Figure 8-4 General properties of Default Java Async resource group
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On General, you can perform the following tasks:

m  Select Disabled to prevent iServer from running jobs sent to this resource
group.
= All Encyclopedia volumes use the Factories of a default resource group.

For a resource group that the administrator creates, select <All>, or select a
particular volume to use this resource group.

m For aresource group whose report type is JavaReport, such as Default BIRT
Online and Default BIRT Factory, Start Arguments appears. In Start
Arguments, accept the default start arguments or change them to suit your
Java Runtime Environment.

= For an Async resource group, change the minimum and maximum job
priority ranges. Valid values are 0-1,000, where 1,000 is the highest priority.

The minimum must be less than the maximum.
On Properties, choose Template Assignments.

3 Template Assignments, shown in Figure 8-5, lists the properties and names of
the nodes belonging to the resource group that starts the Factory service.

Eesource Groups = Default BIRT Factary © Properties

Template Assignments

Template Name Activate Max factories Minfactories  Start Arguments

urup 1z I * I * |

*These fields are required and cannot be left hlank

Figure 8-5 Resource group server assignments
4 On Template Assignments, you can perform the following tasks:

m  Select Activate to make that server a member of the resource group so it
can use the resource group’s Factory processes.
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Select the maximum number of Factory processes to assign to the resource
group. For a resource group having a report type of JavaReport, type the
minimum number of Factory processes also.

For a resource group having a report type of JavaReport, enter start
arguments for the Java Runtime Environment.

Restart the cluster node or master, or the stand-alone server if you change the file
types or start arguments. You can enable or disable resource groups, change
activation status, or change the number of Factory processes in a resource group
without restarting iServer.

Setting start arguments for the JRE

The Default BIRT Factory resource group has the following start arguments by
default:

Heap limit option

Specifies the amount of heap the Java process can use. Too large a heap can
slow garbage collection because there is more heap to scan. This property
affects Java view server memory usage. Actuate sets this option to
-Xmx512M to accommodate generating typical BIRT documents. For
example, -Xmx256m specifies that the Java process can use 512 MB of heap.

MaxPermSize

PermSize is additional heap space, separate from the space the Heap limit
option specifies. The heap space that PermSize specifies holds reflective
data for the JVM, such as class and method objects. By specifying
MaxPermSize without also specifying PermSize, heap size does not
increase unless an application needs more heap.

Headless graphics option

Includes the Java graphics environment in lieu of a native graphics
environment when set to true. For example, -Djava.awt.headless=true
specifies including the Java graphics environment.

Protocol library specification

For example, Djava.protocol.handler.pkgs=com.actuate javaserver.protocol
specifies the package name in which the Actuate protocol handler class can
be found.

Java server entry point specification

For example, com.actuate.javaserver.Server specifies the Java server main
class.

You can change the start arguments for a Java resource group, as shown in
Figure 8-6.
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General
Marme: Default BIRT Factory
Disabled: r
Cescription: Default resource group for BIRT Factory jobs
Type: Async
Report Type: JavaReport
Wolume: =All=
Work unit type: |BIRT Factary j
Start Arguments: |-><mx512M-)&:MaxPermB\zez?SEm-Djava.awt.head\ess: = Appears On_ly when
report type is
Prigrity: win [0 I Max|1000 ) JavaReport
(I These fields will take defaultvalue if left hlank
Figure 8-6 General properties of the Default BIRT Factory resource group

Adding a resource group

You create new resource groups using Configuration Console. From the
Advanced view, select Resource Groups, then choose Add Resource Group. First
you set general properties in Resource Groups—New Resource Group—General.

You can specify the following properties on Resource Groups—New Resource
Group—General:

The name of the resource group.
Whether to enable or disable the resource group.
A description of the resource group.

The type of job that a resource group supports. The types of jobs from which to
choose are asynchronous, synchronous, and view.

The type of executable file that the resource group supports. The types of files
from which to choose are e.Report and Java report.

Examples of e.Report are Actuate Basic and Actuate Query designs. Examples
of a Java report are BIRT and spreadsheet designs.

The Encyclopedia volumes that can use the resource group’s Factory
processes.

Start arguments for the JRE. This property displays only when report type is
JavaReport.

Work unit type. The property specifies the type of processing this resource
group can perform. For example, generating a BIRT document
asynchronously requires the BIRT Factory work unit type. Generating a BIRT
document immediately requires the BIRT Online work unit type.
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m The job priority range for an asynchronous resource group.

The synchronous process executes designs as soon as possible and cannot
assign priority to a job. If you set the type to Sync or View, iServer does not

display Priority.

Figure 8-7 and Figure 8-8 contrast the differences between the general properties
of an asynchronous resource group that processes e.reports and the general
properties of a synchronous or view type resource group that processes Java

reports.

Resource Groups  » Mew Resource Group

Sync, Async, or View

General
MName: |Custom resource group for e Repans
Disablad: I
Cescription: |
Type: lm
Repart Type: lm
volume: [ =an= |
‘Work unit type: |e.F{ep0rt Factory j

Priotity: MinIU | Max[1000

e.Report or Java report

*These fields are required and cannot be left hlank
() These fields will take defaultvalue if left blank

Appears only when type is
Async

Figure 8-7 New Async resource group for e.reports

Eesource Groups = New Resource Group

General
MName: |Cu5t0m BIRT report on quarterly sales
Disabled: I
Description: |
Type: Wiew vl
Repart Type: lm
Wolume: |<AII> j
wiarkunittype: | BIRT Online |

Start Arguments: |—>{mx51 2M - MaxPermBize=256m -Djava.awtheadless=

*These fields are required and cannot be left hlank
(I These fields will take defaultvalue if left hlank

——Appears only when report
type is JavaReport

Figure 8-8 View resource group for Java reports

In Template Assignments, you set properties for a new resource group in the
same way as when you change properties for an existing resource group.
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How to add a resource group

1 From the Advanced view of Configuration Console, choose System Resource
Groups.

2 On Resource groups, choose Add resource group.

Resource Groups—New Resource Group—General appears, as shown in

Figure 8-9.
Eesource Groups = Mew Resource Group
General
Mame: | *
Disahled: I
Description: |
Type: ISync vl
Report Type: Ie Repaort vl
Wolurme: |<AII> j
Work unit bype: |E.Repun Factorny j
*These fields are required and cannot be left blank
(I These fields will take defaultvalue if left blank
Figure 8-9 Adding a synchronous resource group

3 Supply the following parameter values:
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Type a name for the resource group. Choose the name carefully because
you cannot change it later.

Deselect the Disabled option, so that cluster nodes assigned to the resource
group can run jobs that users send to the group. The default status of a new
resource group is Disabled.

Type a description of the resource group.

Select the type of resource group Async, Sync, or View. You cannot change
the type later.

Select an appropriate report type, either e.Report or JavaReport, for the
resource group type.

o e.Report for Sync or Async
o Java report for Sync, Async, or View

To specify that all Encyclopedia volumes can use the Factories of the
resource group, select All. Alternatively, select the name of the
Encyclopedia volume that can use the Factory processes.

Select a work unit type.
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m If report type is JavaReport, modify Start Arguments if necessary.

»  Type a minimum and maximum priority for jobs sent to an asynchronous
resource group.

Choose OK.
4 On Resource Groups, choose the resource group you just created.
On Properties, choose Template Assignments.

5 InTemplate Assignments, change the following settings, as shown in
Figure 8-10:

m  Select Activate to make that server a member of the resource group so it
can use the resource group’s Factory processes.

m  Select the maximum number of Factory processes to assign to the resource
group.

m For resource groups that support Java reports, type the minimum number
of Factory processes.

m  For resource groups for which the report type is JavaReport, specify Start
Arguments to optimize performance.

Eesource Groups = Mew Resource Group

Template Assignments

Template Name Activate Max factories Min factories Start Arguments

urup i I * I * |

*These fields are required and cannot be left hlank

Figure 8-10 Making server assignments to the new resource group
Choose OK.

6 Restart the cluster node or stand-alone server.

Using a resource group

A user can specify a resource group in a job schedule to assign priority to a job. To
specify a resource group to handle a job, specify the group as described in this
section.
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Selecting aresource group for a job

Log in to Management Console and choose Files and Folders. Next, point to the
arrow next to the name of a design and choose Schedule. On Schedule—Schedule,
select a resource group from Resource Group, as shown in Figure 8-11.

corp = Home = administrator = MyCustomers (RPFTOESIGMN) (Wersion 1) - Schedule E
Schedule
Job name [mycustamers *
TimeZone: [americaias_sngeles ~]
Run job: & Right now
© once date | # | time | (Midivyey h:mm a)
= Recurring: |Evenf day j t\mel (h:mm a)

€ Advanced Edit Sehedule
™ ‘Wait for event: IF\Ie Event | Eventname:

Priority: O Low@00) € Medium (500) € High (800) & Other (1 - 1000y [To00 ¢ Prioritizes the job
Resource Group: | Available resource
— roups

Executable varsion: |Deful BIRT 285 Factary 1 g

vecutable version Default BIRT Factony yCustomers. mtdesign

+ T Abways use version [T | of MyCustomers.rptdesign

Retry failed jobs: @ ge volume default

" Retry l_ times; wait l_ hours l_ minutes between atterpts
Do not retry

(13 This Job will use the lovier priority of this setting and the one assigned to you in your user profile.

[oK] | cancel

Figure 8-11 Specifying a resource group for a job

Prioritizing a job
You specify the priority that the Factory process gives a job when you create a

resource group. iServer tries to match the priority setting in a resource group with
the priority setting in the job schedule. The following conditions can occur:

m If no match is found, the job stays in a pending state until you change the
priority specifications in the resource group.

m If the only available resource group is disabled, iServer sets the job to pending
until you enable an asynchronous resource group for the Encyclopedia
volume.

m If multiple resource groups have the same job priority settings and an

available Factory process, iServer chooses a resource group that best balances
the load.
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About Factory and View service requirements

After you create a custom resource group for a cluster, you need to understand
the Factory and View service requirements for nodes assigned to the resource
group. It is also important to consider the effect that using resource groups has on
performance.

You must enable only the View service on iServer to fulfill requests to view
persistent documents. Persistent documents are documents that are saved on a
volume. You must enable both the View and Factory services on iServer to fulfill
all other requests to generate and view documents.

Managing loads with resource groups

You need to understand and avoid the following problems that can affect
performance:

m  Unequal loads

In a cluster, iServer uses load-balancing mechanisms to distribute jobs among
the cluster nodes. The load-balancing mechanisms attempt to maximize
performance. Creating custom resource groups can restrict the capability to
maximize performance and adversely affect the document-generation
performance of a cluster.

m  Configuration problems
If a cluster node is a member of a resource group that is not configured to run
all the executable design file types, designs can fail. For example, if a design
requires access to a database, and the database driver is not installed on a
node, the design fails when that node attempts to run the design.

Understanding the Java View service

The Java View service is capable of handling multiple on-demand design
execution and document viewing requests concurrently. By default, the service
can handle 10 requests concurrently and can queue up to 1,000 requests.

Initially, configure a Java View resource group for a two-CPU system, to use just a
few factories, and then tune the system under load.

Stopping aresource group

Stop a resource group from running jobs by performing one of the following
actions:

m Disabling the resource group
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m Setting the resource group’s maximum number of Factory processes to 0 for all
nodes that belong to the resource group

m  Removing active membership of nodes

Disabling an asynchronous resource group is the same as setting the maximum
number of Factory processes to 0. If all resource groups are disabled, jobs sent to
the disabled asynchronous resource groups go into a pending state until a
resource group becomes available.

If you disable a synchronous resource group, it processes jobs that are currently
being executed and those that are waiting. If you set the maximum number of
Factory processes to 0 on any of the nodes, jobs wait to be executed until they
time out.

Removing all active memberships from a resource group is the same as setting the
maximum number of Factory processes to 0 on all nodes in a cluster.

If you remove a resource group from an Encyclopedia volume, you must assign a
resource group with available Factory processes to the Encyclopedia volume.
Otherwise, you cannot run a job. For example, if you change a resource group
Encyclopedia volume assignment from volumel to volume2, you must ensure
that another resource group can handle the jobs volume users create in volumel.
If you remove an Encyclopedia volume assigned to a resource group, iServer
changes the Encyclopedia volume’s resource group assignment to All volumes
and disables the resource group.

Deleting a resource group

Delete a resource group by pointing to the arrow next to the resource group and
choosing Delete, as shown in Figure 8-12. You cannot delete a default resource

group.

Fesource Groups

Add Resource Group

Default Sync Enabled Default resource group for synchronous jobs Syne
Default Async Enabled Default resource group for asynchronous jobs Async
Info Ohject'eb Services  Enabled Defaultresource group forYWeb Services access to Information Object data Syne
Accounting Sync Enabled Accounting documents you can generate immediately Swne
. Enabled Default resource group for BIRT 360 Dashboard. Wiew
Enabled Default resource group for BIRT Data Analyzer Wiew
Enahled Defaultresource group for e.Spreadsheet Factory jobs Async

Default BIRT eS8 Cnline  Enabled Defaultresource group for e Spreadsheet Wiew
Default BIRT Factary Enabled Default resource group for BIRT Factory jobs ASYNE
Default BIRT Cnline Enabled Default resource group for BIRT reports Wiew
Default BIRT Studio Enabled Default resource group for BIRT Studio. Wiew

Figure 8-12 Deleting a resource group
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Deleting a resource group produces the following results, depending on the state
of related jobs:

m Ifajob is already running on a Factory assigned to a resource group that you
delete, the job completes.

m If a scheduled job is assigned to a deleted resource group, the job either fails
when iServer runs the job, or it remains in a pending state, depending on the
job status at the time of deletion.

You can delete a pending job on Jobs—Pending.

m If an unscheduled job is assigned to the deleted resource group, the job fails
when iServer runs the job.
If a job is running on a Factory assigned to a resource group that you delete,
the job completes.

Using resource groups programmatically

Developers can write applications using resource groups with Actuate
Information Delivery API (IDAPI). Using IDAPI, you can:

= Send a job directly to a resource group, bypassing the priority settings for
asynchronous jobs and the Encyclopedia volume settings for synchronous
jobs.

m  Change the resource group configuration. For example, you can enable or
disable resource group membership or change the number of Factory
processes in a resource group.

Using Actuate Information Delivery API (IDAPI) to direct jobs to a specific
resource group bypasses the cluster’s load-balancing mechanisms. As a result,
applications that use IDAPI to run designs can adversely affect the performance
of the cluster.
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Clustering

This chapter contains the following topics:

About a cluster configuration

About distributing services to a cluster
About the configuration home directory
About the primary configuration files
Creating a cluster

Adding and modifying server templates
Adding a node to a cluster

Starting and stopping a node

Removing a node from a cluster
Managing a cluster

Handling file system failure
Configuring the cluster administrator e-mail account

Managing console configurations and load balancing
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About a cluster configuration

In the simplest configuration, an iServer cluster consists of two iServer nodes. A
node is a single machine in a cluster. You can add nodes to a cluster to scale
iServer System to your requirements. You install iServer on each node in a cluster.
The node gets its configuration from a template in acserverconfig.xml, which is
located in a shared configuration home directory. After the node is configured, it
joins the cluster.

Figure 9-1 shows the relationships between a cluster and its Encyclopedia
volumes, application servers, and database servers.

Application Application | | Application servers and Information
server server Console
|
Router ——  Optional hardware router
Server cluster
T
Load
balancin
9 Server Server | ————— Cluster Node and Configuration
and Management Consoles
_______ - — — I — —
iServer | I |
nodes Server | | Server | | Server
[ ——
Server Server
Encyclopedia =N
volumes
N Application databases

Figure 9-1 An iServer cluster

In this example, the cluster uses a network router to create a single virtual IP
address to distribute the load-balancing requests that come into two nodes. The
Actuate Information, Configuration, and Management Consoles support
distributing requests to multiple machines, which handle load balancing in the
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cluster. Figure 9-1 shows the following cluster sections:

m In the load-balancing section, the requests are routed to a node that performs
load balancing.

m In the nodes section, iServer generates documents and delivers them to clients
for viewing.

m In the Encyclopedia volumes section, iServer running on multiple machines
maintains Encyclopedia volume management information and controls access
to the volumes. The volumes can be on machines that are not running iServer
but are accessible to a machine. A node shares all volumes.

In Figure 9-1, separate machines handle separate functions. You can combine
these functions on one machine.

About distributing services to a cluster

You can control the configuration of a cluster and each node in a cluster,
including:

m iServer services and settings

m Services and settings for a cluster node

m  Cluster membership

You can enable one or more services in each server template.

In a cluster, you can use templates to configure the nodes instantiated in an
iServer System, as shown in Figure 9-2. Each node is a computer running iServer,
configured through the template definitions stored in acserverconfig.xml, which
is accessible by all nodes through a shared directory. The following letters
represent the available services in Figure 9-2:

m  Mis the Message Distribution service.
m Vs the View service.

m Fis the Factory service.

m lis the Integration service.

m Cis the Caching service.

Chapter 9, Clustering 205



Internet

Server Server Server [ Application servers
and

| | Information Console

Optional Router Configuration and
hardware router Management Consoles
iServer cluster
M V F | C M V F | C
M [V F | C M 'V F | C
Network
MV F I C M IV IE [ID C
EV 1 EV 2 EV 3
Figure 9-2 An iServer cluster configuration

A letter in a gray box represents an enabled service. The other letters represent
disabled services. When you enable or disable a service in a template, the cluster
nodes that use different templates can have different functionality.

Two nodes have the Message Distribution service enabled in the cluster in the
preceding example. In the example, the two machines share one virtual IP
address to communicate with the router.

Information Console or iServer perform load balancing independent of load-
balancing capabilities in the router. All requests to the iServer cluster go to one of
the two redirector nodes, which are the nodes with the Message Distribution
service enabled. The redirector nodes dispatch the requests to other nodes in the
cluster based on message type and cluster load.
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The configuration file, acserverconfig.xml, located in a shared location provides
centralized management of the cluster configuration through the use of server
templates and other parameters. A server template is a set of parameters that
specifies the configuration properties of a node or set of nodes.

The acpmdconfig.xml file for each node, located in the AC_SERVER_HOME/ etc
directory on the node machine, has its <AC_CONFIG_HOME> element set to
point to the location for the shared acserverconfig.xml file. The
<AC_TEMPLATE_NAME-> element specifies which template the node uses.

One or more nodes in the cluster manage request message routing. The Message
Distribution service uses HTTP to communicate between nodes in a cluster. An
iServer cluster supports multicast network communication.

About the configuration home directory

The configuration home directory is the directory that holds the configuration
file, acserverconfig.xml, and the licensing file, acserverlicense.xml.

The acserverconfig.xml file contains the information for connecting to
Encyclopedia volumes and printers, Message Distribution state, configuration
settings for Factory, View, Integration, and Caching services, the location of
partitions, and licensing and Open Security information.

In a cluster, acserverconfig.xml plays a central role in the operation of cluster
nodes. The file includes server templates for various server roles with each
template containing configuration information for connecting to Encyclopedia
volumes, printers, and services for all the nodes in the cluster. When a node joins
a cluster, it first configures itself using its template in the acserverconfig.xml file
located in the shared directory.

The acserverconfig.xml file is located by default in AC_DATA_HOME/ config
/1l<service pack number>. This directory is referred to as the configuration
home directory. Make the configuration home directory sharable to allow cluster
nodes access to this file. To specify the location of this directory for each node,
modify the value of the <AC_CONFIG_HOME> element located in
acpmdconfig.xml, which by default is located in AC_SERVER_HOME/ etc of the
node.

How to change the location of the configuration home directory

To change the location of the configuration home directory containing
acserverconfig.xml and acserverlicense.xml, perform the following tasks:

1 Shut down all cluster nodes.
2 Stop the Actuate 11 BIRT iServer service on each node.

3 Back up the configuration home directory.
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Move the configuration folder to the new destination.
Share the configuration folder.

For every node dependent on this configuration home directory, update the
<AC_CONFIG_HOME-> element located in the node’s acpmdconfig.xml file.

7 Start Actuate 11 BIRT iServer service for each node.

About the primary configuration files
There are two main configuration files:

= acpmdconfig.xml
Located by default in AC_SERVER_HOME/etc

m acserverconfig.xml
Located by default in AC_DATA_HOME/ config/11l<service pack number>

In a cloud configuration, server templates give cloud the flexibility to change
configurations at the launch time. Acpmdconfig.xml contains the configurations
that are node specific. When the Process Management Daemon (PMD) starts up,
it reads these configurations first and exposes them to the process environment
variable list.

The acserverconfig.xml file contains other cluster and node configuration
parameters, which specify the host names, port numbers, volume names, and
server templates to be used by the nodes. The following sections elaborate on
these configuration files.

About acpmdconfig.xml

Acpmdconfig.xml sets the environment variables at the operating system level.
The administrator can specify the node configuration settings in
acpmdconfig.xml. Alternatively, the administrator can set the necessary
environment variables in setsrvrenv and run this script before restarting an
instance.

Using acpmdconfig.xml, set <AC_CONFIG_HOME-> to the directory that
contains acserverconfig.xml and acserverlicense.xml. Modify the
<AC_TEMPLATE_NAME-> element to specify which template this iServer uses.

When creating an image for a set of machines, create a template name, such as
SharedTemplate, in acserverconfig.xml. In acpomdconfig.xml, set
<AC_TEMPLATE_NAME >to the template name. The administrator can create
different templates that use different images for machines with varying
computing capacities and resources. Listing 9-1 shows acpmdconfig.xml for a
machine named urup, a node containing the configuration home directory.
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Listing 9-1 The acpmdconfig.xml file

<PMDConfig>
<!--Actuate system Type -->
<System>Cluster</System>
<Modes>Default</Mode>
<PMDConfigFileVersion>2</PMDConfigFileVersion>
<!--Daemon SOAP endpoint information -->
<DaemonSOAPPort>8100</DaemonSOAPPort >
<!-- Disk Thresholds are in MB -->
<MinDiskThreshold>100</MinDiskThreshold>
<LowDiskThreshold>300</LowDiskThreshold>
<!--Server information -->
<Server>
<Startup>Auto</Startup>
<AC_TEMPLATE_NAME>urup</AC_TEMPLATE_NAME>
<AC_DATA HOME>C:\Actuate\iServer\data</AC DATA HOME>
<AC_CONFIG_HOME>C:\Actuate\iServer\data\config\11SP4
</AC_CONFIG HOME>
<AC_JRE_HOME>C:\Program Files\Common Files\Actuate\1l1l.0\
JDK160\jre</AC_JRE_ HOME>
<AC_JRE64 HOME>C:\Program Files\Common Files\Actuate\1l1l.0\
JDK160_64\jre</AC_JRE64_HOME>
<AC_JAVA HOME>C:\Program Files\Common Files\Actuate\1l1l.0\
JDK160</AC_JAVA_HOME>
<AC_ODBC_HOME>C:\Program Files\Common Files\Actuate\11l.0\
odbc</AC_ODBC_HOME>
<AC_SERVER_TP_ADDRESS>urup</AC_SERVER TP ADDRESS>
<AC_SOAP_DISPATCH_ADDRESS>urup</AC_SOAP_DISPATCH_ADDRESS>
<AC_DOC_BASE>http://www.actuate.com/documentation/R11
</AC_DOC_BASE>
<AC_ICU DATA>C:\Program Files\ActuatellSP4\iServer\bin
</AC_ICU DATA>
</Server>
<!-- Servlet Container information -->
<ServletContainer>
<Startup>Auto</Startup>
<JavaOpts
Args="-Xmsl28m -Xmx512m -XX:MaxPermSize=128m"/>
</ServletContainers
</PMDConfig>

Use this configuration file to set the environment variables at the operating
system level. Table 9-1 shows the configuration setting in acpmdconfig.xml.

Chapter 9, Clustering

209



Table 9-1 acpmdconfig.xml node-specific configuration settings

Configuration Name Description

AC_TEMPLATE_NAME Template name

AC_DATA_HOME Location of data directory

AC_CONFIG_HOME Location of acserverconfig.xml and the
license file

AC_JRE_HOME Location of Java run-time environment
(JRE)

AC_JRE64_HOME Location of 64-bit Java run-time
environment (JRE)

AC_ODBC_HOME Location of ODBC resources

AC_SERVER_IP_ADDRESS iServer IP address

AC_SOAP_DISPATCH_ADDRESS |iServer dispatcher IP address

AC_ICU_DATA Location of ICU library

About acserverconfig.xml

This configuration file can specify one or more templates to provide flexibility
when instantiating iServer nodes in an environment where machines have
varying resources. Acserverconfig.xml provides access to the following elements:

m System

m FileSystems

m MetadataDatabases

m  Schemas

= Volumes

m Templates

m  Resource groups

m  Printers

m  ServerList

When starting a cluster, the acserverconfig.xml file must be in a shared directory.

Listing 9-2 The acserverconfig.xml file

<Config>
<System
ClusterID=" 4 fffefdfc ce4fdb2c_edc"
SystemName="corp"
DefaultLocale="en US"
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DefaultEncoding="windows-1252"
ConfigFileVersion="13"
EncyclopediaOwnerID=" 6 fffefdfc ce4fdb2c e4c"
SystemDefaultVolume="corp"
ClusterDatabaseSchema="ac_corp system"
DefaultCLocaleOnWindows="true"
EncyclopediaVolumeServer="urup">
<UsageAndErrorLogging/>
<SMTPServers/>

</System>

<Templatess>
<Template

Name="urup"
PMDPort="8100"
ActuateBuild="DEV110711"
ActuateVersion="11 Service Pack 4"
ServerSOAPPort="11100"
AppContainerPort="8900"
RequesterRSAPIVolume="corp">

</Template>
<Template

</Template>
</Templates>
</Config>

Creating a cluster

To create a cluster, the administrator first installs a stand-alone iServer or uses an
existing installation. Next, the administrator shares the configuration home
directory, so other servers joining the cluster can access it. Then, the administrator
adds new nodes to form the cluster.

There are two methods of adding a new node to the cluster.
m Through the use of the configuration file, acpmdconfig.xml

s Through the installation wizard, when performing a custom cluster-node
installation

Every cluster node must have network access to the following directory and
resources to join the cluster:

m The shared configuration home directory
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m Cluster resources, such as printers, database systems, disk storage systems,
and Encyclopedia volume directories.

The administrator can configure nodes, using server templates, to run different
services and to process different types of requests. Important factors to consider
when configuring nodes include processing power and access to hardware and
software resources, such as printers and database drivers.

From the configuration console the administrator can add resources, such as
partitions, Encyclopedia volumes, and resource groups to the cluster.

Creating an initial cluster

1 Install two stand-alone iServers. In this example, the server names are urup
and kozu.

2 Onurup, share the following folders so that they are available to other servers:
= \config\11SP<service pack number>
= \encyc

3 If urup and kozu are both Windows machines, turn off the Windows firewall
on both urup and kozu.

4 Confirm that urup and kozu can access each other on the network. In a
command prompt on each computer, type the ping command followed by the
IP address or host name of the other computer. Verify that the receiving
computer replies to the sending computer.

5 Shut down urup and kozu by performing the following tasks on each
machine:

1 Log in to Configuration Console.

2 On the Simple view, choose Stop system, as shown in Figure 9-3.

Yersion information

Actuate iServer Systern version: 11 Service Pack 4

License information Show license Lpdate license | o

System "urup” is currently online. Stop system |

Figure 9-3 Stopping the system

6 Ina Windows environment, using Administrative Tools—Services, stop the
Actuate 11 BIRT iServer services for urup and kozu on each server machine.
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7 On urup, make a backup of acserverconfig.xml, then open it and perform the
following tasks:

1

6

Locate the <ServerFileSystemSettings> element under the <Template>
element.

Under <ServerFileSystemSettings>, locate:

<ServerFileSystemSetting
Name="DefaultPartition"
Path="$AC DATA HOMES/encyc"/>

Using Universal Naming Convention (UNC) format, change the value of
the Path attribute to specify the location of DefaultPartition.
DefaultPartition contains the Encyclopedia data files. By default, the
DefaultPartition path is:

AC_DATA HOME\encyc
To specify this path using UNC format, type:
\\urup\encyc

Locate the <ConnectionProperties> element under the
<MetadataDatabase> element.

Under <ConnectionProperties> locate:

<ConnectionProperty
Name="server"
Value="localhost"/>

Change Value from localhost to the name of the machine on which the
volume resides, in this example “urup”. For urup, the volume is located on
localhost, but in a cluster setting the administrator must use the machine
name, since it is not on a localhost from the reference point of the other
nodes.

Save acserverconfig.xml file.

On kozu, open acpmdconfig.xml located in AC_SERVER_HOME/etc and

perform the following tasks:

1

2

Change <AC_CONFIG_HOME:> to point to the path specified by
<AC_CONFIG_HOME-> in acpmdconfig.xml on urup. For example, if
<AC_CONFIG_HOME-> on urup is set to AC_DATA_HOMEN\config, type
\\urup\config as the value for <AC_CONFIG_HOME> on kozu.

Change <AC_TEMPLATE_NAME> to the name specified by
<AC_TEMPLATE_NAME?> on urup.

9 Save the modified acpmdconfig.xml file.

10 Start the Actuate 11 BIRT iServer service for urup.
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11 After urup starts, start the Actuate 11 BIRT iServer service for kozu.
12 Log in to the Configuration Console for either node.

13 Choose Advanced View.

14 In Advanced View, select Servers from the side menu.

Servers displays the nodes, urup and kozu. Both servers are using the urup
template, as shown in Figure 9-4.

Servers

System
Start Mew Server |

2 koru urp OMLIMNE M F % C | Windows XP Professional 5.1 Senice Pack 3
Server 0 urp urup OMLIMNE M F W G | Windows XP Professional 5.1 Serice Pack 3
Configuration Legend
Templates o

M Message Distribution Senice  F Factary Service ¥ View Service
Volumes C Caching Service I Integration Service

¥ Changes pending require server restart to take effect
Partitions
Check CPL Caore Count

Resource
¥ Groups

Printers

Figure 9-4 A two-node cluster

When adding a node to an already existing cluster, it is not necessary to shut
down the cluster before adding the new node.

Configuring heartbeat messaging

Nodes in a cluster use heartbeat messaging to monitor the status of the other
nodes in the cluster. On System—Properties, the administrator configures System
Heartbeat, as shown in Figure 9-5.

Systern . Properties

General

Systern narme |urup @

Systemn password: |uuuu

Systermn password confirm: |---uu.

System Heartbheat:

Heartheat send period: |30 sec!@

Heartbeat failure periad: |QD sec |8
Figure 9-5 Configuring System Heartbeat
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System Heartbeat consists of properties for measuring messaging frequency.

System Heartbeat properties are:

m Heartbeat send period

The interval to send a heartbeat message, typically 30-40 seconds. Change this
property to increase or decrease the number of heartbeat messages.

m Heartbeat failure period

The period in which the cluster nodes determine that another node is within
the heartbeat failure period, typically 90-100 seconds. If the monitoring nodes
do not receive a response within this period, the monitored node is assumed

to be down.

Configuring Message Distribution service properties

In BIRT iServer Release 11, the administrator configures the Message Distribution
service for a server template rather than for an individual node.

How to configure the Message Distribution service for a server template

To configure the Message Distribution service (MDS) for a particular template,

perform the following tasks:

1 Log on to the Configuration Console on urup, and choose Advanced View.

2 From the side menu, choose Server Configuration Templates. Select the
template for which you want to configure the Message Distribution service, as

shown in Figure 9-6.

Server Configuration Templates

urup kozu

Server
-E ) Configuration

Templates

[
| Volumes
l‘!"

B e
‘ Partitions
—

1!1' w Resource
£J ¥ Groups

@ Printers

Figure 9-6 Server templates

3 In Advanced, expand the Message Distribution Service folder and the Process

Management folder, as shown in Figure 9-7.
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Server Configuration Templates = urup © Settings
System

Diagnostic logging settings Chanie
‘Ei Sernvers
Server Properties settings Printabile Surmmary

Configuration -
Templates =3 Factory Senice

[ Message Distribution Service
—

(_!' Yolumes [ Process Management
= B comrunication
ﬁé"} Partitions %M

_—

B Enable sorvice

gl Resource
L

29 Yiewing Service

Groups
23 Integration Service
= printers =1 Caching Senice
9 NetQS] File Types (Add)
= Filetype driver information ( Add )
£ iSemer
Figure 9-7 Message Distribution Service

4 In Message Distribution Service—Process Management—Communication, as
shown in Figure 9-8, accept or set the value for the Message Distribution
service port.

& =
Servers = urup : Properties = Messane Distribution Service = Process Management = Communication 1=
Communication
Port for the Message distribution service endpaint: 2000 1

E13Z These fields require server restart to take effect
(I These fields will take default value if left blank

ﬂl Cancel ;I

Figure 9-8 Setting communication properties

5 In Message Distribution Service—Enable service, enable or disable the
Message Distribution service by selecting or deselecting Enable request
service, as shown in Figure 9-9.
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£ =10 x|
Servers = urup : Properties = Message Distribution Service = Enahle service =
Enable service
Enable Message Distribution service: 74
%l Cancel LI
Figure 9-9 Enabling and disabling the Integration service

6 In Message Distribution Service—Process Management—Requests, accept or
set the value for the total number of concurrent requests processed by iServer
through the Message Distribution service, as shown in Figure 9-10. When the
maximum number of requests is reached, iServer refuses to process any new
incoming requests.

If you do not use the recommended default value of 1000, perform throughput
tests after changing the value. If the value is 0, iServer does not accept any
incoming requests. If the value is too low, iServer does not utilize all system
resources when handling the maximum number of client requests. Increasing
the value can reduce total throughput.

At peak usage times, iServer might need the maximum available system
resources, such as system memory and temporary disk space, to handle
requests.

& S [=TE
Servers = urup : Properties = Message Distribution Service = Process Management = Reguests =
Requests
Maximurm number of connections: 1000 1E)

E1Z These fields require server restartto take effect
(I These fields will take default value if left blank

ﬂl Cancel LI

Figure 9-10 Specifying the maximum number of connections

You can also modify these settings through acserverconfig.xml, for each template.
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Adding and modifying server templates

Every cluster node takes its configuration from the template to which it is
assigned. To change a node configuration, the administrator either modifies the
assigned template or creates a new template and assigns it to the node. The
administrator creates a server template definition in the acserverconfig.xml file
located in the shared configuration home directory.

The administrator can create a server template for any possible server
configuration. The following sections cover the process of modifying an existing
template, and creating a new template.

Modifying a server template

Back up the original acserverconfig.xml located in the shared configuration home
directory, then open the file and perform the following tasks:

1 Shut down the nodes that use the template you want to modify.

2 Open acserverconfig.xml.

3 Under the <Templates> tag, locate the template you want to modify.
4

Locate and modify the elements associated with the parameters you want to
configure.

After making the modifications to the template, save acserverconfig.xml.

Start the nodes, which now use the modified templates.

Creating a new server template

The easiest way to add a new template is to copy an existing template, and then
modify it for new functionality.

1 Back up the original acserverconfig.xml file.
2 Open acserverconfig.xml.

3 Locate an existing template that closely approximates the new template you
want to create.

4 Copy the template, then paste it under the last </Template> tag above the
</Templates> tag.

5 Modify the template name attribute, to give the new template its own unique
name.

6 Modify the parameters of the elements to produce the functionality you
desire.

7 Save acserverconfig.xml.
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The template is now ready for use by cluster nodes. To use the new template,
modify the <AC_TEMPLATE_NAME-> for the node in acpmdconfig.xml file to
the new template name.

Adding a node to a cluster

To add a new node to the cluster perform the following tasks:
1 Shut down the node.
2 Open the acpmdconfig.xml file.

3 Modify <AC_CONFIG_HOME> to point to the shared configuration home
directory that contains acserverconfig.xml for the cluster.

4 Modify <AC_TEMPLATE_NAME> to use a server template from the available
server templates listed in acserverconfig.xml.

Save the acpmdconfig.xml file.

Start the new node. The node will automatically contact the

acserverconfig.xml for the configuration profile and join the cluster, as shown
in Figure 9-11.

Servers
Start Mew Server |

e kozu  urup OMLINE M F % & Windows XP Professional 5.1 Service Pack 3
Server e kazu urup OMLINE WM F W G | ‘Windows XP Professional 5.1 Service Pack 3
Configuration Ry NIRRT ONLIME M F W © | wWindows %P Professional 5.1 Sanice Pack 3
Templates

Legend
Volumes M Message Distribution Service  F Factary Service V Wiew Service

C Caching Service | Integration Service
Partitions ¥ Changes pending require server restart to take effect
Resource
Groups Check CPLU Care Count
Printers

Figure 9-11 A three-node cluster

If the particular server configuration that you want to use for the new node is not
available in the templates listed in acserverconfig.xml, create a new template. For
more information on the process of creating a new server template, see “Creating
a new server template,” earlier in this chapter.

About node configuration

Every node is configured by its server template. To reconfigure a node, the
administrator can either change the template that the node is using, or modify the
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existing template. Use caution when modifying a template, because you are
modifying the configuration of all the nodes that subscribe to the template.

You configure templates to perform tasks, such as generating and printing
documents. Ensure that the cluster meets the following requirements:

m Configure access to printers and databases from templates that run the Factory
service.

s Configure resource groups.

About cluster configuration

You can make the following configuration changes to a cluster:

m Add more nodes to run Factory and View services to handle an increased
workload.

m  Add new nodes to the cluster to increase robustness, and take over the
functionality in the case of a node failure.

Testing a cluster
You can test a cluster using a URL, such as the following one:

http://host1:8900/<context roots>/login.jsp?serverURL=
http://host2:8000&daemonURL=http://host3:8100

where
m context root is acadmin, the name for Management Console.

m 8900 is the default port number for the application container running
Management Console.

m 8000 is the default port number for iServer.

m 8100 is the default port number for the iServer service on Windows and the
iServer service Process Management Daemon on UNIX and Linux.

This URL tests a three-node cluster that runs Management Console on hostl, a
node iServer on host2, and the iServer service on host3.

Starting and stopping a node

When iServer starts, it gathers the following licensing information:
m Validity of the license file

m  Encyclopedia volume limitations
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m CPU limitations, if applicable

m License expiration date, if applicable

You start or stop the nodes in a cluster using Servers in Configuration Console.
You can start and stop a node independent of the cluster.

How to stop a single cluster node

1 From the Advanced view of Configuration Console, choose Servers.

2 Inthe list of servers, point to the arrow next to the iServer name that you want
to stop.

3 Choose Stop, as shown in Figure 9-12. iServer changes the status of the server.

Servers
System
Start Mew Server |
Servers
- 0 kozu  urup OMLIME W F W & | Windows ®P Professional 5.1 Service Pack 3
Server (3 Urp  urup OMLINE M F W | ‘Windows XP Professional 5.1 Service Pack 3
%% Configuration

Templates
ce F Factary Service W View Service

(=I Yolumes C Caching Service I Integration Service
= ¥ Changes pending require server restart to take effect
Em

‘ Partitions

—

Check CPLU Core Count

3l Resource
%

Groups

% Printers

Figure 9-12 Starting or stopping a single node

About starting a node
When you start an iServer node, the following events occur:

m The node configures itself by contacting acserverconfig.xml located in a
shared configuration home directory.

m  The node joins the cluster.
m The services and resource groups of the node become available to the cluster.
m  The status of the node changes to online.

How to start a node

To start an offline node which is already part of the cluster, perform the following
tasks:

1 From the Advanced view of Configuration Console, choose Servers. Point to
the arrow next to the offline node, and choose Start, as shown in Figure 9-13.
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Servers

Start New Server

kozu  urup OFFLINE M F % © |

Legend

M Message Distribution Service  F Factory Service

C Caching Service I Integration Service
¥ Changes pending require server restart to take effect

Check CPU Core Court |

Windows XP Professional 5.1 Service Pack 3
Windows XP Professional 5.1 Service Pack 3

¥ View Senice

Figure 9-13 Choosing Start

2 In Servers—Start server, accept th

e default values for Host Name, iServer
Process Manager Port Number, and Server Template, as shown in Figure 9-14.

Alternatively, you can change these values.

Servers = Start server kozu

Server name kozu

Host Mame or IP Address: |kozu =3
iServer Process Manager Part Number: |81DD @
Server template name: |urup j HEke

*These fields are required and cannot be left blank

E1Z These fields require server restart to take effect

Figure 9-14 Starting a node

3 Choose Start. After a few moments, the node comes online using the chosen

server template.

How to start a new node

To start an offline node that is not curr

ently part of the cluster, but is configured to

be part of the cluster, perform the following tasks:

1 Inthe Advanced view of Configuration Console, choose Servers, then choose

Start New Server.

2 In Servers—Start New Server, ente

as shown in Figure 9-15.

r the values for the Server Name, Host
Name, iServer Process Manager Port Number, and choose a Server Template,

Servers > Start Mew Server

SErver name Jkozu

Host Mame or IP Address: |kozu Eo
iServer Process Manager Port Mumber: |81DD =@
Server template narme: |urup j @

*These fields are required and cannot be left blank

E1Z These fields require server restart to take effect

Figure 9-15 Starting a new node
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3 Choose Start. After a few moments, the node comes online using the chosen
server template, and joins the cluster.

About stopping a cluster or a node

Shutting down a cluster differs from stopping a node in a cluster. To shut down a
a node, from the node’s Configuration Console, on System—Status, choose Stop.
When you stop a node, the following events occur:

m The node leaves the cluster.

m  The services and resource groups on the node are no longer available to the
cluster.

m The status of the node changes to offline.

To shut down a cluster, you shut down all the nodes forming the cluster.

Removing a node from a cluster

After you remove the node from the cluster, iServer can operate in a stand-alone
configuration only if you originally installed it in a stand-alone configuration.
When you remove a node from a cluster, the following events occur:

m iServer removes information about the node from the cluster configuration
information.

m  When you log in to Configuration Console for the cluster, you cannot access
the node.

To remove a node from a cluster, complete the following tasks in the following
order:

m Log in to Configuration Console for the cluster.

= Reconfigure the cluster to handle functionality assigned to the template the
node used. For example, ensure that remaining nodes in the cluster can
assume responsibility for the following functionality:

m  Running Message Distribution, View, Factory, Integration, and Caching
services

n Fulfilling resource group requirements
m  Other functionality that the node supports

= Stop the system on the cluster node. When you take the node offline, the
cluster can no longer access its services.

m  Remove the node from the cluster by performing the following tasks:
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1 Stop the system on the node containing the shared configuration home
directory.

2 In Windows Explorer, navigate to AC_DATA_HOMEN\ config\
11SP<service pack number>. Open acserverconfig.xml in a text editor, such
as Notepad.

Find the <ServerList> element, located towards the end of the file.

Select and delete the <ServerInfo> element for the cluster node that you are
removing.

5 Save the modified acserverconfig.xml file.

6 Select Start to start the server system, as shown in Figure 9-16.

Systemn ;. Status

Systern is currently offline

Modify Start Pararneters Start systern

Figure 9-16 Starting the server

7 Choose Servers from the side menu. The name of the removed cluster node
no longer appears in the server list.

Removing a node from the cluster does not change the configuration
information for the cluster. For example, cluster nodes can still access the
following resources, even after you remove the node from the cluster.

m Printers the cluster uses

m Partitions that refer to directories on the hard drive that the cluster can
access

Managing a cluster

It is important to consider the following when managing a cluster:
m Accessing partitions
m Specifying the Encyclopedia volume location

m  Cluster option requirements

Accessing partitions

All cluster nodes must have access to resources that the cluster uses to read and
write to every partition in the cluster. In Add Partition, you specify a path to the
partition, as shown in Figure 9-17. In BIRT iServer 11, the partition path is set for
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each template rather than for each individual node.

Partitions = Add Partition

Parition name: |NeW_Partiti0n *

Template Name Partition Path

urup |11uru plencyc? *

Configuration
Templates

—
Yolumes
=

@ Partitions

‘g'n Resource
£ ¥ Groups

*These fields are required and cannot be left hlank

G Printers

Figure 9-17 Adding a patrtition

Specifying the Encyclopedia location

The default installation of a stand-alone iServer configures an Encyclopedia
volume, but the installation of a cluster node does not include an Encyclopedia
volume. From the Configuration Console, you can add a new volume. In iServer
Release 11, every server serves all volumes.

You specify the location of an Encyclopedia volume for a cluster in a template.
When the node accesses the template to which it was assigned, it also receives the
location of the partitions.

About cluster option requirements

A cluster uses a single license file. All nodes in a cluster have the same iServer
System options enabled. Any node that you add to the cluster uses only the
options that the cluster uses. For example, if you add an iServer that was in a
stand-alone configuration with page-level security to the cluster, and the cluster
does not have page-level security enabled, the new node does not support
page-level security.

To support multiple Encyclopedia volumes in a cluster, you need the
Multi-Tenant Option or an equivalent. For example, you need the Multi-Tenant
Option to use both Encyclopedia volumes in a cluster that you create from
multiple stand-alone iServers, each with their own Encyclopedia volume.

When iServer is offline, you can replace the license file in the configuration home
directory.
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Handling file system failure

iServer handles file system failure on stateless and stateful file systems. This
overview uses Network File System (NFS) as an example of a stateless network
file system and Common Internet File System (CIFS) as an example of a stateful
network file system.

iServer handles some file system failures by retrying file I/O. Retrying file I/O
works when a file system failure is transparent to iServer. For example, on an
NFS-based network storage system, a file system failure can be transparent to
iServer. Retrying file I/O is insufficient in a configuration where file system
failure is not transparent to iServer, such as on a Windows-based CIFS file system.

On a stateless file system such as an NFS-based file system, iServer can handle a
network storage system failure. The machine detects that the connection to a file
system is lost and attempts to reconnect. When the file system recovers, the
machine re-establishes a connection to the file system. If the connection to the file
system does not time out during failure, iServer does not detect the failure.

On a stateful file system such as a Microsoft Windows-based CIFS network file
system, a machine using the file system tracks file system connection states,
including open files and locks. If the file system connection breaks, the machine
loses connection state information. The CIFS client machine must manually
reestablish file system connections. iServer can re-establish file system
connections on a stateful network file system.

iServer identifies a file system failure as a failure of the following file I/O
functions:

m  Reading the configuration lock file
m  Reading the Encyclopedia volume lock file
m  Reading or writing to an Encyclopedia volume

Failure to read the configuration lock file affects the cluster nodes. The other two
I1/0 failures affect the Encyclopedia volume.

Configuring the cluster administrator e-mail account

In System—Properties—Advanced—Cluster Operation—Administrative, shown
in Figure 9-18, you can specify administrative e-mail account information.
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Figure 9-18 Specifying administrative e-mail account information

The AdminEmail property specifies the account that receives administrative
e-mail, such as the notice iServer sends when licensing problems occur.

Managing console configurations and load balancing

You can configure iServer and Configuration and Management Consoles in
several ways. The following sections describe the most common configurations.

Using the consoles directly

This configuration places both iServer and its Configuration and Management
Consoles behind a corporate firewall, as shown in Figure 9-19.

Firelwall

Application Container iServer

Web |
browser | iServer Consoles ‘<:—.> SOAP port

Figure 9-19 Using the consoles directly

Perform a stand-alone installation to set up this configuration.

Using the consoles through a firewall

Figure 9-20 shows iServer and Configuration and Management Consoles
deployed behind a second firewall.
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Web | | Application Container iServer
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browser | |
Figure 9-20 Using the consoles through a firewall

I DMz I

Deploy the load-balancing proxy separately from the application container,
which exists in the demilitarized zone (DMZ). You can use a proxy from a
third-party vendor or the Actuate proxy.

To install this configuration, you must complete the following tasks in this order:

m Install iServer, integrated with the consoles. Ensure that each console uses the
same context root name. The default name is acadmin.

m  Deploy the Actuate or third-party proxy on a machine that exists in the DMZ.

m  Configure the proxy with the list of available nodes.
Management and Configuration Consoles should be installed on the nodes.

Using multiple console installations

You can have multiple console installations in a cluster. The proxies maintain the
session stickiness and distribute requests to the available installations of iServer
consoles. The load balancer that iServer uses in this scenario does not have to
support session stickiness.

Figure 9-21 illustrates a configuration with multiple installations of iServer
consoles.

To set up this configuration, complete the following tasks in this order:
m Install the cluster, with the integrated consoles.

m  Deploy the Actuate or third-party proxy on different machines than those
where you installed iServer consoles.

m  Configure the proxy with the list of available nodes with iServer consoles.

If you remove a node from a cluster, install the consoles for that iServer if they are
not already installed.

About load balancing

iServer consoles ensure high availability and distribute tasks for efficient
processing using load balancing. The installation of iServer consoles include a
lightweight web application that distributes requests to the available iServer
nodes in a cluster.

228 Configuring BIRT iServer




When deployed, this proxy enables load balancing among Management Console
instances. The proxy is available as mgmtconsoleproxy.war (web archive) in the
downloaded iServer product package. To use the proxy, install it under its own
context root on your application server.

The easiest way to customize the proxy for your installation is to modify the WAR
file to use a modified web.xml file for each installation.

Application
Container iServer

Web

Proxy |<H
browser \ /

iServer consoles |<——+=| SOAP port

Application
Container iServer

Web Third-party

browser |~ load balancer[ == Proxy |<t=

iServer consoles |<—=| SOAP port

Web / \ Proxy |<- Application

browser Container iServer

iServer consoles |<—=| SOAP port

Figure 9-21 Using multiple iServer consoles

Deploying load balancing

Before you use the WAR file to deploy the Management Console load-balancing
application, AcProxy, customize the WAR file for your installation as follows:

m  Extract the configuration file, web.xml, from the WAR file.
m  Customize web.xml.
m  Create a new WAR file using the customized web.xml file.

How to extract the configuration file from the WAR file

1 Create a temporary directory, such as C:\temp\AC on a Microsoft Windows
server or /temp/ac on a UNIX or Linux server.

2 Decompress the mgmtconsoleproxy.war file onto the temporary directory.
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For example, on Windows, open a Command window and type the following
commands, replacing the X: drive letter with a drive letter appropriate to your
system:

mkdir C:\temp\AC
copy X:\mgmtconsoleproxy.war
jar -xf mgmtconsoleproxy.war

The AcProxy files appear in the temporary directory.
Using a UNIX or Linux server, type the following commands:

mkdir /temp/ac
cp /dev/dsk/iServerProduct/mgmtconsoleproxy .war
jar -xf mgmtconsoleproxy.war

The AcProxy files appear in the temporary directory.

3 If you used the temporary path in step 3, the file location is:
Windows—C:\temp\AC \WEB-INF\web.xml
UNIX or Linux—/temp/ac/WEB-INF/web.xml

How to customize web.xml for your installation

1 Using a text editor that accepts UTF-8 encoding, edit web.xml to configure
AcProxy for your application server.

2 Specify the list of available nodes with iServer consoles in the SERVER_LIST
context parameter. The list contains all iServer console URLs that AcProxy
uses to balance requests. The default list is empty. Add your URLs in a
comma-separated list. The following code is a sample SERVER_LIST entry:

<context-param>
<param-name>SERVER LIST</param-name>
<param-values>http://hostnamel:8900/,http://hostname2:8900/
</param-value>
</context-param>

3 Save and close web.xml.

How to customize the WAR file for your installation
To create a new WAR file, type the following command:
jar -cf ..\newmgmtconsproxy.war *

This command creates Newmgmtconsproxy.war in the /temp directory. This file
is a new WAR file for AcProxy, and it contains the modified configuration values.

Use Newmgmtconsproxy.war to deploy to your application servers instead of
Mgmtconsoleproxy.war.
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Configuring Integration
and Caching services

This chapter contains the following topics:
m About the Integration service

m Managing Integration service resources
m Using information objects

m  About Actuate Caching service

m Configuring the Caching service
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About the Integration service

Whenever possible, the Integration service uses a single database connection for a
query. For example, if a design uses information object data sources that depend
on multiple data connection definition files (.dcd), the Integration service may
use only one database connection if the DCDs have the same values for the User
name, Password, and Server properties and the query can be completely pushed
to the database. For concurrent queries, however, the Integration service creates
multiple database connections.

Managing Integration service resources

The administrator configures Integration service properties on Server
Configuration Templates—Advanced to control how iServer and an Integration
handle data from a data source. These settings also determine how the process
manages RAM memory and disk-based memory when processing information
object data. Figure 10-1 shows the properties in Server Configuration
Templates—Settings—Integration Service.

Server Configuration Templates = urup © Settings

Diagnastic logging settings Change...
Properties settings Printable Summary

29 Factary Service
9 Message Distribution Service
29 Wiewing Senice
I Integration Service
2 Enable Serice
B Diagnostic Logging
=1 Process Management
B General Data Source Information
2 Gluery Management

Figure 10-1 Viewing Integration service properties

Enabling the Integration service

The administrator can enable or disable the Integration service from Server
Configuration Templates—Settings, or by setting the EnablelntegrationService
parameter in AC_DATA_HOME/ config/acserverconfig.xml to true or false.

How to enable the Factory service

1 Expand Integration Service, as shown in Figure 10-1, and choose Enable
Service.
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2 For Enable Integration service, accept the default value, which is selected, as

shown in Figure 10-2.

& =101 x|
Servers = urup : Properties = Integration Service = Enable Service
Enable Service
Enahle Integration service: 2
%I Cancel ;I
Figure 10-2 Enabling or disabling the Integration service

About diagnostic logging

The administrator can configure diagnostic logging by expanding Integration

Service, and choosing Diagnostic Logging. For more information, see Chapter 3,

“Using diagnostic, usage, and error logging.”

Setting port numbers for process communication

In Server Configuration Templates—Settings—Integration Service—Process
Management—Communication, as shown in Figure 10-3, the administrator

accepts or sets the value for each of the following properties:

m Port for Integration server message endpoint

Port for Integration service process communication with Encyclopedia

volume processes.

m Port for Integration server query endpoint

Port for Integration service process communication and iServer when running

information objects to pass queries and data.

Servers = urup : Properdies = Integration Service = Process Management = Cammunication

Communication

Port for Integration server message endpoint: |121DD 1=

Port for Integration server query endpoint: |14DDD 1

B2 These fields require server restartto take effect
(I These fields will take default value if left blank

& =(Olx]

ﬂl Cancel

]

Figure 10-3 Setting port numbers for Integration service process communication
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Specifying load settings

In Server Configuration Templates—Settings—Integration Service—Process
Management—Requests, as shown in Figure 10-4, the administrator accepts or
sets the value for each of the following properties:

m  Max SOAP requests

Maximum number of connections for communicating with Encyclopedia
volume processes

m  Max SOAP request threads
Maximum number of threads for communicating with volume processes

& =
Serers = urup | Properties = Integration Serice = Process Management = Reguests

Requests

Max SOAP requests: |20 1E 4

Max SOAF request threads: |8 1=

E1Z These fields require server restart to take effect
(I These fields will take default value if left blank

%I Cancel ;I

Figure 10-4 Specifying load settings

Managing Actuate SQL query execution

In Server Configuration Templates—Settings—Integration Service—General Data
Source Information, shown in Figure 10-5, the administrator sets properties to
specify the data source, including database collation.

& ] 3
Servers = urup : Properties = Integration Serwvice = General Data Source Information =
General Data Source Information

Default collation of ASQL strings: |UNICODE_BIN d 1

Default collation of target database strings |unicode_bin j 1

Default ASQL decimal precision |20 Digits | 2
Default ASQL decimal scale: |8 Dinits 1 [ 53
Default ASQL string length: |50 Characters |[F] 23
Maximurm decimal precision across all databases: |38 Digits | ] 73
Maximurmn length of sttings across all databases |64DDD Characters | [F] 3
Maximurm timeout in seconds for a JDOBC driver connection |BD Digits 1 7] 173

)52 These fields require server restartto take effect
(I These fields will take default value if left blank

ok cancel |+
Figure 10-5 Specifying Integration service general data source information
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Collation is an algorithm for ordering strings. When an Actuate SQL query
executes, the type of collation determines the result of sort and comparison
operations. Databases support one or more collations, usually determined by the
database locale. The Integration service, however, supports only the Unicode and
ASCII code-point collations, which order strings based on the Unicode or ASCII
numbers corresponding to each character.

Based on properties the administrator sets on Servers—Properties—Advanced—
Integration Service—General Data Source Information, the database collation and
the Integration service collation determine which operations are sent to the
database and which the Integration service performs. These properties are:

m Default collation of ASQL strings

Specifies database collation of an Actuate SQL query. You can specify one of
the following values:

»  UNICODE_BIN, the default, sets unicode code point order (binary order).
All characters are different from one another and are sorted by their
unicode values.

m  ASCII_CI sets code point order. Uppercase characters have the same value
as lowercase characters.

m Default collation of target database strings

Specifies the type of collation used by the database. Refer to your database
documentation to determine the appropriate category for your database
collation. You can specify one of the following values for the Default collation
of target database strings property:

m unicode_bin, the default, specifies that the collation of target strings is the
same as the Integration service collation, UNICODE_BIN.

m ascii_ci specifies that the collation of target strings is the same as the
Integration service collation, ASCII_CL

» null specifies that the collation of target strings does not correspond to
either the UNICODE_BIN or ASCII_CI used by the Integration service
collation. Each character has a unique value.

m null_sensitive also specifies that the collation of target strings does not
correspond to either UNICODE_BIN or ASCII_CI used by the Integration
service collation, but more than one character can have the same value, for
example 'E' ="e".

m  Default ASQL decimal precision
Specifies the maximum number of digits after the decimal point in an Actuate
SQL query.
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m  Default ASQL decimal scale

Specifies the maximum scale for NUMERIC and DECIMAL types in an
Actuate SQL query. For example, 15 represents decimals that can have up to
15 digits in all, including decimals after the decimal point.

m  Default ASQL string length

Specifies the maximum size in an Actuate SQL query for CHAR, VARCHAR,
and LONGVARCHAR data types.

m  Maximum decimal precision across all databases
Specifies the AIS maximum decimal precision.

If the value is greater than the cache database maximum precision, the cache
database might return truncation errors when creating a cache due to a
mismatch between the precision of the AIS data and the maximum precision
of a cache database. To avoid truncation errors, use the Actuate SQL CAST()
function to change the precision of the data.

m  Maximum length of strings across all databases
Specifies the maximum string length of AIS strings.

If the value is greater than the cache database maximum string length, the
cache database might return truncation errors due to the mismatch between
the length of the AIS data and the maximum string length of a cache database.
To avoid truncation errors, use the Actuate SQL CAST( ) function to change
the length of the data.

m  Maximum timeout in seconds for a JDBC driver connection

Specifies how long iServer waits to connect to a database over JDBC. The
JDBC driver never times out when connecting to the database if you set this
value to 0.

Specifying query settings

In Server Configuration Templates—Settings—Integration Service—Query
Management—Query Execution, shown in Figure 10-6, the administrator accepts
or sets the value for each of the following properties:

m  Maximum run time for the query
Specify a non-zero value to set a limit on the amount of time a query can run.

m  Maximum query size in rows
Specify a non-zero value to set a limit on the number of rows a query returns.

=  Max memory per query

Specify a non-zero value to set a limit on the amount of memory a query can
consume.
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m  Max Fetch Scroll Memory Size per Query

Defines the maximum size of the memory buffer that binds to the ODBC per
query. Change this value if there is sufficient memory on the machine. Use
trial and error to determine the ideal setting.

m  Max Rows Fetched Per Fetch Scroll

Determines the total number of ODBC rows retrieved for each call of
SQLFetchScroll and sets a limit on the memory usage per execution. Use trial
and error to determine the ideal number of rows to retrieve per call.

m  Max ODA Fetch Size Per Query
Sets the fetch buffer size when fetching data from an ODA driver.
These settings are per connection, therefore all queries on the particular

connection use the same setting. Using a value other than the default on upper
limit could result in increased memory usage by iServer.

& =10 x|
Servers = urup : Properties = Integration Service = Query Management = Gluery Execution =
Query Execution

Maximum run tirme forthe query: |D Seconds | [ 5

Maximum gquery size in rows: |D 1=

W& MEmory per guen: |D MBI

Wax Fetch Scroll Memory Size per Guery; |65535 KB I

Max Rows Fetched Per Fetch Scroll: |EDDD 1=

Max ODA Fetch Size Per Query: |1DD KB I[E 2

12 These fields require server restart to take effect

(1 These fields will take default value it left blank ||

OKl Cancel j

Figure 10-6 Specifying Integration service query settings

Specifying query optimization settings

In Server Configuration Templates—Settings—Integration Service—Query
Management—Query Optimization, shown in Figure 10-7, the administrator sets
properties to improve the overall system performance. iServer reduces the
execution time and system resource usage for queries across multiple data
sources.

The properties are:

m Enable cost-based optimization
Determines whether to apply the cost-based query optimization.

Change the default value when the query plans generated with cost-based
optimization are inefficient or when you cannot provide the cost information
for the information objects.
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m  Minimum rows to trigger creation of an index during materialize operation

Creates an index on materialization that improves performance of searching
for matched tuples in the materialization.

When the materialization has more rows than this parameter value, iServer
creates the index.

Increase the default value when iServer executes too many concurrent queries,
exhausting the memory for indexing and impacting overall system
performance.

Reduce the number of queries that invoke the creation of an index, thereby
slowing the execution of some queries and reducing system resource usage.

& =10 x|
Servers = urup : Propedies = Integration Service = Query Management = Query Oplimization =
Query Optimization
Enable cost-based optimization: 2
Minimurm rows to trigger creation of an index during materialize operation: |1 oo !

() These fields will take default value if left blank

ﬂl Cancel LI
Figure 10-7 Specifying Integration service query optimization settings

Setting resource management properties

In Server Configuration Templates—Settings—Integration Service—Query
Management—Resource Management, shown in Figure 10-8, the administrator
accepts or sets values for each of the following Integration service resource
properties:

m Temporary storage path for spill to disk

Path to the directory that holds temporary files used by an Integration service

process. The default directory is the temp subdirectory of the iServer home
directory.

m  Minimum Disk Threshold for spill partition

Amount of memory that must be consumed before iServer writes overflow to
disk.

m Page pool size
The maximum page size required to process the information object data.

m Buffer pool size
The maximum buffer pool size required to process information.
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Servers = urup : Propeties = Integration Service = Query Management = Resource Management

D

Resource Management

Temporary storage path for spill to disk: | [E R
Minimurn Disk Threshold for spill partition: |256 MBI
Page pool size: |2DDD Pages | [ 1%
Buffer pool size: |1 gooo Pages | [ 1

B2 These fields require server restartto take effect
(I These fields will take default value if left blank

(ok|_cancel [+
Figure 10-8 Specifying the Integration service resource property values

The Integration service process uses disk-based files to store temporary data
when processing an information object that requires a large amount of memory.

When allocating disk space for the directory, consider the maximum amount of
memory required to process the information object data and the maximum
number of concurrent information objects that iServer can run.

Setting query statistics logging properties

In Server Configuration Templates—Settings—Integration Service—Query
Management—Query Statistics, shown in Figure 10-9, the administrator accepts
or sets the value for each of the following query statistics logging properties:

= Enable query statistics logging
Enables and disables logging of the statistics.

= Query statistics log level
m Standard logs query level statistics
m Info logs query and Operator-level statistics
m Detail logs query, Operator, and database-level statistics

The cumulative execution time is logged at the Info level.

& =

Serers = urup © Properties = Integration Service = Query Management = Query Statistics
Query Statistics
Enable query statistics logging: Ird

Query statistics log level: | standard =l

() These fields will take default value if left blank

ﬂl Cancel LI
Figure 10-9 Specifying query statistics logging settings
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Specifying the default Actuate Query template

In Volumes—Properties—Advanced—Actuate Query Generation, the
administrator specifies the path to the default Actuate Query template to apply to
Actuate Query output, as shown in Figure 10-10.

Yolurnes = urup © Propeties = Actuate Query Genetation

D

Actuate Query Generation

“olume default Actuate Cluery termplate file imyAQTemplateldgtemplate.dox2

ﬂl Cancel ;I
Figure 10-10  Specifying the default Actuate Query template file path

Specify the full path and name of an existing Actuate Query template in the
Encyclopedia volume. iServer uses an Actuate Query template file to format
output. iServer uses the default template file to format output when a user runs
an Actuate Query using an information object that does not specify a template
file.

If you do not specify a version number for the template, and multiple versions
exist, iServer uses the latest version of the file. The following example specifies
version 2 of a file called Aqtemplatel.dox:

/myAQTemplate/Agtemplatel .dox; 2

If the value of this property is missing, empty, or invalid, iServer uses the
template file that installs with the Encyclopedia volume.

Using information objects

Information architects use information objects to control information retrieved
from data sources, consolidate information from multiple data sources, and cache
data from remote data sources for offline use.

To ensure data is available for an information object job, such as a BIRT design
that uses information objects, you can cache data. Future queries using that
information object use the data stored in the cache database.

iServer stores cached information objects in one or more of the following
databases:

s DB2
m Oracle
s MSSQL
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Caching information object data optimizes the timeliness of data, the load
constraints of operational data stores, and response time. For example:

m  Response time is faster when you execute large volumes of requests against
data in the cache database instead of querying production data sources.

m Performance can improve when you:
m  Schedule population of the cache during non-peak traffic hours.

m Populate the cache incrementally instead of retrieving all the rows of the
output of an information object.

m  Retrieve increments to the output since the last time the cache was
updated.

Setting up caching

In iServer Release 9, the Encyclopedia volume can cache data using a single cache
connection to a database. In iServer Release 10 and later you can set up multiple
cache connections to multiple databases.

About setup in Actuate Information Object Designer

In iServer Release 9, you run SQL scripts to create an information cache definition
(ICD,) file. In iServer Release 10 and later, an information architect creates an
information cache definition file using Actuate Information Object Designer. For
each ICD, the information architect specifies the name of its cache data table, the
names of the columns of that table, and any table indexes.

About setup in iServer

From Configuration Console, you configure properties on Servers—Properties—
Advanced—NetOSI File Types—ICD to communicate between the information
object and Actuate Caching service (ACS) using SOAP. From Management
Console, you activate the cache when scheduling a job. iServer executes the ICD
schedule and populates the cache table. When you run a query against the
information object, iServer retrieves data from the cache table.

You need to provide the information architect with the location and connection
properties to use for caching, so the information architect can publish either
information objects or designs that contain them to iServer. The information
objects become available in the Encyclopedia volume, and designs can use them
as data sources. Users can retrieve data directly from information objects by
running Actuate Query.
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Updating cache files

Actuate 11 supports caches and cache definitions created in Actuate 11 and later
releases. Ensure that the ICD files in the Encyclopedia volume are updated
regularly. To update an information object cache, run or schedule the ICD as a job
using Management Console.

When iServer updates the cache data, it updates all of the data from the data
source, not just the new or changed data. An information object can access
updated information object data when the job completes. Until the job completes,
the information object uses the existing cache data. When the information
architect deletes cache definitions from an Information Object Designer project,
you must delete the cache definitions from the Encyclopedia volume.

To move an information object project to a new location within the same
Encyclopedia volume, use Management Console to move a folder to the new
location.

Licensing Actuate Caching service

To use information objects with Actuate Query, you must first purchase and
enable Actuate Query Option for iServer System. Using Actuate Caching service
requires an iServer System license that enables the Information Object Caching
Option and another license that enables the Data Integration Option. You cannot
cache data for an information object that uses pass-through security.

About Actuate Caching service

Actuate Caching service manages one or more configurable ACS databases, and

performs functions such as adding and dropping databases, tables, and indexes,

and inserting data into databases. Actuate Integration service (AIS) and ACS are

persistent, multithreaded processes that accept multiple simultaneous requests. A
Factory process communicates directly with AIS through the ODA interface, not

through the Message Distribution service (MDS).

In a stand-alone configuration, iServer runs single AIS and ACS processes. In a
cluster, each node can run AIS and ACS processes. A cluster distributes
information object jobs among the cluster nodes with AIS enabled. You start and
stop the AIS and ACS processes by enabling or disabling the AIS and ACS
services. When using ACS in a cluster, Actuate recommends enabling both ACS
and the Factory service on the cluster node.

iServer uses the AIS to run an information object. Figure 10-11 shows the
communication among components when using a cache database.
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Figure 10-11  iServer component communication

Both the Factory process and an Actuate desktop application access an
information object and the Actuate Integration service using the ODA interface.
The AIS ODA driver supports the following design-time and run-time interfaces
of ODA:

The ODA driver requests a connection to an iServer, then creates a connection
to that host if it has AIS enabled.

For a Factory process, the ODA driver uses the AIS server specified by the
configuration. The default configuration specifies that all Factory processes
use the AIS server.

The following types of files play a role in caching information objects:

DCD (Data connection definition)

Contains properties to identify and connect to a particular external data
source, such as a database or an external application.

Properties consist of data source type, connection properties, and
pass-through security type.

ICD (Information object cache definition)

Contains configuration information for caching data that a data source map
SMA or information object IOB uses. Each cache is stored in an external DBMS
configured for the Encyclopedia volume.

Properties consist of SMA information and cache state information.

IOB (Information object)

Presents a view of a data source, a logical set of data from other maps or
information objects. Supports row-level security.
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Properties consist of schema information such as parameter and column
names, other properties such as a query, editing state, and caching
configuration.

m  SMA (Data source map)
Represents a single set of data from a data source, such as a database table.

Properties consist of schema information such as parameter and column
names, information to access a data source, and caching configuration.

You cannot use more than one version of a DCD, ICD, IOB, or SMA file in an
Encyclopedia volume. If an information object uses another information object or
map as input, that relationship information is internal to the information object
and is specified only by name. The information object does not use Encyclopedia
version information, such as file ID or version number.

If you enable the Factory service and disable the ACS on a cluster node, it must
use another node’s Caching service. To specify a node having the Caching service
enabled, use either one of the following methods to modify the configuration of
the node that has the disabled Caching service:

m  Change the hostname parameter in Servers—Properties—Advanced—NetOSI
File Types—ICD to the name of the machine with the ACS enabled. The
default hostname value is localhost.

= Remove the ICD file type from the server node using Servers—Properties—
Advanced—NetOSI File Types—ICD (Delete).

Configuring the Caching service

The administrator can improve the database performance by using the Actuate
Caching service (ACS) to cache information object data in the iServer
environment. Caching information object data eliminates repetitive queries,
reducing the load on the network and data source.

In Servers—Properties—Caching Service, the administrator can change the
following properties:

m Caching service port
iServer uses this port for communication between the ACS process and
Encyclopedia volume.

m Caching service request settings

The maximum number of SOAP requests and request threads for
communicating with an Encyclopedia volume process.

m Bulk load settings

Path to the directory of the intermediate files ACS uses to perform a bulk load
to a data source, such as an Oracle, DB2, or SQL Server database. iServer saves
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temporary files only when an ACS bulk load job fails. Keep temp files
instructs iServer to always or never save temporary files or only save these
files when a job fails.

Figure 10-12 shows the selections the administrator makes in Server
Configuration Templates—Settings to configure properties for the Caching
service.

Server Configuration Templates > urup :© Settings

Diagnostic logging settings Change...
Properties settings Printable Summany

23 Factary Service

79 Message Distribution Service
3 Viewing Serice

2 Integration Service

[ Caching Service

B EnableService EnableService
B Diagnostic Logging
[ Process Managerment Process Management

B Process Parameters
B comrunication

S Reqguests
B Bulk Load Bulk Load

Figure 10-12  Configuring properties for the Caching service

The properties that appeared in Servers—Properties—Caching Service in
previous iServer releases appear in Server Configuration Templates—Settings in
Release 11. In Release 11, set Caching service properties in Server Configuration
Templates—Settings as follows:

m To set Caching service port, choose Caching Service—Process Management—
Communication.

m To set Caching service request settings, choose Caching Service—Process
Management—Requests.

m To set bulk load settings, choose Caching Service—Bulk Load.

Enabling the Caching service

The administrator can enable or disable the Caching service from Server
Configuration Templates—Settings, or by setting the EnableCachingService
parameter in AC_DATA_HOME/ config/11SP<service pack number>

/ acserverconfig.xml to true or false.

How to enable the Caching service

1 Expand Caching Service and choose EnableService, as shown in Figure 10-12.
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2 For Enable Caching service, accept the default value, which is selected, as
shown in Figure 10-13.

& (O] x]
Servers = urup : Properties = Caching Service = EnableSernvice

EnableService

Enahle Caching service: 4

%I Cancel |-

Figure 10-13  Enabling or disabling the Caching service

About diagnostic logging

The administrator can configure diagnostic logging by expanding Caching
Service, and choosing Diagnostic Logging. For more information, see Chapter 3,
“Using diagnostic, usage, and error logging.”

Configuring Process Management properties

The Administrator configures Process Management properties for the Caching
service by setting property values in the following Process Management
categories:

m Process Parameters
s Communication

m  Requests

Configuring Process Parameters

In Process Parameters, the administrator sets the startup parameters for Caching
service processes property.

How to configure Process Parameters

1 Expand Caching Service, Process Management, as shown in Figure 10-12, and
choose Process Parameters.

2 In Start parameters for Caching service processes, accept the default value, or
alternatively, modify the value, as shown in Figure 10-14.

C M=

Serers = urup | Propeties = Caching Senice = Process Management = Process Parameters

Process Parameters

Start parameters for Caching service processes: |-}<mx128M comm.nimbleces. Serer  F[E O

*These fields are required and cannot be left blank

E1Z These fields require server restart to take effect

%I Cancel |+

Figure 10-14  Setting the start parameters for the Caching service
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Choose OK.

3 Restart iServer.

Configuring Communication

In Communication, the administrator sets the Port for Information Object
Caching server messages property.

How to configure Communication

1 Expand Caching Service, and Process Management, as shown in Figure 10-12,
and choose Communication.

2 In Port for Information Object Caching server messages, accept the default
value, 11550, or alternatively, specify a different value, as shown in
Figure 10-15.

£ =10) x|

Seners = urup ;. Froperties = Caching Senvice = Process Management = Communication -

Communication

Fort for Information Ohject Caching server messages: 11550 1B

B2 These fields require server restart to take effect
() These fields will take default value if left blank

ﬂl Cancel ;I

Figure 10-15  Configuring the Communication property
Choose OK.

3 Restart iServer.

Configuring Requests

In Requests, the administrator sets the following properties:
m  Max SOAP requests

m  Max SOAP request threads

How to configure Requests

1 Expand Caching Service, and Process Management, as shown in Figure 10-12,
and choose Requests.

2 In Max SOAP requests, accept the default value, 20, or alternatively, specify a
different value, as shown in Figure 10-16.
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© i [=] 3

Servers = urup : Propeties = Caching Service = Process Management = Requests 1=
Requests

May SOAP requests: |20 (=

May SOAP request threads: |8 1E

E1Z These fields require server restartto take effect
(I These fields will take default value if left blank

ok _cancel [+

Figure 10-16  Configuring the Requests property

3 In Max SOAP request threads, accept the default value, 8, or alternatively,
specify a different value.

Choose OK.

4 Restart iServer.

Configuring Bulk Load

In Bulk Load, the administrator sets the following properties:

m  Keep temporary bulk load files

m Client bulk load path

How to configure Bulk Load

1 Expand Caching Service, and choose Bulk Load, as shown in Figure 10-12.

2 In Keep temporary bulk load files, accept the default value, or alternatively,
specify a different value, as shown in Figure 10-17.

“© i [=] 3
Servers = Urup : Properies = Caching Service = Bulk Load 1=
Bulk Load
Keep termporary bulk Inad files: |OnIyFDrFa|IedJnhs j 1
Client bulk lnad path |$AC_DATA_HOME$JsenrerIIDg 1

Bk These fields require server restart to fake effect
() These fields will take default value if left blank

%I Cancel LI

Figure 10-17  Configuring the Bulk Load property
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3 In Client bulk load path, accept the default path, or alternatively, specify a
different path.

Choose OK.

4 Restart iServer.

Table 10-1 lists the Caching service properties, and relates the property names

that appear in Configuration Console with the corresponding parameter names

in acmetadescription.xml, indicating default settings, ranges, and when a
property change takes effect.

Table 10-1 Actuate Caching service parameters
Property name Parameter name Default Range Takes
effect
Client bulk load BulkLoadPath Server
path Restart
Enable caching EnableCachingService |False Fixed
service
Keep temporary KeepTempFiles OnlyForFailed- |OnlyForFailed- |Server
bulk load files Jobs Jobs Restart
Always
Never
Max SOAP requests | MaxConnections 20 2-1024 Server
Restart
Max SOAP request |MaxThreads 8 2-200 Server
threads Restart
Start parameters for |StartArguments -Xmx128M Server
Caching service com.nimble.ccs. Restart
processes Server
Port for SOAPPort 11550 1024 - 65535 Server
Information Object Restart

Caching server
messages

About bulk loading files to the cache

Use database tools, such as sqlldr and db2cmd, for Oracle and DB2 respectively,

for bulk loading. Install these tools on the node where the caching server is

enabled. iServer also supports bulk loading through the JDBC driver using jdbc
insert. To prevent problems with client tools, such as the SQL Server Bulk Copy

Program (BCP), specify a fully qualified name for a database object, using
database.schema.object notation, as shown in the following example of BCP
command-line syntax:
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bep {[[database name.] [schema] .] {table name | view name} |
uqueryn}
{in | out | qgueryout | format} data_file
[-S server_name[\instance_name]] [-U login_id] [-P password]

Configuring Actuate Caching service and NetOSl file
type

The Encyclopedia volume information object cache definition, ICD, stores
information object data in a cache. iServer uses properties that you configure on
Server Configuration Templates—Settings—NetOSI File Types—ICD to
communicate between the information object and Actuate Caching service (ACS)
using SOAP.

Choose Server Configuration Templates—Settings—NetOSI File Types (Add) to
add a new NetOSI interface.

Figure 10-18 shows Server Configuration Templates—Settings—NetOSI File

Types (Add).
& 19 [=] b3
([ — - A
MNarne: | @

Factory-side Parameters for Third-Party Service

‘ersion of third-party service: |2 182

Command line arguments: I

Use attachment I

Third-Party Service Parameters

SOAP part number. |-1

Application context: | B
Target hostname | B
S0AP message timeout: J Seconds!

*These fields are required and cannot be left hlank

B2 These fields require server restartto take effect
(I These fields will take default value if left blank

%I Cancel LI

Figure 10-18  Adding a NetOSl interface
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Table 10-2 describes the properties for adding a NetOSI interface.

Table 10-2 Properties for adding a NetOSl interface

Property

Value

Name

Name of the NetOSI file type. iServer displays the
name in the list of file types.

Version of third-party
service

Actuate recommends contacting Actuate Customer
Support before you change this value.

Command line
arguments

Command line arguments for the open server
driver. iServer uses these arguments when the open
server SOAP interface and a Factory process need to
start the open server service.

Use attachment

Indicator of the type of file transfers between
Factory process and open server service. iServer
uses this setting in conjunction with the open server
SOAP interface. Select this property to send open
server files as attachments instead of specifying a
link to the path. If the Factory process and open
server service are on different machines, linking to
the files is impossible. You must use attachment
mode.

SOAP port number

Port number to connect with the open server service
that is running on an application server. The default
value, -1, uses the default port.

Application context

String used as the application context when sending
a SOAP message to the open server service
deployed on the application server.

Target hostname

IP address or name of the host machine that hosts
the open server service.

SOAP message timeout

Seconds to wait for SOAP messages between the
Factory process and open server service. The default
value, -1, disables time-out.

If the value is larger than the document request
time-out, the Factory process aborts the request. If
the time-out value is too small, the Factory process
breaks the connection before the open server service
is able to respond.

You can delete a NetOSI file type in Server Configuration Templates—Settings—
NetOSI File Types—ICD (Delete).
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Configuring iServer
security

This chapter contains the following topics:

Understanding the Report Server Security Extension
Installing iServer using Open Security
Understanding LDAP configuration

Working with RSSE page-level security
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Understanding the Report Server Security Extension

The Report Server Security Extension (RSSE) supports Open Security and page-
level security. Open Security is the framework that a developer uses to create an
interface to an external security source, such as Lightweight Directory Access
Protocol (LDAP) or Microsoft Active Directory. Using the interface, the
Encyclopedia volume controls access using information from the external
security source.

Using page-level security, a developer can create an RSSE application that
associates security IDs in the access control list (ACL) of a design to Encyclopedia
volume users or roles. To use page-level security when working with BIRT
designs and documents, obtain a license for the BIRT Page Level Security Option.
To use page-level security when working with Actuate Basic designs and
documents, obtain a license for the e.Report Page Level Security Option. iServer
Integration Technology contains reference implementations of RSSE applications,
which include source code and JAR files.

iServer supports the following types of SOAP-based RSSE applications that you
can install with iServer:

m External authentication

Authenticates users in the Encyclopedia volume based on an external,
third-party security system, such as LDAP.

m External registration
Control access to Encyclopedia volume items based on an external, third-party
security system, such as LDAP. With this strategy, you externalize users, roles,
groups, and user properties.

m Page-level security

Controls user access to sensitive information in a document by implementing
page-level security.

To set up a Release 11 iServer that uses RSSE to connect to an LDAP Directory
Server, the administrator must first install an iServer specifying the custom
security source option. Then, using Configuration Console, the administrator
configures an Encyclopedia volume to use a web service that supports RSSE
processing.

Working with RSSE

After installing iServer using the custom security source option, iServer is ready
to use RSSE implementation. To prepare an LDAP security source to interoperate
with iServer, configure the security source by populating it with the appropriate
security information.
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In Configuration Console, configure the Encyclopedia volume for RSSE by
specifying the web service parameters in Volume—Properties—Open Security.
The SOAP-based RSSE application runs as a web service from the iServer
application container. Developers can create a custom RSSE application that uses
other data sources. For more information on creating custom RSSE applications,
see the Server Integration Technology RSSE reference implementations.

About iServer and RSSE application interaction

Figure 11-1 illustrates the communication between iServer, the RSSE application
as a web service, and the external security source.

User Web server

Web application

:

iServer Service provider -
i Security
RSSE endpoint RSSE service
P <= interface Sells

———

Encyclopedia
volume
Figure 11-1 iServer communication flow diagram

The service runs from the application container that ships with iServer. The
installation program installs the application container with the following
components:

m  Management and Configuration Consoles
m RSSE web services application

The application container, iServer Consoles, and the RSSE web services
application are installed with iServer under the AC_SERVER_HOME directory in
the following subdirectories:

m The application container is in the servletcontainer directory.
m iServer Consoles are in the servletcontainer/ mgmtconsole directory.

m The RSSE web services application is in the servletcontainer /webapps
/acrsse directory.

iServer implements the RSSE application as a Java web service using Apache
Axis.
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Installing iServer using Open Security

After installing and configuring an LDAP Directory Server, install a new iServer
with an Encyclopedia volume that uses LDAP and configure the SOAP-based
Java RSSE web service.

Installing iServer with the LDAP Option

The following example installs an iServer that sets up an Encyclopedia volume
that uses an LDAP Directory Server and an SOAP-based Java RSSE web service in
a Windows environment.

How to install iServer using the RSSE Option

If you downloaded iServer, run ActuateBIRTiServerEnterprise.exe. If you have an
ftp distribution, run setup.exe. The welcome message appears, as shown in
Figure 11-2. Choose Next.

‘Welcome to the InstallShield Wizard for Actuate BIRT iServer

Actuate I

Install5hield | <ok H LETY ‘ | cancel ‘

Figure 11-2 Viewing the welcome message

1 Follow the setup instructions in the Installing BIRT iServer for Windows or
Installing BIRT iServer for Linux and UNIX manual, except choose a Custom
setup type, select all features, and select the Stand-alone installation option.
When you reach Select Security Source, select Use an LDAP Directory Server,
as shown in Figure 11-3. Choose Next.
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Select Securily Source
Ple

InstallShild < Back Next > Caneel
Figure 11-3 Selecting a security source

2 In LDAP Configuration, specify the server name where the LDAP Directory
Server is running and the port number where it listens, as shown in
Figure 11-4. Choose Next.

LDAP Conf
Ple

18 intermet port that the LDAP

Port number 363

InstallShild < Back Next > Caneel
Figure 11-4 Specifying the LDAP directory server name and port

3 Specify the query account and password, as shown in Figure 11-5. The Query
account is for anonymous operations to the LDAP Directory Server, such as

validation. Choose Next.
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uid=admin, ou=Administrators, ou=T opology

InestallShield < Back Next > Cancel

Figure 11-5 Specifying the query account and password

4 Specify the name of the organization, as shown in Figure 11-6. Choose Next.

uration [continued]

e do=actuate, do=com

InstallShigld < Back et > Cancel

Figure 11-6 Specifying the organization name

5 Specify the base domain used for queries of users and the object used as a filter
for queries of users, as shown in Figure 11-7. Choose Next.
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LDAP Conf
Ple

ou=Feople, do=acluate, do=com

-

InestallShield < Back Next > Cancel

Figure 11-7 Specifying the base domain and object for queries of users

6 Specify the base domain used for queries of roles and specify the object used
as a filter for queries of roles, as shown in Figure 11-8. Choose Next.

ou=Roles, de=actuate, de=com

Object : groupofuniquenames

InestallShield < Back Next > Cancel

Figure 11-8 Specifying the base domain and object for queries of roles

7 Specify the base domain used for queries of groups and specify the object used
as a filter for queries of groups, as shown in Figure 11-9. Choose Next.
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ou=Groups, de=actuate, do=com

fy the name of LDAP

Object groupofuniquenames

InstalIShizld < Back Mest > Cancel

Figure 11-9 Specifying the base domain and object for queries of groups

8 Specify the name of a user with an administrator role and the name of a user

with an operator role, as shown in Figure 11-10. Choose Next.

LDAP Configuration [continued)
Pl ired infarr

toup name) for

operator

InstalIShizld < Back Mest > Cancel

Figure 11-10  Specifying the names of users with administrator and operator

roles
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After the installation, inspect the ldapconfig_<VolumeName>.xml configuration
file, which the installation program creates in AC_SERVER_HOME/ etc.

Installing the RSSE web service application

For an Encyclopedia volume, the RSSE web service configuration information is
in the lIdapconfig_<volume>.xml file, where <volume> is the name of the
Encyclopedia volume using the RSSE web service application. For example, the
configuration file for the sales1 volume is:

ldapconfig urup.xml
The ldapconfig_<volume>.xml configuration file is in the following directory:
AC_SERVER_HOME/etc

Each volume that uses the RSSE web service application must have a
configuration file.

The iServer application container that runs the RSSE web service application is in
the following directory:

AC_SERVER_HOME/servletcontainer/webapps/acrsse

To configure the RSSE web service application, change the values in the
ldapconfig_<volume>.xml file, and restart the iServer application container that
runs the RSSE web service application. For more information about setting
ldapconfig_<volume>.xml parameters, see “Setting ldapconfig_<volume>.xml
parameters,” later in this chapter.

Using the RSSE application with a service provider

The RSSE web service application runs using a service provider that supports
Apache Axis, such as Apache Tomcat. Use the RSSE web service application with
an Apache Tomcat servlet container by performing the following steps:

m Install the RSSE web service application on the Tomcat servlet container.

m  Configure the Encyclopedia volume to use the RSSE web service application.
The following sections briefly describe how to use the RSSE web service
application with a Tomcat servlet container.

Installing an RSSE application on Tomcat

To install the web service RSSE application on a Apache Tomcat servlet container,
copy the files from the iServer application container directory to the Tomcat
directory.

On a Windows system, the default installation places the RSSE web services
application in the following directory:

AC_SERVER_HOME\servletcontainer\webapps\acrsse
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Copy the acrsse directory to the Tomcat webapps directory. For release 7.0 of
Tomcat, the directory is:

\Program Files\Apache Tomcat 7.0\webapps

Stop and restart Tomcat to update the configuration. Check the HTTP server log
files to ensure proper start-up of the application.

Configuring the Encyclopedia volume to run RSSE

Configure each Encyclopedia volume to run an RSSE web service application
separately. A SOAP-based Java RSSE application runs as a web service in the
iServer servlet container. To run SOAP-based RSSE applications on multiple
Encyclopedia volumes, configure a separate location for each RSSE application.

Install an RSSE application on an Encyclopedia volume to run in its own location
on iServer by performing the following tasks:

m  Make a copy of the AC_SERVER_HOME/servletcontainer/webapps/acrsse
directory.

For example, copy the directory to the following location:
AC_SERVER_HOME/servletcontainer/webapps/acrsse AUTH

m  Copy the file, rsseAcl jar, to the lib directory of the servlet container in the
following location:

AC_SERVER HOME/servletcontainer/webapps/acrsse AUTH/WEB-INF/lib

m Extract the file, class.properties, from the archive file, rsseACL jar, to the
following location:

AC_SERVER HOME/servletcontainer/webapps/acrsse AUTH/WEB-INF
/classes/com/actuatell/rsse/wsdl

If necessary, create the subdirectories, /classes/com/actuatell /rsse/wsdl,
manually or using an archive extraction tool create the subdirectories when
extracting the class.properties file.

m  Use a source code editor to open the class.properties file and change the code
reference specification to:

class=com.actuatell.rsse.authSample.SampleRSSE

Configuring Open Security

Use Configuration Console to enable a RSSE web service application for an
Encyclopedia volume. The following parameters appear on Volumes—
Properties—Open Security, as shown in Figure 11-11:

= Do not enable
Disables Open Security and the RSSE application.
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Enable as a web service
Enables Open Security and the RSSE application.

Cache timeout

Sets the maximum time, in minutes, before iServer deletes cached open
security data. The minimum cache time-out period is 1 minute. Set to -1 to
specify that the cache never expires.

IP address
Sets IP address or machine name of the server that runs the RSSE web service.

Soap port
Establishes the port number for the RSSE web service.

Context string

Specifies the location of the RSSE web service for iServer to use when sending
messages to the web service. The path for the default Encyclopedia volume is
/acrsse/servlet/AxisServlet.

Yolumes = corp: Properties
Open Security
EnableDisable S

" Do nat enable
% Enable as web service

Cache

Cache timeout: |6D min 2
Web service

IP address |Iocalhost I=ke)
Soap port | B =t
Context String |IacrseseisenrlethxiSSenrlet [=Fe)

*These fields are required and cannot be left hlank

BEZ These fields reguire volume restart to take effect
() These fields will take defaultwalue if left blank

Figure 11-11  Specifying open security property values

How to enable Open Security for an Encyclopedia volume

1

Create a configuration file for the RSSE web service application.

The configuration file maps the Encyclopedia volume management
information to LDAP security directory information.

From the Advanced View of Configuration Console, choose Volumes.

In Volumes, point to the arrow next to the Encyclopedia volume name and
choose Properties.
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4 In Volumes—Properties—General, choose Open Security, as shown in
Figure 11-11.

In Volumes—Properties—Open Security, choose Enable as a web service.
Specify web service parameter values as necessary. Choose OK.

On Volumes, point to the arrow next to the Encyclopedia volume name and
choose Put offline.

8 Log out of Configuration Console. Stop and start the iServer Application
container using the StartMC and StopMC scripts in AC_SERVER_HOME /bin.
Log back into Configuration Console. Take the Encyclopedia volume online.

Test whether the RSSE web service application is working by logging in to the
Encyclopedia volume or, if using a page-level security, by deploying a design file
to the Encyclopedia volume.

If you are using a page-level security and change the assignments in the users.acls
file, be sure to wait for the volume cache time-out period or recycle the volume
before checking to see if the changes are effective. Using Configuration Console,
you can re-configure the volume cache time-out period by going to Servers—
Properties—View Service. On View Service, in View process cache for
executables, the default value for Max cache timeout is 3600 seconds.

In View Service, in Extended viewing cache, you can also set Cache level to Cache
only page-level security requests to retain previously viewed documents that
have page-level security enabled. In Extended viewing cache, the default value
for Cache timeout is 1200 seconds.

Specifying RSSE service startup parameters

Volumes—Properties—Advanced—Security Extension—Service, shown in
Figure 11-12, allows the administrator to supply an operating system command
that iServer uses to start the RSSE service. The administrator can also specify
license options that iServer assigns to users by default when upgrading an RSSE-
enabled volume from an iServer version that has no user-based licensing.

264 Configuring BIRT iServer



&
Service

Select a specific option

Wolumes = corp : Properties = Security Extension = Service

Command line to control initiation for RSSE senvice I EC

JS[=] S

D

~

The default licensed options for RSSE service: B 7

Repaort

Spread

MultiApp

Analysis
PageSecure
ActuateQuery
ActuateAnalytics
Addvolume
Datalntegration
InfoObjectsCaching

Y

=
=

=l

E'C These fields require volume restart to take effect

ﬂl Cancel ;I

Figure 11-12

Specifying RSSE startup command and default license options

Table 11-1 describes the parameters that appear on Volumes—Properties—
Advanced—Security Extension—Service.

Table 11-1 RSSE service startup parameters

Parameter

Description

Command line to control
initiation for RSSE service

Command that iServer issues to start the web service for
RSSE, if the RSSE service is not running. If iServer cannot
connect to the web service for the RSSE service, iServer starts
an operating system shell and runs the value of this
parameter as a command-line request.

The default licensed options
for RSSE service

Supports specifying license options that iServer assigns to all
users by default when upgrading an RSSE-enabled volume
from an iServer version that has no user-based licensing. The
administrator is free to change license option assignments
after the upgrade. Assigning default license options in The
default licensed options for RSSE service does not affect the
list of available options from which to select when assigning
options to a user in Management Console.

Understanding LDAP configuration

When iServer uses the RSSE application, Encyclopedia volume users that are
defined in the LDAP server must have a password. The user information must

use:

m A ssingle LDAP organization

m  The appropriate LDAP object classes
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The ldapconfig_<volume>.xml file defines the mapping between Encyclopedia
volume user information and LDAP information. Encyclopedia volume user
management information typically maps to LDAP information in the following
way:

m The Encyclopedia volume users, groups, and roles map to LDAP object
classes. For example, you can specify that Actuate users map to the LDAP
inetorgperson object class and that roles and groups map to the LDAP
groupofuniquenames object class.

m Individual users, roles, and groups are LDAP objects. For example, after
specifying how Actuate users map to the LDAP inetorgperson object class of
an organizational unit, you create LDAP users based on the inetorgperson
object class. In LDAP, you can create users named MBarajas and JThompson
based on the inetorgperson object class. MBarajas and JThompson are
Encyclopedia volume users.

m Actuate user properties, such as e-mail address and home folder, are specified
in LDAP attribute-value pairs of the LDAP object class. For example, after
specifying that the Actuate users are based on the inetorgperson object class,
you specify that Actuate e-mail maps to the mail attribute of the LDAP
inetorgperson object class. You create object class attributes to store Actuate
user properties.

In LDAP, you can also create a set of Encyclopedia volume users, notification
groups, and roles by creating the LDAP objects within different LDAP
organizational units and specifying LDAP distinguished names to point to the
different LDAP organizational units.

Mapping Encyclopedia volume management
information to LDAP objects

The following topics discuss how to map particular types of Encyclopedia
volume management information:

m  Mapping Encyclopedia volume user properties
m  Mapping roles

m  Mapping groups

m  Mapping channels

m  Mapping pass-through security information

Mapping Encyclopedia volume user properties

Encyclopedia volume users and their properties map to attributes of an LDAP
object. User properties include login name, password, e-mail address, and default
privilege template. For example, if Actuate user information maps to an LDAP
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inetorgperson object class, the user properties map to the LDAP inetorgperson
object class attributes.

All LDAP user object attributes are string attributes. To specify multiple values,
the LDAP user object attributes for a privilege template list and an Encyclopedia
volume channel membership list must be multivalued. For example, to specify
that a user belongs to multiple volume channels in LDAP, the user object
Encyclopedia volume channel attribute must be multivalued with an Actuate
channel name for each value.

The Encyclopedia volume login name is the user ID attribute of the LDAP user
object, called the uid attribute. The volume password is the password attribute of
the LDAP user object. When using an RSSE application, a user must log in to an
Encyclopedia volume using a password.

To indicate that an Actuate user is a member of an Actuate role or an Actuate
notification group, add the LDAP Actuate user as a member of the appropriate
LDAP Actuate group or role.

Actuate uses the default value for an Actuate user property in
Idapconfig_<volume>.xml when:

m  The LDAP server does not contain a definition for the LDAP user object
attribute.

m The LDAP attribute for a user object does not contain any values.

Mapping roles

Encyclopedia volume roles map to an LDAP object class, such as
groupofuniquenames. The name Actuate displays is the LDAP object’s common
name attribute, called the LDAP cn attribute.

When using the RSSE application with an LDAP server, you cannot nest roles.
Roles are an LDAP object. To indicate that an Actuate user is a member of one or
more Actuate roles, add the LDAP Actuate user object as a member of the LDAP
Actuate roles.

iServer uses the members specified in the LDAP Actuate role objects when it
performs authorization functions for Actuate roles. iServer also uses the LDAP
role objects when it lists roles used to specify privileges.

To specify privileges to access a file or folder in the Encyclopedia volume for an
LDAP role object, first create the Actuate role object in the LDAP directory. Then,
in the Encyclopedia volume, specify privileges for the Actuate role in the
Encyclopedia volume file or folder.

Information Console supports using different levels of user functionality based
on a user’s membership in particular Encyclopedia volume roles. To use the
Information Console roles and functionality levels, create corresponding LDAP
roles and add users to the roles.
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Mapping groups

Encyclopedia volume groups map to an LDAP object class, such as
groupofuniquenames. The name Actuate displays in the Encyclopedia volume is
the LDAP object cn attribute.

If the e-mail notification group maps to the LDAP groupofuniquenames object
class, the LDAP group objects do not require Actuate-specific attributes. To
specify that an Actuate user is a member of an Encyclopedia volume group, first
create an LDAP group object. Then, add the LDAP user object as a member of the
LDAP group object.

Mapping channels

The Encyclopedia volume stores channel names. An LDAP user object attribute
specifies the list of channels to which an Actuate user subscribes. The RSSE
application does not verify that the Encyclopedia volume’s channel names match
the LDAP user object channel attribute values. You must ensure that the channel
names match the values in the LDAP user object channel attribute.

Mapping pass-through security information

When a user runs an information object that uses pass-through security, iServer
requires a database user name and password. When using the RSSE application,
you specify two LDAP user object attributes that iServer uses with pass-through
security. One attribute contains the value for the database user name and the
other attribute contains the database password. The following example shows
pass-through security parameters in the LDAP configuration file:

<ConnectionPropertyLists>
<ConnectionPropertys>
<Name>username</Name>
<Value>acdbname</Value>
</ConnectionPropertys>
<ConnectionProperty>
<Name>password</Name >
<Value>acdbpassword</Value>
</ConnectionPropertys>
</ConnectionPropertyList>

The ConnectionPropertyList contains ConnectionProperty elements. The
ConnectionProperty name-value pairs specify the LDAP user object attributes
that contain the database user name and password that iServer uses when a
design accesses data through an information object.
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The value for username is the LDAP user attribute that contains the database user
name. In the following example, iServer uses the value in the LDAP user’s
dbname attribute as the database user name:

<ConnectionPropertys>
<Name>username</Name>
<Value>dbname</Value>

</ConnectionProperty>

The value for password is the LDAP user attribute that contains the database
password.

In the following example, iServer uses the value in the LDAP user’s dbpassword
attribute as the database password:

<ConnectionProperty>
<Name>password</Name>
<Value>dbpassword</Value>

</ConnectionPropertys>

Setting Idapconfig_<volume>.xml parameters

The RSSE application uses a mapping file, Idapconfig_<volume>.xml, to map
Encyclopedia volume management information to LDAP objects and object
attributes.

In the Actuate ldapconfig_<volume>.xml file, a parameter is an XML element.
Specify the value for a parameter as shown in the following example:

<parameter-name>value 1, value 2</parameter-name>
where

m The parameter name is one of the valid parameter names specified in
ldapconfig_<volume>.xml.

m A comma separates multiple parameter values.

ldapconfig_<volume>.xml can contain comments. Enclose comments in
<--and - -> tags, as shown in the following example:

<

--This is the port number on which the LDAP server is listening.--
>
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Table 11-2 contains example values for parameters that appear in
ldapconfig_<volume>.xml.

Table 11-2 Idapconfig_<volume>.xml parameters

Parameter Description and example

AdminRole | Actuate role attribute value that indicates that an LDAP user object can
perform Encyclopedia volume management.

<AdminRole>
actuateAdmin
</AdminRole>
AllRole LDAP role object name that maps to the All role in the Encyclopedia volume.
Use the All role to grant privileges to all Encyclopedia volume users.
<AllRole>
actuateAll
</AllRole>
GroupBase |Base LDAP distinguished name used to locate the LDAP Actuate notification
DN group object in queries of notification group names.
<GroupBaseDN>
ou=Groups, dc=actuate, dc=com
</GroupBaseDN>
(continues)
Group LDAP object class that the RSSE application uses to find Actuate notification
Object group names.
<GroupObject>
groupofuniquenames
</GroupObject>
GroupTo Name of the LDAP notification group that receives notification about all
Notify iServer requests in the manner of the administrator user when the

Encyclopedia volume uses default, internal security. The GroupBaseDN
parameter defines the base DN of this group name.
<GroupToNotify>

specialGroup

</GroupToNotifys>
When combined with the GroupBaseDN value, this parameter specifies the

LDAP Actuate notification group object. iServer uses that object for LDAP
notification. For example:

"cn=AdminGroup, ou=Actuate Groups, o=actuate.com"

270 Configuring BIRT iServer



Table 11-2 Idapconfig_<volume>.xml parameters (continued)

Parameter Description and example

Operator LDAP role object name that maps to the Encyclopedia volume Operator role.
Role A user must have this role name to perform Encyclopedia volume Operator
functions, such as online Encyclopedia volume backups.
<OperatorRole>

actuateOperator

</OperatorRole>

Port Internet port on which the LDAP server listens.
The default value is 389.

<Port>
389

</Port>

Query LDAP account that the RSSE application uses for query operations to the
Account LDAP server.
<QueryAccount>
uid=actuate, ou=Administrators, ou=TopologyManagement,
o=NetscapeRoot

</QueryAccount>

The RSSE application uses this account to validate users, roles, ACLs, and

other Encyclopedia volume user information. For example:

"uid=admin, ou=Administrators, ou=TopologyManagement,
o=NetscapeRoot"

Query Password for the LDAP account specified by the QueryAccount parameter.
Password <QueryPasswords>
Actus8
</QueryPassword>

RoleBaseDN | Base LDAP distinguished name that the RSSE application uses to locate the
LDAP role object in queries of roles.

<RoleBaseDN>
ou=AcRoles, dc=actuate, dc=com

</RoleBaseDN>

RoleObject | LDAP object class that the RSSE application uses to find Actuate role names.

<RoleObject>
groupofuniquenames

</RoleObject>
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Table 11-2

Idapconfig_<volume>.xml parameters (continued)

Parameter

Description and example

Server

Name of the LDAP server that the RSSE application and iServer use. Use the
fully qualified name, including the domain name. You can use the server’s IP
address.

The default value is the name of the machine.

<Server>
helium.actuate.com

</Servers>

UserBase
DN

LDAP distinguished name that the RSSE application uses to locate the LDAP
user object. When you add a user’s name as a prefix to a base-distinguished
name, the resulting name uniquely identifies the user in the external data
source. Most base-distinguished names consist of the organizational unit or a

series of organizational units and an organization.
<UserBaseDN>
ou=People,

dc=actuate, dc=com

</UserBaseDN>

Channel
Subscription
ListAttr

LDAP attribute that specifies the channels to which an Actuate user
subscribes.

In the LDAP directory server, the attribute has multiple values with a single
channel name for each value.

<ChannelSubscriptionListAttr>
actuateChannellList

</ChannelSubscriptionListAttr>

(continues)

Channel
Subscription
ListDefault

Value to use for ChannelSubscriptionListAttr when LDAP does not contain a
value for that attribute.
<ChannelSubscriptionListDefault>

portfolio update, sales forecasts
</ChannelSubscriptionListDefaults>

The value is a comma-separated lists of channel names. For example:

"portfolio update, sales forecasts"

Privilege
Template
Attr

LDAP attribute that specifies which privilege template to use for files and
folders that an Encyclopedia volume user creates.
<PrivilegeTemplateAttr>

actuateDefaultPriv
</PrivilegeTemplateAttr>
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Table 11-2

Idapconfig_<volume>.xml parameters (continued)

Parameter Description and example

Privilege Value to use for PrivilegeTemplateAttr when LDAP does not contain a value

Template for that attribute.

Default The value is a comma-separated list of user or role privileges. This example
gives read and visible privileges to a role called viewing only and gives read,
write, execute, and delete privileges to a user named jbob.
<PrivilegeTemplateDefaults>

viewing only~rv, jbob=rwed
</PrivilegeTemplateDefault>
A user permission is a user login name followed by "=" and a zero (0) or more
permission characters. A role permission is a role name followed by tilde (~)
followed by a zero or more permission characters. The following table is a list
of the privilege characters and their meanings:
r = read
W = write
e = execute
d = delete
v = visible
s = secure read
g = grant
To specify a privilege template that lists multiple users or roles in the LDAP
directory server, the attribute must be multivalued with a single user or role
for each value.

Attach LDAP attribute that specifies an Actuate user’s preferred form of e-mail

Report notification.

InEmailAttr | _attachReportInEmailattrs

actuateEmailForm
</AttachReportInEmailAttr>
The e-mail can contain either a copy of the document or a link to the
document.

Attach Value to use for AttachReportInEmailAttr when LDAP does not contain a

Report value for that attribute. The value is either included or linked. If the value is

InEmail included, the user receives the document as an attachment to the notice, if

Default possible. If the value is linked, the user receives a link to the document. The

default value in ldapconfig_<volume>.xml is linked.
<AttachReportInEmailDefaults>

linked
</AttachReportInEmailDefaults>
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Table 11-2 Idapconfig_<volume>.xml parameters (continued)
Parameter Description and example
Email Name of the LDAP user attribute that specifies an Encyclopedia volume user’s
Address e-mail address that iServer uses to send e-mail. For some object classes, such
Attr as inetorgperson, an e-mail attribute exists in the standard LDAP schema.
<EmailAddressAttr>
mail
</EmailAddressAttrs>
SendEmail LDAP user attribute that specifies when to send an e-mail notification
Attr message to notify an Actuate user of the completion of a job.
<SendEmailAttr>
actuateEmailWhen
</SendEmailAttr>
SendEmail Value to use for SendEmail Attr when the LDAP directory server does not
Default contain a value for that attribute.
<SendEmailDefault>
never
</SendEmailDefault>
Use one of the following values: never, always, failures, or successes.
never—Do not modify.
always—Notify of failures and successes.
failures—Notify of failures only.
successes—Notify of successes only.
The default value in Idapconfig_<volume>.xml is never.
(continues)
Failure LDAP attribute that specifies how long iServer keeps a user’s notices about
Notice failed jobs in the completed notice folder of the Encyclopedia volume. The
Expiration value is a number of minutes. A value of 0 (zero) means that iServer does not
Attr keep notices about failed jobs. A value of -1 means that iServer keeps the
notices indefinitely.
Failure Value to use for FailureNoticeExpirationAttr when LDAP does not contain a
Notice value for that attribute.
Expiration The value is a number of minutes. The default value in
Default ldapconfig_<volume>.xml is 0.
SendNotice |LDAP user attribute that specifies when to notify a user about the completion
Attr of a job by placing a notice in the completed notice folder of the Encyclopedia

volume.
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Table 11-2

Idapconfig_<volume>.xml parameters (continued)

Parameter

Description and example

SendNotice
Default

Value to use for SendNoticeAttr when LDAP does not contain a value for that
attribute.

Use one of the following values: never, always, successes, or failures.
never—Do not modify.

always—Notify of failures and successes.

failures—Notify of failures only.

successes—Notify of successes only.

The default value in Idapconfig_<volume>.xml is always.

Home
Folder
Attr

LDAP attribute that specifies a user’s home folder in the Encyclopedia
volume.
There is no default value.

<HomeFolderAttr>
actuateHomeFolder
</HomeFolderAttrs>

MaxJob
Priority Attr

LDAP attribute that specifies a user’s maximum request priority.

The value is the maximum request priority that the user can set for a
document print or generation request in the Encyclopedia volume.
In LDAP, the value must be an integer between 0 and 1000.

<MaxJobPriorityAttr>
actuateMaxPriority
</MaxJobPriorityAttrs>

MaxJob
Priority
Default

Value to use for MaxJobPriority Attr when LDAP does not contain a value for
that attribute.

The value must be an integer between 0 and 1000.
The default value in Idapconfig_<volume>.xml is 500.

<MaxJobPriorityDefaults>
500
</MaxJobPriorityDefaults>

UserObject

Name of the LDAP object class that the RSSE application uses to find Actuate
user names.
An example of an LDAP object class is inetorgperson.

<UserObject>
inetorgperson
</UserObject>
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Table 11-2

Idapconfig_<volume>.xml parameters (continued)

Parameter Description and example
Success LDAP attribute that specifies how long to keep a user’s success completion
Notice notices in the completed notice folder of the Encyclopedia volume.
Expiration The value is a number of minutes. A value of 0 (zero) discards notices about
Attr successful jobs. A value of -1 keeps success notices indefinitely.
<SuccessNoticeExpirationAttrs>
actuateSuccessNoticeExpiration
</SuccessNoticeExpirationAttrs>
Success Value to use for SuccessNoticeExpirationAttr when LDAP does not contain a
Notice value for that attribute.
Expiration The value is a number of minutes. The default value in
Default ldapconfig_<volume>.xml is 0.
<SuccessNoticeExpirationDefaults>
0
</SuccessNoticeExpirationDefault>
View LDAP attribute that specifies the user’s default viewing preference.
I;reference Use one of the following values: default or dhtml.
ttr <ViewPreferenceAttrs>
actuateViewingPref
</ViewPreferenceAttr>
(continues)
View Value to use for ViewPreferenceAttr when LDAP does not contain a value for
Preference that attribute.
Default Specify the default viewing mode using one of the following values: default or
dhtml.
The default value in Idapconfig_<volume>.xml is default.
<ViewPreferenceDefaults>
default
</ViewPreferenceDefaults>
Connection | Values to use for information object pass-through security. When using pass-
PropertyList |through security, iServer requires a database user name and password.

The ConnectionPropertyList element contains two ConnectionProperty
elements. Each ConnectionProperty element contains a Name and Value
element.

The values for the ConnectionProperty Name elements are username and
password.

The value for username is the LDAP user attribute that contains the database
user name.
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Table 11-2

Idapconfig_<volume>.xml parameters (continued)

Parameter

Description and example

ConnectionProperty Value for password is the LDAP user attribute that
contains the database password.
<ConnectionPropertyList>
<ConnectionProperty>
<Name>username</Name>
<Value>dbname</Value>
</ConnectionPropertys>

<ConnectionPropertys>
<Name>password</Name>
<Value>dbpassword</Value>
</ConnectionProperty>

</ConnectionPropertyList>

Understanding an LDAP directory structure

Figure 11-13 shows a simple LDAP directory structure that stores information
about the following iServer objects:

m Encyclopedia volume users
m Security roles
m Notification groups

In the LDAP directory, Actuate is the LDAP domain that the RSSE application
uses. The domain Actuate contains LDAP objects used by the RSSE application.

LDAP directory

Actuate domain
GroupOfUniqueNames OrganizationalUnit
[ |
TestVolUsers ‘ ‘ TestVolRoles ‘ | TestVolGroups ‘
inetorgperson GroupOfUniqueNames
BSmith | AcAdminRole | Weekly status |
MBarajas | AcAlRole | Daily status |
TJones Sales | Projections
Managers

Figure 11-13  LDAP directory structure
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TestVolUsers is an instance of groupofuniquenames. TestVolUsers contains a list
of the Encyclopedia volume users. The users are instances of the inetorgperson
LDAP object.

TestVolRoles and TestVolGroups are instances of the OrganizationalUnit LDAP
object. Within TestVolRoles are instances of the GroupOfUniqueNames LDAP
object with names AcAdminRole, AcAllRole, Sales, and Managers. Each
GroupOfUniqueNames object contains references to Actuate users that are
instances of the inetorgperson LDAP object.

Within TestVolGroups are instances of the GroupOfUniqueNames LDAP object
with names Weekly status, Daily status, and Managers. Each
GroupOfUniqueNames object contains references to Actuate users that are
instances of the inetorgperson LDAP object.

Mapping LDAP objects to users

Use the following parameters in the LDAP RSSE application to map the LDAP
objects to Encyclopedia volume users:

m  UserObject parameter maps the LDAP object to the Encyclopedia volume
user.

<UserObject>inetorgperson</UserObject>

m UserBaseDN parameter maps the instance of the LDAP object to the
Encyclopedia volume user.

<UserBaseDN>cn=TestVolUsers, dc=actuate, dc=com</UserBaseDN>

In the configuration file, use the following properties to map the LDAP objects to
Encyclopedia volume security roles:

m  RoleObject parameter maps the LDAP object to the Encyclopedia volume
security role.

<RoleObject>groupofuniquenames</RoleObject>

m RoleBaseDN parameter maps the instance of the LDAP object to the
Encyclopedia volume security role.

<RoleBaseDN>ou=TestVolRoles, dc=actuate, dc=com</RoleBaseDN>

In the configuration file, use the following properties to map the LDAP objects to
Encyclopedia volume notification groups:

m  GroupObject parameter maps the LDAP object to the Encyclopedia volume
notification group.

<GroupObject>groupofuniquenames</GroupObject>

m  GroupBaseDN parameter maps the instance of the LDAP object to the
Encyclopedia volume notification group.
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<GroupBaseDN>ou=TestVolGroups, dc=actuate, dc=com
</GroupBaseDN>

In the configuration file, use the following properties to map the LDAP objects to
the special Encyclopedia volume roles:

m AdminRole parameter maps the instance of the LDAP object to the
Encyclopedia volume administrator security role.

<AdminRole>AcAdminRole</AdminRole>

m  AllRole parameter maps the instance of the LDAP object to the Encyclopedia
volume administrator security role.

<AllRole>AcAllRole</AllRole>

Converting an Encyclopedia volume to use an
RSSE application

When you configure iServer to use the default Encyclopedia volume security, the
Encyclopedia volume stores all security information. iServer uses an identifier ID
and does not use the name of the user, role, or group when it assigns privileges
and sets other administrative options. To use the RSSE application and an
external security source, replace the internal IDs with the user, role, or group
name. When the administrator enables open security as a web service and restarts
the volume, iServer replaces references to Actuate user, role, and group IDs with
their corresponding names in the following Encyclopedia volume management
information:

m Privilege rules, or access control lists (ACLs) for files and folders in the volume
m Privilege rules in scheduled jobs

m Privilege rules for a volume’s channels

m Job completion notification settings

m  Scheduled jobs

m  Completed jobs

The RSSE application matches the users, roles, and groups in the Encyclopedia
volume to users, roles, and groups in the external security source. When the
administrator disables the open security as a web service and restarts the volume,
iServer modifies these references. For each user name reference in the
Encyclopedia volume, iServer looks up the corresponding Encyclopedia volume
ID and changes the reference to an ID. If there is no corresponding ID, iServer
removes the reference.
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Converting internal IDs to external names

To convert existing Encyclopedia volume management information to a form that
the RSSE application can use, complete the following tasks in this order:

1 Open Properties for the selected Volume.
2 In Open Security, select “Enable as web service”. Choose OK.
3 Take the volume online.

When the volume is taken online, iServer converts the Encyclopedia volume
references from internal users, roles, and groups to the corresponding external
names.

Converting information from external to internal

To convert an Encyclopedia volume from using external information to using
internal information, complete the following tasks in this order:

1 Open Properties for the selected Volume.

2 In Open Security, select “Do not enable”. Choose OK.
3 Take the selected volume offline.

4 Take the selected volume online.

When the volume is taken online, iServer converts the Encyclopedia volume
references from external users, roles, and groups to the corresponding internal
IDs.

Caching external security information

When using an external security application, iServer caches external security
source information, including:

m External user properties
m Roles of a user under external user registration
= Groups and group memberships

Control the maximum time that the cache holds the information by setting Open
Security parameters. Use the RSSE Cache Timeout parameter to control how long
the cache stores security information. The default value is 60 minutes. The RSSE
Cache Timeout setting can be set to -1 to specify that the RSSE cache never
expires.

280 Configuring BIRT iServer



Working with RSSE page-level security

The following topics describe how to use the example RSSE page-level security
application:

m  About the RSSE page-level security example
m Installing the RSSE web service application

m Creating an access control list

About the RSSE page-level security example

Using the RSSE framework, a developer can create an RSSE service that manages
page-level security by retrieving a user's access control list (ACL) externally. By
default, when a secure design asks for the ACL of a user, the Encyclopedia
volume returns a list that includes the user ID and the roles to which the user
belongs. Frequently, the information in iServer security does not match the
information in a database used by a secure design. An RSSE page security
application can translate an iServer ACL to a design-specific ACL.

iServer Integration Technology contains an example of how external page-level
security works using RSSE. This example is located under the Java Report Server
Security Extension directory in the subdirectory, Page_Security_Example.

To use page-level security, license the BIRT Page Level Security Option if you are
working with BIRT designs and documents, or the e.Report Page Level Security
Option if you are working with Actuate Basic designs and documents. The
example RSSE page-level security application uses a text file, users.acls, that
maps Encyclopedia volume user names to other external security IDs. Use the
sample application as a basis for a custom RSSE application.

Page-level security protects a report from unauthorized access by comparing the
user ID and user membership in Encyclopedia volume roles to an access control
list (ACL) for the report document. If the user’s name appears in the ACL, the
user can view the protected pages.

The RSSE application uses a file, users.acls, to translate an Encyclopedia volume
user ID or role to one or more security IDs, which iServer uses to check against
the Actuate report page ACL when a report uses page-level security.

For example, if a report shows information about the sales reps in the following
city offices:

s NYC
m Boston
m Philadelphia
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and the file, user.acls, contains the following access control list specifications:

userl=NYC
user2=Boston
user3=Philadelphia

then User1 has access to the pages with information about NYC office, user2 to
the Boston office, and user3 to the Philadelphia office.

In this example, when userl tries to read a report with page-level security
enabled, the RSSE application returns a list of security IDs that contain userl and
userl’s roles. iServer checks the user ID, roles, and RSSE list against the Actuate
report page ACL. iServer lets userl view any report page where a security ID that
the RSSE application returns matches a report page security ID.

Creating an access control list

The example file, user.acls, stores a user’s access control list (ACL) using the
following format:

Username=acll, acl2,

The username field matches the name of user in the Encyclopedia volume. An
equal ('=") sign separates the user name from the ACL list. The ACL list can
contain 0, 1 or more ACL specifications as shown in the following code example:

userl=acll, acl2, acl3, acl4
user2=acl5, acle,\
acl7, acls
user3=acl9
user4=acllo

If there is more than one ACL in the list, separate each ACL using a comma. The
scanner reading the file, users.acls, eliminates any white space or backslash. All
the username specifications in the example are legal. A list can contain users that
do not appear in the Encyclopedia. The information for these users is ignored.

The default maximum length of an ACL is 64 kilobytes (KB). If you use an ACL
longer than 64 KB, specify a longer maximum length using the RSSE Max ACL
Buffer Size parameter on Volumes—Properties—Open Security in Configuration
Console.
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Archiving files

This chapter contains the following topics:
m Understanding online archiving

m Using the online archive driver
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Understanding online archiving

iServer ships with a configurable, Java-based Encyclopedia volume archive driver
that you can use to archive files from an Encyclopedia volume. Developers can
create custom online archive drivers using the Actuate Information Delivery API
(IDAPI). The source code and build files for the online archive driver reside in the
Online Archive Driver directory after installing IDAPI.

Using the online archive driver or your customized version requires purchasing
the Online Archive Option.

About the online archive driver

The iServer online archive driver copies expired Encyclopedia volume files to a
second Encyclopedia volume that serves as a file archive.

The online archive driver supports the following features:

m Preserving file attributes, such as description, version name, and security
information

m Preserving file dependencies
m  Deleting empty folders from the source Encyclopedia volume

Configure iServer to use the online archive driver from Configuration Console.
Configure and perform archiving from Management Console.

About the online archive driver files

iServer installs the following online archive driver files:

m A script runs the driver and sets environment variables. On UNIX or Linux,
the script is aconlinearchive.sh. On Windows, the script is aconlinearchive.bat.
The script resides in AC_SERVER_HOME /bin.

m TheJava JAR files aconlinearchive.jar and aconlinearchiveDEPjar in
AC_SERVER_HOME/drivers.

m  An XML configuration file, onlinearchive.cfg, is a reference implementation.
The default location for the configuration file is the AC_SERVER_HOME/ etc
directory.

Retaining file attributes during archiving

When configuring the online archive driver, specify whether the driver retains the
following general file and security information:

m  Time stamp
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m Owner
m Permissions
m Dependencies

If the online archive driver does not retain the permissions information for an
archived file, the owner of the file has full access. If the driver retains security
information, including owner and privilege information about an archived file,
the driver performs the following functions:

m The access control list (ACL) of the file refers to a user or role, and the driver
attempts to match the reference to a name in the archive. When using an
existing Encyclopedia volume user or role, the driver does not update the
properties of the user or role with information from the original volume.

m If the archive uses RSSE external registration for user and role information, the
online archive driver uses the RSSE information to update the user and role
privileges to access the file.

m If the original owner of the file is not defined in the archive, the user named
in the configuration file of the driver becomes the owner of the file when it
is added to the archive.

m If a user or role is in the original ACL, but not in the archive, they do not
get privileges to access the file when it is added to the archive.

m If the user or role is not present in the archive, the driver creates them,
assigning the properties of the original user or role to them, except the driver
does not enable login for a user or role it creates.

Preserving file dependencies during archiving

When the online archive driver archives a file that has a dependency on another
file, the driver can archive both files and preserve the dependency information.
When the driver retains file dependency, and an archived file depends on another
file, the driver copies both files to the archive and creates the same relative file
structure. The driver does not delete the file on which the archived file depends
from the original Encyclopedia volume, unless the driver archives both files.

If more than one archived file depends on the same file, the driver retains the
original file dependency and typically retains only one copy of the file on which
the archived files depend. The driver archives two copies of the file on which the
other files depend, one for each file that is archived in each session.

Using the online archive driver

To use the online archive driver, first create an Encyclopedia volume for storing
archived files. Next, specify the configuration file that contains the configuration
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parameters for the driver. Use the default configuration file, shown in
Listing 12-1, or modify the file. Finally, specify the startup script file that sets the
environment variables and launches the online archive driver.

Specifying the online archive configuration file

The online archive driver uses an XML configuration file. The default name of the
configuration file is onlinearchive.cfg. The default location for the configuration
file is the AC_SERVER_ HOMEN\ etc directory.

In UNIX, you can specify the configuration file using the -c command-line option.
For example, specify the following command for the Encyclopedia volume
parameter, Use archive service, on System Volumes—Properties—General:

aconlinearchive.sh -c¢ /local/actuatell/archiveconfig.xml

In a production system, you can configure an Encyclopedia on a different volume
or on a separate node in a cluster to function as the repository for the archive. You
copy the reference implementation of onlinearchive.cfg in AC_SERVER_ HOME
/etc, and rename it using the following format:

onlinearchive_<volumes>.cfg

where <volume> is the name of the Encyclopedia volume that runs the archive
driver.

Modifying the online archive configuration file

Listing 12-1 shows the default online archive configuration file. You can modify
the parameters described in Table 12-1.

Listing 12-1 Default online archive configuration file

<?xml version="1.0" encoding="UTF-8"?>

<archiveconfigs>
<

--TargetServer, TargetSOAPPort: [Required] -->
<

-- Name or IP of server and port for connecting to -->
<

-- the SOAP dispatcher service of the target volume -->

<TargetServers>localhost</TargetServers>
<TargetSOAPPort>8000</Target SOAPPort >

<

--ArchiveVolume: [Required] -->
<

-- Name of target volume to copy archived files to -—>
<ArchiveVolumesDefaultVolume</ArchiveVolumes>
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<

--AdminUser, AdminPassword: [Required] -->
<

-- Name and password of a user in the target volume -->

-- that belongs to the Administrator role -->
<AdminUsersadministrator</AdminUser>
<AdminPassword></AdminPasswords>

<

--RetainTimestamp: [Optional, default: false] -->
<

-- Whether timestamp of archived file is preserved -->
<RetainTimestamp>false</RetainTimestamp>

<

--RetainOwner: [Optional, default: false] -->
<

-- Whether Owner of archived file is preserved -->
<RetainOwner>false</RetainOwners>

<

--RetainPermission: [Optional, default: falsel -->
<

-- Whether Permission (ACL) of archived file is -->
<

-- preserved -->

<RetainPermission>false</RetainPermission>

<

--CopyDependOnFile: [Optional, default: true] -->
<

-- Whether files depended on by archived file are -->
<

-- copied -->

<CopyDependOnFile>true</CopyDependOnFile>

<

--CreateUserRole: [Optional, default: true] -->
<

-- Whether to create missing user or roles in target --»>

-- volume in order to retain Owner or Permissions -->
<CreateUserRole>true</CreateUserRole>

Chapter 12, Archiving files 287



<

--ArchiveRoot: [Optional, default: /] -->
<

-- Root encyc folder for all archived files -->
<ArchiveRoot>/</ArchiveRoot >

<

--CreateArchiveSubFolder: [Optional, default: true] -->
<

-- Whether to create a timestamp dependent subfolder -->
<

-- under ArchiveRoot for each archive session -->

<CreateArchiveSubFolder>true</CreateArchiveSubFolder>

<

-- LogLevel: [Optional, default: Summary] -->
<

-- Level of detail in log file. Valid values are: -->
<

-- Summary, Detail and Trace -->

<LogLevel>Summary</LogLevel>

</archiveconfig>

Table 12-1 describes the parameters in the online archive configuration file for the
Encyclopedia volume that stores the archive.

Table 12-1 Online archive configuration file parameters

Parameter Description

TargetServer Machine name or IP address to use to connect to the
Encyclopedia volume that holds the archived files.
Required.

TargetSOAPPort Port number that the iServer SOAP Dispatch service
uses to connect to the Encyclopedia volume.
Required.

ArchiveVolume Encyclopedia volume name. The default value is

DefaultVolume. Required.

AdminUser Encyclopedia volume user name. The user must
belong to the Administrator role.

AdminPassword Password of the user specified by the AdminUser
parameter. Required.

RetainTimestamp Flag for archiving the file’s time stamp. The default
value is false.
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Table 12-1 Online archive configuration file parameters

Parameter Description

RetainOwner Flag for archiving the name of the file’s owner. The
default value is false.

RetainPermission Flag for archiving the file’s permissions. The default
value is false.

CopyDependOnFile Flag for archiving the file’s dependency list. The
default value is true.

CreateUserRole Flag for creating missing user or roles in the archive
Encyclopedia volume to retain the file’s owner or
permission information. The default value is true.

ArchiveRoot Encyclopedia volume archive session root folder.

The default value is /, the Encyclopedia volume root
folder.

CreateArchiveSubFolder

Flag for creating a time stamp dependent subfolder
under ArchiveRoot for each archive session. The
default value is true.

LogLevel

The level of detail for information in the log. Valid
values are Summary, Detail, and Trace. The default
value is Summary.

The online archive driver applies changes to the configuration file when iServer
runs the driver. Changes do not affect any archiving already in process.

Creating and specifying the startup script

Create a script to start your online archive driver, or use the implementation
script and driver as shown in Listing 12-2.

Listing 12-2 Sample online archive driver startup script

@echo off

REM Actuate Online Archive Driver Startup Script

set ARCHIVE_DRIVER JRE=3AC_JRE_HOMES%

set DRIVER JAR PATH=%AC SERVER HOME%\drivers

set JAVA EXE=%ARCHIVE DRIVER JRE%\bin\java.exe

if exist "$JAVA EXE%" goto JavaOK
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echo *** Java home not set correctly; trying Java.Exe in PATH ***
set JAVA EXE=java.exe

:JavaOK

set DRIVER JAR=%DRIVER_JAR PATH%\aconlinearchive.jar

set DRIVER LIB JAR=%DRIVER JAR PATH%\aconlinearchiveDEP.jar

set DRIVER_CP=%DRIVER JAR%; $DRIVER_LIB_ JAR%

start "Online Archive Service" "$JAVA EXE%" -cp "$DRIVER_CP%"
com.actuate.onlinearchivedriver.Main %1 %2 %3 %4 %5 %6 %7 %8

To specify the script file, in the Advanced view of Configuration Console, choose
Volumes. Choose Properties from the drop-down menu of a volume. For Volume
archive service provider, in Use archive service on Properties—General, type the
path and name of the script, as shown in Figure 12-1.

Volumes = corp: Properties

General
Description: |
Schedule for purging notices: |2'15 HH:mm 8112
Schedule for purging deleted files: |2:15 HH:mm B
Partition
Primary patition: DefaultPartition Min Free Space: |128 e &
Volume archive service provider
Use archive service
Metadata datal ]
Metadata datahase name: Default_ActuatePostyreSQL_MetadataDatabase
Database schema name: ac_corp

Email notification

E-rnail notification ternplate parition: I Ml =1

Use Information Console for e-mail notifications

Infarmation Consale URL prefix |

B These fialds require volume restart to take effect
(I These fields will take defaultvalue if left hlank

QK| Cancel Apply

Figure 12-1 Volumes—Properties—General
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The default Volume archive service uses the configuration batch file
aconlinearchive.bat, shown in Figure 12-1, that is located in the
AC_SERVER_HOME/bin directory.

Managing file purging

In Volumes—Properties—Advanced—Archiving and Purging, shown in
Figure 12-2, you can specify expiration times for Encyclopedia volume items.

= =0 x|
Wolumes = corp : Properties = Archiving And Purging =
Archiving And Purging
Expiration time of failed jobs: |43200 Minutes |
Expiration time of successful jobs: |432DD Minutes |
Default expiration time of success notices: |D Minutes |
Default expiration time of failure notices: |D Minutes |
Furge deleted files time: |2.15 24-hour time |5 5
Expiration time of deleted files: |120 Minutes =
B'Z These fields require volume restart to take effect
(I These fields will take default value if left blank
OKl Cancel j

Figure 12-2 Specifying Encyclopedia volume item expiration times

Table 12-2 describes the parameters that appear on System Volumes—

Properties—Advanced—Archiving and Purging. Purging notices reduces the size

of the Encyclopedia volume and contributes to better performance.

Table 12-2 Archiving and purging parameters

Parameter Description

Expiration Length of time before iServer can delete a job completion
time of failed | notice for a failed job from Jobs-Completed. iServer purges the
jobs notice during the scheduled completion notice purge time if

no completion notice for the failed job exists on a volume
channel, and the age of the notice exceeds the value of this
parameter. The lower the value of this parameter, the better
iServer performs. If an administrator specifies 0 for this
parameter, iServer uses the default value for the volume.

(continues)
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Table 12-2 Archiving and purging parameters (continued)

Parameter Description

Expiration Length of time before iServer can delete a job completion

time of notice for a successful job from Jobs-Completed. iServer

successful jobs | purges the notice during the scheduled completion notice
purge time if no completion notice for the successful job exists
on a volume channel, and the age of the notice exceeds the
value of this parameter. The lower the value of this parameter,
the better iServer performs. If an administrator specifies 0 for
this parameter, iServer uses the default value for the volume.

Default The default value for the volume specifying the length of time

expiration before iServer can delete a job completion notice for a

time of success
notices

successful job from a user’s personal channel. This is the same
property as Purge success notices after n days n hours, in
Management Console, Volume—Properties—Archiving and
Purging. Setting this property in one console sets the property
in the other console. iServer does not delete the notice if the
value for this parameter is 0, the default value.

Default
expiration
time of failure
notices

The default value for the volume specifying the length of time
before iServer can delete a job completion notice for a failed
job from a user's personal channel. This is the same property
as Purge failure notices after n days n hours, in Management
Console, Volume—Properties—Archiving and Purging.
Setting this property in one console sets the property in the
other console. iServer does not delete the notice if the value
for this parameter is 0, the default value.

Locating the archived files

The online archive driver creates a folder in the archive Encyclopedia volume and
places files from an online archive session in this folder. In the driver
configuration file, you specify the name of a root folder that contains the
directories for all the online archive sessions. The directory structure within the
folder matches that of the original Encyclopedia volume. The subfolder name
containing the files from the online archive session consists of the start date and
time of the online archive session in the following format:

YYYY mm dd.hh mm ss

For example, if you specify the online archive content folder as /archive2009, for
an autoarchive session starting on 8:25 pm June 2, 2009, the driver copies the file
/documents/sales/commission.rptdocument to the archive Encyclopedia
volume in the following location:

/archive2009/2009 06_02.20 25 14/documents/sales
/commission.rptdocument
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Printing documents

This chapter contains the following topics:
m Understanding printing

m Sending a document to the printer

m Managing the printing environment

m  Configuring fonts
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Understanding printing

This chapter describes the requirements and operations necessary to set up
document printing in the Windows, UNIX, and Linux environments.

Printing on Windows

The installation process on Windows sets up printers already configured on
iServer as system printers. To connect additional system printers after
installation, first connect them to client computers using Printers and Faxes in the
Control Panel. Next, in Configuration Console—Advanced view, you add
printers to the server using Printers—Add Printer, shown in Figure 13-1.

Brinters = Add Printer

Printer name: | =

Template Settings:

urup

Printer path: | ek
FPD file name (UNEY: | Bl

Spool command (LI |

= These fields are required and cannot be left blank

e These fields require server restar to take effect

%l Cancel

Figure 13-1 Adding a printer

To add an iServer printer, connect the printer to client computers using Printers
and Faxes in the Control Panel. Next, add the printer as an iServer printer. Lastly,
restart iServer.
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How to add a printer as an iServer printer

lists the printers available to iServer, as shown in Figure 13-2. In Printers,
choose Add Printer.

Printers

Add Printer |

Production printer
Microsoft Office Docurnent Irmae Writer
Adobe POF

1 From the Advanced view of Configuration Console, choose Printers. Printers

Figure 13-2 List of printers

In Printers—Add Printer, you can change the following server settings for
each machine:

PPD File Name

PPD file name for UNIX and Linux operating systems. Do not specify a
path.

Printer name
Name of the printer.

Printer path
Path to the printer from the machine.

Spool command

Spool command for UNIX or Linux. Actuate recommends using the copy
before printing option. For example, on an AIX system, use the following
command:

lp -c¢ -d
On Solaris and Linux, use the following command:

lpr -P

Choose OK.

2 Restart iServer.
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In an iServer cluster, each machine maintains printer property information. When
adding a printer to a cluster, you must specify the printer parameter values for
each node in the cluster.

Printing on UNIX and Linux

Actuate sends output to any Windows printer and to PostScript Level 1 or 2
printers. If the PostScript font is not installed on the system, the PostScript file,
generated at print time, contains only the references to the missing font name.

You must install required PostScript fonts on either the printer or iServer;
otherwise, the printer substitutes a font or printing fails. If you install the
PostScript font on iServer, font information embeds in the PostScript file, and the
document prints with the correct font.

iServer uses Adobe Type-1 font technology and a font configuration file for
printing. The configuration file is in the following directory:

AC_SERVER _HOME/operation/print/fonts/fonts.supported

Throughout this documentation, AC_SERVER_HOME refers to the folder that the
installer chose as the location for binary files during the iServer installation. By
default, this location is AC_SERVER_HOME/AcServer in a Linux or UNIX
environment. To print documents, check that XVFBDISPLAY variables,
start_srvr.sh and display_value, are set in pmd11.sh.

Adding a printer on UNIX and Linux

For iServer to recognize a printer in Solaris, HP, and IBM environments, the
printer name must appear in the following locations:

m Solaris and Linux—a subdirectory of the /etc/lp/printers directory. On
Solaris 9 and later, iServer also recognizes printers you can list using the
following command:

lpget list
m  HP—the /etc/lp/member directory.
m IBM—the /etc/qconfig file.

How to add a printer on UNIX and Linux

You add a printer to the server in Configuration Console—Advanced view, using
Printers—Add Printer, shown in Figure 13-3. Specify the following information:

m  The printer path.
m Name of the PostScript printer definition (PPD) file. Do not include the path.

m  The name of the spool command.
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Printers = Add Printer

Frinter name: | @

Template Settings:

renfield

Printer path: | @\
PPD file name (UNBY: | e
Spool command (UNI>{):| Sk
urup

Printer path: | @

PPD file name (UNGY: |

Spool command (UNI>{):|

*These fields are required and cannot be left blank

B2 These fields require server restart to take effect

oK | Cancel

Figure 13-3 Adding a printer to iServer in UNIX

Restart iServer after adding printers.

About the PostScript font utility

The Actuate UNIX utility, fontutils, installs and uninstalls PostScript fonts to the
machine. The utility is in the AC_SERVER_HOME/bin directory. Before using the
fontutils utility, append the following path to the library path environment
variable:

AC_SERVER HOME/lib

The name of the environment variable depends on the platform, as follows:
m  On SunOS and Linux, the environment variable is LD_LIBRARY_PATH.
m  On AIX, the environment variable is LIBPATH.

m  On HP-UX, the environment variable is SHLIB_PATH.

About Xprinter environment variables

The XPHOME and XPPATH environment variables for Xprinter on UNIX and
Linux specify the location of the iServer Xprinter home and the path to Xprinter
files, respectively.
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Installing a PostScript font

Copy the font’s .afm and .pfa files to the AC_SERVER_HOME/bin directory.
Convert the .afm file to UNIX format using a utility such as dos2unix. Do not
convert the .pfa file to UNIX format. Change the permissions to readable by all
users and change the .pfa file’s permissions so that it is writable by all users.

With the .afm and .pfa files in the AC_SERVER_HOME/bin, use fontutils and the
following options from a command line:

fontutils -T 1 -1"<font name>" -2<font file>.afm -3 <font
file>.pfa -4<CodePages>

where font name is the name of the font used in the document and CodePage is
the font’s code page. Enclose the font name in double quotes. Font file is the name
of the .afm or .pfa font.

Uninstalling a PostScript font

To uninstall a font, use the fontutils utility and the following options from a
command line:

fontutils -T 2 -1"<font name>" -4<CodePagex>

where font name is the name of the font you want to uninstall and CodePage is
the font’s code page. Enclose the font name in double quotes.

Obtaining the PPD file

If the manufacturer of your printer does not provide a PPD, download the
Windows PostScript drivers and extract the PPD file. Put the PPD file in the
AC_SERVER_HOME/operation/print/ppds. List the file in operation/print
/ppds/driver_mapping.

For example, to use a the PPD file hp9000.ps with the iServer printer HP LaserJet
9000, the PPD file must be in AC_SERVER_HOME/ operation/print/ppds/ and
in the same directory, the driver_mapping file must contain an entry similar to the
following one:

hp9000.ps: "HP LaserJet 9000"

After updating the UNIX or Linux system, restart the cluster node for the changes
to take effect. Specify the name of the PPD in Configuration Console—Advanced
view by choosing Printers—Add Printer.

Sending a document to the printer

A user can send a document to the printer from Management Console. You must
schedule a job to perform server-side printing. On Files and Folders, select
Schedule for the document you want to print. Choose Print, and specify the
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printer and other options, as shown in Figure 13-4.

carp = Haome = administrator = Sales by Territory (RFTDESIGM) (Version 1) :
Schedule

[E

Print

¥ Print the output document on the server:

Frinter: Microsoft Office Document Image Writer j
Manufacturer.  Microsoft

hodel: Microsoft Office Document lmage Writer Driver
Description:

Laocation:

™ Printtafile: |

Override default settings for

[ Scale: I—

"' Resolution lm

™ Mode: © B&W 4 Color

[T Wumber of coples |1_ Collate: [T

[T 2-Sided printing: & 1-Sided Print ¢ Flipon shortedge ¢ Flip onlong edge
[T Fage size:

I Paper tray: IWI

Print farmat: PostScript

Page range

Page style Auta j

BIDI processing )
Textwrapping W
Font substitution
Chart DPI [192

%I Cancel

Figure 13-4 Scheduling a job to print a document

Managing the printing environment

The following sections describe how to manage the iServer document printing
environment.

Changing a path to a printer

In Printers, the administrator can specify the path to a printer.

How to set the path to a printer

In the Advanced view of Configuration Console, set the path to a printer by
performing the following steps:
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1 Select Printers from the Advanced view.

2 Point to the arrow next to the printer name in the list, as shown in Figure 13-5.

Printers
Add Printer |

Liberty an prosr-deveom ifram SHAD4 9400

Montel-FS on prnsre-deveorm.aciuate.com (from SHAD4940)
Microsoft Office Document Imane Writer dfrorm SHAD4940
Adobe PDF {from SHAD4940)

Microsoft Office Document Image YWriter

Adobe POF

Ereedom

Figure 13-5 Choosing a printer name

3 Choose Template settings to change the path to a printer on Windows or to a
PPD file name of a printer on UNIX or Linux.

4 On Properties, as shown in Figure 13-6, in Printer path, specify the path to the
printer. For a UNIX system, specify the PPD file name and the Spool
command.

Printers = Freedom : Properties

Template Settings:

urup

Frinter path: |upr020061Freed0m [
PPD file name (UNBY: | mo

Spool command (UNE): |

B2 These fields require server restartto take effect

Figure 13-6 Specifying the path to a printer

Removing a printer

In Printers, the administrator can remove a printer.

How to remove a printer

To remove a printer from iServer, complete the following tasks:

1 If the printer is the default printer for an Encyclopedia volume, assign a new
default printer.

2 On Printers, point to the arrow next to the printer name and choose Delete.
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Configuring advanced printing parameters

You can configure iServer to limit the list of printers that users see. Configure a
subset of printers in your enterprise as iServer printers. In a reasonably sized list,
users can find a printer quickly to print a document. Displaying a long list of
printers in Management Console can slow the application.

In System—Properties—Advanced—Printing, set Maximum number of printers
to automatically configure, as shown in Figure 13-7. You can specify up to
50 printers. At startup, iServer configures the specified number of printers.

3 =10l x]
Systermn = iServer Systern : Praperies = Printing =1
Printing
Maxirnumm number of printers to automatically configure: 15 1= B

e These fields require system restart to take effect
() These fields will take default value if left blank

%I Cancel j
Figure 13-7 Specifying advanced printing property values

Disabling automatic printer configuration

During restart, iServer typically deletes printer information and adds the names
of printers known to the operating system running iServer. Setting Maximum
number of printers to automatically configure to 0 disables automatic printer
configuration. iServer does not update the list of printers during restart. For
example, set the value to 0 if iServer uses printers that are not detected by the
operating system, such as a printer on a cluster node.

Configuring fonts

iServer supports TrueType and PostScript fonts. A report object executable (.rox)
file stores information about the fonts used in an Actuate Basic report object
instance (.roi) file.

iServer ships with the following Latin-1 fonts:

Arial Black Arial Narrow Italic Palatino Italic
Arial Black Italic Arial Narrow Bold Italic Times
Arial Courier New Times Bold
(continues)

Chapter 13, Printing documents 301



Arial Bold Courier New Bold Times Italic

Arial Italic Courier New Italic Times Bold Italic

Arial Bold Italic Courier New Bold Italic  Verdana

Arial Narrow Frutiger-Roman Verdana Bold

Arial Narrow Bold Johnny-Bold Verdana Italic
Verdana Bold Italic

On UNIX systems, iServer installs Latin-1 fonts, AFM files, and at least one font
set of each non-CJK language. Non-CJK languages are those languages other than
Chinese, Japanese, and Korean. Each font set consists of the normal, italic, bold,
and bold-italic variations of the font. For non-CJK languages, Actuate installs a
localized version of a font type similar to the Arial font, including the
corresponding AFM and PFA files.

Actuate works with, but does not supply the Chinese, Japanese, and Korean
(CJK) fonts listed in Table 13-1.

Table 13-1 Supported CJK language fonts

Language Font 1 Font 2
Simplified Chinese SimSun SimHei
Traditional Chinese MingLiu MS Hei
Japanese Mincho Gothic
Korean Batang Dotum

If you add a CJK font to the font properties file, the font name must be in the
native language. The font’s AFM file is required. iServer does not embed CJK
fonts; therefore, you must print the PostScript file using a printer on which the
font is installed.

iServer can embed non-CJK fonts. If a font is embedded in the output, the font’s
PFA file is required. For example, for a non-CJK font, the UNIX font name must
be the same as the value for the FontName parameter in the PFA file.

Understanding PostScript font conversion issues

When converting a font using Fontographer 4.1 from Macromedia, choose
File>GenerateFontFile. In the dialog box, select Advanced and in the Encoding
section, select Adobe Standard. Do not change any other options.

If you used Fontographer 4.1 from Macromedia, check the font’s KernPair value.
There is a problem in Fontographer 4.1 in which it uses incorrect KernPair values
when converting some TTF fonts. After converting a font with Fontographer and
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installing the font using fontutils, go to the font metrics directory and use the

UNIX grep utility to search for the string KPX in the font’s AFM file.

grep -c¢ KPX mynewfont.afm

Open the .afm file in a text editor, search for the StartKernPairs variable, and

check the value. If the StartKernPairs number is not the same as the number
displayed using the grep utility, replace the number with the one displayed from

the grep command.

Mapping fonts for charts in documents

A developer can specify fonts of text components in a chart, such as the title, data
points, and axis label. To render charts properly, the fonts specified in the chart
must be available to the iServer Java virtual machine (JVM).

The procedure for making fonts available differs by platform.

m In Windows, install fonts in the standard fonts folder for the operating system.
For example, on Windows, from Control Panel, open Fonts. Choose Fonts and

then choose File>Install new font.

s In UNIX or Linux, copy fonts to the JAVA_HOME/jre/lib/fonts directory.

iServer uses a default font for chart elements that do not specify a font. The
default font depends on the locale setting of the iServer that generates the chart.

Table 13-2 lists default fonts by language. To achieve consistent appearance in
output in UNIX and Windows, the default fonts must be available to the JVM.

Table 13-2 Default fonts by language
Language Default fonts
Languages other than Chinese, arial.ttf
Japanese, or Korean (non-CJK arialbd.ttf
languages) arialbi.ttf
ariali.ttf
times.ttf
timesbd.ttf
timesbi.ttf
timesi.ttf
Simplified Chinese simsun.ttc
Traditional Chinese mingliu.ttc
Japanese msgothic.ttc
msmincho.ttc
Korean gulim.ttc
batang.ttc
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Locating fonts when generating BIRT documents

To render or generate BIRT design output, iServer looks for font configuration
information in the AC_SERVER_HOME/Jar/BIRT/platform/plugins
/org.eclipse.birt.report.engine.fonts directory.

BIRT designs use five different types of font configuration files. The font
configuration file naming convention includes information about the rendering
format, the system platform, and the system locale, as shown in the following
template:

fontsConfig <Format>_<Platform>_<Locale>.xml
BIRT supports the following levels of font configuration files:

m For all rendering formats:

These files have no format specifier in their names. The configuration files are
divided into three sub-levels:

m The default configuration file:
fontsConfig.xml

m  Configuration files for a specific platform, for example:
fontsConfig Windows XP.xml

» Configuration files for a specific platform and locale, for example:

fontsConfig Windows_XP_zh.xml
fontsConfig Windows_XP_zh CN.xml

m For certain formats only

These files include the format specifier in their names. These configuration
files are divided into three sub-levels:

m  The default configuration file for a format, for example:
fontsConfig pdf.xml

» Configuration files for a format for a specific platform:
fontsConfig pdf Windows XP.xml

m Configuration files for a format for a specific platform and locale:
fontsConfig pdf Windows XP_en AU.xml

iServer first looks for the font location in the font configuration files. If the font is
not found, iServer searches for the font in the system-defined font folder. An
exception to this search order occurs if iServer encounters a <fonts-path> section
in one of the font configuration files. iServer searches each path coded in the
<fonts-path> section instead of searching the system-defined font folder.
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Locating fonts when generating Actuate Basic
documents

The default behavior is for iServer to use the font information in
customized_fonts.rox and master_fonts.rox. If the font information is not in
customized_fonts.rox or master_fonts.rox, iServer searches the report executable
file. The master_fonts.rox file includes standard Windows fonts.

Design developers create a customized_fonts.rox to be used alone or with
master_fonts.rox. When used alone, the customized_fonts.rox file includes only
the fonts that are not included in report executable files. When used with
master_fonts.rox, the customized_fonts.rox file includes fonts that are not
included in report executable files and are not in the master_fonts.rox file.
Actuate recommends creating a customized_fonts.rox file and not modifying
master_fonts.rox. If the customized master fonts file and master_fonts.rox include
the same font, the font metrics in the customized master fonts file have
precedence. To create a customized_fonts.rox file, use Actuate e.Report Designer
Professional.

Name the customized master fonts file customized_fonts.rox and place it in
AC_SERVER_HOME/ etc. In an iServer cluster, place customized_fonts.rox on
every node that has the View service or Factory service enabled. If you are using a
customized master fonts file that contains all the fonts you use, performance may
improve slightly if you rename master_fonts.rox.

Configuring font searching

You can configure iServer to search for font information in the following
situations:

m A View process displays an Actuate report object instance (.roi) file in DHTML
format or generates a PDF, and the fonts are not in the ROX.

m iServer runs an ROX that contains a dynamic text control.
m  An ROX generates Excel data, and the data uses fonts that are not in the ROX.

A dynamic text control contains variable-length text. The text can be in HTML,
RTF, or plain text format. iServer can use the HTML or RTF information to format
the data in a document. The HTML or RTF formatting information can contain
font information that is not stored in the report object executable (.rox) file. If font
information is not in the report object executable (.rox) file, iServer searches
customized_fonts.rox and master_fonts.rox to locate the font information.

Filtering font searches to find metrics

In System—Properties—Advanced—Information Display—Fonts, the
administrator can specify the search order that iServer uses when looking for font
metric information, such as character width and height, by setting Use
externalized font file, as shown in Figure 13-8. Use externalized font file sets the
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UseExternalizedFonts parameter in iServer.

2 =10 x|
Systern = iServer Systern : Properties = Infarmation Display = Fonts =
Fonts:
Use extarnalized font file: Primary j 18

& ' These fields require system restartto take effect
() These flelds will take default value if left blank

%I Cancel LI

Figure 13-8 Specifying font metrics search order

Table 13-3 describes the values for the UseExternalizedFonts parameter.

Table 13-3 Values for the UseExternalizedFonts parameter
Value Description
no Do not use externalized fonts. The View process does not

use externalized fonts. The View process uses the font
information in the report object executable (.rox) file.

primary Look for the font in customized_fonts.rox and
master_fonts.rox first. If iServer cannot locate the font in
customized_fonts.rox or master_fonts.rox, it looks for the
font in the report object executable (.rox) file. Primary is
the default value.

secondary Look for the font in the ROX first. If iServer cannot locate
the font in the ROX, it looks for the font in
customized_fonts.rox and master_fonts.rox.

iServer uses the database client locale settings when it establishes a connection
with the database. To use Actuate report object executable (.rox) files that access
databases with data in multiple languages, you must configure your database
clients to retrieve and view data in those languages.

Most databases support Unicode UTF-8 encoding. Actuate recommends setting
the database client encoding to UTF-8. For UTF-8 encoding, Actuate supports
only the characters in the UCS-2 character set.
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Connecting to data
sources

This chapter contains the following topics:
m About data source connections

m Using a connection configuration file

m Defining environment variables

m Connecting to data sources

m Using a connection pool
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About data source connections

Actuate Customer Support publishes the Supported Products and Obsolescence
Policy document that describes the data sources, drivers, operating systems, and
other software requirements for connecting iServer to data sources. Actuate
Supported Products and Obsolescence Policy, available on the Actuate Support
site at the following URL, also contains information about the required patches:

http://support.actuate.com/documentation/spm

iServer connects to data sources when generating documents and using the
Actuate Caching service (ACS). The design developer specifies data source
connection information in the design, or in an external connection configuration
file. In most cases, iServer and the database run on different computers for load-
balancing purposes, but this division is not mandatory. Running iServer on the
database host can improve performance.

About drivers

The iServer installation process installs and configures DataDirect Connect for
ODBC 5.3 drivers and JDBC 3.7 SP1 drivers. You can also use third-party drivers
to connect to data sources, but you must license, install, and configure them.

To make a JDBC connection with an Oracle database, iServer uses the DataDirect
JDBC driver that installs with iServer only.

About information object connections

You can use information objects in designs. Information objects make ODBC and
JDBC connections, so you need to be able to connect underlying data sources to
databases in addition to the obvious data sources required by your design.

Using a connection configuration file

A connection configuration file is an XML file, such as the one shown in

Listing 14-1, in UTF-8 or ASCII encoding. The file specifies the data source
connection properties to use when iServer runs a design. Having the data source
connection information for a design in an external file makes it convenient to
modify. You change the connection information without altering the design. You
specify the location of the file using Configuration Console.

You can use an external connection configuration file to define a data source for
the Actuate Caching service and for a data connection definition (.dcd) file, which
contains information object connection properties for a data source. You can also
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use an external connection configuration file for connecting data sources to
designs.

You can create an external connection profile to a data source used by a design.
Changes to the profile are automatically picked up by the design. The settings in a
connection configuration file override any connection configuration properties in
the connection profile. The sample connection configuration file in Listing 14-1
externalizes the file path to the Connection Profile, C:\SqlServer.profile.

Listing 14-1 BIRT connection configuration file example

<oda-data-source
extensionID="org.eclipse.birt.report.data.oda.jdbc" name="JDBC
Data Source - SQL Server" id="783">

<property name="odaDriverClass">com.actuate.jdbc.sglserver.
SQLServerDriver
</property>

<property name="odaURL">jdbc:actuate:sglserver://DBSRV1-W2K
</property>
</oda-data-source>

<ConnectOptions Type=".eclipse.birt.report.data.oda.jdbc_ JDBC
Data Source - SQL Server ">

<Property PropName="OdaConnProfileStorePath">C:\Mypath
</Property>

</ConnectOptions>

In a BIRT design, the configuration key used to specify a data source is the unique
ID of the ODA data source extension and data source name defined in the BIRT
design or library. You must concatenate the string as follows:

extensionID + "_" + data source name

For example, the key is org.eclipse.birt.report.data.oda.jdbc_SQL Server.

Changing a configuration file

The Factory process reads the configuration file for the configuration key values
when the process starts. After changing a configuration file, you must restart
Factory processes for changes to take effect. Only Factory processes that start after
changes in the configuration file use the new information. To ensure that design
files use updated configuration file information, confirm that no document
generation jobs are running and stop Factory processes that are running before
you change the configuration file. After changing the file, iServer starts a Factory
process for the next document generation job.
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Specifying the location of the connection
configuration file

There is no default location for the connection configuration file. To use a
connection configuration file, create the file and then specify its name and
location using the ConnConfigFile parameter in Configuration Console.

From Server Configuration Templates—Settings, expand iServer, then choose
Database Connection Configuration File. Specify the location of the file using the
Configuration file for database connections and search path parameter shown in
Figure 14-1.

& =10) x|

Servers = urup ; Properties = iServer = Datahase Connection Configuration File -

Database Connection Configuration File

Configuration file far database connections: @2

Glohal search path for files used in e.Repont designs: [ 42

Add a specific directary: Add |

Remove |

E1iZ These fields require server restart to take effect

ﬂl Cancel j

Figure 14-1 Specifying the location of a connection file

On UNIX and Linux, the value of the parameter can be a path and file name only.
On Windows, it can be either a path and file name or a URL. For example:

\\serverl\configs\serverconfig.xml
or
http://myserver/configs/testconfig.xml

If you do not specify a value for the configuration file parameter, iServer uses the
data source connection properties in the design.

Configuring a cluster to use a connection
configuration file
In a cluster of iServers, each node must have access to the connection

configuration file. The path can be a local absolute path on each machine and
must be specified for each iServer. If you use a single copy of the file for a cluster,
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put it in a shared location, then specify the path to that shared location for all
iServers in the cluster.

Defining environment variables

The installation program defines environment variables for data sources that you
specify during installation, but if you want to connect to data sources later, you
need to set these variables.

On UNIX and Linux, insert the library path environment definition in the file
pmd1l.sh in AC_SERVER_HOME/bin. The library path variable names are:

m LD _LIBRARY_PATH for Sun Solaris and Linux
m LIBPATH for IBM AIX
s SHLIB_PATH for HP-UX

On Windows, you define system, not user, environment variables. iServer
processes are system processes, and cannot access the user environment.
Windows uses PATH to search for libraries and executable files.

In some cases, environment variables or registry entries affect the capability to
display documents in different languages.

Table 14-1 lists data source-related Actuate registry keys on Windows and
environment variables on UNIX, Linux, and Windows.

Table 14-1 Environment variables

Key or variable name Description

AC_DBMS_INFORMIX_MAXVARLEN | Maximum column length Actuate
uses with Informix data sources.
Default value is 4000.

AC_DBMS_ODBC_MAXVARLEN Maximum column length Actuate
uses with ODBC data sources.
Default value is 8000.

AC_DBMS_ORACLE_MAXVARLEN Maximum column length Actuate
uses with Oracle data sources.
Default value is 4000.

AC_DBMS_PROGRESS_MAXVARLEN | Maximum column length Actuate
uses with Progress data sources.
Default value is 4000.

DB2COMM DB2 information.

(continues)
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Table 14-1 Environment variables (continued)

Key or variable name Description

DB2DIR The path to the DB2 client
installation.

DB2INSTANCE Specifies the DB2 instance name.

DISPLAY UNIX and Linux. Specifies the
X Windows server used by the
machine.

DLC Progress 9.1 installation directory.

INFORMIXDIR The directory where the Informix
product is installed.

INFORMIXSERVER Specifies the name of the Informix
data source.

INSTHOME Inherited from shell and used by
third-party processes.

ORACLE_HOME The path to the Oracle installation.

SYBASE The path to the Sybase installation.

SYBASE_OCS The path to the Sybase OpenClient
installation.

Connecting to data sources

The following sections describe how to connect to various external data sources
from iServer system.

Connecting to a data source through ODBC

The iServer data source connection interface uses DataDirect Connect ODBC 6.0
drivers to connect to data sources through ODBC on UNIX, Linux, and Microsoft
Windows. During installation on UNIX and Linux, you can choose to have ODBC
configured. If your designs use information objects to access data sources, you
need ODBC. For information about configuring DataDirect ODBC drivers,
iServer installs DataDirect help files. The DataDirect help files are in the following
Actuate ODBC directory:

Windows: \Program files\Common Files\ Actuate\11.0\odbc\help
UNIX and Linux: AC_SERVER_HOME/ odbc/help
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About the ODBC initialization file

To connect to a data source through ODBC, iServer has the following
requirements:

m  Access to ODBC data source connection information.

iServer installs and configures the ODBC initialization file in the
/odbc directory, partially shown in Listing 14-2. To modify the initialization
file on Windows, use the ODBC Data Source Administrator.

iServer sometimes requires additional information to access the data from the
data source. For example, when iServer connects to a data source through
ODBC, it uses a user name and password specified in the design to access
data. The design can also contain other information iServer needs to connect
to an ODBC data source such as a value for an environment variable, a set of
connection parameters, or a software library name.

m  Access to the ODBC data source itself.
The iServer account must have sufficient privileges to access the data source.
For example, a DBMS managing a database is on a different machine from the
machine on which the data source resides. iServer must have access to the
machine, and must be able to connect to the data source.

m To access ODBC data sources, iServer on Microsoft Windows must be
configured to run as a user account, not as the system account.

m  On UNIX and Linux, to make a DataDirect ODBC connection, perform the
following tasks:

» In an Actuate Basic design, set DLLPath to ODBC32 in the Component
Editor for report design.

m  Confirm that a symbolic link exists between the ODBC32 file under
AC_SERVER_HOME/Ilib and the DataDirect ODBC manager library file.
For example, AC_SERVER_HOME/lib/odbc32.so -> libodbc.so for the
Solaris platform.

= When connecting to a Microsoft SQL Server data source, set the UNIX or
Linux environment variable LC_MESSAGES to en_US to control message
formatting between the data source and iServer.

Listing 14-2 shows portions of the odbc.ini installed with iServer on Linux.

Listing 14-2 Example of odbc.ini

[ODBC Data Sources]

dBASE=ActuateDD 5.3 dBASEFile (*.dbf)

DB2 Wire Protocol=ActuateDD 5.3 DB2 Wire Protocol

Informix Wire Protocol=ActuateDD 5.3 Informix Wire Protocol
Oracle Wire Protocol=ActuateDD 5.3 Oracle Wire Protocol
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Sybase Wire Protocol=ActuateDD 5.3 Sybase Wire Protocol
Text=ActuateDD 5.3 TextFile (*.*)

Teradata=ActuateDD 5.3 Teradata

SQLServer Wire Protocol=ActuateDD 5.3 SQL Server Wire Protocol
Progress OpenEdge=ActuateDD 5.3 Progress OpenEdge

Progress SQL92=ActuateDD 5.3 Progress SQL92

MySQL Wire Protocol=ActuateDD 5.3 MySQL Wire Protocol
FoxPro3=ActuateDD 5.3 dBASEFile (*.dbf)

[Oracle Wire Protocol]
Driver=/home/Actuate/Actuatell/AcServer/odbc/lib/N _ora23.so
Description=ActuateDD 5.3 Oracle Wire Protocol
AlternateServers=

ApplicationUsingThreads=1

ArraySize=60000

AuthenticationMethod=1

CachedCursorLimit=32

CachedDescLimit=0

CatalogIncludesSynonyms=1

CatalogOptions=0...

Understanding language encoding

If you use third-party drivers instead of the DataDirect Connect for ODBC drivers
installed with iServer, you need to consider encoding requirements. iServer can
use either ODBC Unicode drivers or ODBC ANSI drivers. Unicode drivers
support wide-character versions of ODBC interfaces, such as SQLConnectW( ).
ANSI drivers support the non-wide versions, such as SQLConnect( ). For data
sources that return Unicode, non-ASCII data, iServer requires a Unicode ODBC
driver. For data sources that return only ASCII data, iServer can use either a
Unicode driver or an ANSI driver.

Most ODBC driver managers, such as DataDirect, try to detect the code page or
the Unicode encoding in which the database communicates with the driver. Use
the environment variable AC_DBC_ENCODING if the driver manager fails to
detect the appropriate code page or the Unicode encoding. The driver manager
can use an incorrect default value and send or receive garbled data.

The environment variable AC_DBC_ENCODING specifies the code page or the
Unicode encoding used by the ODBC driver manager while interpreting data
from the driver. The AC_DBC_ENCODING value can be UCS-2, UTF-8, or ANSI.
The ANSI value indicates the currently set code page of the OS locale.

Setting the environment variable AC_DBC_ENCODING to UTF-8 when using
DataDirect ODBC 5.3 drivers is not required and can actually cause problems.

Actuate’s ODBC interface eliminates the need for a driver manager. The ODBC
interface detects whether the driver supports Unicode by making a call to
SQLConnectW( ). If the driver supports this method, the ODBC interface uses the
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driver’s Unicode methods with a W suffix. If the driver does not have the
Unicode version of the methods, the Actuate ODBC interface assumes the driver
is a non-Unicode ANSI driver and calls the ODBC API methods without the

W suffix.

Setting the maximum column length

The default maximum column length Actuate permits with ODBC data sources is
8000 characters. Problems can occur when generating an Actuate document if the
design uses an ODBC data source column with a column length greater than
8000 characters.

To change the maximum character length, set the environment variable
AC_DBMS_ODBC_MAXVARLEN.

Connecting to a DB2 data source

iServer can connect from Actuate Basic designs to IBM DB2 data sources on UNIX
and Windows using run-time client version 9.1, 9.5, and 9.7. To connect to DB2
data sources, you must perform the following tasks:

m Define appropriate environment variables.

m Specify the database environment.

m Supply an account name and password.

m Specify the protocol your site uses.

m  Configure the DB2 client’s locale setting to match the locale of the machine.

The Actuate interface to DB2 clients supports DB2 stored procedures. From the
Stored Procedure Data Source Builder in Actuate e.Report Designer Professional,
developers can use DB2 stored procedures to retrieve data to generate
documents. The following limitations of DB2 stored procedures exist:

= Due to a problem with the DB2 CLI AP], the Stored Procedure Data Source
Builder does not support DB2 overloaded stored procedures.

m The Actuate Stored Procedure Browser does not list DB2 user-defined
functions. DB2 user-defined functions do not return result sets and are not a
data source.

Other DB2 issues are:

m DB2 does not support large object (LOB) data types between versions. See the
DB2 documentation for information about DB2 support for LOB data types.

= You must bind the DB2 CLI packages from the client system to the DB2 server
using db2cli.Ist in some situations. For example, after you apply a Fix Pak to a
client or server, or on a system where an Actuate design uses DB2 9.1 client
software with a DB2 9.1 server.
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Defining DB2 environment variables

For UNIX and Microsoft Windows operating systems, you must define the
following environment variables:

m  DB2INSTANCE and DB2DIR

Define these variables to connect to a DB2 instance. DB2INSTANCE specifies
the instance name, and DB2DIR is the path to the DB2 client installation.

n DB2CODEPAGE

DB2CODEPAGE is a DB2-specific environment variable. For Windows and
UNIX, Actuate uses DB2CODEPAGE to determine the DB2 database’s client
locale. On Windows systems, DB2CODEPAGE is a registry setting. On UNIX
systems, DB2CODEPAGE is an environment variable. At execution time when
Actuate connects to a DB2 data source, the active code page is in effect for the
duration of the connection. All data is interpreted based on this code page. If
this variable is not set, Actuate’s DBMS module determines the client locale
setting from the operating system locale.

Use db2set to set DB2CODEPAGE. For example, the following command sets the
DB2 database client to retrieve data in UTF-8 format:

db2set DB2CODEPAGE=1208

When using the db2set command, add the location of db2set to the environment
variable PATH. For example, if db2set is in $DB2DIR/adm and you use db2set in
the pmd11.sh shell script, add the location of db2set to the environment variable
PATH in pmd11.sh.

About the AIX DB2 library path

The DB2 Factory server on AIX uses the DB2 library libdb2.a. The library libdb2a
is part of the DB2 client installation. Ensure that the library path DB2DIR/lib is
part of the environment variable LIBPATH. DB2DIR is the path to the DB2 client
installation.

About the HP-UX11i Version 1 library path

The definition of the HP-UX11i in the environment variable SHLIB_PATH must
put the path to ODBC and DB2 libraries before the AC_SERVER_HOME path. For
example, if ODBC/lib and DB2DIR/lib are paths to the ODBC and DB2 libraries,
use the following SHLIB_PATH definition:

SHLIB_PATH:$ODBC/lib:$DB2DIR/lib:$AC_SERVER_HOME/lib:usr/local
/bin:
About the Solaris library path

The path to ODBC and DB2 libraries must precede the AC_SERVER_HOME path
in the Solaris LD_LIBRARY_PATH environment variable. For example, if
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ODBC/Iib and DB2DIR/1ib are paths to the ODBC and DB2 libraries, use an
LD_LIBRARY_PATH as shown in the following example:

LD_LIBRARY_PATH:$ODBC/lib:$DB2DIR/1ib:$AC_SERVER_HOME/lib:/usr
/local/bin:

Because of the requirements for the LD_LIBRARY_PATH environment variable,
the following path order does not work:

LD_LIBRARY_PATH:$AC_SERVER_HOME/lib:$ODBC/lib:$DB2DIR/lib:/usr
/local/bin

Using DB2 libraries on AlX, HP-UX, and SunOS

If you did not specify DB2 data source information during installation of iServer,
and you now want to use DB2 data source connections from the machine, you
must create a symbolic link to the DB2 library in the DB2 client installation
directory.

Linking to a DB2 library on HP-UX or SunOS

On Solaris, create a symbolic link DB2CLI.so in AC_SERVER_HOME/1ib to the
DB2 library libdb2.so.

On HP-UX, create a symbolic link DB2CLI.sl in AC_SERVER_HOME/Iib to the

DB2 library libdb2.sl.

Linking to a DB2 library on AIX

On AIX, perform the following procedure:

1 Extract shr.o from $DB2DIR/lib/libdb2.a by using the following command:
ar -x libdb2.a

2 Rename the extracted file to db2.o using;:

mv shr.o db2.o

3 On AIX, create a symbolic link DB2CLILsl in AC_SERVER_HOME/1ib to the
DB2 library In -s db2.0.

Checking a connection to a DB2 instance

To check that a connection exists between the machine and the DB2 instance, use
the command-line utility DB2. This utility comes with the DB2 software and is
available for UNIX, Linux, and Windows.

To start the DB2 utility, open a command-line window and enter DB2 at the
command prompt. At the DB2 prompt, enter the command to connect to a DB2
database.

connect to <database> user <user name>
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The <database> is the name of the DB2 database, and <user name> is the DB2
database user. You are prompted for a password. Enter the password for the user.
DB2 displays the connection information in the command window when a
connection is made. Enter quit to terminate the session.

About using XML Extender

The XML Extender component of DB2 provides data types to store XML
documents and DTDs in DB2 databases as either an XML column or XML
collection. Actuate retrieves the XML column data as string data. DB2 stores an
XML collection as a set of tables. Actuate retrieves data from the set of DB2 tables.

Connecting to an Informix data source

When accessing data from Informix using the included DataDirect ODBC
Informix data driver, set the UseDelimitedldentifier property to 1. To specify the
property value for connection-string based designs, add the property
UseDelimitedIdentifier=1 to the end of the connection string. To specify the
property value for DSN-based connections, perform the appropriate task for your
operating system.

On a Windows system, go to the Windows ODBC registry entry:
HKLM\ Software\ODBC\ODBC.ini\<DSN Name>
and set the value of UseDelimitedIdentifier to 1.

On a UNIX or Linux system, edit the odbc.ini file, and add
UseDelimitedIdentifier=1 to the DSN entry.

Connecting to an Oracle data source

To connect with Oracle data sources, you must perform the following tasks:
m Install the proper Oracle client software on the server running the design.
m  Supply a connection string.

m Define the appropriate environment variables.

m Ensure that a listener process is running on the database host.

When configuring the Oracle client, you must configure the client’s locale setting
to match the locale of the machine. In an Actuate report object executable (.rox)
file, the default DBInterface for AcOracleConnection is acorcl111.

Defining Oracle environment variables

You must set the following environment variables when connecting to an Oracle
data source:
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s ORACLE_HOME
s NLS_LANG

About ORACLE_HOME

For Oracle databases on UNIX and Linux platforms, the account running iServer
processes must have a definition for the standard Oracle environment variable
ORACLE_HOME. You can provide this definition in a login script such as .cshrc
or .profile, or you can include it in the scripts that start the iServer processes.

For Oracle databases on Windows, also ensure that the definition of the
environment variable PATH indicates the location of the dynamic link library that
selects the proper database.

About NLS_LANG

The Oracle UNIX and Linux environment variable and Windows registry setting
NLS_LANG specifies the Oracle locale, that consists of the language, territory,
and character set. The default value for NLS_LANG is
American_America.US7ASCII. The administrator must ensure the NLS_LANG
setting is correct for the information in the Oracle database.

On UNIX and Linux systems, add the environment variable NLS_LANG to the
pmd11.sh script, the iServer request server startup script. On Windows servers,
the Oracle installer configures NLS_LANG.

The following example sets NLS_LANG for simplified Chinese on UNIX and
Linux:

export NLS LANG
NLS LANG="Simplified Chinese China.ZHS16GBK"

Double quotes are required when setting a value that contains spaces.

On Microsoft Windows server operating systems, set the NLS_LANG registry
value in the key HKEY_LOCAL_MACHINE \Software\Oracle\Home.

For information about the NLS_LANG values, see the Oracle documentation.

About the Oracle listener processes

iServer interacts with an Oracle data source through the Oracle listener process. If
iServer is having trouble communicating with the Oracle data source, the link to
the listener process possibly failed. You can frequently solve such problems by
stopping and starting the listener process.

Setting the maximum column length

The default maximum column length Actuate uses with Oracle data sources is
4000 characters. Problems can occur when generating an Actuate document if the
design uses an Oracle data source column with a large column length. You can
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use a registry setting on Windows or an environment variable on UNIX and
Linux to set a smaller maximum column length used by Actuate.

To change the maximum character length:

m  On Windows, change the value of the string value name MaxVarLen. The
value name is in the registry key.

HKEY CURRENT USER\Software\Actuate\DBMS\Oracle

m  On UNIX and Linux, set the environment variable
AC_DBMS_ORACLE_MAXVARLEN.

Connecting to custom data sources

iServer runs designs using third-party software to connect to data sources. The
following sections describe how to install custom data source connection
software:

m Installing a custom open data access (ODA) driver
m Installing a custom Eclipse DTP ODA driver plug-in
= Using custom Java-based data source connections

m Using custom relational data sources with the Integration service

Installing a custom open data access (ODA) driver

iServer supports open data access (ODA) drivers that a design uses to retrieve
data from a data source. To install an ODA driver, place the ODA driver files in
the AC_SERVER_HOME/oda directory. AC_SERVER_HOME refers to the folder
that the iServer installer chose as the location for binary files during the iServer
installation. By default, this location is /Program Files/ Actuate115P4/iServer in a
Windows environment, and <installation directory>/AcServer in a Linux or
UNIX environment.

Each ODA driver must be in a separate directory. For example, if you have two
ODA drivers, the installation directories would be similar to the following
directories:

m AC_SERVER_HOME/oda/oda-driverl
s AC_SERVER _HOME/oda/oda-driver2

iServer does not support installing ODA drivers in a directory below the oda
directory. For example, if you have two ODA drivers, Driverl and Driver2,
iServer does not support the following ODA directory structure for the two
drivers:

s AC_SERVER_HOME/oda/CustomDrivers/Driverl
m AC_SERVER_HOME/oda/CustomDrivers/Driver2
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The directory name for an ODA driver in the AC_SERVER_HOME/oda directory
must match the driver name specified in an Actuate Basic report (.rox) or Actuate
Basic information object (.dox).

When installing an ODA driver, you must also install and configure any software
the ODA driver requires to access a data source. For example, you must install
and configure any database connection software the ODA driver uses to connect
to a database. You must also ensure the ODA driver can access the required
software.

Install the configuration file and files required for the ODA driver on the machine
that runs the design. Each ODA driver requires a run-time configuration file,
odaconfig.xml. The configuration file must be in the ODA driver directory. You
can locate the ODA library files outside of the Actuate installation directory.
Specify the location in odaconfig.xml.

The iServer installation process puts the Actuate Data Integration service driver
in the AC_SERVER_HOME/oda directory. The installation also provides an
example of an ODA flat file driver that operates with Actuate e.Report Designer
Professional and iServer in ACTUATE_HOME/oda/examples/FlatFileExample.

Installing a custom Eclipse DTP ODA driver plug-in

A design can use a custom Eclipse Data Tools Platform (DTP) open data access
(ODA) driver to retrieve data from a data source. The DTP ODA API supports
building a custom Eclipse plug-in that accesses data from standard and custom
data sources.

Install a plug-in in the AC_SERVER_HOME/MyClasses/eclipse/plugins
directory. You may need to manually create the eclipse/plugins subdirectory if it
does not already exist in MyClasses. In the UNIX and Linux installation of
iServer, there is a common folder, acshared /MyClasses, for installing a
customized DTP ODA driver.

Do not place a custom ODA plug-in in the AC_SERVER_HOME/oda/eclipse
/plugins directory. This directory is reserved only for plug-ins provided by the
Actuate product installation. Installing a plug-in in the AC_SERVER_HOME
/MyClasses/eclipse/plugins directory ensures that the Actuate install and
uninstall processes do not remove the custom plug-in.

About using an ODA driver

When running a design using an ODA driver, the Factory process loads the driver
during the document generation. If the Factory process cannot load the specified
driver, iServer logs an error message and document generation terminates.

An ODA driver cannot share a library file with another ODA driver or data
source connection software. Each ODA driver must have a separate copy of the
library file for dedicated use. For example, on a Windows system, if a database
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library uses a DLL to connect to a data source, and an ODA driver uses the same
DLL, you create a copy of the DLL file and use the copy with the ODA driver.

If you change an ODA driver’s configuration such as a setting in the
configuration file or an ODA driver library, the Factory process uses the updated
configuration information and the updated library during the next document
generation.

iServer can cache an ODA driver. If a Factory process uses a cached ODA driver,
the Factory process checks the last modified time of the configuration file and the
cached driver’s run-time libraries before document generation. If you modify the
configuration file or the driver since last loading the driver, the Factory process
releases the cached driver and reloads it.

Using custom Java-based data source connections

To connect spreadsheet designs to JDBC data sources, place the Java archive (jar)
files for the custom database driver in the following location:

AC_SERVER _HOME\iServer\reportengines\engines\ess\lib

To connect BIRT designs to JDBC data sources, place the jar files for the custom
database driver in:

AC_SERVER HOME\Jar\birt\platform\plugins\
org.eclipse.birt.report.data.oda.jdbc<version>\drivers

The iServer Integration service also looks in this location for drivers to access
JDBC data sources.

Using custom relational data sources with the Integration
service

iServer connects to Actuate information object data sources using the Actuate
iServer Integration service (AIS). AIS works with JDBC drivers that are compliant
with DataDirect Connect for JDBC version 3.7 Service Pack land later.

AIS uses configuration files that define the data source connections.

m  AC_SERVER_HOME/etc/data_integration/datasources.xml contains a list of
custom relational data sources.

m AC_SERVER_HOME/etc/data_integration/<database>/mappings.xml
contains the data source mappings for a custom relational data source.
Specifying connection types

iServer installation provides an example of a datasources.xml configuration file
that specifies a MySQL Enterprise connection type as an example. The
datasources.xml file specifies the JDBC connection type as shown in Listing 14-3.
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Listing 14-3 Specifying JDBC connection types in datasources.xml

<DataSourceConfigs>

<DataSourceHosts>
</DataSourceHosts>

<ConnectionTypes>

<

-- Example: MySQL Enterprise connection type
(requires MySQL driver) -->

<ConnectionType Name="MySQL 41">
<JDBCDriver DriverName="com.mysqgl.jdbc.Driver"s>
<ConnectionStrings>
jdbc:mysqgl://%server%: $port%/%database%?
</ConnectionStrings>
<ConnectionPropertiess>
<Property Name="user">%username$%</Property>
<Property Name="password">%password%</Property>
</ConnectionPropertiess>
<LibraryPaths>
<
-- Fill in JAR location below -->
<Location></Location>
</LibraryPath>
</JDBCDrivers>
<ConnectionParams>
<ConnectionParam Name="server"
Display="Server"
Type="string"
ValueIsCaseSensitive="false"/>
<ConnectionParam Name="database"
Display="Database"
Type="string"
ValuelIsCaseSensitive="false"/>
<ConnectionParam Name="username"
Display="User name"
Type="string"/>
<ConnectionParam Name="password"
Display="Password"
Type="masked"/>
<ConnectionParam Name="port"
Display="Port"
Type="integer"
Optional="true"
DefaultValue="3306"/>
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</ConnectionParams>
</ConnectionType>

</ConnectionTypes>

<DatabaseTypes>
<
-- Example: MySQL data base type -->
<

<DatabaseType Name="MySQL 41" DisplayName="MySQL 4.1"
ConnectionType="MySQL 41"
DataSourceMapper="BaseMySQLMapper"
DataSourceMapping="MySQL" />

-=>

</DatabaseTypes>
</DataSourceConfig>

Specify the location of the JDBC driver in <Library Path>, as shown in
Listing 14-3. Place the driver classes or Java archive (jar) files accessing JDBC
data sources in the /drivers directory, as described earlier in this document.

Accessing data sources using Actuate Analytics

iServer supports the following types of data sources when using Actuate
Analytics:

m ODBC data sources
m  Text files

m XML files

m Executable files

Actuate Analytics Option licenses you to run cube profiles to generate
multidimensional data cubes in an Encyclopedia volume. Generating a cube
requires an Actuate iServer license with the Actuate Analytics Option enabled.

Generating a cube using ODBC

On UNIX, to a access a data source using ODBC for cube generation, you must
configure iServer to use the proper software as follows:

m  Use the Actuate Analytics ODBC open server driver.
m  Set the ODBC manager library in the iServer library path.

The default Actuate Analytics open server driver named AcDBDrv is in
AC_SERVER_HOME/drivers. The Actuate Analytics ODBC open server driver,
acdbdrv.odbc, supports all Actuate Analytics supported data source access
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including ODBC. To use the ODBC driver, save and move or rename the original
acdbdrv file, and rename the file acdbdrv.odbc to acdbdrv. These changes must be
done while iServer is not generating a cube. Ensure the ODBC manager library is
named libodbc.so on Solaris, libodbc.sl on HP-UX, and libodbc.a on AIX, and
ensure that this file is the Actuate iServer library path.

Accessing data using Microsoft Analysis Services

The Actuate Analytics Option supports accessing data from a multidimensional
cube stored in a Microsoft SQL database using Microsoft Analysis Services.
iServer and the MS SQL Server must run on machines that use the same locale to
access the Microsoft SQL cube data.

Using a connection pool

Using the ODA Java interface, a developer can create an ODA driver that pools
connections. For example, when a Factory process uses an ODA driver, the driver
can create a connection to the data source. When the Factory process requests
another connection to the data source, the ODA driver can return a new
connection or reuse the previous connection instance. Connection pooling
optimizes application performance and improves scalability.

You can use an application server, such as a J2EE application server, to implement
a connection pool to a data source that supplies data to iServer. In a typical J2EE
application server environment, the connection pool uses a data access object
(DAO) to provide a common interface between iServer and the data storage
system. A DAO separates the application logic from the data access logic to
provide a re-usable, persistent connection.

Figure 14-2 shows a J2EE application server configuration that supports multiple
Information Console client sessions. Each viewed document contains data
extracted by an iServer from a data source using a shared connection.

J2EE Application Server
Web Bean container >
container (EJBs, Session Data
Beans) = Access |—== Data
% < Object [<=——  source
Session object
(User credentials) iServer
% Report
- executable
Information Console
Figure 14-2 Implementing a connection pool using a J2EE application server
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You need the Deployment Kit option to enable connection pooling for Actuate
Java Components.

ODBC/JDBC connection pooling

Connection pooling allows applications to share a connection for greater
efficiency. Each Actuate product connects to an external data source using a
specified data access mechanism. Table 14-2 lists the type of connections available
for Actuate report types, such as an out-of-the-box (OOTB) JDBC driver.

Table 14-2 Actuate connection types available by product

Report Type OOTB ODBC |OOTBJDBC |ODBC |JDBC Information Object
BIRT No Yes No Yes Yes

e.Spreadsheet |No No No No Yes

e.Report Yes No No No Yes

Analytics No No No No No

An OOTB ODBC connection is available only on Windows in versions prior to
Actuate Release 11.

Configuring ODBC connection pooling

After iServer creates an ODBC connection to a data source, it stores the
connection in a pool of connections, and reuses the connection as needed.
Connection pooling is available with ODBC 3.0 and later.

The DataDirect 5.3 ODBC drivers that ship with iServer are thread-safe, which
connection pooling requires. You enable ODBC connection pooling by
performing the following tasks:

m In the design, set up a DataDirect ODBC DSN-less connection. For example,
using e.Report Designer Professional, in DBConnection Properties, set the
ConnectionString instead of the DataSource report property.

m In the Advanced view of Configuration Console, on Server Configuration
Templates—Settings—Factory Service—e.Reports—Data Access using ODBC,
select Enable ODBC connection pooling for Actuate ODBC drivers (Windows
Only), as shown in Figure 14-3.

You can start connection pooling using one of the following properties:

= Enable ODBC connection pooling for non Actuate ODBC drivers—Starts
ODBC connection pooling for ODBC drivers other than Actuate DataDirect
drivers specified in the ConnectionString property. Default is false.
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= Enable ODBC connection pooling for Actuate ODBC drivers (Windows Only)
only)— Starts ODBC connection pooling for Actuate DataDirect drivers
specified in the ConnectionString property on Windows. Default is true.

e =10 x|
Semers = urup ;. Froperties = Factory Service = e Reports = Data Access using ODBEC =]
Data Access using ODBC
Enahle ODBC connection pooling for non Actuate ODBC drivers: @
Enahle ODBC connection pooling for Actuate ODBC drivers (Mindows Cnly): M o
Unicode support mode for ODBC on UnixLinug: |Defau|t j 1@
E1Z These fields require server restart to take effect
() These fields will take default value if [eft blank

%I Cancel j

Figure 14-3 Starting ODBC connection pooling

Configuring BIRT JDBC connection pooling

In Server Configuration Templates->-Settings>Factory Service and View Service,
the administrator configures the BIRT JDBC connection pool by configuring the
following properties:

m BIRT JDBC Connection Pool Size

Caches concurrent connections, so the Factory can reuse them. The default is
10. Increase the pool size to establish more connections. To disable the
connection pool, set BIRT JDBC Connection Pool Size to 0. The larger the pool
size, the better performance in a highly concurrent system and the greater the
memory consumption.

m BIRT JDBC Connection Pool Timeout

Specifies the time-out interval for cached connections. The default is 3600
seconds. Increasing the available connections increases performance, but also
increases memory consumption.

m  BIRT Connection Validation Interval

Controls the frequency of BIRT connection validation. Connection validation
prevents a query from attempting to use a broken connection. The default
value of -1 disables connection validation.

The interval is expressed in seconds. If the value is positive, iServer first
determines whether the last validation occurred in the specified interval.

If not, iServer performs validation by calling java.sql.Connection.isValid( ). All
DataDirect JDBC drivers support java.sql.Connection.isValid( ). Because some
JDBC driver do not support java.sql.Connection.isValid( ), the administrator
must restart iServer after rebooting the metadata database to refresh the JDBC
connection pool even if the interval has not changed.
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Figure 14-4 shows Server Configuration Templates>Settings>Factory
Service>BIRT JDBC Connection Pool.

& =10l

Server Configuration Templates = urup : Propedies = Factory Service = BIRT = Process Management = Reguests = BIRT JDBC Connection Pool

D

BIRT JDBC Connection Pool

BIRT JDBC Connection Poal Size: |1 1] 1=
BIRT JOBC Connection Poal Timeout: |SEDD 1=
BIRT Connection Yalidation Interval: |-1 1=

(BN These fields reguire server restart to take effect
() These fields will take defauli value if 1eft blank

%I Cancel ;I

Figure 14-4 Specifying BIRT JDBC Connection Pool properties
How to configure BIRT JDBC Connection Pool properties
To configure BIRT JDBC Connection Pool properties, perform the following tasks:

1 Log in to Configuration Console, choose Advanced view, then choose Server
Configuration Templates.

On Server Configuration Templates, choose a template.

3 On Settings, expand Factory Service or Viewing Service, then, expand BIRT,
Process Management, and Requests, as shown in Figure 14-5 or Figure 14-6.
Choose BIRT JDBC Connection Pool.

4 In BIRT JDBC Connection Pool Size, accept the default value, 10 connections.
Alternatively, decrease or increase the pool size by typing a number not less
than 0 or greater than 65535.

5 In BIRT JDBC Connection Pool Timeout, accept the default value, 3600

seconds. Alternatively, increase or decrease the time-out period by typing a
different number.

6 In BIRT Connection Validation Interval, accept the default value, -1, to leave
connection validation disabled. Alternatively, enable connection validation by
specifying a period of time in seconds.

Figure 14-4 shows BIRT JDBC Connection Pool set to default values.

7 Restart iServer after setting any of these values.
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Figure 14-5 shows BIRT JDBC Connection Pool in Server Configuration
Templates>Settings>Factory Service.

Server Configuration Templates = urup @ Settings

Diagnostic logging settings Change...

Server Properties settings Printable Summary

£/ Configuration

Templates = Factory Semvice =
= Enable Serice
(El Volumes 2 Diagnostic Lageing
— 129 0On Demand Repaort Execution Managemant
=
Eé"} Partitions = e Reparts
N
= BIRT

gl Resource
&

Groups [ Process Management

B\ Processes
B printers 29 Communication
7 Requests
! BIRT JOBC Connection Pool

Figure 14-5 Choosing BIRT JDBC Connection Pool for Factory Service

Figure 14-6 shows BIRT JDBC Connection Pool in Server Configuration
Templates>Settings>View Service.

Server Configuration Templates > urup : Settings

Diagnostic logging settings Change...
Properties settings Printable Surmmary

Configuration "
Templates =3 Factory Senvice )=

79 Message Distribution Service

Yolumes = Wiewing Senvice
= E Enable senice
C‘} Partitions B Diagnostic Logging
= ™ e.Reparts
w Resource
EJ,W Groups = BRT

[ Process Managerment
% Printers =3 Communication
= Requests

B Message Timeout

B Request Execution Thread Pool
2 BIRT JOBC Connection Pool

Figure 14-6 Choosing BIRT JDBC Connection Pool for View Service

Setting Encyclopedia Engine connection pool reap
interval

The connection pool reap interval specifies the time, in seconds, between runs of
the maintenance thread. When the maintenance thread runs, it discards any
connections that remain unused for longer than the specified time.
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The administrator sets the default connection pool reap interval by performing
the following tasks:

1 Log in to Configuration Console and choose Advanced view.

2 Choose Server Configuration Templates. On Settings, expand the iServer
folder. Choose Encyclopedia Engine.

3 In Default connection pool reap interval in seconds, accept the default value,
600, as shown in Figure 14-7. Alternatively, type a new value, from 0 to 86400.
To disable the pool maintenance thread, set the interval to 0.

= i [w] 3

Serer Configuration Templates = urup : Froperies = iServer = Encyclopedia Engine =

Encyclopedia Engine

Default connection pool reap interval in seconds 600 Seconds | [ 12

E1Z These fields require server restart to take effect
(I These fields will take default value if left blank

%I Cancel Ll

Figure 14-7 Specifying default connection reap interval
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Setting miscellaneous
properties

This chapter contains the following topics:

Changing locale, encoding, and time zone

Modifying general volume properties

Changing ports used by iServer

Viewing and modifying general server properties

Changing iServer system start-up parameters

Configuring general system properties

About General

Setting start-up arguments for the Encyclopedia server JVM
Starting and stopping iServer

Setting miscellaneous server configuration template properties for iServer
Configuring RSAPI sockets for RPC

Setting Conversion Queue and E-mail Queue Resource Management
properties

Using Printable Summary to view system properties
Using Printable Summary to view template properties

Setting Filetype driver properties
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Changing locale, encoding, and time zone

The language and regional settings of your computer operating system must be
compatible with the default locale settings that you select. Incompatibilities can
cause problems with the character set used for entries from your keyboard and
the language used in the iServer graphical user interface.

You can specify a time zone:
m  When you log in. This value overrides the settings in Options—General.
= On System—Properties—Regional Settings.

m  On Options—General. This value sets the locale and time zone of the browser
and workstation. The machine that runs the browser stores this setting locally.

Figure 15-1 shows the default regional settings for iServer or a cluster in System—
Properties—Regional Settings.

Systern : Properties
Regional Settings

System default regional settings:

Locale: |Eng|\sh (United States) j -

Encoding: [windows-1252 RYs

e These fields require system restart to take effect

%I Cancell Apply

Figure 15-1 Configuring default regional settings

Figure 15-2 shows Options—General in the Advanced view of Configuration
Console, where you specify the locale and time zone to use for iServer.
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Ciptions

General

Regional settings for this browserhwarkstation:
Locale: |Eng|ish (United States)

|
|

Time zane: |AmericaILus_AngeIes

-

%I Cancel

Figure 15-2 Specifying locale and time zone in Options—General

The following parameters appear in Options—General:

m Locale
The user selects a locale during login. This locale appears in the Configuration
and Management Consoles. If a user does not specify a value for this
parameter during login, iServer reads the locale from the user’s web browser
cookie.

m  Time zone
The user selects a time zone during login. This time zone appears in the
Configuration and Management Consoles. If a user does not specify a value
for this parameter during login, iServer reads the time zone from the user’s
web browser cookie.

The TimeZones.xml file in the following directory stores information about time
zones:

\Program Files\ActuatellSP4\iServer\servletcontainer\mgmtconsole
\WEB- INF

TimeZones.xml stores time zones in the format that the tz database, or zoneinfo
database prescribes.

The LANG environment variable on UNIX and Linux specifies the machine’s
language code.

Modifying general volume properties

You can view or modify the general property values for an Encyclopedia volume
in Volumes—Properties—General using the following procedure.

How to modify general property values for an Encyclopedia volume
1 Log in to Configuration Console and choose Advanced view.
2 From the side menu, choose Volumes.

3 Choose the arrow next to the volume name, then choose Properties.
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4 In Volumes—Properties—General, shown in Figure 15-3, you can modify the
schedule for purging notices, purging deleted files, the volume archive service
provider, and the partition for the e-mail notification template.

Choose OK.

The properties you can set in Volumes—Properties—General are the same
whether you are modifying an existing volume or creating a new volume,
with the exception that you can specify the volume name when creating a
volume.

Yolumes = corp . Properties

General
Description: |
Schedule far purging notices |2:15 HH:mm B4
Schedule for purging deleted files: | HH:mm B2
Partition
Primary partition: DefaultPartition Min Free Space; |128 me B
Volume archive service provider
Use archive service:
Metadata database and schema
Metadata datahase name: Default_ActuatePostgreSGL_MetadataDatahase
Database schema name: ac_corp
Email notification
E-mail notification termplate partition: I vl I=ke]
Use Information Console for e-mail notifications
Infarmation Consale URL prefix |
5 These fields require volume restartto take effect
(I These fields will take default value if left blank

ok _cancsl | Apniy

Figure 15-3 Modifying general property values for an Encyclopedia volume

Changing ports used by iServer

Table 15-1 lists a number of key ports. You can view the port numbers appearing
on Servers—Properties—General. To change these port numbers, you must edit
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acserverconfig.xml. You can view or change the port numbers that you access
from Server Configuration Templates—Settings.

Table 15-1 Setting iServer ports

Port

Configuration Console location

Daemon listen port

Servers—Properties—General

The application container process
listen port for the Management and
Information Consoles

Servers—Properties—General

Server port

Servers—Properties—General

Server port base

Servers—Properties—General

Message distribution, which the
Message Distribution service uses

Server Configuration Templates—
Settings—Message Distribution
Service—Process Management—
Communication

Chart server port for generating charts
in Actuate Basic reports

Server Configuration Templates—
Settings—iServer—Chart Server for
e.Reports

Base port for Java Factory server

Server Configuration Templates—
Settings—Factory Service—BIRT—
Process Management—
Communication—Sockets

Base port for Java View server

Server Configuration Templates—
Settings—Viewing Service—BIRT—
Process Management—Sockets

Table 15-2 contains a list of iServer ports set during installation, default port

numbers, and ranges of values.

Table 15-2 iServer Release 11 ports
Name Display name Default |Range Changeable
AppContainerPort | Application 8900 1-65535 |Yes
container process
listen port
CustomEvent Custom Event 8900 1-65535 |Yes
ServicePort Service Port
NWPPort Network process 14000 1024 - Yes
port for integration 65535
server queries
(continues)
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Table 15-2

iServer Release 11 ports (continued)

Name Display name Default |Range Changeable
PMDPort Daemon listen port 8100 None No
ReportEngine Port number for 11101 None No
HeartBeatPort receiving Factory

server heartbeat
RSSESOAPPort RSSE service port 8900 1-65535 |Yes
ServerSOAPPort Port number for 11100 None No

iServer internal

SOAP endpoint
ServerSOAPPort Base port number for | 13500 None No
Base iServer internal

SOAP endpoint
SMTPPort Listen port 25 1-65535 |Yes
SOAPDispatch Message 8000 1-65535 |Yes
SOAPPort Distribution service

port
SOAPPort Port for caching 11550 1024 - Yes

server operations 65535
SOAPPort Port for integration | 12100 1024 - Yes

server operations 65535
SocketBaseForJava |Base port for Java 21500 1025 - Yes
Processes Factory server 65535
SocketBaseFor Base port number for |18500 1025 - Yes
Processes processes 65535
SocketBaseForJava |Base port for Java 21000 1025 - Yes
Processes View server 65535

Viewing and modifying general server properties

Choose a machine name from the list of servers on Servers in the Advanced view
of Configuration Console. In Servers—Properties—General, shown in
Figure 15-4, you view general property values for a machine.
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@ System

Servers

Server
Configuration
Templates

Volumes

Partitions

Resource
Groups

Printers

Servers = urup © Properties

General

Server information
Machine name:
Server IP address:
Description:
Cperating system:

urup

‘Windows XP Professional 5.1 Service Pack 3

Application container process

Application container process listen port: 8900
Process management daemon

Daeman listen IP address:

Daemaon listen port: 8100
SOAP settings

Server port: 11100
Server part base: 13500
Server part count: a00
Services

Message distribution service F Enable
Wigw serca # Enable
Factary service: F Enable
Caching service: [Z Enable
Integration service: [Z Enable

Cancel |

Figure 15-4

The administrator can modify the following general server properties from Server
Configuration Templates—Settings:

Viewing general properties for a server

m  Application container process listen port

m  Server port

m Server port base

m Server port count

Services are enabled by default in the Template element in acserverconfig.xml.

The administrator modifies general server properties by expanding Server

Configuration Templates—Settings—iServer—Process Management—

Communication, and choosing the Application Container and Internal SOAP

Endpoint options, as shown in Figure 15-5.
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Server Configuration Templates = urup © Settings

Diagnostic logging settings Change... |
Properties settings Printable Summary |
23 Factary Service =

71 Message Distrihution Service
29 Wiewing Service
3 Integration Service
29 Caching Service
9 NetQS File Types (Add )
=3 Filetype driver information (Add )
= iServer
129 Diagnostic Logging
[ Process Management
B Process Parameters
[ communication
B Application Container
! Internal SOAP Endpoint

Figure 15-5 Choosing to view or modify general server properties

About application container process

This property specifies the application container port number. iServer uses an
application container to host web services applications. Start and stop the
application container process using the StartMC and StopMC scripts in
AC_SERVER_HOME/bin.

How to set the application container process listen port

1 On Server Configuration Templates—Settings, expand iServer, Process
Management, and Communication, then choose Application Container, as
shown in Figure 15-5.

2 In Application container process listen port, accept the default, 8900, as shown
in Figure 15-6. Alternatively, specify a different value.

£ =10l

Semers = urup ;. Froperties = iServer = Process Management = Communication = Application Container =

Application Container

Application cantainer process listen part: 8900 EHZ

*These fields are required and cannot be left blank

Bk These fields require server restart to take effect

%I Cancel j
Figure 15-6 Viewing or changing application container process listen port
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About SOAP settings

On Server Configuration Templates—Settings—iServer—Process Management—
Communication—Internal SOAP Endpoint, the administrator can specify the
following properties:

Port number for iServer internal SOAP endpoint

Web service API (IDAPI) port and internal server port for communication
with other nodes in a cluster. iServer uses this port to receive information,
such as heartbeat messages.

Base port number for iServer internal SOAP endpoint

Beginning of a range of port numbers that iServer attempts to use for internal
SOAP messages. Used with server port count.

Port range (from base) for iServer internal SOAP endpoint

The range of port numbers of ports used for exchanging internal SOAP
messages starting from the server port base.

Port number for iServer Encyclopedia engine internal SOAP endpoint

How to set the SOAP settings properties

1 On Server Configuration Templates—Settings—iServer—Process

Management—Communication, choose Internal SOAP Endpoint, as shown in
Figure 15-5.

On Internal SOAP Endpoint, as shown in Figure 15-7, perform the following
tasks:

1 In Port number for iServer internal SOAP endpoint, accept the default,
11100. Alternatively, specify a different value.

2 In Base port number for iServer internal SOAP endpoint, accept the
default, 13500. Alternatively, specify a different value.

3 In Port range (from base) for iServer internal SOAP endpoint, accept the
default, 500. Alternatively, specify a different value.

4 In Port number for iServer encyclopedia engine internal SOAP endpoint,
accept the default, 14100. Alternatively, specify a different value.

5 In Port number for iServer encyclopedia engine internal SOAP endpoint
for servicing iServer components requests, accept the default, 14200.
Alternatively, specify a different value.

6 InJava encyc server purge thread limit, accept the default, 2. Alternatively,
specify a different value.
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7

Internal SOAP Endpoint

Java encye server purge thread limit

Port number for iServer internal SOAP endpoint:

Base portnumber for iSerer internal SOAP endpaint:

Port range (from base) for iServer intermnal SOAP endpoint:

Port nurnber far iServer encyclopedia engine internal S0AP endpoint

Paort number for iServer encyclopedia engine internal S0AF endpoint for servicing iServer components requests:

Server Configuration Templates = urup : Properies = iServer = Process Management = Communication = Internal SOAP Endpoint

(2] These fields require server restart to take effect
() These fields will take default value if left blank

=[olx]
[11100 18
[13500 !
[s00 !
[14100 ke
[14200 1=k
|2 ke
%I Cancel ;I

Figure 15-7 Specifying SOAP settings

3 If you change any property values, restart iServer.

Changing iServer system start-up parameters

Before starting the iServer system, you can specify an alternate configuration file
as well as an alternate template for this iServer node to use. When you start the
iServer system, iServer will use these resources.

How to modify start-

1 PutiServer offline by choosing Stop on System—Status, as shown in

Figure 15-8.

up parameters for iServer

“éi Servers

Senver
g_‘% Configuration
Templates

—
| Yolumes
@

=
| Partitions
——

gl Resource
L

Groups

@ Printers

Systern . Status

System "corp" is currently online.

System version: 11 Service Pack 4

JSP serverversion: Apache Tomeat7.0.22

Stopl Froperties |

Legend

¥ Changes pending require systern restart to take effect

Figure 15-8 Putting iServer offline

2 On System—Status, choose Modify Start Parameters, as shown in Figure 15-9.
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Systern ;. Status
& o=

Systern is currenthy offline.

Modify Start Parameters Start system |

Figure 15-9 Choosing Modify Start Parameters

3 On System—Modify Start Parameters, set start-up parameters by performing
the following tasks:

1 In Configuration home, type the path of the folder containing an alternate
acserverconfig.xml. This folder must also contain acserverlicense.xml. By
default, the location of acserverlicense.xml is AC_DATA_HOME/ config/
11SP4.

2 In Template name, type the name of the template that you want iServer to
use, as shown in Figure 15-10.

: Systern . Modify Start Parameters
@ SIS i i
Systemn Configuration Settings:

Configuration home: |C.LAcluateIiSer\tendatalcunﬂglcstm |

Template name: |custumTempIate | TEStl

(I These fields will take defaultvalue it left blank

Start| Cancel

Figure 15-10  System—Modify Start Parameters

3 Choose Test to verify that iServer recognizes the parameters. A message
box appears, confirming that the test is successful. Choose OK, as shown in
Figure 15-11.
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1 The test is successful.
e

Figure 15-11  Confirming that the parameters are valid

4 On System—Modify Start Parameters, choose Start.

Configuring general system properties

In System—Properties—General, the administrator can view or change the
following general system properties, as shown in Figure 15-12:

m System name of the cluster node or stand-alone iServer

m  The password for logging in to Configuration Console

Systern . Properties

General

System name |c0rp = T

System password: |uuu..

Systemn password confirm: |uuuu

Figure 15-12  Changing general system properties

If you change the System name, restart iServer.

About General

In System—Properties—Advanced, the administrator can choose General to view
or set values for the following properties:

m  Cluster schema
Name of the iServer system schema

m  Maximum number of user properties cache entries
Tunable property for holding a user’s expanded role information in a cache

= Enable Multi-system mode
Supports joining multiple clusters together
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m Startup arguments for the cluster JVM
Arguments passed to the JVM that communicates with the system schema
How to set general properties

1 On System—Properties—Advanced, choose General, as shown in
Figure 15-13.

Systern - Properties

Advvanced
Properties settings Printable Surrnary |
9 Uzage And Error Logging
=1 General General

B Printing
9 Cluster Operatian

3 Infarmatinn Display
B Motification

Figure 15-13  Viewing System—Properties—Advanced
2 On General, perform the following tasks:

1 Accept the default values for Cluster Schema, as shown on Figure 15-14.
Alternatively, specify a different schema.

2 In Maximum number of user properties cache entries, accept the default
value, 500, or alternatively, specify a different value.

3 For Enable Multi-system mode, accept the default value of unchecked, or
alternatively, select the property.

4 In Startup arguments for the cluster JVM, accept the default arguments.
Alternatively, modify these arguments.

& =10 x|
Systemn = iBerver Systemn : Properties = General =
General
Cluster Schema: |ac_corp_system LSS
Maximum number of user properties cache entries: |SDD =T
Enable Multi-systern mode: r e
Startup arguments far the cluster JYM: |-}<m><256M-)G{:MaxPermSize=64m RE:=: R

*These fields are required and cannot be left blank

B These fields require systern restart to take effect
() These fields will take default value if [eft blank

(ok|_cancel [+

Figure 15-14  Configuring General
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Setting start-up arguments for the Encyclopedia
server JVM

In Server Configuration Templates—Settings—iServer, the administrator can
choose to view or edit the start-up arguments for the Encyclopedia server JVM.

How to set server configuration properties

1 Expand iServer and Process Management, then choose Process Parameters, as
shown in Figure 15-15.

Server Configuration Templates = urup : Settings

Diagnastic logging setlings Change...
Properties settings Frintable Surmmary
3 Factary Service =

77 Message Distribution Service
3 Viewing Service
23 Integration Service
73 Caching Serice
9 NetOS| File Types (Add)
= Filatype driver information { Add )
= iServer

=3 Diagnostic Logging

[ Process Management

B Process Parameters

Figure 15-15  Choosing Process Management properties

2 In Start parameters for iServer encyclopedia engine, as shown in Figure 15-16,
accept the default parameters. Alternatively, modify these parameters.

e =10 x|

Servers = urup : Properties = iServer = Process Management = Process Parameters &

Process Parameters

Start parameters for iServer encyclopedia engine: Hme 1 280 -HmE 1 2M eEMaxPerm 1

E13Z These fields require server restart to take effect
(I These fields will take default value if left blank

ﬂl Cancel j
Figure 15-16  Viewing or setting start parameters for the Encyclopedia engine

If you change the property, restart iServer.
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Starting and stopping iServer

System—Status displays iServer status and provides controls for starting and
stopping iServer, cluster-level management, and cluster creation, as shown in
Figure 15-17.

System . Status
Systern "corp” Is currently anline.
m Systemn version 11 Service Pack 4 )
System and JSP version

Server
é%' Configuration JSP zervervarsion: Apache Tomeat/7.0.22 . .
=l Templates information

= :
(_!F Yolumes Stopl Fropeties |

Figure 15-17  Viewing System—Status

System—Status displays the following information about iServer:
m iServer name and its current status

m Release version of the iServer

m  Name and version of the application server

For example, in Figure 15-17, System—Status indicates that a machine is online.
Actuate Release 11 is running.

Earlier in this book you learned about the possible iServer states that appear in
the Simple view of Configuration Console. The same states can appear in
System—Status. Two of these states are online and offline.

Stopping iServer

When iServer is online, you can access the following functionality in
System—Status:

m  Choose Stop to stop iServer. Choosing Stop for a node stops this node only.

m  Choose Properties to view System—Properties and modify the following
property values, which are described later:

m  General properties

m System usage and error logging
»  E-mail notification

» Default regional settings

m License information
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Starting iServer

When iServer is offline, you can start iServer from System—Status by choosing

Start system, as shown in Figure 15-18.

System : Status
@ o

System is currently offline

Modify Start Pararneters Start system

Figure 15-18  Starting the system

Setting miscellaneous server configuration template

properties for iServer

The administrator can set several miscellaneous iServer properties appearing in
Server Configuration Template—Settings—iServer, as shown in Figure 15-19.

Server Configuration Templates = urup © Settings

Diagnostic logging settings Change...
Properties settings Printable Summary

23 Factary Service

71 Message Distrihution Service
29 Wiewing Service
3 Integration Service
29 Caching Service
9 NetQS File Types (Add )
=3 Filetype driver information (Add )
= iServer
129 Diagnostic Logging
71 Process Management
2 Conversion Queue and Email Queue Resource Manac
B Chart Server for e Reports
B Database Connaction Configuration Fils
B\ Control Formats in Search Results for e Reports

B Line Breaking Rules for & Repaorts
B Dates

B Java Ohject Interface for e.Reports
B Encyclopedia Engine

Figure 15-19  Viewing iServer properties

Line Breaking Rules for e.Reports
Dates
Java Object Interface for e.Reports

Configuring the line breaking rule

In Server Configuration Templates—Settings—iServer, the administrator can
choose Line Breaking Rules for e.Reports to specify property values that control

text wrapping in Actuate Basic documents.
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How to set line breaking rules for Actuate Basic documents
1 Choose iServer—Line Breaking Rules for e.Reports, as shown in Figure 15-19.

2 Specify values for the properties appearing on Line Breaking Rules for
e.Reports, as shown in Figure 15-20. Alternatively, leave these properties
blank. Table 15-3 describes these properties.

e =10

Servers = arup : Properties = iServer = Line Breaking Rules for e Reports o

Line Breaking Rules for e Reports

Turn On Asian Line Breaking Rule: r @ms
Line Break Do Mat End List: | B
Line Break Do Mat Begin List: | [

E1Z These fields require server restartto take effect

0| _cancel [+
Figure 15-20  Specifying iServer text line breaking property value

Table 15-3 iServer text line breaking properties

Property Description

Turn On Asian |Supports controlling text wrapping in Actuate Basic text

Line Breaking |controls. iServer uses a list of characters that do not begin or
Rule end a line of text. If set to true, iServer also uses characters
listed in DoNotBegin and DoNotEnd. iServer does not start a
line with characters listed in DoNotBegin and does not end a
line with characters listed in DoNotEnd. The default value is
false. Do not use the additional characters specified in
DoNotBegin and DoNotEnd. Set the value to true and specify
additional characters if line wrapping occurs at incorrect
locations in the text. For example, specify characters if the text
wraps at the wrong location for punctuation when displaying
text that uses double-byte characters.

Line Break Do | Controls text wrapping in Actuate Basic Text controls. If the
Not End List | property TurnOnAsianLineBreakingRule is true, iServer does
not end a line with characters listed in DoNotEnd. Specify
multibyte characters in hexadecimal format. The following
example lists three double-byte characters:

\x3001\x3002\xff0Oc

(continues)
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Table 15-3 iServer text line breaking properties (continued)

Property Description

Line Break Do | Controls text wrapping in Actuate Basic text controls. If the
Not Begin List |property TurnOnAsianLineBreakingRule is true, iServer does
not start a line with characters listed in DoNotBegin. Specify
multibyte characters in hexadecimal format. The following
example lists three double-byte characters:

\x3001\x3002\xff0c

Configuring dates

In Server Configuration Templates—Settings—iServer, the administrator can
choose Dates, to specify how iServer formats dates.
How to set date formatting for iServer

1 Choose iServer—Dates, as shown in Figure 15-19.

2 Specify values for the properties appearing on Dates, as shown in
Figure 15-21. Alternatively, accept the default values. Table 15-4 describes
these properties.

3 =
Serers = urup © Properties = Dates =
Dates
Century break: Jao ke
Let DateDiff) perform the same behavior as VB 6.0 DateDiff): I

)52 These fields require server restart to take effect
(i These fields will take defaultvalue if left blank

%I Cancel j

Figure 15-21  Specifying iServer date property values

Table 15-4 Date properties

Property Description

Century break |Indicator of how iServer converts 2-digit year values into
4-digit years. Using the default value 30, iServer converts a
date using a 2-digit year in the following manner:

m A value less than 30 becomes 20xx.

m A value of 30 and greater becomes 19xx.

For example, the date 3-5-19 becomes 3-5-2019, and 3-5-57
converts to 3-5-1957.
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Table 15-4 Date properties

part indicator.

Property Description

Let DateDiff() |Controls the DateDiff( ) function in Actuate Basic reports. Use
perform the the functionality based on Microsoft Visual Basic .Net, or on
same behavior |Microsoft Visual Basic 6.0. Set the value to true if you view or
as VB 6.0 run Actuate Basic reports built with Actuate Release 7 or
DateDiff() earlier software that use DateDiff( ) with a ww or www date

Configuring the Java Object Interface

In Server Configuration Templates—Settings—iServer, the administrator can

choose Java Object Interface for e.Reports, to configure the maximum heap size of
the Java Virtual Machine (JVM) when loading the JVM into a Factory Server or

View Server process if Java object access is needed.

How to configure Java Object Interface for e.Reports

1 Choose iServer—]Java Object Interface for e.Reports, as shown in Figure 15-19.

2 To improve JVM performance and prevent running out of memory when the

Java object needs more memory, set Maximum heap size for Java virtual
machine to a larger maximum heap size. Alternatively, accept the default

value of 0, as shown in Figure 15-22. Changing Maximum heap size for Java

virtual machine to a larger value causes Factory Server and View Server

processes to use more memory.

7

Servers = urup : Properties = iServer = Java Ohject Interface for e.Reports

Java Object Interface for e.Reports

Maximum heap size for Java vitual machine: 0

ME | E

)52 These fields require server restartto take effect
(I These fields will take default value if left blank

1ol

-

ﬂl Cancel LI

Figure 15-22  Configuring the Java Object Interface

Configuring RSAPI sockets for RPC

In Server Configuration Templates—Settings—iServer, the administrator can

choose to specify socket information for use with RSAPIL
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How to configure RSAPI sockets for RPC

1 Expand iServer, Process Management, Communication, and RSAP]I, then
choose Sockets, as shown in Figure 15-23.

Server Configuration Templates = urup : Settings

Diagnastic logging setlings Change...
Properties settings Frintable Surmmary

-

3 Factary Service —
77 Message Distribution Service
3 Viewing Service

23 Integration Service
73 Caching Serice
9 NetOS| File Types (Add)
[ Filetype driver information ( Add )
= iServer
=3 Diagnostic Logging
[ Process Management
B Process Parameters
= Communication
B Application Container

B Internal SOAP Endpaint
= RSAPI

B Sockets
Figure 15-23  Choosing Sockets

2 Specify socket information for use with RSAPI by setting the property values
on Sockets, as shown in Figure 15-24. Alternatively, accept the default values.
Table 15-5 describes these properties.

é =[0]x|

Serers = urup © Properties = iServer = Process Managerment = Communication = RSAP| = Sockets =
Sockets

Base socket number for RPC Jn E ke

Mumber of RPC snckets: |1 [l

Base socket number for reply to client: |D 15

Mumber of sockets for reply to client: |1 1E

E1Z These fields require server restartto take effect

(I These fields will take default value if left blank

ﬂl Cancel LI
Figure 15-24  Specifying iServer RSAPI socket information
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Table 15-5

iServer RSAPI socket properties

Property

Description

Base socket number for
RPC

Beginning of a range of port numbers that iServer
attempts to use for the request server RPC ports.
Required for RSAPI. iServer starts at the BASE port
and attempts to use up to BASE + COUNT - 1 port to
find a single port.

Number of RPC sockets

Range of port numbers that iServer attempts to use
for the request server RPC ports. Required for
RSAPL If you do not specify the beginning of the
range in the Base socket number for RPC property
value, iServer ignores the range setting. If you
specify the beginning of the range, but you do not
specify the range, iServer uses the default range of 1.

Base socket number for
reply to client

Beginning of a range of port numbers for
communication between iServer and clients.
Required for RSAPL

Number of sockets for
reply to client

The range of port numbers for ports used for
communication between iServer and clients.
Required for RSAPI. If you do not specify the
beginning of the range in the Base socket number for
reply to client property value, iServer ignores the
range setting. If you specify the beginning of the
range, but you do not specify the range, iServer uses
the default range of 1.

Table 15-6 lists the property names that appear in Configuration Console with the
corresponding parameter names in AC_SERVER_HOME/ etc
/acmetadescription.xml, indicating default settings, ranges, and when a property

change takes effect.

Table 15-6 RSAPI RPC communication parameters

Takes
Property name Parameter name Default | Range effect
Base socket BaseSocketNumForRPC |0 0- 32767 Server
number for RPC Restart
Number of RPC NumSocketsForRPC 1 0- 32767 Server
sockets Restart
Base socket BaseSocketNumForReply |0 0-32767 Server
number for reply Restart
to client
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Setting Conversion Queue and E-mail Queue Resource
Management properties

Conversion Queue and E-mail Queue Resource Management controls thread and
queue length allocations for the following processes:

m  Conversion Queue

= Number of conversion threads

The number of threads available for e.Report document conversion tasks,
such as conversion to PDEF. Specify a number between 1 and 50 inclusive.

Actuate recommends setting this number to a value that is equivalent to
the number of view service processes plus 2. The number of view service
processes is the value specified in Maximum number of processes in Server
Configuration Templates>Properties>Viewing Service >e.Reports>
Process Management ->Processes, as shown in Figure 15-25.

Server Configuration Termplates = zrup | Properties = Viewing Serice = e Reports = Process Management = Processes

Processes

Waximum number of processes: |1 |

Minimurm number of processes: IU !

Maximum number of worker threads per process: |4 [FEIR

E1Z These fields require server restart to take effect
(I These fields will take default value if left blank

%I Cancel

Figure 15-25  Specifying maximum number of View Services processes

= Max conversion queue length

The maximum number of document conversion tasks in the queue. Specify
a number between 1000 and 1000000 inclusive.

m  E-mail Queue
»  Number of e-mail notification threads

The number of threads available for e-mail notification tasks. Specify a
number between 1 and 50 inclusive.

m  Max e-mail notification queue length

The maximum number of e-mail notification tasks allowed to wait for
execution. Specify a number between 1000 and 1000000 inclusive.

Restart iServer after setting any of these values.
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How to configure Conversion Queue and E-mail Queue Resource Management
properties

To configure Conversion Queue and E-mail Queue Resource Management
properties, perform the following tasks:

1

Log in to Configuration Console, choose Advanced view, then choose Server
Configuration Templates.

On Server Configuration Templates, choose a template.

On Settings, expand iServer folder. Choose Conversion Queue and E-mail
Queue Resource Management, shown in Figure 15-26.

Server Configuration Templates > zrup : Settings

Diagnastic logging settings Change...
Properties settings Printable Surnmary

23 Factary Service

77 Message Distribution Service
23 viewing Service
77 Integration Serice
29 Caching Serice
T3 NetOS| File Types [ Add )
[ Filetype driver information { Add )
= iserer
=3 Diagnostic Lagging
77 Process Management
B Conversion Queue and Email Ousue Resource Manac
B! Chart Server for e Reports

Figure 15-26  Choosing Conversion Queue and E-mail Queue Resource
Management properties

In Number of conversion threads, accept the default value, 1. Alternatively,
increase the number of threads available for document conversion by typing a
number not greater than 50.

In Max conversion queue length, accept the default value, 10000.
Alternatively, decrease or increase the queue length by typing a number not
less than 1000 or greater than 1000000.

In Number of e-mail notification threads, accept the default value, 1.
Alternatively, increase the number of threads available for e-mail notification
by typing a number not greater than 50.

In Max e-mail notification queue length, accept the default value, 10000.
Alternatively, decrease or increase the queue length by typing a number not
less than 1000 or greater than 1000000.

Figure 15-27 shows Conversion Queue and E-mail Queue Resource
Management set to default values.
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(& _[Ofx

Server Configuration Templates = zrup : Properties = iServer = Conversion Queue and Email GQueue Resource Management | &

Conversion Queue and Email Queue Resource Management

Mumber of convarsion threads: |1 1E=
Max conversion gqueue length: |1DDDD 1=
Mumhber of email notification threads: |1 1=
Max email notification queue length |1DDDD 1=

E1Z These fields require server restart to take effect
(I These fields will take default value if left blank

%I Cancel Ll

Figure 15-27  Specifying Conversion Queue and E-mail Queue Resource
Management properties

Restart iServer after setting any of these values.

Using Printable Summary to view system properties

System->Properties>>Advanced>Printable Summary provides an HTML-
formatted document containing a text summary of system property settings for
an administrator to view or print. This summary contains the settings for the
following system property groups:

System, including General, Locale, Printing, Cluster Operations, Information
Display, and Notification

Usage and Error Logging

How to use Printable Summary to view system properties

The administrator can view this summary of system property settings by
performing the following tasks:

1

2
3
4

Log in to Configuration Console, choose Advanced view, then choose System.
On System, choose Properties.

On Properties, choose Advanced.

Choose Printable Summary

An HTML-formatted document appears, displaying a detailed list of system
properties, as shown in Figure 15-28.
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I =0l |

Actuate - Systemn properties surmmary
General

Systern name ; corp
Encyclopedia Volume Server: Zrup
Encyclopedia Cwner D : _b_ffefdfc_d1115332_fb0
Cluster ID : _4_fifefdfc_d1115332_fb0

Cluster Schema ac_corp_system
“olume Backup Partition :
Maxirnurn number of user properies cache entries © 500
Enable Multi-systern mode False
. -HmE2 56N - MaxP ermSize=64m -3x-
Startup arguments for the clusterJvi UsePerData com.actuate.cluster.proxy.MessageProcessar

Locale

Default systern encoding : windows-1252
Default systern locale : en_US
Printing _I

Figure 15-28  Viewing the system properties summary

Using Printable Summary to view template properties

Server Configuration Templates>Settings>Printable Summary provides an
HTML-formatted document containing a text summary of template property
settings for an administrator to view or print. This summary contains the settings
for the following template property groups:

m Template, including Diagnostic Logging, Process Management, Queue
Resource Management, and other miscellaneous properties

m View, factory, message distribution, caching, and integration services

How to use Printable Summary to view template properties

The administrator can view this summary of template property settings by
performing the following tasks:

1 Log in to Configuration Console, choose Advanced view, then choose Server
Configuration Templates.

On Server Configuration Templates, choose a template.
On Settings, choose Printable Summary.

An HTML-formatted document appears, displaying a detailed list of the
template and view, factory, message distribution, caching, and integration
service properties, as shown in Figure 15-29.
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g‘Acluate - Template properties summary [ zrup ] - Windows Internet Explorer O] x|

Template properties

IServer = Diagnostic Logging = Server Diagnosiic Logging
Log directary :
Log level : i
Log size (KB) : 1
Mumber of logs :
Enable logging
Minimurn Disk Threshold for Logging ©

iServer= Diggnostic Logging = Logaing for Encyclopedia Database Queries
LogGuenExecutionTime :

IServer = Process Management = Process Patameters

Start parameters far iServer encyclopedia engine 3

iServer = Process Management = Commaunication = Application Cantainer
Application container process listen port : H
IServer = Process Management = Communication = Internal 50AF Endooint
Fort number for iServer internal S0AP endpoint
Base port number far iServer internal SOAP endpoint:
Fortrange (from base) for iServer internal SOAP endpoint L
Fort number for iServer encyclopedia engine internal S0AP endpoint : 1

Fart nurber for iServer encyclopedia engine internal SOAP endpoint for servicing iServer cormponents reguests ©
Java encyc server purge thread limit:
IServer = Process Management = Communication = REAFI = Sockets
Base socket number far RPC I
MNumber of RPC sockets
Base socket number for reply to client: 1
Murnber of sockets for reply to client: 1
IServar = Conversion Quede and Emall Quele Resowrce Management | _ILI
»

4

Figure 15-29  Viewing the template properties summary

Setting Filetype driver properties

The administrator specifies the following properties for a file-type driver:
= Name
Open Systems Interconnection (OSI) file-type driver name.
m  OSIdriver path
Specifies the network link used to access the OSI driver.
m  OSI parameter file location

Specifies the location of the OSI driver parameter file used to configure
network settings.

How to set Filetype driver properties
To set Filetype driver properties, perform the following tasks:

1 Log in to Configuration Console, choose Advanced view, then choose Server
Configuration Templates.

2 On Server Configuration Templates, choose a template.
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3 On Settings, next to Filetype driver information, choose Add, as shown in

Figure 15-30.

Server Configuration Templates = zrup : Settings

Diagnastic logging settings Change...
Properties settings Frintable Surmmary

23 Factary Service

71 Message Distribution Service

29 Wiewing Service

3 Integration Service

73 Caching Serice

9 NetOS| File Types (Add )

[ Filetype driver information ( Add )
3 iServer

Figure 15-30  Choosing to add File type driver information
Figure 15-31 shows Add.

7

Serer Configuration Templates = urup : Froperties = Filetype driver information = Add

Marne: | -

General Information

05l driver path | o

051 pararneter file location: | B

*These fields are required and cannot be left blank

E1Z These fields require server restart to take effect

ok _cancel

Figure 15-31  Specifying File type driver information
4 In Name, type the name of the OSI file-type driver.

5 In OSI driver path, type the full path to the OSI driver.

In OSI parameter file location, type the full path to the OSI driver parameter file.
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AC_DBMS_ODBC_MAXVARLEN
variable 311, 315
AC_DBMS_ORACLE_MAXVARLEN
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access control list buffer 282
access control list cache time-out 142
access control lists 280, 281, 285
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access permissions. See privileges
accessing
archived files 292
configuration files 207, 208
custom data sources 320, 322
data 313, 324, 325
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external data sources 243, 254, 255, 308
font information 301
information objects 188, 243

in-memory archive cache 115, 184
iServer processes 97
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license files 225
log files 64, 65
online archive driver files 286
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accessing Oracle databases and 319
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setting up e-mail 83, 84
setting up user 313
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ACLs. See access control lists
ACLTimeout parameter 143
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acpmdconfig.xml 207, 208
AcProxy application 228, 229, 230
AcRenderProfiles.xml 136, 176
ACS. See Caching service
ACS database. See cache database
acserverconfig.xml 207, 210, 341
Active Directory servers 254
active requests 22
active volume partition 41
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Actuate Basic reports
See also reports
accessing font information for 301
configuring cache for 139, 141, 142, 172,
173
configuring font encoding for 130
configuring iServer processes for 118, 120,
172
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converting to PDF 128, 135, 136, 175
exporting 175
generating DHTML output and 125
locating fonts for 305
printing 131, 188
rendering charts for 128
running queries for 174
searching 157, 160
setting line breaks for 346, 347
Actuate Java Components 326
Actuate Query 241, 242
See also queries
Actuate Query Generation page 240
Actuate Query Image Display property 174
Actuate Query templates 240
Actuate version property 22
Actuate XML to PDF Converter 132
ActuateMail account 83
ActuServer account 83
Add Partition page 27,224
Add Printer page 295, 296, 298
Add SMTP Server property 82
adding
cluster nodes 211, 214, 219, 225
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e-mail profiles 83, 84
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hyperlinks 92
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NetOSI interfaces 250
partitions 27-28
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server templates 218
SMTP servers 78-80, 81, 82
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Administrator role 269, 278, 288
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AFM files 298, 302
AIS. See Integration service
AlX servers 297, 311, 316, 317
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All security role 269, 278
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Apache Axis servers 255, 261
Apache Tomcat servlet container 261
AppContainerPort parameter 335
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application container 228, 255, 338
Application Container page 338
application container process listen port 335,
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application-level partitioning 44
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accessing external security sources
and 254, 255
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changing default ports and 14
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configuring web service 261, 262
generating PDF output and 132
hosting web services 338
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viewing e.Analysis output and 145
archive applications 39
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archive service 73, 286, 290
archive service provider 334
ArchiveRoot parameter 289
ArchiveVolume parameter 288
Archiving and Purging page 291
archiving report files 284, 285, 292
ASCII_CI collation 235
Asian Line Breaking Rule property 347
asynchronous execution log entries 65
asynchronous Factory processes 164
Asynchronous Job Retries page 49
asynchronous jobs 188

See also scheduled jobs
asynchronous resource groups 188, 195, 200
attachments 251, 273

See also e-mail
AttachReportInEmail Attr parameter 273
AttachReportInEmailDefault parameter 273
authentication 254
author information 132
authorization 267
autoarchiving. See archiving
axis labels (e.Analysis) 148, 150
Axis servers 255, 261

B

background jobs. See scheduled jobs
backward compatibility 75, 103, 164, 245
bar charts. See histograms
base port for Java factory server 335, 336
base port for Java view server 335, 336
base port for SOAP messaging 336, 339
Base port number property 106, 120, 179
BaseSocketNumForReply parameter 351
BaseSocketNumForRPC parameter 351
Basic reports. See Actuate Basic reports
bep utility (SQL) 249

See also bulk load settings
binary files 320
BIRT 360 documents 107, 111
BIRT 360 resource groups 188
BIRT Content Caches properties

data set settings 111

design cache settings 113

document cache settings 115

image cache settings 112

in-memory archive settings 109
BIRT Data Analyzer resource groups 188
BIRT designs. See report designs
BIRT documents. See report documents
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BIRT eSS Online resource groups 188
BIRT Factory resource groups 189
BIRT Generation Caches properties
data sets 181
design cache 183
document cache 184
in memory archive 182
BIRT image cache 112
BIRT in-memory archive cache 109, 115, 184
BIRT iServer. See iServer
BIRT Online resource groups (default) 189
BIRT Process Management properties 105,
178,180
BIRT reports 105, 178, 188, 304
See also reports
BIRT result set buffer 111, 181
BIRT Studio resource groups 189
BIRTChartMaxRows parameter 186
BIRTChartMaxVariableSize parameter 186
BIRTImageCacheTimeout parameter 113
BIRTReportDesignCacheTimeout
parameter 114, 184
BIRTReportDesignCacheTotalNumberOf
Entries parameter 114, 184
BIRTReportDocumentCacheEnabled
parameter 115, 185
BIRTReportPageCountCacheEnabled
parameter 116
bitmap images 128, 129
body element 90
Branding page 144
Browser PDF Printing property 131
browsers. See web browsers
buffer size 237,238, 282
buffers 111, 181
Bulk Load property 248
bulk load settings 244, 248
bulk loading utiltities 249
BulkLoadPath parameter 249
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cache
accessing in-memory archive 115, 184
accessing remote data sources and 240
bulk loading files to 249
creating 236
disabling 184
purging 137
running View service and 109, 137
setting file size for 138
setting session size for 142
setting transient document size 166
timing out. See cache time-out settings
cache database 236, 240, 242
See also Caching service
cache definition files 241, 242, 243, 244, 250
cache entries (user properties) 343
cache time-out settings
Actuate Basic designs 141
BIRT designs 113
BIRT document in-memory archive 110
BIRT images 112
open security data 263
transient documents 166
caching
Actuate Basic designs 141, 172,173
Actuate Basic documents 139, 142
BIRT designs 109, 113, 114, 183
BIRT documents 109, 111, 115, 184
BIRT report images 112
DHTML reports 137
ereports 138,139, 141, 142
executable report files 103, 141, 164, 172,
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ODA drivers 322
open security data 263
page-level security requests 264
session data 142, 343
spreadsheet data 116
static objects 137
temporary files 109, 110, 166, 167
Caching processes 246
Caching property 181
Caching server operations port 336
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configuring 241, 242, 244
defining data sources for 308
described 98
enabling 245
licensing option for 242
saving temporary files for 245
setting ports for 244, 247
starting or stopping 242
viewing diagnostic information for 13, 246
viewing status of 22
Caching Service page 244
Cannot connect to SMTP server errors 87
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Century break property 348
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cluster node configurations 218, 223
configuration files 22, 309
configuration home directory 207
CSS file location 124
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external connection profiles 309
Factory processes 193
file types 193
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iServer names 14
JavaScript file location 125
licensing options 265
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log file configurations 11
metadata database properties 31
metadata schema properties 34
ODA driver configurations 322
partitions 40, 334
passwords 14, 31, 342
port numbers 14
property list items 20
resource group names 196
resource group properties 190
server templates 218, 220
SOAP settings properties 340



startup parameters 340-342
system names 342
time zones 332
volume names 54
channel attribute 266, 267
channel membership lists 266
channels 266, 267, 271
ChannelSubscriptionListAttr parameter 271
ChannelSubscriptionListDefault
parameter 272
character encoding. See encoding
character sets 136, 306, 314, 332
character strings. See strings
chart engine 133
Chart JVM parameter string 134
Chart page 185
chart server 133, 134, 135
Chart Server for e.Reports page 133, 134
chart server port 335
Chart]VMParameterString parameter 135
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controlling resolution of 136
generating 133
mapping fonts for 303
reducing size of 185
rendering images for 112, 128, 133
viewing e.Analysis output and 147, 148,
150
ChartServerIPAddress parameter 135
ChartServerMaxHeapSize parameter 135
ChartServerMinHeapSize parameter 135
ChartServerPort parameter 135
CIFS file systems 226
CJK fonts 302
classes 47
Client bulk load path property 249
client locale settings 316
cloud configurations 208
cluster nodes
See also clusters
accessing Encyclopedia and 225
accessing resources and 224
adding 211, 214, 219, 225
assigning resource groups to 192,196,197,
199
changing configurations for 218, 223
communicating with 339

configuring 205, 208, 212, 218, 219
deleting 223
displaying properties for 21, 22,23, 24
distributing requests to 199, 207, 228
instantiating 210
monitoring 214
removing 228
renaming 342
setting priority for 170
setting viewing weights for 104
starting 221,222
stopping 221, 223, 345
taking offline 223

cluster schemas 343

clusters
See also cluster nodes
accessing configurations for 207, 208
adding volume partitions and 44, 224
caching information objects and 242, 244
configuring 204, 220
creating 211-214
defining connections for 310
displaying status of 22
generating reports and 199
installing console applications in 228
installing fonts for 305
iServer licensing requirements for 225
joining 211
load-balancing operations for 104, 164,

189
logging information for 65, 67
managing 207, 224
moving Encyclopedia and 44
running iServer processes and 138, 188,
205

sending notifications over 81, 86, 88, 226
setting iServer ports for 14, 339
setting up printers for 296
shutting down 223
specifying regional settings for 332
starting 210
testing 220

cn attribute 267

code
e-mail body content 90, 92
online archive driver 284
RSSE applications and 254
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code base path 145

code pages 314, 316

Codebase path property 146

collation 235

command-line options
DB2 utility 317
fontutils utility 298
Inline Archive Driver 39
online archive driver 286
open server drivers 251

Common Internet File System. See CIFS file

systems

common name (cn) attribute 267

Communication page 216, 233, 247

completed jobs 17, 47, 188
See also jobs

completion notices 39, 40, 273, 274, 292
See also notifications

concurrent requests 111, 118, 142, 199, 217

Configuration Console
adding Encyclopedia volumes and 35
adding mail servers and 78, 80, 81
adding metadata databases and 30, 31
adding metadata schemas and 33, 34
adding partitions and 27, 41, 224
adding server templates and 215
adding system printers and 295, 296, 299
archiving and 290, 291
caching information objects and 244
changing display settings for 19-24
changing network settings and 14
changing passwords for 14, 342
changing property lists for 21
configuring 227
distributing requests for 204, 228
installing 228
logging diagnostic information and 10, 11,

13, 58, 61, 63

logging error information and 71
logging in to 2
logging usage information and 66
managing Encyclopedia and 333
monitoring cluster nodes and 214
overview 2
placing behind firewalls 227
removing cluster nodes and 223
removing Encyclopedia volumes and 53
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removing volume partitions and 55

running iServer services and 98, 102, 164,
232,244

running security applications and 255, 262

setting resource group properties and 189

setting server properties and 336, 337

setting startup parameters and 340

setting system properties and 342

setting up data connections and 310

setting up notifications and 16, 17, 82, 85,
88

starting 2,3

starting or stopping cluster nodes and 221,
222

starting or stopping clusters and 223

toggling between views in 18

troubleshooting 3

updating licenses and 6

viewing Encyclopedia metadata and 29

viewing release information and 345

viewing system status and 345

configuration files

accessing 207, 208

adding resource groups and 201

allocating disk space and 42

caching information objects and 242, 243,
244,249

caching spreadsheet reports and 116

changing online archive driver 286, 289

changing server templates and 218

creating e-mail messages and 15, 82, 85,
89,90, 92

customizing 230

editing 22, 309

enabling iServer services and 103, 165

externalizing user information and 254,
265, 269

extracting from WAR files 229

generating locale-specific reports and 306

handling file system failures and 226

installing database drivers and 322

installing fonts and 130, 304

installing ODA drivers and 321, 322

installing RSSE applications and 261, 262,
263

removing cluster nodes and 224

rendering output and 136



setting connections in 308-311, 322

setting environment variables and 208

setting location of 207

storing report documents and 109

updating 22
configuration home directory 207
configuration keys 309
configuration lock files 226
configuration parameters. See parameters
configuration settings 207, 208, 209

See also server templates
configuring

administrative accounts 88

cluster nodes 208, 212, 218, 219

clusters 204, 220

Configuration Console 227

connections 310, 322

DHTML output 123

diagnostic logging 10, 11, 58-64

e.Analysis branding 144

e-mail notifications 15,17, 82, 85, 89

Encyclopedia volumes 29, 35, 48, 333

error logs 71-73,74

event-based jobs 46-47

external security sources 254

iServer 96, 227

iServer services 98, 102, 164, 232, 244

J2EE application servers 325

LDAP servers 265, 269

Management Console 227

metadata database schemas 33-35

metadata databases 30-32

online archive driver 284, 286, 289

PDF conversions 128, 175

resource groups 189-193

RSSE applications 261, 262

SMTP servers 16-17, 82

system printers 294, 295, 299, 301

usage logs 65-69, 74

View processes 118
ConnConfigFile parameter 310
connection configuration files 308-311
connection definition files 243, 308
connection information 207, 313
Connection login property 31
Connection password property 31
connection pools 32, 325, 326

connection profiles 309
connection properties 308, 309
ConnectionProperty parameter 268, 276
ConnectionPropertyList parameter 268, 276
connections
accessing custom data sources and 320,
322
accessing external data sources and 243,
308
accessing information objects and 241, 308
configuring 310, 322
initializing 313
localizing 306
losing 226
opening DB2 databases and 315-318
opening Informix databases and 318
opening JDBC data sources and 32, 322
opening ODBC data sources and 312-315,
326
opening Oracle databases and 318-320
optimizing 325
overview 308, 312
reusing 326
running queries and 232, 237
running spreadsheet designs and 322
sending notifications and 78
setting environment variables for 311
specifying type 322
timing out 236
ConnectionString parameter 326
consolidating log information 65
content-type attribute 91, 92
Context string property 48
Control Formats in Search Results page 158,
159
converting
dates 348
Encyclopedia volumes 278-280
images 129
output to Excel 126,127,175
output to PDF 128, 133, 135, 175
PostScript fonts 302
user information 265, 278
cookies 333
coprocessors. See CPUs
CopyDependOnFile parameter 289

copying
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online archive driver configurations 286
PostScript fonts 298
report files 44, 295
RSSE application files 261, 262
server templates 218
cost-based optimization 237
CPUs 118,170,199
CreateArchiveSubFolder parameter 289
CreateUserRole parameter 289
creating
access control lists 281
cluster nodes 211, 214, 219, 225
clusters 211-214
e-mail accounts 82, 84
e-mail notification templates 88-93
e-mail notifications 78, 88
e-mail profiles 83, 84
external connection profiles 309
hyperlinks 92
metadata databases 30
metadata schemas 33
partitions 27-28
resource groups 98, 190, 194-197, 201
server templates 218
virtual IP addresses 204
WAR files 230
critical errors 71,72
CSS file location 124
CSSFileLocation]JSPRC parameter 124
cube profiles 324
cube view files 188
cubes 144,145, 324
currency formats 157
Current requests property 22
custom data sources 320, 322
custom event service port 335
custom events 48
CustomEventServicePort parameter 335
customized_fonts.rox 305, 306
customizing
archive drivers 284
configuration files 230
e.Analysis document viewing 144-155
e.Analysis interface 155
e-mail messages 88, 89
load balancing proxy 229, 230
resource groups 199
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RSSE applications 255, 280
D

daemon listen port 335, 336

dashboards 188

.dat files 26, 40

data
accessing 313, 324, 325
displaying 306
generating e.Analysis reports and 148, 150
restricting retrieval of 236, 240
retrieving 241, 315, 320, 321
sorting 235

data access objects (DAOs) 325

Data Access page 326

Data Analyzer resource group 188

data buffer size 237, 238, 282

data buffers 111, 181

data cache. See cache

data connection definition files 243, 308

data cube profiles 324

Data Cube Size property 146

data cube view files 188

data cubes 144, 145, 324

data files 26,27, 40

Data Integration logs 66

data object stores 188

Data Set page 111, 181

data sets 111, 181

data source map files 244

data sources
accessing data in 313, 324, 325
accessing external 243, 308
caching information objects and 308
connecting to 308, 311, 312, 320, 325
limiting data returned by 236, 240
retrieving data from 241, 315, 320, 321
running information objects and 312, 322
specifying 234

Data Tools Platform (Eclipse) 321

data types 236, 315, 318

database collation 235

Database Connection Configuration File

page 310
Database Connection Pool Manager Settings
page 32



database drivers. See drivers

Database name property 31

Database port property 31

database schema names 23, 34

database schema owners 34, 35

database schemas 29, 33, 244

Database server property 30

database servers 204
See also servers

Database superuser password property 34

Database superuser property 34

Database type property 30

databases
accessing 313
building data cubes and 144, 145
caching information objects and 242
configuring connections for 32, 310
configuring metadata 23, 26, 30-32
configuring multiple locales and 306
consolidating log information and 65
installing ODA drivers for 321
installing PostgreSQL 96
load-balancing and 308
setting environments for 311
setting up accounts for 319
sorting data and 235
storing Encyclopedia metadata and 29

DataDirect help files 312

DataDirect JDBC drivers 322

DataDirect ODBC drivers 308, 312, 313, 314,

326

datamarts 109, 112, 115

DateDiff function 349

dates 75, 348

Dates properties 348

DateTimeAsString parameter 75

DB2 CLI API 315

DB2 databases
connecting to 315-318
getting connection information for 317
performing bulk loads for 244, 248, 249
setting up environments 311, 316
storing XML collections in 318

DB2 Factory server 316

DB2 libraries 316

DB2 utility 317

DB2CODEPAGE variable 316

DB2COMM variable 311
DB2DIR variable 312, 316
DB2INSTANCE variable 312, 316
db2set command 316
DBMS module 316
dbname attribute 268
dbpassword attribute 268
.dcd files 243
decimal precision 145, 235, 236
default collation 235
default fonts 301, 303
default installation settings (iServer) 96
default locale 332
default message size 78
default notification template 89
default port configurations 335
default regional settings 332
default resource groups 188, 190, 200
default time zone 332
default volume directory 26
default volume name 26, 54
default volume partition 27
delays 119
deleted files, purging 39, 40, 334
deleting
cache definition files 244
cluster nodes 223, 228
completion notices 39, 40, 292
Encyclopedia volumes 53, 200
NetOSlI file types 251
partitions 27, 55
pending jobs 201
report files 40
resource groups 200
SMTP mail servers 82
deletion events 67
deletion logs 65, 67
deletion notices 39, 40, 292
dependencies. See file dependencies
deploying
Java classes 47
load-balancing proxy 228, 229, 230
report designs 47
Description property 22, 39
design cache
Actuate Basic reports 141,172,173
BIRT reports 109, 113, 114, 183

Index
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Design Cache page 113, 183
design file types 199
designs 47, 130, 164, 189, 304, 308
Detail logging level 67
DHTML content generator information 125
DHTML Generation properties 123, 124, 125
DHTML reports 123,124, 137, 157, 305
DHTMLGeneratorInfo parameter 125
diagnostic log files 10, 64, 87
diagnostic log properties 10, 58, 61
diagnostic logging categories 11, 13
directories
accessing archived files in 292
accessing configuration files and 207
accessing Encyclopedia data and 26
accessing online archive driver files
and 286
caching temporary files and 166
deploying JAR files to 47
installing ODA drivers and 320, 321
installing RSSE applications and 255
logging diagnostic information and 10, 11
logging system information and 65
saving message templates and 88
setting privileges for 64
starting clusters and 210
storing temporary files and 238
directory paths. See paths
directory servers. See LDAP servers
DisableProgramManagerCache
parameter 173
disk space
configuring for volume partitions 42
logging diagnostic information and 10
monitoring 42
running queries and 111, 239
setting 39, 42
specifying cache size and 138, 166
disk threshold property 238
dispatcher service 288
Display date time as string property 75
display names 80
DISPLAY variable 312
display_value variable 296
displaying
active requests 22
charts 303
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dates 348
DHTML output 137
e.Analysis output 145, 147
Encyclopedia metadata 29
licensing options 5
multilingual data 306
primary volume partition 43
query output 144
release information 22, 345
report documents 107, 109, 121, 142
reports 17,102, 280
search results 159
server templates 22,23
spreadsheets 107, 116
status information 22, 23, 345
system information 22
distinguished names (LDAP) 269, 271
distributed iServer System. See clusters
Distribution service. See Message Distribution
service
DLC variable 312
DLLPath parameter 313
DLLs 65, 68, 319, 322
document cache
Actuate Basic reports 139, 142
BIRT reports 109, 115, 184
transient files 166
Document Cache page 115, 184
document deletion events 67
document generation events 65, 67, 69
document printing events 65, 67, 69
Document Type Definitions (DTDs) 318
document viewing events 65, 67,70
documentation xi
documents
See also PDF documents; reports
caching 109, 111, 115, 184
configuring Java processes for 105, 178
configuring thread pool for 107, 108
configuring usage logging for 65
displaying 102, 107, 109, 142
generating 111, 169, 305, 309
locating fonts for 304
mapping fonts for 303
opening 142
rendering as Excel output 126, 127
searching 144



selecting resource groups for 189
sharing 115, 184
domains 83
dos2unix utility 298
downloading
Excel documents 127
files 13,97
PostScript drivers 298
static objects 137
driver manager 314
drivers
See also specific type
accessing information objects and 322
adding resource groups and 199
archiving and 39, 284, 289
configuring connections for 308
configuring JDBC data sources for 322
configuring ODA interfaces for 243, 320-
322,325
configuring ODBC data sources for 312,
313, 326
generating data cubes and 324
performing bulk loads and 249
printing reports and 298
running third-party 308, 314
setting fetch buffer size for 237
setting location of 324
timing out 236
DTDs (Document Type Definitions) 318
DTP ODA API 321
Dummy To line property 86
DummyToLine parameter 86
dynamic hypertext markup language. See
DHTML
dynamic link libraries 65, 68, 319, 322
dynamic text controls 305

E

e.Analysis branding 144
e.Analysis reports 144-155
e.Analysis table view 151-155
e.Analysis toolbar 155

e.Report Designer Professional 135
e.report document cache 103
e.report executable cache 103, 164
e.Reporting Server. See iServer

e.Reporting System. See iServer System
e.reports
See also Actuate Basic reports
adding resource groups for 194, 196
caching 138, 139, 141, 142
configuring iServer services for 116, 172
configuring Java interface for 349
converting to Excel 126,127,175
generating DHTML output for 123
generating PDF output for 129, 130, 132,
133,136
managing processes for 117, 118, 120, 122
searching 144, 158, 159, 160
e.Reports Process Management
properties 117, 118, 120
e.Spreadsheet reports. See spreadsheet
reports
e.Spreadsheet server. See iServer
eAnalysisAutoResizeVertical Axis
parameter 153
eAnalysisCubeSizeLimit parameter 146
eAnalysisDecimalPoint parameter 147
eAnalysisDisableMeasuresTotal
parameter 154
eAnalysisHideCalculate parameter 156
eAnalysisHideHelp parameter 156
eAnalysisHideHome parameter 156
eAnalysisHideHorizontalBarChart
parameter 156
eAnalysisHideHorizontalFitToPage
parameter 156
eAnalysisHideLineGraph parameter 157
eAnalysisHidePieChart parameter 157
eAnalysisHidePreferences parameter 157
eAnalysisHidePrint parameter 157
eAnalysisHideSave parameter 157
eAnalysisHideSave AsMSExcel
parameter 157
eAnalysisHideSave AsMSWord
parameter 157
eAnalysisHideTableView parameter 157
eAnalysisHideVerticalBarChart
parameter 157
eAnalysisHideVerticalFitToPage
parameter 157
eAnalysisHideWorkOffline parameter 157
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eAnalysisHorizontal AxisColor
parameter 154
eAnalysisMainTitle parameter 145
eAnalysisPathJSPRC parameter 147
eAnalysisPieChartCombineMinimum
parameter 151
eAnalysisShowColumnLevels parameter 154
eAnalysisShowColumnTotals parameter 154
eAnalysisShowDrillControls parameter 154
eAnalysisShowEmptyColumns
parameter 155
eAnalysisShowEmptyRows parameter 155
eAnalysisShowGridLines parameter 155
eAnalysisShowHistogramIn3D
parameter 148
eAnalysisShowHistogramPercent
parameter 148
eAnalysisShowHistogramValues
parameter 148
eAnalysisShowLineLabels parameter 149
eAnalysisShowLinePercent parameter 149
eAnalysisShowLineValues parameter 149
eAnalysisShowPieChartIn3D parameter 151
eAnalysisShowPieChartLabels
parameter 151
eAnalysisShowPieChartPercent
parameter 151
eAnalysisShowPieChartValues
parameter 151
eAnalysisShowRowLevels parameter 154
eAnalysisShowRowTotalLeading
parameter 154
eAnalysisShowRowTotals parameter 154
eAnalysisShowZeroColumns parameter 155
eAnalysisShowZeroRows parameter 155
eAnalysisSortDimension parameter 155
eAnalysisVertical AxisColor parameter 155
eAnalysisWatermark parameter 145
eAnalysisWindowTitle parameter 145
Eclipse Data Tools Platform 321
editing. See changing
e-mail
See also notifications
addressing 16, 85
attaching files to 251, 273
customizing messages for 88, 89
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externalizing user information and 273,
274
formatting content 90
sending 85
testing configurations for 84
e-mail accounts 83, 84, 88, 226
email-content-type attribute 91, 92
e-mail error messages 86-88
e-mail message templates 15, 88, 88-93
E-mail notification template partition 88
e-mail profiles 83, 84
EmailAddressAttr parameter 273
embedding fonts 130, 302
Enable custom events property 48
Enable error logging property 71
Enable logging property 58
Enable SMTP property 78, 82
Enable viewing service property 103
EnableCachingService parameter 245, 249
EnableEventService parameter 48
EnableGenerationService parameter 165
EnablelntegrationService parameter 232
EnableRender parameter 137
EnableViewingService parameter 103, 146
encoding 89, 90, 130, 306, 314
Encyclopedia engine 339, 344
Encyclopedia volume definition field 23
Encyclopedia volume health errors 73
Encyclopedia volume job purging errors 73
Encyclopedia volume user activity errors 73
Encyclopedia volumes
accessing 26, 225, 254
adding 26, 27, 35-38
allocating Factory processes for 192, 196
archiving items in 284, 285, 292
assigning partitions to 36, 39, 41
assigning to applications 44
authenticating users for 254
changing properties for 38, 333, 334
cluster configurations and 204, 225
configuring 29, 35, 333
creating disk locations for 27
deleting 53, 200
deploying designs to 47
disabling and enabling 51, 52
displaying available partitions for 29, 43
displaying metadata for 29



displaying properties for 21
displaying status of 23
expiring items in 291
externalizing user information for 44
freeing disk space for 42
integrating multiple 44
integrating with RSAPI applications 50
integrating with RSSE applications 255,
262,263, 278-280
logging in to 266
logging user operations for 65
mapping security information for 263,
266268, 280
moving 43
naming 23, 26, 36, 39
registering external users for 254
removing files from 40
removing resource groups and 200
renaming 54
sending SOAP requests to 234
setting properties for 23, 48
setting up metadata database for 30-32
starting 37, 52
storing files in 109, 188, 244
engines 69
See also Encyclopedia engine
environment variables 208,297, 311
error codes 73
error information 64,72, 87
error log consolidator. See log consolidator
error log entries 72
Error log file name property 75
Error log file size property 75
error log files
accessing 65
configuring 71-73, 74
naming 75
sending notifications and 86
setting logging levels for 71
setting maximum size 75
specifying number of 75
error logging applications 64
error logging extension 64,71, 72
Error Logging page 71
error logging properties 71, 74
error messages 73
error severity levels 72

error_log.csv 64,71
ErrorLogFileName parameter 75
ErrorLogFileSize parameter 75
ErrorLoggingExt extension 71, 72
errors
caching data and 236
logging levels and 8, 71
sending e-mail and 81, 86-88
eSS Factory resource group 188
eSS Online resource group 188
essconfig.xml 116
event lag time 47
event service 48
event types 68, 69
event-based jobs 46-47
events 47, 67,85
Events page (Volumes Properties) 46, 47
Excel API page 175
Excel Generation page 103, 126, 127
Excel output directory 175
Excel spreadsheets 103, 126, 127, 175, 305
See also spreadsheet reports
Exchange servers 82, 87
executable files
caching 103, 141, 164, 172,173
connecting to Oracle databases and 318
getting font information in 301, 305, 306
running locale-specific reports and 306
extended viewing cache 139, 264
ExtendedViewingCache parameter 140
ExtendedViewingCacheTimeout
parameter 140
external authentication application 254
external connection profiles 309
external data sources 243, 308
See also external security sources
external registration application 254
external security applications 254, 255, 280
external security sources
accessing 254, 255
archiving and 285
assigning privileges for 267
associating with specific channels 267
caching information for 280
centralizing user information in 44
configuring 254
converting user information for 278, 279
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creating notification groups for 267
integrating with RSSE applications 278
mapping security IDs to 280
mapping user information for 265
mapping volume information to 263, 266
268
running information objects and 268
external security systems 254
externalized Encyclopedia volumes 279
externalized fonts 305, 306
externalizing user information 44, 265, 278,
285

F

Factory processes
allocating 188, 190, 193
caching information objects and 242, 243
changing configuration files and 309
controlling 98, 188, 190
disabling resource groups and 190, 200
logging information for 65, 67
prioritizing jobs and 198
recycling 177,180
running ODA drivers and 321, 322, 325
running open server service and 251
setting base port for 179
stopping 176, 177
factory server base port 335, 336
factory server heartbeat port 336
Factory service
assigning to cluster nodes 170
assigning to Encyclopedia 192, 196
assigning to resource groups 190, 193
configuring 164, 165, 178
described 98
displaying reports and 181, 199
enabling or disabling 165
generating charts and 185
generating PDF output and 136, 175
generating reports and 172, 188
generating temporary documents
and 164, 166
running jobs and 168, 189, 190
running queries and 174
saving Excel output and 175
sending requests to 177, 180

372 Configuring BIRT iServer

setting properties for 164
shutting down 176, 177
viewing diagnostic information for 12, 165
viewing status of 22
Factory Service page 164
FactoryldleTimeout parameter 178, 190
failed file systems 226
failed jobs 49, 91, 189, 200, 201
failed notices 16, 85, 86, 92, 292
failureMessage element 91, 92
FailureNoticeExpirationAttr parameter 274
FailureNoticeExpirationDefault
parameter 274
fatal errors 71,72
Fetch Limits page 50
fetch operations 50, 237
file attributes 284
file cache 137,139
file dependencies 285, 289
file names 10
file paths. See paths
file systems 226
file types 243
FileCacheTimeout parameter 139
files
See also specific types
accessing license 225
accessing volume metadata and 26
allocating disk space and 42
archiving 284, 285, 292
assigning privileges to 267
caching 137, 138
copying 44, 295
deleting 40
downloading 13, 97
locating archived 292
preserving dependencies for 285
preserving owner information for 289
sending as attachments 251, 273
sharing 113, 115, 183, 184
storing 109, 188, 244
updating license 6
finding user names 275
firewalls 14, 227
flat file drivers 321
folder names 292
folders



See also directories; paths
assigning privileges to 267
deploying JAR files to 47
mapping to LDAP servers 274
running online archive driver and 289, 292

font file search paths 304, 305

font files 301, 302

font information 301, 305

font styles 302

font substitution 130

FontName parameter 302

Fontographer software 302

fonts
configuring 301, 304
converting 302
embedding 130, 302
generating PDF output and 130, 136
generating PostScript output and 296
generating reports and 304, 305
installing 296, 298, 302
mapping for charts 303
missing 296, 305
saving search results and 159
uninstalling 298

Fonts page 130, 305

FontUsedForSearchResultToExcel

parameter 160

fontutils utility 297, 298

formats
date values and 348
e-mail messages 90
log file entries 75
output 240, 304, 305
search results 157

fragmentation (partitions) 42

free disk space 42

functions 236, 315, 349

G

GadgetGenerationTimeOut parameter 107

gadgets 107, 188

garbage collection 193

General Data Source Information page 234,
235

General page (e.Reports) 145

General page (Options) 332

General page (Resource Groups) 192

General page (Servers Properties) 336

General page (System Properties) 342

General page (Volume Properties) 38, 39, 43,
333

generating
charts 133
data cubes 324
DHTML output 123, 124
eAnalysis output 144-155
Excel spreadsheets 103, 126, 127
gadgets 107
large documents 168
log files 10
PDF output 128,132,133, 135
query output 174, 181
report designs 304
reports 111, 169, 199, 305
temporary report documents 107, 164
generation logs 65, 67, 69
generation requests 111, 123, 169, 199, 309
See also jobs
Generator Information page 125, 132
graphics. See images
graphics environments 116, 193
graphs. See charts
Greeting parameter 80
GroupBaseDN parameter 269, 278
GroupObject parameter 270, 278
GroupToNotify parameter 270

H

Headless graphics property 193
Headless parameter 116

heap 111, 133, 135, 193, 349
heartbeat failure period 215
heartbeat messaging 214
heartbeat port 336

heartbeat send period 215

help files (DataDirect) 312
Histogram page 147
histograms 147, 148

home folder 266, 274
HomeFolderAttr parameter 274
hosting web services 338
Hostname or IP Address property 16, 80
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hostname parameter 244
hosts 308
HP-UX servers 296, 297, 311, 316, 317
HTML code 90, 92
HTML formats 305
HTTP servers 207
hyperlinks 17, 92
See also URLs
hypertext markup language. See HTML code
hypertext transfer protocol. See HTTP servers

1/0. See input; output
170 failures 226
IBM DB2 databases. See DB2 databases
IBM servers 296
See also AIX servers
dcd files. See cache definition files
IDAPI applications 97
See also Information Delivery API
identifier IDs 278
idle factory processes 177
Image and Chart Display page 129
image cache 109, 112, 138
image files 128, 129, 137
Image quality property 129, 133
images 103,129, 137,174
immediate jobs. See on-demand reports;
unscheduled jobs
in-memory archive 109, 182
in-memory archive cache 115, 184
In Memory Archive File Cache page 109, 182
inactive volume partitions 55
incremental fetch 50
indexed searches 157, 238
Info Object Web Services resource groups 188
Information Console
changing default ports and 14
distributing requests and 204
mapping external users and 267
setting CSS file location for 124
setting JavaScript file location for 125
setting port numbers for 15
setting up notifications for 82
viewing e.Analysis output and 145
viewing reports and 17
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Information Console URL prefix property 17,
40
Information Delivery API
accessing processes and 97
adding resource groups and 201
running event-based jobs and 48
setting port numbers for 15, 339
information object cache database. See cache
database
information object cache definition files. See
cache definition files
Information Object Caching Option 242
Information Object Designer 241
information object projects 242
information objects
accessing 188, 243
allocating disk space for 239
caching 241, 242, 244, 308
configuring LDAP servers for 268, 276
retrieving data and 240, 241
running jobs for 242
setting connections for 308, 312, 322
setting pool size for 238
viewing diagnostic information for 13
informational messages (logs) 8,71, 72
Informix databases 311, 312, 318
INFORMIXDIR variable 312
INFORMIXSERVER variable 312
Inline Archive Driver application 39
input 27, 226, 244
input sources. See data sources
insert element 91
installation
console applications 228
custom fonts 302
ODA drivers 320-322
online archive driver 284
PostgreSQL database 96
PostScript fonts 296, 298
RSSE applications 255, 261, 262
INSTHOME variable 312
Integration processes
handling requests for 234, 242
setting ports for 233, 335, 336
setting temporary file paths for 238
Integration service
accessing 243



configuring 232
connecting to data sources and 232, 322
described 98
enabling or disabling 232
logging information for 66, 70
managing resources for 238
running information objects and 242, 322
running queries and 234
setting decimal precision for 236
setting string length for 236
starting or stopping 242
viewing diagnostic information for 13,233
viewing status of 22
Integration service driver 321
Integration service events 66, 70
Internal SOAP Endpoint page 339
internationalization. See locales
Internet Service Providers 261
Job files 243
IP address property 48
IP addresses
chart server 134
cluster configurations 204
custom event service 48
iServer 14
open server service 251
RSSE web service 263
SMPT mail servers 80
iPortal 124
iServer
adding Encyclopedia volumes to 35
adding volume partitions to 27
allocating disk space and 42
authorizing external users for 267
caching information objects and 241, 242
changing passwords for 14
changing startup parameters for 340-342
configuring 96, 227
deploying designs to 47
disabling Encyclopedia and 51
displaying current state 345
displaying properties for 336
displaying release information for 345
generating PDF output and 128, 130, 136,
175
handling file system failures for 226
installing PostScript fonts on 296

installing to LDAP servers 256261
localizing font information and 302, 306
logging diagnostic information and 10, 62
logging error information for 71,72, 75
logging system information and 65
optimizing performance for 308
placing behind firewalls 227
purging job notifications and 40
registering e-mail accounts for 83
removing Encyclopedia volumes from 53
running queries and 238
running RSAPI applications and 50
running RSSE applications and 254, 255
sending notifications over 78, 81, 82, 86
setting font search paths for 304, 305
setting ports for 14, 220, 334, 351
setting properties for 22,23, 24, 336, 337,
346
setting up e-mail notifications for 15
setting up printers for 295, 301
specifying regional settings for 332
starting or stopping 223, 345, 346
viewing long reports and 121, 122
iServer 11 service 3, 10, 83, 96
iServer definition fields 22
iServer Diagnostic Logging property 61
iServer node start or stop error type
entries 73
iServer process port 336
iServer processes 14, 96, 117
See also specific process
iServer services
See also specific service
configuring 98, 102, 164, 232, 244
disabling 206
distributing among cluster nodes 205, 223
enabling 205, 206
getting status of 22
running 96, 97, 212
setting ports for 220
starting 3, 96, 340
iServer System
displaying information about 24, 345
fonts shipped with 301
removing printers from 300
restarting 7
scaling 204
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setting locales and time zones for 332, 333
setting properties for 342, 343
stopping 7
updating licenses for 6
validating licenses for 220
ISPs 261

J

J2EE application servers 325
JAR files 47,254,284, 322
Java classes 47
Java Components (Actuate) 326
Java documents 189
See also Java reports
Java factories 180, 190
Java factory server 335, 336
Java graphics environments 116, 193
Java Object Interface properties 349
Java processes 105,178, 193
Java reports 192, 193, 194, 196
Java resource groups 193
Java RSSE application 262
See also RSSE applications
Java Runtime Environment 133, 192, 193
Java server entry point property 193
Java view server 193, 335, 336
Java View service 105, 111, 199
Java Virtual Machines. See JVMs
Java web service 255, 256
Java-based archive driver 284
JavaProcessRecycleCount parameter 181
JavaScript files 125
Javascript page 125
JDBC connection pool 32
JDBC data sources 32, 322
JDBC drivers 236, 249, 308, 322, 324
jobCompletion variable 92
jobDetailedStatus variable 92
jobHeadline variable 92
jobName variable 92
jobs
assigning resource groups to 197-201
caching information objects and 242
checking status of 47
configuring event-based 46-47
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configuring Factory processes for 167,168,
190
deleting pending 201
deleting resource groups and 201
disabling 192, 199
failing 189, 200, 201
generating PDF output and 136
generating reports and 164
mapping to LDAP servers 275
printing reports and 298
prioritizing 192, 197, 198
retrying 49
running 188, 189
sending notices for. See notifications
setting polling interval for 47
setting queue size for 169
jobStatus variable 92
jobSubmitter variable 92
jobType variable 92
JPG images 129
JRE software 133,192, 193
JSFileLocation]JSPRC parameter 126
JSFileLocationRC parameter 126
JVM heap size 111, 181, 349
JVM start-up parameters 344
JVMs 133, 303, 343

K

KeepTempFiles parameter 249
KernPair variable 302

L

Labels page 148

See also e.Analysis reports
Lag time property 47
language codes 333
language settings 319, 332
language-specific reports. See locales
large object data types 315
large reports 121, 139, 168
LC_MESSAGES variable 313
LD_LIBRARY_PATH variable 311, 316
LDAP directory structures 276
LDAP security sources 254, 263
LDARP servers

assigning privileges to 267



associating with specific channels 267
configuring 265, 269
creating notification groups for 267
installing iServer on 256-261
mapping volume information to 263, 266
268
running queries on 270
setting port numbers for 270
setting viewing preferences for 275, 276
specifying 271
storing user information on 44, 254, 265,
267
LIBPATH variable 311, 316
libraries
configuring ODA drivers and 321
creating symbolic links to 317
generating data cubes and 325
logging error information and 64, 65
logging usage information and 64, 65, 67
running DB2 databases and 316, 317
running Oracle databases and 319
Library Path element 324
license files 225
licensing information 207, 220
licensing options
assigning 264, 265
generating data cubes and 324
iServer 4, 6
running information objects and 242
running online archive driver and 284
licensing requirements 225
Lightweight Directory Access Protocol. See
LDAP
Line Breaking Rules for e.Reports
properties 347
Line Breaking Rules property 346
line graphs (e.Analysis) 148
linking to reports 17, 92
Linux systems
adding printers for 296, 300
configuring connections for 310, 312, 318
deploying AcProxy application for 230
initializing connections for 313
installing fonts for 297
installing iServer on 256
installing ODA drivers on 320
logging diagnostic information and 64

logging system information and 64
printing and 295, 296, 297, 298
rendering charts for 303
running archive driver on 284
running iServer services on 220
sending notifications over 78, 84, 87
setting environment variables for 311, 319
starting iServer services on 3
testing connections for 317
testing e-mail configurations for 84
listen port 16, 80, 336
Listen port property 80
lists 20, 50
load balancing
cluster configurations and 104, 164, 189,
205, 206, 228
data source connections and 308
on demand requests and 171
running jobs and 199, 201
sending notifications and 81
load balancing application 228, 229, 230
load balancing proxy 228, 229
load configuration properties 103
LOB data types 315
Locale parameter 333
locales
accessing data cubes and 325
changing 332
connecting to databases and 306, 316, 318,
319
detecting character sets for 314
displaying charts and 303
generating BIRT output and 304
installing fonts for 302, 303
localization. See locales
lock files 226
log consolidator 65
Log directory property 59
log file names 10
log files
accessing 65
changing configurations for 11
generating 10
naming 75
sending notifications and 86, 87
setting number of 10, 75
setting privileges for 64
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setting size 59, 75
setting up diagnostic 8-13, 58
setting up error 71-73
setting up system usage 65-69
Log level property 58
Log size property 59
logging
diagnostic information 10, 58-64
error information 71, 87
query statistics 239
usage information 65, 66
logging applications 64, 65, 67
logging extensions 64, 67,71, 72
Logging for Encyclopedia Database Queries
page 62,63
logging in to Configuration Console 2
logging in to Encyclopedia volumes 266
logging levels
error logs 71
online archive driver 289
query statistics 239
usage logs 67
logging libraries 67
login information 266, 272
login page (iServer consoles) 332
login scripts (Oracle tables) 319
LogLevel parameter 289
LogQueryExecutionTime parameter 63
LogQueryPrepareTime parameter 63
LogSQLQuery parameter 62
long report documents 166
See also large reports
long viewing requests 121, 122
Low Free Space property 42

M

machine names 14, 22, 23

mail. See e-mail

mail servers. See SMTP servers

Mailing weight property 80

MailingWeight parameter 80

mailinst program 83

Management Console
archiving and 292
caching information objects and 241, 242
changing default volume for 54
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configuring 227
distributing requests for 204, 228
installing 228
placing behind firewalls 227
printing from 298, 301
selecting resource groups and 188, 198
setting CSS file location for 124
setting JavaScript file location for 125
setting ports for 15, 220
viewing e.Analysis output and 145
map files 244
MAPI error handling 87
mzagéping LDAP security information 266—
markup languages 90
master_fonts.rox 305, 306
Max Excel pages property 127
Max factory property 190
MaxActiveLongReqPerProcess
parameter 123
MaxBIRTDataResult parameter 182
MaxBIRTDataResultsetBufferSize
parameter 112
MaxConcurrentRequests parameter 123
MaxConnections parameter 249
MaxExtended ViewingCacheSizePerProcess
parameter 140
MaxFileCacheEntriesPerProcess
parameter 139
MaxFileCacheSizePerProcess parameter 139
Maximum message size property 82
Maximum number of elements property 50
Maximum number of recipients property 85
Maximum number of threads property 108
Maximum number of worker threads
property 118
Maximum queue size per process
property 118
Max]JobPriorityAttr parameter 274
Max]JobPriorityDefault parameter 275
MaxMailRecipients parameter 85
MaxMemoryPerArchive parameter 110, 182
MaxMemoryPerDatamartArchive
parameter 111
MaxPagesConvertibleToExcel parameter 128
MaxPermSize parameter 193
MaxProcesses parameter 119



MaxROXCacheSizePerFactory
parameter 174
MaxROXCacheSizePerProcess
parameter 141
MaxROXCacheSizeTimeout parameter 141
MaxSyncJobRuntime parameter 167, 170
MaxThreads parameter 249
MaxThreadsPerProcess parameter 119
MaxVarLen variable 320
memory
caching image files and 112
caching report files and 109, 110, 115, 172,
184
generating PDF documents and 136
recycling iServer processes and 177
running information objects and 232, 239
running queries and 236, 238
running RSAPI applications and 50
setting heap size and 193, 349
setting thread batch size and 108
Message contains too many recipients
errors 87
Message Distribution service
configuring 215
described 97
enabling 216
routing requests and 207
sending notifications and 82
setting port for 216, 335, 336
viewing status of 22
message distribution service port 336
message distribution weight 171
Message Distribution Weight property 103,
104, 164, 170, 171
message routing 80, 207
See also SOAP
message size 78, 82
See also e-mail; notifications
message templates. See e-mail message
templates
Message Timeout properties 106
Message too large errors 87
metadata
DHTML documents 124
Encyclopedia volumes 26, 29, 33
PDF output 132
metadata database 30-32

See also Oracle databases; PostgreSQL
databases
Metadata database name property 30
Metadata Database page 31
metadata database schema names 23, 34
metadata database schema properties 34
metadata database schemas 33-35
MetadataDatabaseProperties page 31
Microsoft Access databases 144, 145
Microsoft Analysis Services 325
Microsoft Excel. See Excel spreadsheets
Microsoft Exchange e-mail accounts 82, 87
Microsoft SQL databases. See SQL Server
databases
Microsoft Windows. See Windows systems
Min factories property 190
Min Free Space for primary partition
property 39
Min Free Space property 43
Minimum Disk Threshold for Logging
property 62
MinPagesForLongRequest parameter 123
MinProcesses parameter 119
MinReportSizeForLongRequest
parameter 123
missing fonts 296, 305
Modify Start Parameters page 341, 342
monitoring CPU usage 118
moving Encyclopedia volumes 43
multibyte characters 348
multicast messaging 207
multi-language databases 306
multilingual reporting. See locales
multiprocessor systems 118, 199
Multi-system mode 343
multi-valued attributes 266

N

Name property 22

names
changing iServer 14
changing resource group 196
changing system 342
changing volume 54
finding user 275
getting notification group 270
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getting role 271
mapping user 280
naming
custom font files 305
database schemas 23
Encyclopedia volumes 23, 26, 36, 39
log files 75
metadata database schemas 34
metadata databases 23, 30
resource groups 196
server templates 208
servers 22,23
volume partitions 27
nesting security roles 267
NetOSI file type parameters 250
NetOSI file types 251
NetOSI File Types page 241, 244, 250
NetOSI interfaces 250, 251
Network connection fails errors 87
network file systems 226
network routers 204
network storage system failover 226
networks 14, 207, 211
New Metadata Database page 30
New Resource Group page 194, 196
New Schema page 34
New SMTP Server page 79
New Volume page 36
NFS-based file systems 226
NLS_LANG variable 319
nodes. See cluster nodes
non-retryable e-mail errors 87
notices. See notifications
notification group names 270
notification groups
See also notifications
externalizing 266
mapping LDAP objects to 278
mapping to external security sources 278
mapping to LDAP objects 266, 267, 270

Notification page (System Properties) 78, 82,

85
notification templates 15, 88, 88-93
notifications
adding hyperlinks to 92
configuring administrative accounts
for 88,226
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configuring SMTP servers for 15

configuring UNIX systems for 84

configuring URLs for 17

configuring Windows systems for 82-84

creating 78, 88

entering HTML code for 92

failing 16, 85, 86

logging errors for 86, 87

purging 39, 40, 291, 292, 334

resending 85, 86, 87

sending over LDAP servers 273, 274

sending over multiple servers 88

sending over SMTP servers 16, 78

setting expiration dates for 274, 275,291,

292

setting number of recipients for 85

setting up 82,85
notificationTemplate element 91
null-sensitive collation 235
Number of error log files property 75
Number of log files property 10, 59
Number of usage log files property 75
NumberOfErrorLogFiles parameter 75
NumberOfUsageLogFiles parameter 75
numbers 157, 235, 236
NumSocketsForRPC parameter 351
NWPPort parameter 335

O

object aging. See archiving

ODA connection pool 325

ODA data sources 309, 320

ODA driver plug-in 321

ODA drivers 237,243, 320, 321, 325

ODA interfaces 242,243, 325

odaconfig.xml 321

ODBC connections 326

ODBC data sources 237,311,312, 313, 315

ODBC driver manager 314

ODBC drivers 308, 312, 313, 324, 326

ODBC initialization files 313

ODBC interface 314

ODBC libraries 316, 325

On Demand Execution Queue page 169

On Demand Report Execution Management
properties 164, 167, 169



on-demand generation requests 111, 169, 199
on-demand server processes 107
on-demand viewing requests 106, 199
See also unscheduled jobs
OnDemandServerQueueSize parameter 108
OnDemandServerViewMessageTimeout
parameter 107
online archive driver 284, 285, 289
online archive driver configurations 284, 286
online archive driver files 286
online documentation xi
open data access data sources. See ODA data
sources
open data access drivers. See ODA drivers
open database connectivity. See ODBC
Open Security applications
See also external security sources; RSSE
applications
caching information for 280
centralizing user information in 44
configuring 262
converting Encyclopedia for 278-280
creating notification groups for 267
logging in to Encyclopedia and 266
mapping channel information and 267
mapping volume information for 266-268
nesting security roles in 267
testing 264
Open Security cache 263
Open Security functionality 254
Open Security page 255, 262, 264
open server drivers 251, 324
open server files 251
open server service 251
opening
report designs 113, 183
report documents 17, 115, 142, 184
OpenType fonts 130
Operating system and version property 22
operating systems 22, 332
See also UNIX systems; Windows systems
Operator security role 270
OperatorRole parameter 270
optimizing
chart generation 133
connections 325
job distribution 199

load operations 113, 115, 183, 184, 199
on-demand requests 111
PDF output 128, 129, 130, 136
performance. See performance
queries 237
spreadsheet viewing 116
options (licensing). See licensing options
Options link (Advanced view) 19
Options page 333
Oracle 9i Client software 318
Oracle databases
connecting to 318-320
performing bulk loads for 244, 248, 249
setting column lengths for 319
setting environments for 311, 312, 318, 319
storing Encyclopedia metadata and 29
Oracle listener processes 319
ORACLE_HOME variable 312, 319
Osl file types. See NetOSI file types
outdated images 137
output
controlling resolution of 136
converting to Excel 126,127, 175
converting to PDF 128, 133, 135, 175
embedding fonts in 302
generating DHTML 123, 124
generating query 144, 174, 181, 240
handling file system failures and 226
including images in 174
locating fonts for 304
preserving search result formats and 159
printing 296, 302
processing 27
rendering charts and 303
viewing e.Analysis 144-155
output formats 135, 304, 305
OutputDirForRuntimeExcel parameter 175
overflow memory 238
overriding system options 332
owner information 289

P

page count 109, 115
page-level security
enabling 254
setting cache for 264
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testing 264 setting result set buffer and 112, 182

viewing reports and 139, 254, 280 starting Encyclopedia server JVMs 344
page-level security application 280-282 starting Java Virtual Machine and 133
paper trays 131 starting JRE and 193
parameters starting RSSE service and 265

adding mail servers and 80, 82 Partition name property 27

caching BIRT designs and 114, 184 Partition Path property 28

caching BIRT images and 113 partitions

caching information objects and 249 accessing 224

caching report executables and 141, 173 adding 27-28

caching reports and 110, 115, 139, 185 assigning to Encyclopedia 36, 39, 41

caching temporary documents and 168 changing 40, 334

caching user sessions and 143 configuring 27

changing iServer startup 340-342 deleting 27,55

configuring Factory processes and 190 moving Encyclopedia among 43

configuring Java processes and 106, 179 naming 27

configuring on-demand server processes removing Encyclopedia volumes and 53

and 108, 112 sending notifications and 88

configuring online archive driver and 288 setting disk space for 39, 42

controlling external cache and 280 setting paths for 28, 224

customizing e.Analysis interface and 153, specifying primary 39

156 starting 36, 41

displaying e.Analysis outputand 145, 146, stopping 41

148, 149, 151 testing 28

displaying long reports and 122, 140 updating paths for 43

displaying search results and 159, 160, 161 viewing primary 43

displaying spreadsheet reports and 116 viewing properties for 21

enabling iServer services and 103, 165 viewing status of 29

exporting reports and 176 Partitions page (Advanced view) 27,29

generating DHTML output and 124, 125, Partitions page (Options) 21, 23

126 Partitions page (Volumes Properties) 40, 43
generating Excel output and 128, 175 pass-through security 242, 268, 276
generating PDF output and 129, 131, 132, passwords

137 accessing Encyclopedia and 31
loading e.reports and 119, 120 accessing external security sources

logging diagnostic information and 62 and 265, 271

logging error information and 75 accessing ODBC data sources and 313

logging usage information and 67, 75 changing 14, 31, 342

mapping LDAP objects and 269, 277 mapping to LDAP objects 266

recycling iServer processes and 178 running Configuration Console and 2

recycling Java factories and 181 running information objects and 268

rendering charts and 135, 186 sending notifications and 83

running jobs and 170, 171 PATH variable 311, 316, 319

running RSAPI applications and 351 paths

sending notifications and 85 connection configurations 310

setting iServer ports and 335 database files 244

setting message time-out values and 107 fonts and 304, 305
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query templates 240
system printers 295, 296, 299
temporary files 238
transient document cache 166
volume partitions 28, 43, 224
PDF documents
configuring images for 103
configuring metadata for 132
embedding images in 129
generating 128, 133, 135
missing fonts in 305
printing 131
rendering charts for 128, 133
rendering output to 136, 175
setting character encoding for 130
PDF generator 132
PDF Writer 136
PDFChartFormat parameter 129
PDFCreator parameter 133
PDFFontDirectory parameter 131
PDFPickPrinterTrayByPageSize
parameter 132
PDFProducer parameter 133
PDFQuality parameter 129
PDFUseFontEncoding parameter 131
PDFUse]JPEGForImage parameter 130
pending jobs 198, 200, 201
See also jobs
percentages 147
performance
See also performance tuning
adding resource groups and 199, 201
allocating Factory processes and 190
caching information objects and 244
caching report executables and 172
caching static objects and 137
customizing fonts and 305
defining connections and 308
generating Excel output and 127
generating reports and 169
logging usage information and 67
purging notifications and 291
rendering images and 129
running JVMs and 349
running queries and 237
running RSAPI applications and 50
setting thread batch size and 108

sharing report files and 113, 115, 183, 184
shutting down Factory processes and 176
viewing reports and 104, 109, 139
performance tuning 48, 116, 181
permissions. See privileges
PermSize property 193
persistent documents 199
PersistentArchiveFileCacheTimeout
parameter 111
personal channels. See channels
personal folder. See home folder
PFA files 298, 302
Pie Chart page 150
pie charts (e.Analysis) 150
plain text formats 91
PLSOnly value 140
PMD. See Process Management Daemon
PMDPort parameter 336
PNG images 128
Polling duration property 47
Polling interval property 47
pool. See connection pools
Port parameter 270
Port range for processes property 106, 179
port usage restrictions 105, 120, 178
ports
application container listen 335, 338
Caching service 244,247,336
chart server 135
custom event service 48, 335
daemon listen 336
Factory processes 179
factory server heartbeat 336
integration server queries 335
Integration service 233, 336
internal SOAP messages 336
iServer 220
iServer services 220
iServer System 334, 351
Java processes 106, 336
LDAP servers 270
Management Console 220
Message Distribution service 216, 336
metadata database 31
open server service 251
RPC request server 351
RSSE web service 263, 336
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SMPT server 80
SMTP server 16, 336
SOAP dispatcher service 288, 336
SOAP endpoint 336
View service 120
PostgreSQL databases 26, 29, 96
PostgreSQL service 96
PostgreSQL superuser names 34
PostScript drivers 298
PostScript files 296
PostScript font utility 297, 298
PostScript fonts 298, 301, 302
PostScript printer definitions 296
PPD files 296, 298
PreserveSearchResultFormat parameter 159
preserving file dependencies 285, 289
primary log directory 65
Primary partition property 39
primary volume partitions 27, 39, 43
See also partitions
print dialog 131
print jobs 298
See also printing
print requests. See print jobs
printer information 301
printer lists 301
printer names 295
printers
adding 294, 296
changing default paper tray 131
configuring 294, 295, 299, 301
disabling automatic configuration for 301
removing 300
sending output to 296
Printers page (Configuration Console) 295
printing
charts 303
Encyclopedia property lists 48
Java documents 189
PDF documents 131
reports 164, 188, 294, 296, 298, 299
printing events 65, 67, 69
printing logs 65, 67
Printing page 301
prioritizing jobs 192,197, 198
privilege templates 266, 272
privileges
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accessing data and 313
accessing log files and 64
archiving and 285, 289
assigning to all users 269
assigning to external users 267
caching 113
displaying reports and 142
generating Excel output and 175
mapping to LDAP objects 272
printing reports and 298
PrivilegeTemplateAttr parameter 272
PrivilegeTemplateDefault parameter 272
process listen port 335, 338
Process Management Daemon 208, 220
Process Management properties (Caching
service) 246
Process Parameters page 246, 344
processes. See iServer processes
Processes page 103, 118, 177, 180
processors. See CPUs
ProcessRecycleCount parameter 178
Progress databases 311, 312
properties
adding mail servers and 78, 79, 82
allocating disk space and 42
caching BIRT designs and 184
caching information objects and 241, 244,
245, 249
caching report executables and 173
changing iServer System 342
changing volume 38, 333, 334
configuring iServer services and 98
configuring Message Distribution
service 215
configuring Open Security applications
and 262
configuring resource groups and 189, 190
connecting to data sources and 308
connecting to external data sources
and 243
creating metadata database and 31
creating metadata schemas and 34
customizing e.Analysis and 156
externalizing user information and 266
generating Excel output and 175
logging diagnostic information and 10, 58,



logging system information and 66, 71, 74

mapping to LDAP objects 266

monitoring cluster nodes and 214

performance-tuning and 48

previous releases and 103, 164

printing reports and 301

purging operations and 291

recycling iServer processes 178

running jobs and 170, 171

running queries and 232, 235, 236, 237, 239

scheduling jobs and 47

searching reports and 157, 159, 238

sending notifications and 83, 85

setting connection pooling and 326

setting data result set buffer and 182

setting Encyclopedia JVMs 344

setting RSAPI ports and 351

setting server 336, 337, 346

setting system 342, 343

viewing reports and 102, 116, 121
Properties page (Resource Groups) 192
Properties page (System) 214, 342
Properties page (Volumes) 38, 334
property lists 20, 48
property sheets. See Properties page; property

lists
Protocol library specification property 193
proxy servers 228, 229
urgin
deleted files 39, 40, 334
notifications 39, 40, 291, 292, 334

Q

queries
accessing information objects and 241
accessing JDBC data sources and 32
generating output for 144, 174, 181, 240
generating statistics for 239
logging diagnostic information for 62, 63
optimizing 237
retrieving data with 236, 241, 270
retrying 49
running 188, 232, 234, 236
setting collation type for 235
setting decimal precision and scale for 236
setting properties for 236

setting result set buffer for 111
sorting data for 235
Query Execution page 236
Query Optimization page 237
Query Option 242
Query Statistics page 239
query templates 240
QueryAccount parameter 270
QueryPassword parameter 271
queue size 108, 118, 121, 169

R

RDBMS (relational database management
systems) 29, 34
recycling iServer processes 177
recycling Java Factory 180
redirector nodes 206
Regional Settings page 332
registering
e-mail accounts 83
external users 254
temporary reports 167
registry keys 311
relational database management systems. See
RDBMS
relational databases. See databases
release information 22, 345
remote procedure calls 351
removing. See deleting
renaming
cluster nodes 342
Encyclopedia volumes 54
master fonts file 305
resource groups 196
render profiles 135, 176
Render Profiles page 136, 176
Render Profiles URL property 176
RenderProfilesURL parameter 137, 176
Report Content File Cache page 138
report design cache
Actuate Basic reports 141, 172,173
BIRT reports 109, 113, 114, 183
report design file types 199
report designs 47, 130, 164, 189, 304, 308
report document cache
Actuate Basic reports 139, 142
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BIRT reports 109, 115, 184
transient files 166
Report Document Cache page 103, 139
report documents
caching 109, 111, 115, 184
configuring Java processes for 105, 178
configuring thread pool for 107, 108
configuring usage logging for 65
displaying 102, 107, 109, 142
generating 111, 169, 305, 309
mapping fonts for 303
opening 142
rendering as Excel output 126, 127
searching 144
selecting resource groups for 189
setting fonts for 304
sharing 115,184
report engines 69
Report Executable Cache page 103, 141, 164,
173
report executables. See report object
executable files
report files
See also specific type
allocating disk space and 42
archiving 284, 285, 292
assigning privileges to 267
caching 137,138
copying 44, 295
deleting 40
downloading 13, 97
locating archived 292
preserving dependencies for 285
preserving owner information for 289
sending as attachments 251, 273
sharing 113, 115, 183, 184
storing 109, 188, 244
report generation logs 65, 67, 69
report generation requests 111, 123, 169, 309
See also jobs; on-demand generation
requests
report object design files. See report designs
report object executable files
caching 103, 141, 164, 172,173
connecting to Oracle databases and 318
running locale-specific reports and 306
storing font information in 301, 305, 306
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report object instance files 301, 305
report parameters. See parameters
Report Searching properties 144, 159
report server. See iServer
report server APL. See RSAPI applications
Report Server Security Extension 254, 255
See also RSSE applications
reportDocumentName variable 92
reportDocumentVersionName variable 92
reportDocumentVersionNumber variable 92
ReportEngineHeartBeatPort parameter 336
reporting servers. See iServer; servers
reporting system. See iServer System
reportLink variable 92
reports
See also spreadsheet reports
accessing font information for 301
controlling access to 254, 280
displaying 17,102, 109, 121, 280
generating 111, 169, 199, 305
limiting requests for 180
opening 17
printing 164, 188, 294, 296, 298, 299
retrieving access control lists for 280
saving 109
repository. See Encyclopedia volumes
Request Execution Thread Pool page 108
Request Management property 217
request server RPC ports 351
requests
See also jobs
allocating iServer processes for 98,234,
247
displaying reports and 104, 105, 118, 121
distributing 204, 206, 207, 228
generating documents and 169, 309
generating on-demand reports and 111,
169
handling concurrent 118, 199
limiting number of 177, 180
mapping to LDAP servers 274
running information object services
and 242
running RSAPI applications and 50
setting listening port for 15
setting maximum number of 121, 122
setting number of concurrent 217



setting number of connections for 234
setting number of items returned by 50
setting number of threads for 121,122,
234,244
setting queue size for 121, 122
viewing number of active 22
Requests page 122, 234, 247
resending e-mail notifications 85, 86, 87
resource group types 188, 196
resource groups
adding 98, 190, 194-197, 201
allocating Factory processes for 190, 193
assigning to clusters 192, 196, 197, 199
assigning to Encyclopedia 192, 200
configuring 189-193
customizing 199
deleting 200
disabling 190, 196, 200
mapping to user operations 188
naming 196
optimizing load balancing and 199
overview 188, 189, 197
removing cluster nodes and 223
removing members from 200
renaming 196
running jobs and 169, 189, 190, 197-201
selecting 198
setting number of factories for 164
stopping 199
Resource Groups page 189, 190
Resource Management page 238
Resource property 47
resources
accessing 212
creating cluster nodes and 210, 220
deploying designs and 47
handling requests and 217
logging usage information for 64
recycling processes and 177
running queries and 237, 238
shutting down Factory processes and 176
result set buffer 111
result sets 111, 181, 315
RetainOwner parameter 289
RetainPermission parameter 289
RetainTimestamp parameter 288
retrying jobs 49

Rgbzip images 128
rights and privileges. See privileges
roi files. See report object instance files
RoleBaseDN parameter 271, 278
RoleObject parameter 271, 278
roles
archiving and 285, 289
assigning privileges with 267
associating security IDs with 254
externalizing 266
getting 271
mapping LDAP objects to 278
mapping to external security sources 278
mapping to LDAP objects 266, 267, 269
nesting 267
setting privileges for 272
validating 280
routers 204
.rox files. See report object executable files
RPC port 351
RSAPI applications 50, 125, 145, 349
RSSE applications
See also Open Security applications
archiving and 285
configuring Encyclopedia for 255, 262,
263, 278-280
converting user information for 278
creating 254
customizing 255, 280
installing 255, 261, 262
mapping volume information for 266-268
retrieving access control lists for 280
running as web service 255, 261-265
running on LDAP servers 265, 269
running sample 254, 280
RSSE Cache Timeout parameter 280
RSSE Max ACL Buffer Size parameter 282
RSSE service 263, 280
RSSE service port 336
RSSE service startup parameters 264
RSSESOAPPort parameter 336
RTF formats 305
running
information objects 242
iServer services 212
jobs 188,189
online archive driver 285
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queries 188,232, 234, 236

report designs 164, 190, 199, 308
RSSE sample applications 254, 280
spreadsheet designs 188, 190

S

sample RSSE applications 254, 280
saving
Excel output 175
message templates 88
reports 109
search results 159
temporary files 245
Schedule for deleted files property 39
Schedule for purging deleted files
property 40
Schedule for purging notices property 39
scheduled jobs 48, 49, 188, 201
See also jobs
schema database names 23, 34
schema database owner names 34, 35
Schema name property 34
Schema owner name property 34
schemas 29, 33, 244, 343
Search Analysis properties 144
Search Analysis using Excel page 159
search events 70
search paths (fonts) 304, 305
search results 138, 157, 159
Search Timeout page 160
Searchable property 157
searching 102, 144, 157, 238, 305
See also indexed searches
SearchNolndex value 157
SearchTimeout parameter 161
SearchWithIndex value 157
secondary volume partitions 27, 55
See also partitions
security
accessing external sources for 254, 255
caching external source information
for 280

caching information objects and 242, 243

enabling page-level 254
mapping for information objects 268
opening reports and 17

388 Configuring BIRT iServer

running sample applications for 254, 280

storing information for 278
security applications 254

See also Open Security applications; page-

level security application

security IDs 254, 280

See also access control lists
security interface 254
security roles

archiving and 285, 289

assigning privileges with 267

associating security IDs with 254

externalizing 266

getting 271

mapping LDAP objects to 278

mapping to external security sources 278

mapping to LDAP objects 266, 267, 269

nesting 267

setting privileges for 272

validating 280

security sources. See external security sources

SELECT statements. See queries
Selected columns items (Options) 21
SendEmail Attr parameter 273
SendEmailDefault parameter 273
Sender display name property 80
Sender e-mail address property 16, 80
Sender name property 16
SenderAddress parameter 80
SenderName parameter 80

sending mail. See e-mail; notifications
sendmail utility 84, 87
SendNoticeAttr parameter 274
SendNoticeDefault parameter 274
server clusters. See clusters

Server Configuration Templates page 61, 98,

215

Server Diagnostic Logging property 62
server names 14, 22,23,342, 345
server nodes. See cluster nodes
Server parameter 271
server ports 335
server template names 208
server templates

accessing 207

adding 218

changing 218, 220



defined 207
enabling iServer services in 205
removing cluster nodes and 223
setting parameters for 210
viewing 22, 23
SERVER_LIST parameter 230
servers
See also iServer
allocating Factory processes for 188, 190
assigning to resource groups 192, 196, 197
configuring as cluster nodes 208, 212, 218,
219
configuring as clusters 204, 220
configuring stand-alone 96, 188, 223, 342
deploying load-balancing proxy to 230
displaying information about 22, 345
displaying properties for 21, 22,23, 24
displaying status of 22
logging diagnostic information for 61
setting connection pools for 325
setting ports for 14
setting properties for 336, 337
setting queue size for 108, 118
setting thread pool for 107, 108
shutting down 223
Servers column list (Options) 22
Servers page (Configuration Console) 221
Servers page (Options) 21
ServerSOAPPort parameter 336
ServerSOAPPortBase parameter 336
ServersTemplates column list (Options) 23
serverURL parameter 82
service enable or disable error type entries 73
Service page 264, 265
service providers 261
services. See iServer services; web services
session cache 142, 343
SessionCacheSizePerProcess parameter 143
SessionCacheTimeout parameter 143
Settings page (Server Configurations)
Caching Service properties 245
diagnostic logging 58, 61, 62
Factory Service properties 164
Integration service properties 232
iServer properties 337, 344, 346
service property folders on 99
Viewing Service properties 102, 103

settings. See properties
severe errors 71,72
shared connections 325
shared files 113, 115, 183, 184
shared libraries 65, 68
SHLIB_PATH variable 311, 316
shutting down. See stopping
SIDs. See security IDs
simple object access protocol. See SOAP
Simple view (Configuration Console) 2, 11
single-machine configurations. See stand-
alone configurations
Size property 10
.sma files 244
SMTP greeting property 16, 80
SMTP listen port 16, 336
SMTP mailing weight property 80
SMTP servers
adding 78-80, 81, 82
changing setup for 82
configuring 16-17, 82
removing 82
sending notifications over 16, 78, 81, 86
setting up clusters for 81
SMTPHostName parameter 80
SMTPPort parameter 80, 336
SOAP base port 336, 339
SOAP dispatch port 336
SOAP dispatcher service 288
SOAP interface 97
SOAP internal endpoint port 336, 339
SOAP message timeout property 251
SOAP messages 105, 178, 241, 251, 339
SOAP port for caching 249, 336
SOAP port for integration service 336
SOAP port number property 251
SOAP port parameters 48
Soap port property 48
SOAP requests. See requests
SOAP-based archive application 39
SOAP-based RSSE applications 254, 255, 262
SOAPDispatchSOAPPort parameter 336
SOAPPort parameter 249, 336
SocketBaseForJavaProcesses parameter 106,
180, 336
SocketBaseForProcesses parameter 120, 336
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SocketCountForJavaProcesses
parameter 106, 180
SocketCountForProcesses parameter 120
Sockets page 106, 120, 178, 350
Solaris servers
printing reports and 295, 296
running DB2 databases on 313, 316, 317
setting up environments for 311
sort operations 235
source code
e-mail body content 90, 92
online archive driver 284
RSSE applications and 254
spool command (UNIX) 295, 296
spreadsheet data cache 116
spreadsheet designs 188, 190, 322
spreadsheet generation properties 103
spreadsheet reports 105, 116, 178, 188
See also Excel spreadsheets
spreadsheet server. See iServer
spreadsheet templates 188
SQL Server Bulk Copy Program 249
SQL Server databases 244, 248, 249, 313, 325
SQL statements. See queries
SQLConnectW() method 314
stand-alone configurations 96, 188, 223, 342
start arguments (JRE) 193
Start Arguments property 192
StartArguments parameter 249
starting
application container process 338
archive driver 289
Caching service processes 246
cluster nodes 221, 222
clusters 210
Configuration Console 2,3
DB2 utility 317
Encyclopedia volumes 37, 52
Inline Archive Driver application 39
iServer 345, 346
iServer services 3, 96, 340
iServer System 7
Java resource groups 193
Java Runtime Environment 133, 192, 193
Java Virtual Machines 133, 344, 349
RSSE service 264
View processes 118, 119
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volume partitions 36, 41
web services 265
StartKernPairs variable 303
startup parameters
Caching service 246
Encyclopedia engine 344
iServer 340-342
RSSE service 264
startup script (archive driver) 289, 290
stateful file systems 226
stateless file systems 226
status information 22, 23, 345
Status page (System) 223, 345
Status property 22
stopping
application container process 338
cluster nodes 221, 223, 345
clusters 223
Factory processes 176, 177
iServer 223, 345
iServer System 7
resource groups 199
volume partitions 41
strings
branding e.Analysis output and 144
defining configuration keys and 309
font encoding and 130
logging system information and 75
mapping volume information and 266
ordering 235
retrieving XML data and 318
running event-based jobs and 48
setting database column length and 315,
320
setting default collation for 235
setting length 236
style sheets 124
subject element 91
successMessage element 91, 92
SuccessNoticeExpirationAttr parameter 275
SuccessNoticeExpirationDefault
parameter 275
Sun ONE LDAP servers. See LDAP servers
Sun systems 295, 297, 316, 317
superusers 34
Sybase databases 312
SYBASE variable 312



SYBASE_OCS variable 312
symbolic links 313, 317
SynchReportingWeight parameter 171
synchronous execution log entries 65
synchronous jobs 164, 168, 188
See also unscheduled jobs

synchronous processes 164, 195
synchronous resource groups 169, 188, 195,

200
SyncJobQueueSize parameter 170
SyncJobQueueWait parameter 167, 170
system database. See Oracle databases;

PostgreSQL databases
System default volume property 54
system errors 73
system events 47
system failures 226
System Heartbeat property 214
system information 22
system names 342
system passwords 14
system printers 294, 296, 300
system resources. See resources
system states 345
system status 22, 345
system variables. See environment variables

T

table of contents 136, 138

table view (e.Analysis) 151, 153

Table View page 153

Target hostname property 251

TargetServer parameter 288

TargetSOAPPort parameter 288

Task queue size property 108

Template Assignments page 192,195, 197

template files 88, 89, 91, 240

Template property 22,23

templates
adding HTML code to 92
configuring cluster nodes and 205, 207
creating e-mail messages and 88
e-mail. See e-mail message templates
generating query output and 240
running spreadsheet reports and 188
server configurations. See server templates

specifying 341
temporary files
bulk load operations and 248
caching 109, 110, 166, 167
failing to register 167
generating 107, 164
saving 245
setting directory paths for 238
setting time-out values for 169
storing 109, 164, 188
viewing logging information for 65
testing
clusters 220
DB2 connections 317
e-mail configurations 84
Open Security applications 264
startup parameters 341
volume partitions 28
text 303, 305
text strings. See strings
text wrapping 346, 347, 348
third-party drivers 308, 314
third-party processes 312
third-party security systems 254
third-party services 251
thread batch size 108
thread pool 107, 108, 118, 121
throughput tests 217
time formats 75
Time zone property 333
time zones 332
time-out intervals
design cache 113, 141, 183
document cache 109, 110
extended viewing cache 140
external security cache 280
file cache 137
gadget generation 107
image cache 112
JDBC drivers 236
Open Security cache 263
search operations 160
session cache 142
temporary reports 169
transient document cache 166
viewing operations 106, 107
Tomcat servers 261
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See also Apache Axis servers
Tomcat servlet container 261
Toolbar page (e.Analysis) 155
TotalArchiveMemory parameter 110
transient document cache 166, 167
transient files. See temporary files
Transient Report Management page 167
TransientArchiveFileCacheTimeout
parameter 111
TransientReportCacheLocation
parameter 168
TransientReportCacheSize parameter 168
TransientReportTimeOut parameter 168
TransientStoreMaxCacheEntries
parameter 168
translations. See locales
TrueType fonts 130, 301, 302, 303
truncation errors 236
TurnOnAsianLineBreakingRule
parameter 348

U

uid attribute 266

Unicode character sets 306

Unicode drivers 314

Unicode encoding 314

UNICODE_BIN collation 235

uninstalling PostScript fonts 298

universal hyperlinks. See hyperlinks

UNIX language code variable 333

UNIX systems
adding printers for 296, 300
configuring database connections for 310,

312,315,318

deploying AcProxy application for 230
generating data cubes and 324
initializing connections for 313
installing fonts for 297, 298, 302
installing iServer on 256
installing ODA drivers on 320
logging diagnostic information and 64
logging system information and 64
printing and 295, 296, 297, 298
rendering charts for 303
running archive driver on 284, 286
running iServer services on 220
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sending notifications over 78, 84, 87
setting environment variables for 311, 316,
319
starting Configuration Console on 2, 3
starting iServer services on 3
testing connections for 317
testing e-mail configurations for 84
uninstalling fonts for 298
Unrecognized recipient errors 87
unscheduled jobs 168, 188, 201
unscheduled reports 188
unsent e-mail 89
Update Information Console URL
property 17
updating
cache definition files 242
configuration files 22
license files 6
partition paths 43
upgrades 264
URLs
connection configurations 310
customizing AcProxy application and 230
linking to reports and 17, 82
rendering reports and 176
running event-based jobs and 48
sending notifications and 17, 40, 82, 92
starting Configuration Console and 2
testing clusters and 220
Usage And Error Log File Settings page 74,
75
Usage and error log version property 75
usage log consolidator. See log consolidator
Usage log file name property 75
Usage log file size property 75
usage log files
accessing 65
configuring 65-69, 74
naming 75
setting logging levels for 67
setting maximum size 75
specifying number of 75
viewing entries in 68
usage logging applications 64
usage logging extension 64, 67
Usage Logging page 64, 66
usage logging properties 66, 74



usage monitoring information 64
usage_log.csv 64
UsageAndErrorLogVersion parameter 75
UsageLogFileName parameter 75
UsageLogFileSize parameter 75
Use archive service property 39
Use dummy line property 85
Use font encoding property 130
UseDelimitedIdentifier property 318
UseDummyToLine parameter 85
UseExternalizedFonts parameter 306
user accounts 313
user ID attribute 266
user IDs 280
user names 268, 275, 281, 313
user operations 65, 188
user permission 272
user sessions 142, 343
UserActivityLoggingExt application 67
UserBaseDN parameter 271, 277
user-defined functions 315
UserObject parameter 275, 277
users
authenticating 254
externalizing information for 44, 265, 267
mapping LDAP objects to 277
mapping security IDs for 280
mapping to external security sources 278
mapping to LDAP objects 266
registering external 254
retrieving access control lists for 280
UsrActivityLoggingExt application 67

V

variable attribute 91
variables. See environment variables
version attribute 91
version information 22,91, 345
View processes
adding 118
configuring 118
improving performance and 116
loading fonts for 306
loading message templates and 88
setting number of requests for 121, 122
setting queue size for 118, 121

starting 118, 119

view server base port 335, 336
View service

configuring 102, 103, 105, 116

described 97

displaying e.Analysis output and 145, 148

displaying Excel spreadsheets and 126

displaying reports and 104, 105, 118, 121,
142,199

enabling or disabling 103

generating DHTML output and 123

generating e.reports and 116

generating PDF output and 128, 129

generating temporary reports and 107,
164,188

logging diagnostic information for 13, 104

logging usage information for 65, 67

managing large documents and 121

rendering charts and 133

searching DHTML reports and 157

searching report documents and 144, 159,
160

sending notifications and 78, 81, 88

setting cache size for 138, 142

setting cache type for 109, 137

setting message time-outs for 106, 107

viewing status of 22

view session cache 142
ViewCacheSize parameter 116
viewing

active requests 22

charts 303

dates 348

DHTML output 137
e.Analysis output 145, 147
Encyclopedia metadata 29
licensing options 5
multilingual data 306
primary volume partition 43
query output 144

release information 22, 345
report documents 107, 109, 121, 142
reports 17,102, 280

search results 159

server templates 22,23
spreadsheets 107, 116

status information 22, 23, 345

Index 393



system information 22
viewing events 65, 67,70
viewing log files 65, 67
viewing preferences 275, 276
Viewing service. See View service
Viewing service page 103
Viewing Session Cache page 142
viewing weight property 103, 104
ViewPreferenceAttr parameter 275
ViewPreferenceDefault parameter 276
virtual IP addresses 204, 206
VisitAllPagesForExcelGridInfo

parameter 128

volume cache time-out property 264
volume data files 27
volume metadata 26, 29, 33
volume metadata database 30
volume metadata schema properties 34
volume metadata schemas 33-35
Volume name property 39
volume names 23, 26, 36, 39, 54

See also Encyclopedia volumes
volume online or offline error type entries 73
volume partitions. See partitions
Volumes page (Advanced view) 35, 38
Volumes page (Options) 21, 23

W

Wait for response times out errors 87
wait intervals. See time-out intervals
WAR files 229, 230
warnings 8, 71,72
watermarks 144, 145
web browsers
displaying reports in 17,137
setting security levels for 17
setting title bar for 144, 145
starting Configuration Console from 2
web servers 14
See also servers
Web service API port 15, 339
web service applications
configuring 261, 262
hosting 338
installing 255, 261, 262
integrating with Encyclopedia 262
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running 261
web services
accessing information objects and 188
running open security applications
and 256
running RSSE applications and 255
setting IP addresses for 263
setting location of 263
setting port number for 263
starting 265
Windows messaging service 82
Windows systems
adding printers for 300
configuring database connections for 310,
312, 315, 318
configuring network ports and 14
deploying AcProxy application for 230
enabling connection pooling for 327
initializing connections for 313
installing iServer on 256
installing ODA drivers on 320
installing RSSE applications on 261
logging diagnostic information and 64
logging system information and 64
printing on 294, 298
registering e-mail accounts for 83
rendering charts for 303
running archive driver on 284
running iServer services on 220
sending notifications over 82-84, 87
setting environment variables for 311, 316,
319
starting Configuration Console on 2, 3
starting iServer services on 3
testing connections for 317
worker threads 118, 121

X

X Windows servers 312

XML documents 318

XML Extender 318

XMLAPI applications 145

Xprinter environment variables 297
XVFBDISPLAY variable 296



Y

year conversions 348
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